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On N3 and N9 interface, where the packet are transmitted with tunnel encapsulation, it is the CN tunnel info used for traffic detection, to differentiate which N3 or N9 tunnel carries the packet.
Therefore, CN tunnel info is the correct parameter used for (session level) traffic detection.
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* * * First Change * * * *

5.8.2.4.2
Traffic Detection Information
The SMF controls the traffic detection at the UP function by providing detection information for every PDR.

For IPv4 or IPv6 PDU Session type, detection information is a combination of:

-
CN tunnel info.
-
Network instance.
-
QFI.

-
IP Packet Filter Set as defined in clause 5.7.6.2.

-
Application Identifier: The Application ID is an index to a set of application detection rules configured in UPF.

For Ethernet PDU Session type, detection information is a combination of:

-
 CN tunnel info,
-
Network instance,
-
QFI,

-
Ethernet Packet Filter Set as defined in clause 5.7.6.3.

In this release of the specification for Unstructured PDU Session Type, the UPF does not perform -QoS Flow level traffic detection for QoS enforcement.
Traffic detection information sent by the SMF to the UPF for a PDU Session may be associated with Network instance for detection and routing of traffic over N6.
NOTE:
The UPF connected to different DN with possibly overlapping IP addresses is an example of a usage of a Network Instance.
* * * End of Changes * * * *

