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1
Introduction
This WI delivered 6 new TS's adding  2 new strong algorithms (GIA4 and GEA5/GIA5) for cyphering and integrity protection of GSM CIoT data, each algorithm having an algorithm specification, an  implementer's test specification and a conformance specification.
2
Description
This work item delivered the following:

- 3GPP TS 55.241 [z] – The design specification for GIA4 which is an integrity protection algorithm intended for use with GSM based on KASUMI [y].

- 3GPP TS 55.242 [x] – The implementer's test data  specification for GIA4 integrity protection algorithm specified in 3GPP TS 55.241 [z]. 
- 3GPP TS 55.243 [w] – The conformance test data  specification for GIA4 integrity protection algorithm specified in 3GPP TS 55.241 [z].

- 3GPP TS 55.251 [v] – The design specification for GEA5 (cyphering algorithm) and  GIA5 (integrity protection algorithm) intended for use with GSM based on SNOW 3G.

- 3GPP TS 55.252 [u] – The implementer's test data  specification for GIA4 integrity protection algorithm specified in 3GPP TS 55.251 [v]. 
- 3GPP TS 55.253 [t] – The conformance test data  specification for GIA4 integrity protection algorithm specified in 3GPP TS 55.251 [v].

These algorithms can be selected by GSM terminals and networks using the current algorithm selection mechanisms.

Each Algorithm has a trio of documents:  a design specification detailing how the algorithm works, an implementer's test specification that has test values for both the final calculations and the intermediate steps to allow implementers to prove their developments and a conformance test specification for final testing by the developers or by a third party,

Due to the security nature of these specifications and the strength of the algorithms, these specs are only issued under licence from 3GPP.
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