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	Reason for change:
	Release 14 normative work related to the support of Emergency Services for voice over WLAN for both Trusted and Untrusted WLAN for UE without valid IMSI and for Unauthenticated UE (e.g. without IMSI) has been completed in TS 23.402. Here is the relevant text for TWAN:
a) A TWAG that supports emergency services uses Emergency Configuration Data (instead of the subscription data received from the 3GPP AAA Server) for the establishment of an Emergency PDN Connection. 

b) The TWAN notifies the UE whether it supports emergency services by sending a related indication to the 3GPP AAA server, which relays this information in EAP signalling sent to the UE.

c) The UE signals an indication to the 3GPP AAA Server that its requests an emergency attach. The 3GPP AAA server uses this indication to give precedence to this session in case of signalling congestion (over SWx), and for authenticated UE without roaming permission to not carry out roaming and location checks for this UE. The 3GPP AAA server forwards the indication for emergency service to the TWAN via STa interface.

d) In attach for emergency service NSWO is not allowed.

e) During authentication and authorization, the HSS shall provide the AAA server with the "PDN GW currently in use for emergency services" as part of the subscription information, relayed by the AAA server to the TWAN; 
If the UE indicated an handover attach in step 2 and has been successfully authenticated, the TWAN shall select the "PDN GW currently in use for emergency services" as anchor PDN GW. If the UE indicated an handover attach in step 2 and has been authorized but not authenticated), the TWAN shall select the PDN GW that is statically configured in the TWAN Emergency Configuration Data.
f) Unauthenticated emergency sessions are supported based on local policies (related to local regulations)

Subsequently, changes are required in existing EAP authentication procedures    

  in TS 33.402 for supporting Unauthenticated Emergency Service on WLAN.

 This CR specifies procedures for Unauthenticated Emergency service over  

  trusted Non-3GPP IP Accesses.


	
	

	Summary of change:
	The User Identity IE in the Authentication and Authorization Request contains an IMEI based NAI during an Emergency Attach by a UE without a UICC. The 3GPP AAA Server allows emergency calls to succeed if local policy allows all UEs regardless of its identity.
If the User Identity IE in the Authentication and Authorization Request contains an IMSI and this IMSI cannot be authenticated, the 3GPP AAA Server checks its local policy. It allows the emergency call to succeed if the local policy allows UEs with unauthenticated IMSIs.It issues another identity request to obtain IMEI from the UE.

The 3GPP AAA server skips authentication procedures in both cases (unauthenticated IMSI and no IMSI) and generates an MSK 
based on UE’s IMEI identity.
The Permanent User Identity IE in the Authentication and Authorization Response shall contain an IMEI based NAI during an Emergency Attach by a UE without a UICC or with an unauthenticated IMSI.
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* * * First Change * * * *
13.4 Unauthenticated Emergency Calls over trusted WLAN
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Figure: 13.4-1 Unauthenticated Emergency Calls over trusted WLAN
1.
As in step 1 from Figure 6.2-1.

2.
As in step 2 from Figure 6.2-1.
3.
As in step 3 from Figure 6.2.1 with the following enhancement
-
UICC-less UEs shall send its identity complying with the Emergency NAI for Limited Service State format for IMEI as specified in TS 23.003[8].

4a.
As in step 4 from Figure 6.2-1

4b. As in step 5 from Figure 6.2-1.
5. 3GPP AAA Server receives the message with an indication from the UE that it is an Emergency Attach. If the 3GPP AAA Server supports IMS Emergency sessions over WLAN, it shall proceed as follows:
-
When the received subscriber identity is an IMSI but the IMSI authentication cannot proceed (because IMSI is not present in HSS, for example) or if AAA server cannot determine if authentication is successful, and if local policies allow emergency sessions for unauthenticated UEs with an IMSI, the 3GPP AAA Server shall skip EAP-AKA’ authentication procedures and proceed to execute step 6a to obtain IMEI from the UE.

-
When the received subscriber identity is an IMEI and if local policies allow emergency sessions for all UEs, the 3GPP AAA Server shall proceed to step 10 to generate an MSK
6a-6b. The 3GPP AAA Server requests user identity, using the EAP Request/Identity message. 
7.
The authenticator in the access network forwards the EAP Request/Identity message to the UE 

8.
The UE responds an EAP Response/Identity message. The UE shall send its IMEI value as its Identity.
9a-9b.
The authenticator forwards the EAP-Response/Identity message to the 3GPP AAA Server. It includes the received IMEI as the user identity in the A&A Request message. Network rejects the request if IMEI is not provided by the UE. 
10.
The 3GPP AAA Server generates MSK based on UE’s IMEI identity. 


MSK is derived per clause A.4 in Annex A.
11.
The 3GPP AAA Server sends the final Authentication and Authorization Answer (with a result code indicating success) including EAP success and the MSK key material to the authenticator. The Permanent User Identity IE in the answer contains IMEI obtained previously from the UE.
12. The authenticator in the access network stores the keying material to be used in communication with the unauthenticated UE as required by the access network. It informs the UE with the EAP Success message. 
13. The UE generates MSK based on its IMEI as per clause A.4 in Annex A

The UE and the authenticator in the access network share MSK keying material.

* * * End of Change * * * *
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