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********************************************************************************************
Start of 1st change

********************************************************************************************
6.1.2.1.2
Requirements

[R-6.1.2.1.2-001] The MCData Service shall enable the control of robots and drones. 

[R-6.1.2.1.2-002] The MCData Service shall provide a common transmission framework to use and control drones and robots.

NOTE 1: 
A robot can be an Unmanned Aerial Vehicle and aquatic or submarine vehicle or a terrestrial robot.

[R-6.1.2.1-003] The MCData Service shall provide a default control latency depending on the robots type under

- 50ms for an unmanned aerial vehicle

- 200ms for an aquatic or submarine vehicle

- 400ms for a terrestrial robot

NOTE 2: 
At this stage of the work, the latency is an end to end latency. The split between network latency and robot latency is left for stage 2. The latency is measured between the action of the pilot and the movement of the robot (not only MCData Service).

 [R-6.1.2.1.2-004] The MCData Service shall be able to simultaneously manage multiple drones/robots.

[R-6.1.2.1.2-005] Void. 

[R-6.1.2.1.2-006] The MCData Service shall support management of unmanned aerial vehicle at an altitude of up to 150m above the floor.

[R-6.1.2.1.2-007] The MCData shall have a default priority scheme for each kind of robot (terrestrial, aerial, submarine).

[R-6.1.2.1.2-008] The MCData Service shall be able to provide relevant priorities to different MCData communications according to the default priority scheme without additional configuration.

[R-6.1.2.1.2-0009] The MCData Service default priority scheme shall ensure that data exchanged for controlling a robot has relevant high priority amongst user data and cannot be pre-empted.

[R-6.1.2.1.2-010] The MCData Service default priority scheme shall ensure that critical robots telemetry data (such as position when out of sight) has also a high priority and cannot be pre-empted. 

[R-6.1.2.1.2-011] The essential telemetry data shall be identified and minimized in order not to forbid critical operational data to be transmitted.
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