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FIRST CHANGE
4.6.1
User Identification

In order to access the 3GPP Evolved Packet Core from non-3GPP accesses, and get Authentication, Authorization and Accounting services from the Evolved Packet Core, the NAI RFC 4282 [15] based user identification defined in TS 23.003 [16] shall be used.

In order to support network-based and client-based mobility related services from the evolved packet core, the NAI RFC 4282 [15] based user identification as defined in TS 23.003 [16] shall be used by the network and mobility clients. The username part of NAI shall be based on IMSI. For emergency attached UEs to the HRPD access which do not have authenticated IMSI, the username part of the MN NAI shall be based on IMEI as defined in TS 23.003 [16] for S2a and S101 reference points (see clause 9). IMSI shall be used for user identification on the GTP based S2b interface. 
For emergency services over WLAN, an UE that has an IMSI shall contruct the NAI with the username part based on IMSI. If the UE does not have an IMSI, it shall construct the NAI with the username part based on IMEI.
For emergency attached UEs to the WLAN access which do not have authenticated IMSI (including the case authentication was not performed), IMEI shall be used for user identification for Authorization and Accounting services from the Evolved Packet Core, as well as on the GTP based S2b interface. 

User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP. These user identities, if not compliant to TS 23.003 [16], are however not sufficient to identify a user in the 3GPP Evolved Packet Core.
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