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*** FIRST MODIFICATION ***

[bookmark: _Toc437505502]G.2.1.2.0	General
Either the MF or LEMF may initiate the TCP connection. The case when the MF/DF initiates the TCP connection is as detailed in G.2.1.2.1.

*** SECOND MODIFICATION ***
[bookmark: _Toc437505504]G.2.1.2.2	Use of TPKT
The individual IRI parameters are coded using ASN.1 and the basic encoding rules (BER). The individual IRI parameters are conveyed to the LEMF in "LI application" messages or IRI data records.
TCP is a stream-based protocol and has no inherent message delineation capability.
Since the upper-layer protocols are not self-describing, ISO Transport Service on top of TCP (ITOT), also referred to as TPKT, as defined in RFC 1006 [27] and later updated by RFC 2126 [28] is used to encapsulate the "LI application" messages before handing them off to TCP.
Therefore, TPKT shall be required and used in the transport stack of the IRI delivery interface (i.e. "LI application" messages/TPKT/TCP/IP). Only pProtocol class 0 defined in RFC 2126 [28] shall be supported. However, the TPKT connection establishment and negotiation mechanisms shall not be used. The maximum TPDU size to be supported is 2048 and is not negotiated.  Consequently, the segmentation and reassembly procedures associated with TPKT will not be used.
In case the TPKT connection establishment is not provided, based on agreement between the Operator and LEA, the TPDU header included in the TPKT payload (TPDU field defined in RFC 2126 [28]) may be omitted.

*** THIRD MODIFICATION ***

[bookmark: _Toc437505512]G.3.1.1.0	Introduction
Either the MF or LEMF may initiate the TCP connection. The case when the MF/DF initiates the TCP connection is as detailed in G.3.1.1.1.

*** FOURTH MODIFICATION ***

[bookmark: _Toc437505513]G.3.1.1.1	Usage of TCP/IP when MF/DF initiates TCP Connections
The MF/DF shall initiate TCP connections to the LEMF for the purpose of delivering CC. Once a TCP connection is established, the MF/DF will send CC messages to the LEMF via TCP.
CC messages shall be sent over TCP connections established specifically to deliver CC. A minimum of one TCP connection shall be established per target per LEMF to deliver CC associated only with the one or more targets. The MF/DF initiates the establishment of TCP connections to the LEMF equipment designated by the LEA. Optionally, the MF/DF may use more than one TCP connection per target per LEMF for the purpose of delivering CC associated with the target to minimize the effects of congestion or facility failures. For example, if more than one TCP connection is used, CC messages may be uniformly distributed across the connections. If delays are detected on one TCP connection, the MF/DF could begin to transmit more messages on the other TCP connections. The number of TCP connections supported to the LEMF per target shall be less than or equal to the provisioned maximum number of such connections.
If delivery of CC for only a single target is supported per TCP connection, then aAfter the TCP connection establishment procedure, the MF/DF shall send the connectionStatus message including the lawfulInterceptionIdentifier parameter to the LEMF. The delivery of the lawful interception identifier to the LEMF after the TCP connection establishment procedure will assist the LEMF in correlating the TCP connection, established for delivering content of communication, with a particular surveillance and the target.
If delivery of CC for multiple targets is supported per TCP connection, then the connectionStatus message including a lawfulInterceptionIdentifier parameter is not sent to the LEMF.  Moreover, in this case, the ULIC v1 parameter shall include the lawful interception identifier (LIID).

*** FIFTH MODIFICATION ***

[bookmark: _Toc437505514]G.3.1.1.2	Use of TPKT
TCP is a stream-based protocol and has no inherent message delineation capability.
Since the upper-layer protocols are not self-describing, ITOT, also referred to as TPKT, as defined in RFC 1006 [27] and later updated by RFC 2126 [28] is used to encapsulate the CC and connectionStatus messages before handing them off to TCP.
Therefore, TPKT shall be required and used in the transport stack of the CC delivery interface (e.g. CC messages/TPKT/TCP/IP). Only pProtocol class 0 defined in RFC 2126 [28] shall be supported. However, the TPKT connection establishment and negotiation mechanisms shall not be used.  The TPDU size to be supported is 2048 and is not negotiated. Consequently, the segmentation and reassembly procedures associated with TPKT will not be used.
In case the TPKT connection establishment is not provided, based on agreement between the Operator and LEA, the TPDU header included in the TPKT payload (TPDU field defined in RFC 2126 [28]) may be omitted.
*** END OF MODIFICATIONS ***

