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* * * * Start of 2nd Change * * * *
4.5.x
Monitoring Events
4.5.x.1
General
The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information available via the SCEF. It is comprised of means that allow the identification of the 3GPP network element suitable for configuring the specific events, the event detection, and the event reporting to the authorised users, e.g. for use by applications or logging, etc. If such an event is detected, the network might be configured to perform special actions, e.g. limit the UE access. Configuration and reporting of the following monitoring events may be supported: 

· Monitoring the association of the UE and UICC and/or new IMSI-IMEI-SV association; 

· UE reachability;
· Location of the UE, and change in location of the UE; 

NOTE:      Location granularity for event request, or event report, or both could be at cell level (CGI/ECGI), LA/TA/RA level, Presence Area reporting level, or other formats e.g. shapes (e.g. polygons, circles etc.) or civic addresses (e.g. streets, districts etc.).
· Loss of connectivity;
· Communication failure;
· Roaming status (i.e. Roaming or No Roaming) of the UE, and change in roaming status of the UE; and
NOTE:     Roaming status means whether the UE is in HPLMN or VPLMN 

· Number of UEs present in a geographical area.

To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. The set of capabilities required for monitoring may be accessible via different 3GPP interfaces/nodes. Selection of 3GPP interface(s) to configure/report the event is dependent on the type of the event, operator configuration, required frequency of event reporting, application provided parameters in monitoring event request etc.
Support for Monitoring Events can be offered either via HSS, MME/SGSN (as described in clause 4.5.x.2) or via PCRF (as described in clause 4.5.x.3). Based on operator policies, it shall be possible to configure Monitoring Events such that some Monitoring Event follows procedures in clause 4.5.x.2 while another Monitoring Event follows procedures in clause 4.5.x.3. SCEF shall not enable a given Monitoring Event for the same UE via both HSS/MME/SGSN, and PCRF.
4.5.x.2
Monitoring Events via HSS and MME/SGSN
Monitoring Events via the HSS and the MME/SGSN enables SCEF to configure a given Monitor Event at HSS or MME/SGSN, and reporting of the event via HSS and/or MME/SGSN. Depending on the specific monitoring event or information, it is either the MME/SGSN or the HSS that is aware of the monitoring event or information and makes it available via the SCEF. 

The procedures for requesting specific monitoring information or event reports as well as the report procedures are described in clause 5.n.

4.5.x.3
Monitoring Events via PCRF
Monitoring Events via the PCRF enables the SCEF to retrieve the location information and to report communication failure of a UE. The SCEF acting as AF shall have an active Rx session to enable the PCRF to report these events. The procedure is defined in TS 23.203 [zz] clause 6.2.3.

The UE location information, provided over Rx, may include a time stamp to indicate when the UE was last-known to be in that location, i.e. if the current location or the last-known location is provided. The UE location information is reported at the time the Rx session is established, modified or terminated. The subscription to UE location information is not persistent across Rx sessions. The UE location information is only provided for 3GPP IP-CAN type or for Trusted WLAN access (S2a).
The reporting of communication failure refers to the reporting of RAN/NAS release cause codes as per TS 23.401 [7], TS 23.060 [6], and TWAN release causes as per TS 23.402 [yy]. Once the RAN/NAS or TWAN release cause codes are reported to the PCRF, the PCRF reports it to the SCEF as per TS 23.203 [zz] for applicable IP-CAN types and RAT types listed in TS 23.203 [zz].
* * * * End of Changes * * * *
