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	Reason for change:
	There was a mistake in the formatting of Clause 7A.4 heading.  
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	Added a return and formatted the heading to “heading 2”. 
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	Other comments:
	


*** FIRST MODIFICATION ***
7A.3.1.1
SDES Media Security

If an SDES crypto attribute is included in the SDP, the DF2/MF forwards the “start of interception with IMS session”  event message to the LEMF over HI2 without additional key processing. 

NOTE:
The SDES Crypto attribute contains the cryptographic key required for decrypting the encrypted IMS media.

If SDES mid session support is required then storing of media information as per 7A.3.1 is mandatory.
7A.4
Multi-media Call State Control Service Scenarios

Annex C shows examples of the delivery of intercepted events and product under various call scenarios.
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