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FIRST CHANGE: Added text to Clause 9 on confidentiality protection of associated delivery procedures messages
9
Associated delivery procedures

9.1
Introduction

Associated delivery procedures describe general procedures, which start before, during or after the MBMS data transmission phase. They provide auxiliary features to MBMS user services in addition, and in association with,  MBMS delivery methods and their sessions. Those procedures that shall only be permitted after the MBMS Data transmission phase may also be described as post-delivery procedures.

To enable future backwards compatibility, clause 9 specifies generic and extensible techniques for a potentially wide range of associated delivery procedures.

Clauses 9.3 and 9.4 specify the associated delivery procedures that are initiated only after an MBMS data transmission phase.

The present document describes the following associated delivery procedures:

· File repair, for post-delivery repair of files initially delivered as part of an MBMS download session.
· Content reception reporting of files delivered to an MBMS UE.
These procedures are enabled by establishing a point-to-point connection; and using the MBMS session parameters, received during User Service Discovery/Announcement, to communicate the context (e.g. file and session in question) to the network and the MBMS sender infrastructure. To avoid network congestion in the uplink and downlink directions, and also to protect servers against overload situations, the associated delivery procedures from different MBMS UEs shall be distributed over time and resources (network elements).
One or more serviceURI elements in the Associated Delivery Procedure Description specify symbol-based file repair and/or reception report servers.  In MBMS download delivery, one or more "Alternate-Content-Location-1" or "Alternate-Content-Location-2" elements in the FDT specify standard HTTP/1.1 servers in support of byte-range-based file repair.  For these servers identified in the Associated Delivery Procedure and FDT, the network can selectively enable or disable the use of confidentiality protection of Reception Reporting and File Repair, based on indicating ‘HTTPS’ or ‘HTTP’ URL scheme on the “service identity” which represents either serviceURI, Alternate-Content-Location-1 or Alternate-Content-Location-2 as specified in TS 33.246 [10] clause 6.7.  
· 
· 
· 

An instance of an "associated procedure description" is an XML file that describes the configuration parameters of one or more associated delivery procedures.
MBMS Download receivers shall support the file repair procedure as defined in sub-clause 9.3.

MBMS Download receivers shall support the reception reporting procedure as defined in sub-clause 9.4.

MBMS Streaming receivers shall support reception reporting procedures (StaR and StaR-all report types) as defined in sub-clause 9.4.
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