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+++ Begin first change +++
3
Definitions, symbols and abbreviations

3.1
Definitions

3GPP SSO Authentication: Authentication performed between an SSO-capable UE and 3GPP SSO Identity Provider using Operator-controlled credentials and without requiring user involvement.
3GPP SSO Identity Provider: An entity that maintains Operator-controlled identity and credential information for a user, performs 3GPP SSO Authentication, and asserts the user’s identity to a Data Application Provider.
3rd Party SSO Identity Provider: An entity that maintains identity and credential information (that is not Operator-controlled) for a user, performs authentication, and asserts the user’s identity to a Data Application Provider.

eCall:
A manually or automatically initiated emergency call,(TS12) from a vehicle, supplemented with a minimum set of  emergency related data (MSD), as defined under the EU Commission’s eSafety initiative.

Data Application Provider: An entity that offers data application services to users (e.g., over the public Internet). The data applications can be browser or non-browser based services.
IMS Centralized Services: The provision of communication services wherein services and service control are based on IMS mechanisms and enablers, and support is provided for a diversity of access networks (including CS domain and IP based, wireless and wireline), and for service continuity between access networks.

MSD:  The Minimum Set of Data [46] forming the data component of an eCall sent from a vehicle to a Public Safety Answering Point or other designated emergency call centre. The MSD has a maximum size of 140 bytes and includes, for example, vehicle identity, location information and time-stamp.

SSO Provider: An entity that provides SSO Service. The SSO Provider enables a user to authenticate to an IdP and thereby to have their identity asserted to a DAP. Each data application, whether provided by different DAPs or the same DAP, may have its own policy regarding authentication. In the 3GPP SSO Service, the SSO Provider is the 3GPP Operator.
SSO Service: A service in which the user of a data application is authenticated once, and as a result of that authentication is provided with seamless and transparent access to multiple data applications offered by one or more Data Application Providers.
SSO Local User Authentication: Authentication performed by the UE that establishes the presence of the registered user of the data application by requiring input which only the registered user would be able to provide.
Further definitions are given in 3GPP TR 21.905 [29].

3.2
Abbreviations

For the purposes of this TS, the following abbreviations apply:

DAP
Data Application Provider
IdP
Identity Provider
IVS
In Vehicle System (eCall terminal and associated sub-systems in vehicle)

ME
Mobile Equipment

PC
Personal Computer

SSO
Single Sign-On
Further abbreviations are given in 3GPP TR 21.905 [29].
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