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5.3.5
Radio Resource Management Functions

5.3.5.1
General

Radio resource management functions are concerned with the allocation and maintenance of radio communication paths, and are performed by the Radio Access Network. Refer to TS 43.064 [11] and to TS 43.051 [74] for further information on GERAN. Refer to TS 25.301 [50] for further information on UTRAN.

5.3.5.2
RAT/Frequency Selection Priority
To support radio resource management in UTRAN/GERAN, the SGSN provides the parameter 'Index to RAT/Frequency Selection Priority' to RNC across Iu and to BSC across Gb. The RFSP Index is mapped by the RNC/BSC to locally defined configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and applies to all the Radio Bearers. Examples of how this parameter may be used in UTRAN/GERAN:

-
to derive UE specific cell reselection priorities to control idle mode camping.

-
to decide on redirecting active mode UEs to different frequency layers or RATs.

The SGSN receives the subscribed RFSP Index from the HSS (e.g., during the Attach procedure). For non-roaming subscribers the SGSN chooses the RFSP Index in use according to one of the following procedures, depending on operator's configuration:

-
the RFSP Index in use is identical to the subscribed RFSP Index, or

-
the SGSN chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's policies and the UE related context information available at the SGSN, including the UE's usage setting and voice domain preference for E-UTRAN, if received during Attach and Routing Area Update procedures (see clause 5.3.15).

NOTE:
One example of how the SGSN can use the "UE voice capabilities and settings" is to select an RFSP value that enforces idle mode camping on 2G/3G for a UE acting in a "Voice centric" way and provisioned with "CS Voice preferred, IMS Voice as secondary", in order to minimize the occurrence of RAT changes. Another example is the selection of an RFSP value that prevents idle mode camping on 2G for a UE provisioned with "IMS PS voice preferred, CS Voice as secondary" if other RATs supporting IMS Voice are available, as the UE would in such case always select the CS domain for its voice calls.

For roaming subscribers the SGSN may alternatively choose the RFSP Index in use based on the visited network policy but can take input from HPLMN into account. (e.g. an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN).

The SGSN forwards the RFSP Index in use to the RNC across Iu and to the BSC across Gb. The RFSP Index in use is also forwarded from source RNC to target RNC during the SRNS Relocation procedure for Intra-RAT handover.

The SGSN stores the subscribed RFSP Index value received from the HSS and the RFSP Index value in use. During the Routing Area Update procedure the SGSN may update the RFSP Index value in use and signal the updated value to the RNC across Iu and to the BSC across Gb, if the locally configured operator's policies indicate to do so (e.g. the SGSN may need to update the RFSP Index value in use if the UE related context information has changed). During inter-SGSN mobility procedures, the source SGSN forwards both RFSP Index values to the target SGSN. The target SGSN may replace the received RFSP Index value in use with a new RFSP Index value in use that is based on the operator's policies and the UE related context information available at the target SGSN.

The Iu messages that transfer the RFSP Index to the RNC are specified in TS 25.413 [56b].

The Gb messages that transfer the RFSP Index to the BSC are specified in TS 48.018 [78].

5.3.5.3
Service identification for improved radio utilisation for GERAN
The Service Class Indicator (SCI) [x] enables the GGSN/P-GW to provide the A/Gb mode GERAN access with an indication  in the downlink user plane packet to assist the A/Gb mode GERAN access in providing specific RRM treatment in order to improve radio resource control as well as user experience. 

NOTE 1: 
It is intended to standardize SCIs and relationship between SCIs and QoS classes in a future release.

In the current specification, the SCI is only applicable for A/Gb mode GERAN access, and only for the Gn, S4 and the GTP based S5 interfaces.

Support of SCI is optional in GERAN, A/Gb mode SGSN, and PGW/GGSN. 

The GGSN/PGW is informed by the SGSN/MME of the UE’s current RAT. 

When the UE is using an A/Gb mode GERAN the GGSN/PGW determines the value of the SCI based on configuration.The SCI is included in the downlink user plane data packet (see 3GPP TS 29.281 [x]). 

NOTE 2:
The 3GPP charging architecture does not take the SCI value into account. 
There is no impact on the S-GW as part of this feature. If the SCI is received at the S-GW, the S-GW forwards them transparently.

NOTE 3:
In this release of the specification, the SCI is intended to be used in non-roaming scenarios only. In roaming scenarios the VPLMN operator can verify that the GGSN/P-GW of the HPLMN is not sending SCIs in the GTP-U packets. This can be achieved by offline monitoring, or, could be achieved by online monitoring in non-standardized user plane entities (e.g. GTP firewalls).

NOTE 4:
This feature has no impact on the RNC, eNodeB and Iu mode SGSN. If (unusually) the SCI is received, these entities behave according to the existing specifications for the treatment of GTP extension headers.

An eNodeB or RNC shall ignore the Service Class Indicator if received over the S1-U, S12 or other interface.

When the serving A/Gb mode SGSN receives SCI in a GTP-U packet, it copies it, without modifying its value, into a Gb interface information element that is sent with the downlink Gb interface user data packet to the GERAN access.

The A/Gb mode GERAN shall apply the configured behaviour for the signalled SCI. If the received SCI is not configured in the GERAN, then the GERAN shall treat the user plane packet normally. 

NOTE 5:
When sending downlink GTP-U packets, there are some transient periods where the “current RAT” information for the user may be incorrect at the GGSN/P-GW e.g. after a handover from (E)UTRAN to GERAN, or if the MS is in idle mode with ISR active, or if the MS is in idle mode and located in a Routing Area comprising GERAN and UTRAN cells. In these cases, the A/Gb mode GERAN may receive the first downlink user plane packets without Service Class Indicator. 
In network sharing configurations (MOCN or GWCN) the SCI can be supported as specified in 3GPP TS 23.251 [83].
* * * Next Change * * * *

Annex C (informative):
Link MTU considerations

According to clause 9.3 networks can provide link MTU size for MSs. A purpose of the link MTU size provisioning is to limit the size of the packets sent by the MS to avoid packet fragmentation in the backbone network between the MS and the GGSN/PGW when some of the backbone links does not support packets larger then 1500 octets. Fragmentation within the backbone network creates a significant overhead. Therefore, operators might desire to avoid it. This Annex presents an overhead calculation that can be used by operators to set the link MTU size provided by the network. A MS may not employ the provided link MTU size, e.g. when the MT and TE are separated, as discussed in clause 9.3. Therefore, providing an MTU size does not guarantee that there will be no packets larger than the provided value. However if MSs follow the provided link MTU value operators will benefit from reduced transmission overhead within backbone networks.

One of the worst case scenarios is when GTP packets, e.g., between a RAN node and the core network, are transferred over IPSec tunnel in an IPv6 deployment. In that case the user packet first encapsulated in a GTP tunnel which results the following overhead:

-
IPv6 header, which is 40 octets;

-
UDP overhead, which is 8 octets;

-
Extended GTP-U header, which is 16 octets.

NOTE:
The sending of SCI in the GTP-U header will increase the GTP-U header size (see [x]).
In this scenario the GTP packet then further encapsulated to an IPSec tunnel. The actual IPSec tunnel overhead depends on the used encryption and integriry protection algorithms. TS 33.210 [114] mandates the support of AES-CBC with a key length of 128 bits and the use of HMAC_SHA-1 for integrity protection. Therefore the overhead with those algorithms is calculated in this Annex:

-
IPv6 header, which is 40 octets;

-
IPSec Security Parameter Index and Sequence Number overhead, which is 4+4 octets;

-
Initialization Vector for the encryption algorithm, which is 16 octets;

-
Padding to make the size of the encrypted payload a multiple of 16;

-
Padding Length and Next Header octets (2 octets);

-
Integrity Check Value, which is 12 octets.

In order to make the user packet size as large as possible a padding of 0 octet is assumed. With this zero padding assumption the total overhead is 144 octets, which results a maximum user packet size of 1358 octets. Note that this user packet size will result in a 1424 octets payload length to be ciphered, which is a multiple of 16, thus the assumption that no padding is needed is correct (see Figure C.1).
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Figure C.1: Overhead for MTU calculation

The link MTU value that can prevent fragementation in the backbone network between the MS and GGSN/PGW depends on the actual deployement. Based on the above calculation a link MTU value of 1358 is small enough in most of the network deployements.

Note that using a link MTU value smaller than necessary would decrease the efficiency in the network. Moreover a UE may also apply some tunnelling (e.g., DSMIPv6 or VPN). and it is desired to use a link MTU size that assures at least 1280 octets, which is the minimum MTU size in case of IPv6, within the UE tunnel to avoid the fragmentation of the user packets within the tunnel applied in the UE.

Another aspect of the dynamic link MTU provisioning is that in the future when all network links support larger packet sizes than 1500 octets, operators can send a value larger than 1500 octets as a link MTU size to MSs. This option is useful for operators as if an MS uses large packets then it will increase the transport efficiency in the network.
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