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0
Opening of the Workshop - 09:00 on Wednesday 9 November 2011

The Workshop Convenors, Mr. David I Allen (Ericsson) and Mr. Balazs Bertenyi (Nokia Siemens Networks), opened the meeting which was hosted by the North American Friends of 3GPP, in San Francisco, California, USA. The Secretary for the workshop was Mr. Maurice Pope, ETSI MCC. The Convenors and Secretary introduced themselves and domestic arrangements were provided. Mr. Erik Guttmann (SA WG2 Chairman) provided some practical information about the area of San Francisco.

3BF-11002 Guidance for Document number allocation and submission for the 3GPP-BBF Workshop, 9 - 10 November 2011
MCC
This contribution provides guidance on how to obtain document numbers for the Workshop and submission of documents for provision on the 3GPP FTP server.

Discussion and conclusion:

This was provided for information and was noted.

3BF-11001 Draft agenda for the workshop. This was introduced by the Workshop Convenors
Draft agenda for the workshop

Discussion and conclusion:

It was noted that the documents allocated to the agenda items were concentrated on the first days' scheduled items, so this may run over into the second day. The agenda was approved.

It was clarified that any issues raised at this meeting should lead to discussion and the aim is to provide a list of issues and assumptions from the workshop. If conclusions cannot be reached at the workshop, some actions should be raised to try to resolve issues in 3GPP and the BBF.

1
FMC Status

1.1
Status of BBF work:

3BF‑11041 WT-134 Broadband Policy Control Framework. This was presented by the WT-134 Editors (Juniper Networks, BandWD)
BBF WT-134 Status report.

What is WT-134:

Executive Summary:

-
WT-134 defines an architectural framework to provide policy control of Broadband Multi-Service Networks. This Working Text specifies business requirements, use cases, and a minimum set of Information Flows that facilitate the management and execution of policies.

-
WT-134 is about Wireline only requirements, Use cases and architecture. WT-134 has nothing to do with Interworking or Convergence

WT-134 Process status:

Straw Ballot comment period from June 21st to September 6th

-
23 Straw contributions from 14 Companies.

-
Higher priority and more impactful comments where heard first and resolved during Sept meeting in Shanghai.

-
Four additional BBF conference calls have been scheduled to resolve remaining comments.

-
October 5th

-
October 19th

-
November 2nd

-
November 23rd

-
It is expected that all Straw Ballot comments will be resolved during week of Nov 28 to Dec 2 in BBF Q4 2011 meeting

WT-134 Section 4 - Business Level requirements for Policy:

-
Session-Based Policies

-
Non Session-Based Policies

-
Wholesale Sessions

-
Session Resource Request initiation sources

-
Application Admission Control

-
Relations between NSP's and ASP's

-
Bandwidth

-
QoS

-
Security

-
Network Threat Detection

-
Multicast

-
Routing

-
Auditing, Service monitoring and Accounting

-
Charging

-
Deep Packet Inspection

WT-134 Section 5 - Higher level use cases

-
Layer 1 - 4 Policy and QoS use case

-
Application Layer Policy Use case

-
Call Admission Control Use case

-
Authentication, Metering and Accounting Policy Use case

-
Home Gateway use case

-
Application Layer Policy Use case

-
Emergency Services Use Case

WT-134 Section 6 - Architecture

-
The Architecture contains functional elements and Reference points

-
This clause explores architectural options

-
It does not contain Physical Nodal Architecture and protocol selection for the Reference points

WT-134 Section 7 - Policy Information flows Architecture

-
This clause describes information flows, as well as a set of information elements to be exchanged over these flows.

-
The flows are as follows:

a.
[Logical Function => PDP; Information Source => AF] - Information on the incoming call/session from the BBF domain AF is conveyed to the PDP.

b.
[Logical Function => PDP; Information Source => AAA] - Information on the authorization and authentication status is conveyed to the PDP.

c.
[Logical Function => PEP; Information Source => PDP] - The PDP processes all incoming information and submits it to the PEP.

d.
[Logical Function => PDP; Information Source => PEP] - The PEP submits the policy enforcement status back to the PDP .

e.
[Logical Function => AF; Information Source => PDP] - The PDP responds back to the AF with information on acceptance or rejection of the incoming call/session.

f.
[Logical Function => PDP; Information Source => other PDP] - The PDP receives information from the other PDP,.

g.
[Logical Function => other PDP; Information Source => PDP] - The PDP sends information to the other PDP .

Discussion and conclusion:

The WT-134 Editors were thanked for this presentation, which was noted.

3BF‑11043 WT-134 Broadband Policy Control Framework. This was provided by Juniper Networks (WT-134 Editor).
Latest draft version of WT-134.

Discussion and conclusion:

This was provided for information and was noted (the password for the protected zip file was provided verbally at the workshop).

3BF‑11020 WT-146 Status Report. This was presented by Ericsson (WT-146 Editor)
BBF status report on WT-146.

What is WT-146:

Presenting only relevant material from WT-146 to the 3GPP-BBF Interworking Workshop

Purpose Summary

-
The purpose of this document is to define the basic notions of IP Subscriber Sessions and IP Flow classifiers, along with the IP session authentication and management means as applicable to a broadband access environment. This will allow network operators to provide a more diversified set of IP services, whilst having the network tools to control and account for them.

Scope


This document presents a description of the concepts of an IPv4 and IPv6 session and IP Session grouping for deployment in a TR-101 based architecture. The IP session description covers a cycle consisting of:

-
IP Session Detection and creation

-
Application and change of IP Session Policies including Authentication, Authorization, Accounting, monitoring and grouping

-
IP Session Termination

-
The Following slides presented is not the complete WT-146 readout but a selection of the topics relevant to the Workshop discussion

WT-146 Process status:

-
Planning to Call for Straw Ballot at BBF Q4 meeting (November-28th)!

-
It is expected that all Straw Ballot comments will be resolved during BBF Q1 2012 meeting

-
Final letter ballot is projected for Q2 2012


Note these dates may change!

WT-146 Types of Sessions:

-
Fixed Sessions: Certain services, often offered to business end-customers, require a fixed IP address and an always-on IP session so as to continuously allow external parties or systems to have connectivity to the end-customer . This type of fixed IP session is in a way similar to a virtual leased line, and has no end user online/offline (login/logout) operations or actions, other than the initial session provisioning performed by the operator.

-
Dynamic Sessions: In typical residential services, connectivity to the provider network is end user initiated, with an explicit login/logout phase. This is conductive towards the provider dynamically authenticating and authorizing the end user's access to the network, as well as deriving applicable user policies. These type of sessions can be modelled as dynamic IP sessions, similar to legacy PPP sessions, whereby the session provisioning is done dynamically

WT-146 Session Policies:

-
IP Session AAA clause 6.1

-
IP Traffic Classifiers

-
Destination IP Address

-
Source IP Address

-
IP Protocol

-
Source Port

-
Destination Port

Discussion and conclusion:

It was clarified that the dual stack single session issue has not been resolved, as convincing use-cases have not been identified. Alcatel-Lucent asked what was included in Option 82. It was clarified that this is not the device identifier. Some clarification on the authentication methods for the Residential Gateway was provided. The main intention was to establish a chain of trust between entities and the specific methods will not be covered by WT-146. The WT-146 Editor was thanked for this presentation, which was noted.

3BF‑11019 WT-146. This was provided by Ericsson (WT-146 Editor)
Latest draft version of WT-146.

Discussion and conclusion:

This was provided for information and was noted (the password for the protected zip file was provided verbally at the workshop).

3BF‑11017 WT-203 Status Report. This was presented by Ericsson (WT-203 Editor)
BBF status report on WT-203.

What is WT-203:

Executive Summary:

-
WT-203 is a cooperative project between the BBF and 3GPP that was initiated in 2008. WT-203 defines Interworking Use Cases based on 3GPP UE devices moving from the 3GPP Mobile Network and connecting to the Fixed Broadband Network. WT-203 describes the business requirements for Interworking between the Next Generation Fixed and 3GPP Wireless Access as well as defining Reference Architectures to support these use cases and business requirements.

WT-203 Process status:

-
Straw Ballot comment period from October 10th to November 21st

-
Expect to receive contributions for BBF Q4 2011 meeting.

-
Higher priority and more impactful comments will be heard first and resolved during Q4 November meeting in California.

-
Additional BBF conference calls will most likely be scheduled to resolve remaining comments from SB and Q4 meeting contributions.

-
It is expected that all Straw Ballot comments will be resolved during BBF Q1 2012 meeting

-
Final letter ballot is projected for Q2 2012

WT-203 Section 4 - Business Level requirements for Policy:

-
Internet Access With Parental Control & Personal Firewall

-
Voice/Multimedia and Charging

-
Video

-
3G Femto Cell

-
Application Mobility

-
Dual WAN connected CPE Device

WT-203 Section 6 - Common Interworking Architecture Requirements:

-
Common requirements that BBF-3GPP Interworking Solution MUST support.

-
20 requirements which the Interworking Architecture Solution between Next Generation Fixed and 3GPP Networks MUST support

WT-203 Section 7 - Reference Architecture and Requirements:

-
Reference Architecture for Trusted, Untrusted WLAN and Femto Interworking Reference Architecture.

-
Requirements for these 3 models of Interworking Architecture

-
Requirements for Authentication of a 3GPP device

-
Interworking Architecture Requirements for Policy Control and Accounting

-
Requirements for WiFi and Femtocell Access

-
Methods to configure QoS in Femto AP's

-
Requirements for Simultaneous Multi-Access

WT-203 Section 8 - AAA Interworking Architecture:

-
This Section covers AAA Interworking Requirements:

-
Authentication of 3GPP Device through the Fixed Broadband Network to the Home 3GPP SP

-
Translation Agent For Interworking between BBF and 3GPP Network Providers

-
Accounting Interworking Models

WT-203 Section 9 - Interworking Policy Control:

-
3GPP Policy Control Background

-
S9a Interworking Policy Control

-
QoS interworking

-
BPCF Initiated S9a Session Establishment

-
PCRF Initiated S9a Session Establishment

-
PCRF Discovery

-
Requirements for S9a Interworking

WT-203 Section 10 - Nomadicity and Roaming:

-
Nomadicity of a 3GPP device in Fixed Broadband Networks

-
3GPP device Roaming between BBF and 3GPP Networks

-
Architectures

-
Trusted Interworking Reference Architecture for S2a

-
Untrusted Interworking Reference Architecture for S2b

Discussion and conclusion:

ZTE asked whether the fixed and mobile operators can be the same operator. It was clarified that this issue has not been addressed in BBF. Alcatel-Lucent asked whether the case of a user using the same mobile operator as fixed operator for this is considered as 'roaming'. It was clarified that this needs to be discussed and documented in the BBF and contribution on this was requested. Issues on the use of S2a, etc. should be discussed as part of the open issues in this workshop. AT&T commented that there is some work ongoing in the GSMA on this and this scenario is currently considered as a valid roaming scenario in the GSMA. Cisco commented that the development of 'non-3GPP access' was intended for CDMA-2000 and WiMAX interworking and this may be different for BBF interworking. The SA WG2 Chairman asked that the BBF distinguish between AAA and policies so that any architecture impacts are clear. The WT-203 Editor was thanked for this presentation, which was noted.

3BF‑11016 WT-203. This was provided by Ericsson (WT-203 Editor)
Latest draft version of WT-203.

Discussion and conclusion:

This was provided for information and was noted (the password for the protected zip file was provided verbally at the workshop).

1.2
Status of 3GPP work

3BF‑11009 FMC Status - Status of 3GPP work; BBAI 3GPP SA WG2 Status Report. This was introduced by Ericsson on behalf of Ericsson and Huawei (BBAI SA WG2 Rapporteurs)
BBAI SA WG2 status report BB1, BB2 and BB3.

Building Block I Stage 2 - Status Report Study Phase

-
Scope: Fixed Broadband Interworking when using WLAN and H(e)NB, traffic routed to EPC domain

-
TR 23.839: Study on Support of BBF Access Interworking (Release 11)

-
Reference architecture defined:

-
WLAN access via S2b

-
WLAN access via S2c

-
Femto and CS support

-
Key issues studied:

-
For WLAN:

-
Authentication

-
Policy and QoS

-
IP Flow Mobility

-
For Femto:

-
Policy and QoS

-
Other requirements are covered by existing TS 23.402 for non-3GPP access.

-
Basic connectivity for S2b and S2c

-
Mobility between 3GPP Access and non-3GPP access

-
Offline and online charging

Building Block I Stage 2 - Status Report Normative phase

-
TS 23.139: Support of Fixed Broadband Access Interworking (Release 11)

-
Agreed reference architecture and procedures moved from TR 23.839

-
TS 23.203: Policy and Charging Control Architecture

-
Enhancements to PCC to support:

-
Admission control requests to Fixed BB access

-
Provisioning QoS Rules to identify UE traffic in BNG

-
QoS Interworking with CS domain

-
Open issues:

-
23.139

-
How does 3GPP UE know when to apply Reflective QoS-

-
Complete some procedures

-
23.203 (some Editor's note)


-
Any additional Events triggers over S9a.

-
Any extensions to credit management functions

-
Whether aggregated resources are used and needs to be provided over S9a

-
Alternatives ways to set up S9a

Building Block II Stage 2 - Status Report:

-
Scope: Fixed Broadband Interworking when using WLAN and traffic offloaded in the Fixed Broadband domain

-
Study phase is ongoing and Normative work has not started yet

-
TR 23.839: Study on Support of BBF Access Interworking (Release 11)

-
Reference architecture defined for traffic offloaded in the Fixed Broadband Access for untrusted access using S2b/S2c and trusted access using S2c.

-
Femto is out of the scope in Rel‑11

-
Key issues studied: (technical aspects out of scope of this presentation)

-
For WLAN:

-
Policy and QoS

-
Charging

-
A set of assumptions for validation with BBF are addressed in more details in ad-hoc presentation for further discussion .

Building Block III Stage 2 - Status Report:

-
Study Phase TR 23.839 is initiated in October SA WG2#87 meeting

-
The scope of the work is

-
WLAN scenario with traffic routed to EPC (s2b, s2c)

-
Femto scenario with traffic routed to EPC

-
NS-WLAN offload

-
Trusted WLAN/BBF access with NW based mobility not included in Rel‑11

-
SIPTO/LIPA from H(e)NB non included in Rel‑11

-
Normative work

-
TS 23.139  ‑> extension of 23.402 architecture

-
TS 23.203 ‑> extension of PCC

-
Study Phase in TR 23.839 will consider

-
Default QoS for fixed access session during session setup

-
Dynamic QoS for 3GPP UE connected to a fixed access

-
The Reference architecture

-
for WLAN, Femto for traffic routed in EPC and fixed access have been agreed by SA WG2.

-
For NS-WLAN offload is for further study


Note: detailed description of reference architecture is included in an other presentation

-
A set of assumptions and question to BBF are addressed in more details in ad-hoc presentation for further discussion

-
Several topics have been identify for further study by SA WG2

-
The definition and the support for dynamic QoS for fixed access session

-
Support of 3GPP based charging for fixed access session

-
The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified

-
The target of the 3GPP work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.

-
3GPP SA WG2 will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS for the fixed access session. Such parameters will be anyway checked with BBF.

-
Whether additional parameters (e.g. ARP and Flow Filters) are included in Default QoS is FFS.

-
the impact, if any, for interworking between a fixed network supporting the BBF interworking solution defined in BB1 and BB2 and a HPLMN supporting the BBF convergent solution

Way of working 3GPP SA WG2 and BBF for CT WG consideration:

-
First SA WG2 agreed on solutions based on company contributions, then update the TR 23.839 with solutions.

-
Solutions that impact FBB access have been validated with BBF

-
SA WG2 prepared LS to BBF requesting feedback on the assumptions.

-
BBF replied in LS to SA WG2 with the feasibility of the proposal

-
Positive feedback -> Progress solution to normative work

-
Negative feedback -> Revaluate solution according to feedback

-
SA WG2 and BBF progress on TR/TS and WTs covering FMC interworking has been also notified via LS.

Discussion and conclusion:

NEC asked what happens if admission control fails in terms of the roll-back procedures in 3GPP specifications. This is usually considered an error case which is handled in Stage 3 specifications. Alcatel-Lucent commented that this is done beforehand and if the admission request fails then the session is not progressed. Alcatel-Lucent clarified that the assumption is that there is already a relationship established. It was commented that the use of 'session' should be avoided in this area. The BBAI SA WG2 Rapporteurs were thanked for this report, which was noted.

3BF‑11003 LS from SA WG5 to BBF: Reply LS on BBF status report prior to BBF and 3GPP workshop. This was provided by the SA WG5 Chairman
3GPP SA WG5 thanks broadband forum for the liaison on BBF status report prior to BBF and 3GPP workshop. 3GPP SA WG5 would like to inform BBF of the current work on Charging for 3GPP networks which may be taken into consideration during the discussion on Accounting models clarification. The 3GPP Charging architecture is specified for Online and Offline charging in 3GPP TS 32.240 with the corresponding interface specifications based on IETF Diameter Accounting and Credit-Control applications.
3GPP SA WG5 welcomes BBF on further interactions on Charging and Accounting issues.

Discussion and conclusion:

Juniper networks asked whether BB II and III are expected to impact SA WG5 work. It was thought that these would have some impact as they develop. This was noted and should be taken into consideration for the discussions on further cooperation.

3BF‑11040 BBAI 3GPP SA WG1 Status. This was presented by the SA WG1 Chairman (SA WG1 BBAI Rapporteurs)
BBAI 3GPP SA WG1 Status.

Stage 1- Building Block I Status:

-
Included in TS 22.278" Service requirements for the Evolved Packet System (EPS)" Rel. 10 and subsequent releases


Stage 1: 100% completed Concluded in March 2010 SA#47

-
Agreed requirements for fixed mobile interworking on:

-
Connectivity,

-
subscriber authentication/authorization

-
offline/online charging

-
Policy Control and

-
Quality of Service.

-
Mobility across 3GPP and Fixed access

-
Cases considered are:

-
Single-operator: Single operator offering both fixed and mobile access.

-
Two-operator: Different operators providing mobile/fixed access and collaborating to deliver services across both networks.

-
Scenario: Access to services via EPC domain

Stage 1- Building Block II Status:

-
Included in TS 22.278" Service requirements for the Evolved Packet System (EPS)" Rel. 10 and subsequent releases


Stage 1: 100% completed at March 2010 (SA#47)

-
Agreed requirements for fixed mobile interworking on:

-
subscriber authentication/authorization

-
offline/online charging

-
Policy Control and

-
Quality of Service

-
No requirements to support mobility for offloaded traffic

-
Cases considered are

-
Single-operator:

-
Two-operator:

-
Scenario: Access to services

Stage 1- Building Block III Status:

-
Included in TS 22.278 "Service requirements for the Evolved Packet System (EPS)" Release 11

-
Stage 1: 100% completed at March 2011 (SA#51)

-
Agreed requirements for fixed mobile convergence on:

-
subscriber authentication/authorization

-
offline/online charging

-
Policy Control and

-
Quality of Service

-
Case considered is: Single-operator: operates both fixed & mobile accesses

-
Scenario: Access to services both via 3GPP EPC and via fixed broadband domain

Discussion and conclusion:

The SA WG1 Chairman was thanked for this presentation, which was noted.

1.3
Progressing stage 3 work

3BF‑11011 BBAI 3GPP Stage 3 Status Report. This was presented by Ericsson and Huawei (BBAI CT Working Groups Rapporteurs)
BBAI CT WG3 status report BB1, BB2 and BB3.

BBAI 3GPP Stage 3:

-
The main objective of this work is to define stage 3 for supporting BBF Access network. The work on the BBF Access Interworking (BBAI) feature is conducted in three Building Blocks (BBs).

-
Three building blocks are created with three Work Item Descriptions (WIDs) approved (WIDs in CP-110729, CP-110730, and CP-110731).

-
Each Building Block can come to conclusions independently based on Stage 2 work completion for each Building Block.

-
The planned completion date for all three Building Blocks is September 2012

-
All three Building Blocks have impacts on CT WG1, CT WG3 and CT WG4.

BBAI - scope of the Building Blocks:

-
BB1

-
Basic connectivity, authentication, host-based mobility (S2c) and network-based mobility for untrusted accesses (S2b);

-
Policy and QoS interworking including following scenarios: H(e)NB, home routed WLAN traffic, Multi-access PDN Connectivity, IP Flow Mobility and seamless WLAN offloading.

-
BB2

-
Traffic offloading in the local wireline network

-
Policy and QoS interworking for offloading traffic in the local wireline network

-
BB3


The WID on BB3 may be revised by CT WGs during the upcoming meetings in San Francisco

-
Procedure for the case of network based mobility when the BBF access is considered as trusted;

-
Further convergence between 3GPP and fixed network architectures;

-
Policy and QoS interworking when the services and policies are provided by the BBF network for 3GPP UEs and BBF fixed devices

BBAI - BB1:

-
WI leadership: CT WG1

-
Rapporteur: Ericsson (Zu Qiang)

-
Other impacted CT WGs: CT WG3, CT WG4

-
Status:

-
Technical work started by CT WG1 in October (CT1#74; in Hyderabad, India) with agreement of skeleton and scope of new TR 24.820 which is the placeholder of the BBAI work in CT WG1 (Agreed CRs in C1-114415 and C1-114416).

-
New TR 24.820 common for all BBs in order to identify additional FMC specific procedures in addition to existing TS 24.302 procedures related to access authentication and authorization and tunnel management; IP mobility mode selection; and security aspects. A decision will be made later as to whether this material is specified in a new specification or included in TS 24.302.

-
5% completed.

-
More (CT WG1/CT WG4/CT WG3) CRs are expected for San Francisco's CT WGs meetings.

BBAI - BB2:

-
WI leadership: CT WG3

-
Rapporteur: Ericsson (Susana Fernandez)

-
Other impacted CT WGs: CT WG1, CT WG4

-
Status:

-
Technical work not started yet (may start in San Francisco's CT WGs meetings).

BBAI - BB3:

-
WI leadership: CT WG3

-
Rapporteur: Huawei (Qiao Weihua)

-
Other impacted CT WGs: CT WG1, CT WG4

-
Status:

-
Technical work not started yet (may start in San Francisco's CT WGs meetings).

Way of working 3GPP CT WGs:

-
CT Working Groups (CT WG1, CT WG3, CT WG4) develop Stage 3 specifications (mainly protocols) by company contributions

-
Stage 3 work is based on requirements in normative specifications coming from SA WG2

-
If CT WGs discovers any protocol issues with the stage 2 requirements, SA WG2 will be contacted and asked via LS. BBF may also be contacted if it is needed.

Discussion and conclusion:

Alcatel-Lucent commented that the scope of the CT WG Work Items should be consulted. Huawei asked for clarification of the scope for BB II in BBF. It was clarified that the scope has been accepted, but no work will be done until after conclusion of the Straw ballot. The BBAI CT Working Groups Rapporteurs were thanked for this presentation, which was then noted.

2
FMC Interworking

2.1
Review WT-203 requirements and open issues

3BF‑11018 WT-203 Open Issues. This was presented by Ericsson (WT-203 Editor)
Open issues in WT-203.

List of Open Items in WT-203

Below is a list of Open Items we would like to conclude at the workshop:

-
Accounting Interworking on STa/SWa
-
3GPP UE Device Definition

-
Access Type Identifier

-
3GPP TS Year/Release numbers to reference ==Rel‑11-

Discussion and conclusion:

It was concluded that Rel-11 should be referenced (no need for dates, as the latest version in the Release should be referenced to reduce maintenance work in the BBF).

It was agreed that if anything happens to the content of 3GPP Rel-11 which impacts the BBF specification work, then the BBF should be informed by liaison from 3GPP.

It was requested to make a list of which Rel-11 specifications should be referred to. It was considered that all references should be to 3GPP Rel-11 specifications.

Ericsson were thanked for this presentation, which was then noted.

2.2
3GPP BBAI TS 23.139 for BB1 and TR 23.839 for BB2

3BF‑11010 FMC Interworking - BB2 assumptions and questions. This was presented by Ericsson on behalf of Ericsson, AT&T, Huawei, LG Electronics and Allot Communications
Assumption, question from SA WG2 to BBF as described in TR 23.139. Open questions.

Input Requirements:

-
SA WG1 requirements in 22.278

-
The EPS shall be capable to set operator policies to support simultaneous access to PLMN services and traffic offloading to the fixed network.

-
Interworking shall support the following scenarios:

-
When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)

-
BBAI WID. The Building Block II (building on interworking functionality of Building Block I) will cover the stage 2 aspects related to:

-
Policy and QoS interworking between 3GPP and BBF architectures considering the following scenario:

-
When WLAN is being used and traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)

QOS INTERWORKING SOLUTION:

-
Same QoS interworking solution for traffic tunnel to the PDN GW or traffic offloaded in the BNG. Based on the following principles:

1
Ensure Service Quality for Operator Control Services (e.g. IMS) by means of:

-
Admission Control

-
Traffic classification

2
Preventing that a UE takes more resources than allowed by the subscription.

-
Ways to provide QoS:

-
Static QoS. Packet classification rules are known at attach, typically preconfigured in the enforcement point and activated or deactivated per subscriber basis.

-
Dynamic QoS. Packet classification rules are not known at UE attach (e.g. IMS services), generated on a per service session basis.

-
3 architecture variants are defined to provide Dynamic QoS

Assumption 1:

-
Dynamic QoS for offloaded traffic

-
In the DL direction (BNG):

-
QoS Information includes a Packet Classifiers, DSCP code, Bit Rates

-
The BNG sets the DL DSCP marking based on the QoS Information received over R interface

-
Packet Classifiers includes source and destination IP@ and ports

-
Traffic to/from a certain destination is classified and marked

-
In the UL direction (RG):

-
RGs can identify the traffic from a 3GPP

-
RGs honour the DSCP marking set by the 3GPP UE

Assumptions 2 & 3:

-
The BBF network is configured in such a way that:

-
Traffic subject to packet inspection is routed via the TDF

-
Traffic that is not subject to packet inspection may bypass the TDF

Assumption 4:

-
The BPCF needs to map the request received over E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

-
It is FFS how to perform this correlation when a UE is behind a NAT

Assumption 5:

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.

-
Question to BBF: does BBF want to standardize E/G interface-

Assumption 6:

-
The BNG may have rules limiting the traffic to a certain maximum bandwidth for a UE.

-
It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over R interface

Summary of Assumptions:

-
Assumption 1: Assume Dynamic configuration of packet classification rules in BNG

-
Assumption 2 and 3: Assume that BNG is able to route traffic to the TDF

-
Assumption 4:
-
Assume AF in BBF domain

-
BPCF performs session binding to find correct PCRF

-
Assumption 5: BPCF can send service information to the PCRF (i.e. Rx)

-
Assumption 6:
-
BNG perform bandwidth limitation per UE and/or per service

-
BNG can discard traffic not matching a packet classification rule

-
Any agreed Assumption may add requirements into WT-203 (or in the son of WT-203)

Summary of Questions to BBF:

-
Question 1 to BBF: SA WG2 would like to know what is the importance of the NATed RG deployment

-
Question 2 to BBF: Can SA WG2 assume that BBF has the means to resolve the (IP address, port) pair of a packet to a 3GPP UE, even if this 3GPP UE is behind a NAT?

-
Question 3 to BBF: Does BBF want to standardize E/G interface?

Summary of Issues For Further Study:

-
Open Question 1: How to perform charging and accounting for offloaded traffic


-
Open question 2: Addressing PCRF and TDF:

-
Addressing mechanisms for both PCRF and TDF discovery

-
Addressing mechanisms for the case when a 3GPP UE is behind a NAT

-
Open question 3: Any potential impacts to introduce a TDF:

-
Any impact on BBF entities (e.g. BPCF) and S9a due to introduction of TDF

-
It is FFS if and how the BBF network is configured in such a way that can route via the TDF only offloaded traffic from a 3GPP UE to a given destination, while the traffic that a fixed device may exchange with the same destination bypasses the TDF 

Discussion and conclusion:

Slide 8: Juniper networks asked which network the TDF is anchored in. Ericsson clarified that both networks belong to the same operator and use a common TDF.

Slide 6: Huawei asked whether the AF is in the home or visited network. Ericsson replied that this presentation only covers non-roaming scenarios.

Slide 17: It was asked where the rule comes from. It was clarified that it comes from the PCRF as it is based on subscription.

Slide 10: It was clarified that in the DL direction, the UE is a 3GPP UE.

Slide 10: The BBF Chairman asked what the TDF is introduced for. It was clarified that the TDF is a deep packet inspection function which can be used for controlling and reporting and covers requirements set by both 3GPP and the BBF. It was commented that this is a highly stateful entity and a potential point of failure in the network.

Slide 10: Alcatel-Lucent commented that the requirement from BBF to mark and re-mark packets is not reflected in this slide. Ericsson replied that this was the same assumption as for BB I. Juniper Networks clarified that there are capabilities in the RG to mark and re-mark packets. Some study of the provisioning of these rules and linkages needs to be done by the BBF.

It was explained that the BBF define two Gateways - the Routed Gateway and the Bridge Gateway. The Bridge Gateway can be used to solve a number of such issues. AT&T asked why the Residential Gateway cannot have the functionality to reflect the Uplink packets in the same way as Downlink packets. It was commented that RGs typically have limited resources. This topic needs to be further studied as there are a number of issues with policy enforcement and any contribution should be made on this to the BBF.

Consideration of Assumptions:

Assumption 1: Assume Dynamic configuration of packet classification rules in BNG

Ericsson suggested discussing this off-line and returning later in the workshop.     <RETURN> 
Conclusion: 



  <RETURN> 
Assumption 2 and 3: Assume that BNG is able to route traffic to the TDF

It was clarified that the BBF according to BBF Policy specifications routing is dependent on the traffic pattern and the issue lies in the return path. A 'layered BNG architecture approach is being studied. The issues for directing traffic which is behind a NAT requires study in the BBF. Huawei asked whether it is possible to determine traffic types which should not go through BNG, as needed in 3GPP for WLAN offload. It was clarified that there is currently no mechanism for this and the NAT issues need to be resolved first. It was asked whether this could be resolved by March 2012 (Rel‑11 Stage 2 freeze). Alcatel-Lucent did not think this could be achieved given the SA WG2 remaining resources and workload. Deutsche Telekom commented that NAT-free operation did not appear to be a realistic solution and asked whether there was a likelihood of completing the work in the BBF. Huawei suggested that the 3GPP Stage 2 work may need to be limited in Scope for this in order to complete for Rel‑11, leaving some functionality for specification in Rel‑12.

Identifying individual devices behind a NAT was considered important to the companies at this workshop. Both BBF and 3GPP are contribution driven and companies will also need to contribute on important issues in both bodies.

Conclusion: These assumptions hold if identification of devices behind a NAT can be achieved. For IPv6 and in Bridged scenarios, no NAT is expected and there should be no issue.

Assumption 4:

-
Assume AF in BBF domain

-
BPCF performs session binding to find correct PCRF

Huawei asked why an Rx session is needed for the binding. Ericsson replied that this is an assumption made as this is the same as current working for the PCRF, from which the PCRF will generate the rules. It was suggested that there are cases where the BBF system does not go to the PCRF for some service (e.g. operator agreements, specific services.

Conclusion: This assumption should be re-worded to allow for cases where the Rx is not used verify the provision of some services from the PCRF.

Assumption 5: BPCF can send service information to the PCRF (i.e. Rx)

Juniper Networks asked whether this was only for UEs or for general service information (e.g. from the TDF). Ericsson clarified that the figure shows the AF communications, not the UE, so it is a general case. Alcatel-Lucent commented that Rx is applicable to more than IMS. Huawei suggested that if this is a valid scenario then the E/G could mirror the Rx interface. It was suggested that the information needed to be sent over E/G needs to be described, so that it can be used to generate the required Rx information. The SA WG2 Chairman asked whether this scenario was considered necessary by the BBF, as 3GPP should not work on topics which are not needed. The BBF Service Provider Action Council (SPAC) should be consulted on this. It was reported that this could not be fully specified by the BBF in the Rel‑11 time frame.

Conclusion: A LS should be generated to determine how much specification should be done in the Rel‑11 timeframe. Alcatel-Lucent agreed to raise this in the SA WG2 meeting.

Assumption 6:

-
BNG perform bandwidth limitation per UE

(note: 'and/or per service' was incorrect in slide  18 and should be deleted)
-
BNG can discard traffic not matching a packet classification rule

Juniper Networks commented that on a higher level, this assumption is acceptable, however, the traffic classes in the BNG may not map to 3GPP QoS categories and doing QoS on a per-UE basis may cause practical problems on implementation. Ericsson commented that this assumption allows a limitation per UE and is acceptable for queuing per UE and per session. There may be problems if further granularity of QoS control was proposed. It was clarified that this is only for off-loading of traffic and none is routed back to the PDN GW. 

Conclusion: This assumption was considered acceptable for queuing per UE and per session.

Consideration of Questions to BBF:

Question 1: SA WG2 would like to know what is the importance of the NATed RG deployment.

This was considered necessary for IPv4 NAT deployments.

Question 2: Can SA WG2 assume that BBF has the means to resolve the (IP address, port) pair of a packet to a 3GPP UE, even if this 3GPP UE is behind a NAT?

Solutions are still under discussion and more proposals can be expected before this is resolved. Huawei requested that the BBF keep SA WG2 informed on the status of agreements as the impacts on 3GPP nodes will need to be checked. The BBF could not estimate a timescale for the completion of this work.

Question 3: Does BBF want to standardize E/G interface?

The BBF is contribution driven and companies were invited to contribute on this.

Ericsson, AT&T, Huawei, LG Electronics and Allot Communications were thanked for this presentation, which was then noted.

3BF‑11037 Building Block 2: Decision to offload traffic via BNG. This was presented by InterDigital Communications
3GPP-BBF group to discuss if the UE decision to offload traffic to the local wireline network should be covered in BBF or 3GPP SA WG2. Available options for the UE to route traffic to the offload network are also summarized for discussion

Introduction:

-
During 3GPP SA WG2#87 three architecture options were taken into consideration regarding the case where WLAN is used a traffic is offloaded in the local wireline network (i.e. non-seamless WLAN offloading)

-
In all options the UE routes traffic via the BNG to a wireline network that could be 3GPP and/or BBF operator managed

Questions for discussion:

-
3GPP-BBF group to discuss if the UE decision to offload traffic to the local wireline network should be covered in BBF or 3GPP SA WG2

-
Available options for the UE to route traffic to the offload network are also summarised for discussion

Options to offload traffic via WLAN:

-
During step 4 the following are options for the UE to offload traffic via the BNG

-
UE pre-configuration

-
3GPP ANDSF assisted based on NS-WLAN policies

-
User initiated action

UE pre-configuration:

-
In this option the UE is pre-configured to, for example, establish a connection to an AF in a 3GPP operated network, based on criteria such as (not exhaustive list)

-
Uplink IP flows (IP address and port)

-
Application used

3GPP ANDSF assisted based on NS-WLAN policies:

-
UE downloads policies from ANDSF for non-seamless WLAN offload

-
ANDSF non-seamless offload policies include the following rules

-
IP flows: The IP flows to be offloaded to the WLAN network

-
Access ID: SSID of the network

-
Wildcarded routing criteria: (APN information is not applicable in BBF network)

User initiated action:

-
In this option the decision to offload is initiated by the user

-
It is assumed that BBF and/or 3GPP operator do not have control on the decision to offload traffic to the wireline network

Conclusions:

-
It is proposed to discuss which options are applicable in order for BBF and 3GPP SA WG2 to have a common understanding on how the UE carries out offloading of traffic

Discussion and conclusion:

Slide 5 (Options to offload traffic via WLAN). It was agreed that this should be transparent to BBF.

InterDigital Communications was thanked for this presentation, which was then noted.

3BF‑11042 LS from SA WG2: Questions for BBF to be discussed during the BBF-3GPP workshop.
3GPP SA WG2 would like inform BBF that SA WG2 has made progress on Building Blocks II and III of the work item for 3GPP-BBF interworking. In the work on solutions for the Building Blocks SA WG2 has made certain assumptions and come up with questions about functionality of the BBF network. It is the purpose of this LS to provide information to BBF on the assumptions that have been made so far. 3GPP will be pleased to provide further information and clarification during the joint workshop in November. SA WG2 looks forward to a fruitful discussion on these and other topics at the workshop.

Discussion and conclusion:

This LS was provided to the workshop for advance information to BBF delegates and was noted.
Charging, PCC:

3BF‑11014 BBF Accounting models. This was presented by Ericsson and Orange
Accounting models in BBF.

Scope:

-
To provide information about the Accounting models that BBF WT-203 already includes

-
Reference to Accounting Interworking contribution: bbf2011.1047.00

Evolving Broadband Pricing Model.

Mobile SP entrusts mobility function to fixed SP:

-
The Fixed Access performs one single RADIUS Accounting Session for both traffic routed back locally to the Home Mobile Network and traffic routed out locally via the BNG.

-
The accounting information is then sent to the 3GPP AAA over STa
Fixed SP has a service agreement with the Mobile SP:

I
The Fixed SP does 2 RADIUS Accounting Sessions:

-
One for Home Routed traffic to the Mobile Network

-
Another for the traffic offloaded to the Internet or external service via the BNG.

II
The 3GPP subscriber is connected through the Fixed WiFi Home Network

-
Traffic that is routed out locally at the BNG is part of the Fixed Line High Speed Internet Subscription

-
The Fixed AAA function only sends Accounting session data for the 3GPP Home Routed Traffic

III
The 3GPP subscriber is connected through the Fixed WiFi Home Network.

-
Traffic routed back to the mobile home network can be directly accounted for in the mobile network.

-
There's an accounting session only for the traffic offloaded to the Internet or external service via the BNG (the one the mobile network can't do accounting on).

Fixed SP offering wholesale service to the Mobile SP:

-
One accounting session for the aggregation of 3GPP Home Routed traffic pertaining to subscriber making use of fixed WiFi Access Point

-
Two accounting session for any other case

Discussion and conclusion:

AT&T asked which Building Blocks this covered. It was clarified that this is BB I and BB II only and deals with Interworking, but not convergence. AT&T asked whether only AAA is used for accounting and whether different charging architectures are expected for BBF and 3GPP. It was clarified that this is about AAA Interworking. Alcatel-Lucent asked whether this was user charging or inter-operator charging information. It was clarified that this was RADIUS-based accounting. It was explained that this is only the business-model level which is similar to Stage 1 requirements. Ericsson added that this was charging records, rather than accounting. Verizon commented that accounting and charging needs to be taken into account, which is dealt with in document 3BF‑00036.

Slide 5: Huawei asked whether the sessions are simultaneous or at different times. It was clarified that this is for simultaneous sessions. It was commented that these models do not cover IP-flow-based charging.

Ericsson and Orange were thanked for this presentation, which was then noted.

3BF‑11024 3GPP PCC and WLAN Charging Architecture Overview. This was presented by Alcatel-Lucent
A high level overview of PCC and WLAN Charging architecture.

See slides:

-
Non-Roaming Architecture for PCC (TS 23.203 plus AF charging interfaces)

-
WLAN Charging Architectures (Non-Roaming)

Discussion and conclusion:

Alcatel-Lucent were thanked for this presentation, which was noted.

3BF‑11036 Open Issues on Charging and Accounting. This was presented by Huawei
This contributions summaries the open issues on convergence charging and billing, Furthermore it brings several proposal for action in SA WG5.

Justification for Open Issues:

-
Accounting Reference Point

-
Radius between in BRAS/BNG and BBF Server/Proxy

-
SWd, STa reference point between 3GPP AAA Server/Proxy and BBF Server/Proxy

-
Other Bx, Ga, Rf reference points to Access OFCS

-
Subscription Id, mapping to UE identifier/vlan in CDR/Rf
-
To meeting expectation per customer experience for real time payment, in case roaming to BBF network traffic offload of mobile user, accounting through Radius based

-
Policy Re-act through charging domain in case policy enforcement in BRAS/BNG

Proposal:

-
To address reference point equivalently between

-
BRAS/BNG <->BBF AAA server,

-
STa

-
SWd

-
To develop CDR format based on reference point for offloaded traffic through BRAS/BNG

-
Subscription id, to identify UE in BRAS/BNG offload

-
Follow-up to be covered in 3GPP SA WG5 in Rel‑12 phase

-
To study policy enforcement through charging/PCRF reaction

-
To study customer experience expectation per real time charging in case BBF BRAS/BNG traffic offload for mobile user

-
Charging study above to be covered in 3GPP SA WG5, together with Architecture in SA WG2 in collaboration with broadband forum in Rel‑12 phase, and WI afterwards.

Discussion and conclusion:

Juniper Networks asked about the motivation on the specification of CDR formats. Huawei clarified that this was to align the charging architectures for the future network convergence work. Ericsson asked why real-time charging would be needed in the BNG. Huawei replied that this could be needed for overload control, again in converged networks. It was clarified that on-line charging would be used to control, e.g. a UE threshold limit when the traffic is off-loaded via BBF. Other charging-related contributions were reviewed and Huawei was thanked for this presentation, which was noted.

3BF‑11012 Charging and Accounting. This was presented by Ericsson
Discusses a solution for charging of offloaded traffic.

Discussion:

-
BBF network already supports accounting

-
Straightforward to extend STa/SWa AAA interfaces to support accounting

-
3GPP AAA Server can interface charging systems, e.g. similar to I-WLAN solutions

-
Offline charging in 3GPP domain possible.

-
Also online charging in 3GPP domain possible based on the accounting data as described for I-WLAN in 3GPP TS 32.252. No additional impact on BBF domain.

-
Details on charging architecture to be worked out by 3GPP SA WG5

-
No impact to BBF user plane entities

-
Possible solution

-
Enhance STa/SWa to include support for accounting to allow charging for offloaded traffic

Background:

-
Assumptions

-
It is possible for BBF network to provide accounting data per 3GPP UE

-
Separate accounting data can be delivered for offloaded and home routed traffic

-
Both volume based and time based accounting is possible

-
BBF Accounting models

-
Currently BBF provides accounting data via AAA (RADIUS) protocols

-
Accounting models included in WT-203

-
Support of separate RADIUS accounting sessions for home-routed and offloaded traffic

-
3GPP accounting

-
Currently STa/SWa reference point do currently not support transport of accounting data

-
However, I-WLAN solutions for "WLAN offload" did have accounting support

-
The Wa reference point defined for I-WLAN interworking did include accounting data to support online and offline charging.

-
3GPP AAA Server collects accounting data and interfaces the online and offline charging systems


NOTE:
3GPP has not agreed, and not yet discussed, to enhance STa/SWa with accounting

Conclusion:

-
Feedback requested on the feasibility to use STa/SWa to provide accounting data to 3GPP domain

Discussion and conclusion:

It was clarified that SA WG5 have defined both off-line and on-line charging for I-WLAN, but this is based on the accounting records received. Ericsson clarified that this should work for both BB II and BB III, but this is a simple solution intended for Rel‑11 and more functionality may be developed for BB III. It was clarified that this proposal extends the BBF solution into 3GPP.

Consideration of the Conclusion:

-
Feedback requested on the feasibility to use STa/SWa to provide accounting data to 3GPP domain


This should read 'use STa/SWa to support accounting data to 3GPP'.' AT&T did not want different architectures for BB II and BB III and could accept this if the BBF enhancements are made to cater for BB III charging capability requirements. Ericsson clarified that the intention is to have a common mechanism for BB II and BB III.

Ericsson was thanked for this presentation, which was noted.
3BF‑11022 Charging considerations for BBAI2. This was presented by Alcatel-Lucent
How to provide a consistent charging between 3GPP and BBF access.

Summary:

-
High level overview - Current 3GPP Charging solutions

-
BB-II Charging consideration

Current 3GPP Charging solutions - 3GPP Interworking with WLAN access:

1.
3GPP AAA may collect accounting data from WLAN access via Wa Reference Point

2.
Charging from 3GPP AAA only addresses "WLAN direct IP Access" i.e. access to "internet" from ANY WLAN access

3.
Charging for PS service is done at the PDG and relies on Wy/Gy (when PDG split up between a TTG and a GGSN)

4.
When there is a PDG in the path (3GPP IP access) better to charge at that level as this node actually handles the traffic.

Current 3GPP Charging solutions - EPC:

1.
The current charging solution for EPC covers the different architectures defined in 3GPP TS 23.401 and TS 23.402, especially:

-
For WLAN access: untrusted WLAN access based on S2b, or trusted/untrusted WLAN access based on S2c.

-
For H(e)NB access.

-
Note that EPC charging architecture foresees Accounting / Charging neither over STa nor over SWa
2.
This EPC Charging solution is applicable for Fixed Broadband interworking using WLAN access and H(e)NB. It complies with charging requirements for BB-I.

3.
This EPC Charging solution complies with WT-134 Charging Requirements for EPC routed traffic, i.e. support of pre- and post-paid services, pay-per-use and subscription (flat-rate) services ...

BB-II Charging consideration:

-
Having Gy/Gz from BNG would allow to

-
Take benefit from the introduction of Policy control for Mobile traffic subject to WLAN offload

-
have a consistent charging behaviour for a given service, rendered under 3GPP access or under BBF access.

Conclusion:

-
Since 3GPP AAA:

-
is not appropriate for charging WLAN 3GPP IP access

-
Does not interact with PCC

-
Does not cover H(e)NB access

-
And EPC Charging solution:

-
Is designed for EPC routed traffic, WLAN and H(e)NB

-
Fully interacts with PCC

-
Provides a consistent charging for a service whatever the access.

-
It is proposed to adopt EPC Charging solution from the BNG for BB-II.

Discussion and conclusion:

It was noted that this proposal extends the 3GPP solution into BBF. Cisco commented that the AAA functionality can be enhanced to provide additional functionality for charging and this should not be dismissed because the functionality is not currently provided. Ericsson asked why the Gy and Gz interfaces are not connected to the AAA (proxy) instead of the BNG as the AAA already contains charging functionality. It was clarified that this is wanted for flow-based charging, which is a limitation of the AAA. The feasibility and impacts of this proposal should be determined by the BBF and contribution to the BBF on this was suggested. Deutsche Telekom commented that the need for different types of charging should be decided upon based upon use-cases, and proposed that there was a valid use-case for flow-based charging.

Alcatel-Lucent was thanked for this presentation, which was noted.

3BF‑11038 NS WLAN BB II and III - Charging and Accounting proposal for TDF architecture variant. This was presented by Allot Communications, Telcordia, Deutsche Telekom, Vodafone, Orange, GENBAND, Tekelec, Bridgewater Systems, Movik Networks, Celtro and Comverse
Proposal of charging solution for NS WLAN offloaded traffic.

Requirements and proposal:

-
Assumptions

-
Both offline and online charging may need to be supported, as per operator's requirements

-
Separate accounting data should be provided for offloaded and for home routed traffic

-
EPC should be in control of accounting and charging

-
Volume, time and event based accounting and charging should be possible

-
Existing structure of Application Detection and Control Rules

-
Include application, required for detection and optional enforcement actions: gating, bandwidth limitation, redirection and also usage monitoring control

-
Unsolicited Application reporting - ADC rules are provisioned at TDF

-
Solicited application reporting - ADC rules are provided/activated by PCRF

-
Proposal

-
Enhance ADC Rules to include control for charging parameters from PCRF to allow charging for offloaded traffic

-
The accounting/charging information can be provided at application level and, for solicited application reporting, also on TDF session level

-
Support TDF-OCS/OFCS communication in a similar way as Gy/Gz works

Conclusion:

-
Enhance ADC rules to include support for accounting/charging of the offloaded traffic with few additional charging parameters

-
Would work exactly in the same way for BB II and III

-
Fully compliant with 3GPP SA WG1 requirement: The Evolved Packet System shall support common functions (e.g. for policy management, accounting) when a single operator operates both fixed and mobile accesses.

-
No impact at all on BBF entities
-
Providing an accurate accounting/charging information, following enforcement action, implemented by the same TDF entity, as per rule, received from the PCRF

Discussion and conclusion:

It was questioned why granular charging is needed for off-loaded traffic, which by definition is not important traffic to the operator. AT&T commented that the TDF in this needs to be a stand-alone entity if this is an off-load scenario. There were concerns raised at the need for packet filters in the BNG to determine where traffic needs to be routed. This required off-line discussion.

Allot Communications, Telcordia, Deutsche Telekom, Vodafone, Orange, GENBAND, Tekelec, Bridgewater Systems, Movik Networks, Celtro and Comverse were thanked for this presentation, which was noted.

3BF‑11025 Rx Based BBF E/G Interface. This was presented by Alcatel-Lucent
Proposal to base the BBF E/G interface on 3GGP Rx protocol.

Outline:

-
High Level 3GP and BBF architecture diagrams

-
BB-II Assumptions on the E/G interface

-
Proposal for Rx based E/G interface

-
3GPP solutions for security, controlled access and topology hiding

BB-II: WLAN offload with the network to offload to being BBF domain with AF:

-
The BPCF needs to map the request received on E/G (with UE local IP address) to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.


Editor's note: the above assumption needs to be checked with BBF

-
Assumption 5:

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.


Question to BBF: does BBF want to standardize E/G interface?

Proposal: The E/G interface shall be based on Rx

WT-134 Requirements related to the E/G Interface:

-
The BPCF MUST support Policy Change requests originated from Applications after connection establishment.

-
The BPCF MUST allow ASP/NSP applications the ability to request policy changes and resources from the network without in-depth knowledge of service provider's network equipment type.

-
The BPCF MUST allow ASP/NSP applications the ability to request policy changes and resources from the network without them having to have in-depth knowledge of network topology and network state.


>>The Rx protocol meets these requirements

-
"G" vs. "E" Reference points - Is there a difference?


Requirement:: The BPCF MUST allows secure and controlled access by NSPs and ASPs to Policy Control infrastructure

-
In order to meet this requirement the BBF reference architecture includes a "security proxy/gateway" between the AF and the PDP.

-
Examine existing 3GPP capabilities to meet BBF's requirement:

1.
3GPP specification on Network Domain Security

2.
Diameter proxy between the

3.
OMA /PARLAY X GW - provides controlled access to 3rd party applications (not included in this package)

TS 33.310 Network Domain Security (NDS); Authentication Framework (AF):

-
All NDS/IP traffic shall pass through a Security Gateway (SEG) before entering or leaving the security domain. Each security domain can have one or more SEGs.

-
IKE and ESP (RFC-2406) protocols shall be used

-
IPSec Tunnel Mode is required

-
The security gateways shall be responsible for enforcing security policies for the interworking between networks. The security may include filtering policies and firewall functionality not required in this specification.

-
SEGs are responsible for security sensitive operations and shall be physically secured. They shall offer capabilities for secure storage of long-term keys used for IKE authentication.

Summary:

-
The Rx protocol meets BBF's requirements and supports "MUST" have features such as emergency services, eMPS, and sponsored data connectivity

-
The security and controlled access requirements can be provided by existing 3GPP capabilities on DNS/AF and diameter proxies

Discussion and conclusion:

Vodafone supported the use of Rx protocol for the Access interface. Huawei agreed that this should be included as an option. Deutsche Telekom also supported the use of Rx. Alcatel-Lucent asked which signalling protocols are already implemented in order to understand the issues with using Rx exclusively. It was explained that there is an interface similar to the Rx which is already deployed and there could be an 'Rx++' type interface after more study. It was further explained that there is no work item in the BBF to address this so this enhanced interface would take time to develop. Alcatel-Lucent was thanked for this presentation, which was then noted.

NAT:

3BF‑11005 NAPT Considerations for NS-WLAN Offload for BBAI BB2 & BB3. This was presented by ZTE and Allot
To discuss the open issue on the NAPT support requirements for BBAI BB2 and BB3 interworking discussions.

NA(P)T Impacts to BB2 & BB3 - BBAI NS-WLAN Offload:

-
NA(P)T support is FFS in BB2, same consideration may also apply to BB3.

-
If NA(P)T case is supported, the 3GPP-based authentication should be supported in BBF network to perform per-IP flow or per-UE charging as discussed in WT-146.


NOTE: If charging is per RG (i.e. fixed access line basis), then, there is no need for 3GPP-based access authentication.

3GPP: Requirements for RG to enabled Subscriber's session (copied from WT-146):

7.4
Requirements

-
R-01: AN, BNG or external AAA or a combination thereof MUST support a RADIUS Proxy

-
R-03. The RG MUST support an 802.1x Authenticator functionality

-
R-04. The RG MUST support a RADIUS Client

-
R-06. The AAA Server MUST support binding the MAC Address and IP Address of the authenticated end device.

-
Rx2 - The RG MUST support a Radius authorization and accounting client along with EAP authentication methods, e.g. EAP-TLS, EAP-FAST, EAP PEAP, EAP SIM, EAP AKA, EAP-AKA'.

-
Rx4 - The RG MUST support DHCPv6-PD (RFC 3633) as a client (requesting router)

-
Rx5 - For cases with IPv6, IPv4 w/ public address and no NA(P)T on RG, as well as IPv4 w/ private address and NAT (1:1) on RG the RG MUST support sending a Radius accounting start message containing the IP address(es) of the end system following the assignment or detection of the end-system's IP address.

-
Rx6 - The RG MUST support an IP-to-L2 anti-spoofing mechanism, e.g. IP-L2 address lock.

-
Rx7 - For deployments that leverage NAPT on the RG, the RG MUST support per end-system port-sets as part of the NAPT function.

-
Rx8 - The BNG MUST support a Radius-Accounting Start based Session First Sign of life mechanism.

-
Rx9 - The BNG MUST support a Radius-Accounting Stop session termination mechanism

-
Rx10 - For deployments which leverage NAPT on the RG, RG and BNG and RADIUS server MUST support a RADIUS attribute indicating the port set a particular end-system is assigned which is to be used in RADIUS accounting messages.


Note: Discuss if such AVP is not standardized and whether it requires to be further discussed in appropriate SDO.

Discussion and conclusion:

Slide 4: It was asked why there would be no need for 3GPP-based access authentication if charging is per RG. ZTE clarified that on a per-RG basis, you do not need to identify the UE and the policy can be pushed to the RG. ZTE and Allot were thanked for this presentation, which was then noted.

3BF‑11015 Policy interworking for offloaded traffic in presence of NATs. This was presented by Ericsson
Discusses aspects related to policies for offloaded traffic in presence of NATs.

Background: IP-CAN session concept:

-
Today's PCC is based on the fundamental concept of "IP-CAN session"

-
IP‑CAN session (from 3GPP TS 23.203): The association between a UE and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN).


Note that a unique IP address per UE is assumed (possibly an IPv4 and an IPv6). The IP address must not be shared by multiple UEs (as would be the case with a NAT).

Context: Traffic cases:

-
We distinguish four different cases:

1.
3GPP UE with home-routed traffic and no NAT in RG

2.
3GPP UE with home-routed traffic with NAT in RG

3.
3GPP UE with offloaded traffic and no NAT in RG

4.
3GPP UE with offloaded traffic with NAT in RG


Notes:

-
Cases 1 and 2 discussed in BB1

-
Cases 3 and 4 discussed in BB2

-
UE may have simultaneous home-routed and offloaded traffic

PCC for BBF interworking:

-
Current PCC principles can support cases 1-3:

-
PCC can provide per-3GPP-UE policies for offloaded traffic when there is no NAT

-
The IP address assigned by the BBF operator (BNG) to the UE can be used to identify the UE

-
PCC can also provide per-3GPP-UE policies for home routed traffic even with NATs since the PDN GW assigns a unique IP address per UE

-
The IP address assigned by the mobile operator (PDN GW) to the UE can be used to identify the UE

-
However, in case 4:

-
A key problem is to identify offloaded traffic from 3GPP UEs behind the NATed RG; there is no longer a unique IP address per UE.

Architecture scenario A, traffic case 3 and 4:

-
Step 1. S9a session established for 3GPP UE. S9a session is associated with the local UE IP session in fixed access

-
Step 2. AF sends service info (including IP address)

-
Step 3. PCRF makes session binding by mapping IP address received from AF to IP address available for IP-CAN sessions (e.g. via S9a)

-
PROBLEM: This scheme only works if there is no NAT.

-
If the RG has a NAT, the IP address provided from AF and via S9a is not unique to the UE. It may be shared by multiple UEs!

Possible solution for case 4:

-
Step 1. RG/NAT informs the BBF network which IP addresses and port sets that might be used for offloaded traffic of this UE.

-
Step 2. S9a session established for 3GPP UE. BBF informs PCRF about addresses and port sets for this UE.

-
Step 3. At Rx session setup, PCRF informs AF about addresses and port sets of this UE. Intermediate DRA(s) also need to be aware of addresses and port sets.

-
Step 4. PCRF makes session binding by using address and port sets for this UE

-
POSSIBLE SOLUTION, SUMMARY:

-
Re-define the fundamental concept of an IP-CAN session: Identification is no longer IP address only, but combination of IP address and port sets.

-
DISADVANTAGE: Substantial impact to PCC !

Discussion:

-
Providing a generic solution for per-3GPP-UE policies with offloaded traffic in presence of NAT (i.e. case 4) has several implications:

-
It would make the PCRF "NAT aware" and thus require changes to key PCC principles

-
Procedures need to be defined for how the BBF NW informs the PCRF and DRA about IP address(es) and ports allocated to a specific UE

-
On the 3GPP side, it is expected to impact at least S9a, PCRF and DRA

-
On the BBF side, it is expected to have impacts on RG, BNG and BPCF, e.g. the RG may need to allocate port mappings in a predictive manner and possibly provide this to BNG and BPCF. (Exact impacts depends on the solution)

-
It is unclear if solutions with such wide-spread impacts will become widely available anytime soon

-
IPv6 deployments have started and these will make the general NAT solution obsolete

-
Solution for NATs would be a temporary work-around

-
There is a simpler alternative! (see next slide)

Possible way forward:

-
Policies for offloaded traffic through NATed RG should be per IP session in BNG (e.g. per RG)

-
Case 4: One IP-CAN session per NAT public IP address, instead of per UE behind NAT

-
Policy interworking via S9a for individual 3GPP UEs is supported for

-
Case 1 & 2: Home routed traffic (with or without NAT in the RGs)

-
Case 3: Offloaded traffic with no NAT in the RG

-
Policies for the RG can be provided by the BPCF as per current BBF specifications or by PCRF as per BB3

-
Main advantage: No change in fundamental PCC concepts or BBF network

Example: IMS Hosted NAT Traversal:

-
IMS already includes NAT support on application layer

-
PCC need not be NAT aware

-
Assumption is that policies are provided per IP session in operator domain (Policies for IP session in residential domain out of scope)

Request for Feedback:

-
Policy interworking via S9a for individual 3GPP UEs in Rel‑11 is supported for

-
Home routed traffic (with or without NAT in the RGs)

-
Offloaded traffic with no NAT in the RG

-
Policies for offloaded traffic is to be per IP session in BNG (e.g. per-RG)

-
Policies for the RG can be provided by the BPCF as per current BBF specifications or by PCRF as per BB3

-
Policy interworking via S9a for offloaded traffic from 3GPP devices behind a NAT would be left out of Rel‑11

-
Similar to how BB3 rel-11 work has been scoped

Discussion and conclusion:

It was asked whether scenario 2 would be a problem with multiple UEs. It was explained that the UEs would be identifiable in this scenario. It was further clarified that if there are overlapping IP addresses then a mechanism would be needed to disambiguate the UEs. ZTE commented that if the UEs are from different PLMN, then the PDN ID can be used to identify them. Ericsson did not understand such a scenario as the PDN ID would identify the PLMN. It was considered that this contained useful attributes, but required further study. Ericsson was thanked for this presentation, which was then noted.

3BF‑11033 Impact of NA(P)T on Non-seamless WLAN offload. This was presented by Huawei
This contribution analysis the Impact of NA(P)T on Non-seamless WLAN, Furthermore it proposes several requirement of BPCF.

Non-seamless WLAN offload:

-
Three offload scenarios has been approved in SA WG2#86:

-
Scenario A: AF in 3GPP operator's network

-
AF connect PCRF directly

-
Scenario B: AF ("BBF AF") in BBF domain

-
BPCF proxies G/E session to PCRF

-
Scenario C: TDF

-
Sd is an intra-operator interface

-
AF/TDF/BBF-AF selects PCRF/BPCF according to UE local IP address, DRA may be involved.

-
Whether NA(P)T locates between UE and AF is still open.

Without NA(P)T:

-
AF/TDF/BBF-AF selects PCRF/BPCF according IP1 and includes it in Rx/Sd/G/E session

-
PCRF performs session binding between Rx/Sd and S9a with IP1

-
BPCF performs session binding between G/E and S9a with IP1

-
UE uses local IP address, i.e. IP1 to communicate with IP services domain.

1:1 NAT in RG:

-
AF/TDF/BBF-AF selects PCRF according IP2 and includes it in Rx/Sd/G/E session

-
RG performs 1:1 NAT, and translates IP1 to IP2

-
UE uses local IP address, i.e. IP1 to communicate with IP services domain.

-
BPCF should include the NATed IP address, i.e. IP2, in S9a session in order to PCRF perform session binding.

-
BPCF should be able to link G/E session to S9a session according to the NATed IP address, i.e. IP2.

N:1 NAT in RG:

-
AF/TDF/BBF-AF select PCRF according IP2 and includes it in Rx/Sd/G/E session

-
RG performs N:1 NAT, and translates IP1 to IP2 and assign UDP port to UE

-
UE uses local IP address, i.e. IP1, to communicate with IP services domain.

-
BPCF should include the NATed IP address, i.e. IP2, ports used by UE to connect with AF, in S9a session in order to PCRF perform session binding.

-
PCRF should be able to perform session binding between Rx/Sd and S9a according to IP2+port

-
BPCF should be able to link S9a session to G/E session according to the NATed IP address, i.e. IP2, the ports used by UE to connect with BBF-AF, in S9a session.

NA(P)T above BNG:

-
AF/TDF/BBF-AF select PCRF according IP2 and includes it in Rx/Sd/G/E session

-
NA(P)T equipment translates IP1 to IP2

-
UE uses local IP address, i.e. IP1, to communicate with IP services domain

-
BPCF should include the NATed IP address, i.e. IP2, ports used by UE to connect with AF, in S9a session.

-
BPCF should be able to link S9a session to G/E session according to the NATed IP address, i.e. IP2, ports used by UE to connect with BBF-AF, in S9a session.

PCRF Selection:

-
RG performs N:1 NAT, and translates IP1 to IP2 and assign UDP port to UE

-
UE uses local IP address, i.e. IP1 to communicate with IP services domain

1.
BPCF initiated S9a session to DRA, DRA redirect** the S9a session to PCRF

2.
BPCF initiated S9a session to PCRF

3.
AF initiates Rx session to DRA, DRA redirect the Rx session to PCRF

4.
AF initiates Rx session to PCRF

-
DRA should store the relation between IP2+port-set* and PCRF address when S9a establishment

-
DRA should match IP2+ports received from AF and IP2+port-set from BPCF, and return PCRF address to AF when Rx session establishment.

Proposals:

-
BPCF should sent to PCRF the NATed IP address and port-set, if available, when S9a session is established.

-
According to WT-146 Appendix C, RG could send the NATed IP and port-set in Radius message to BNG. But how BNG inform BPCF is still open.

-
BPCF should be able to perform session binding between G/E and S9a based on NATed IP address and port-set, if available.

-
PCRF/BPCF selection should be based on NATed IP address and port-set, if available.

-
NA(P)T above BNG should be out of scope.

-
At present, there is no solution that BBF network obtains NATed IP address with NA(P)T above BNG case. It will take much impact on current BBF network.

Discussion and conclusion:

Huawei was thanked for this presentation, which was then noted.

TDF:

3BF‑11044 TDF in BBF Network for BB-II Architecture Variants. This was presented by Alcatel-Lucent
Proposal for BB-II architecture variants whereby the TDF is located in the BBF network

Outline:

-
Overview of 3GPP Traffic Detection Function (TDF) Architecture

-
WT-134 DPI Requirements

-
BB-II Architecture Variants

-
BBF Based TDF Architecture

-
Recommendation

Non-Roaming Architecture for PCC (TS 23.203)

Solicited Mode:

-
Application Detection & Control ADC) Rules provisioning (PCRF TDF over Sd)

-
Application-ID (e.g. Skype, Youtube)

-
Start/Stop event triggers

-
Gating or blocking of detected traffic

-
Shaping of detected traffic

-
Redirect

-
Usage measurements

-
Application Detection Reporting (TDF PCRF over Sd)

-
Start/stop of application

-
Flow description, if available,

-
Usage measurements

WT-134 DPI Requirements:

4.15
Deep Packet Inspection

-
Practical broadband deployments increasingly today include components that provide L4-7 deep packet inspection facilities. It is prudent for the BPCF to include this capability.

-
R-46. The BPCF MUST allow traffic policy conditions that include L4-7 classifiers

-
R-47. The BPCF MUST support policy evaluation that is triggered by detection of a L4-7 flow

-
R-48. The BPCF MUST support interaction with the DPI function


Requirements practically the same as for 3GPP TDF

WT-134 DPI Use Case:

10.2
Enforcement of Traffic Policies based on application-level criteria

-
In this use case, an Operator wants to enforce traffic processing rules whose condition part contains application-level criteria, for example criteria that are related to DPI functions.

-
Here is an example of this case:

-
An Operator wants to associate video streaming over HTTP with a given QoS class. Therefore it configures a convenient QoS rule into a DPI device or into a BNG with DPI functions.

BB-II Architecture Variants - WLAN Non-Seamless (NS) S Offload:

-
Variant C:

-
The Sd reference point is intra-operator only. Therefore the same SP operates both the EPC and BBF access.

-
The TDF is an EPC NE in the path of the Gi interface. And therefore NS offloaded traffic is routed to the EPC

-
(The IP flow goes via the PDN GW).

->
Variant C "implies " convergence.

BBF Integrated BNG/PCEF/PDF:

-
S9a enhancements are FFS

-
UE IP@ allocation is based on the 3GGP UE or Fixed UE's profile in AAA

-
IP@ selection determines whether the 3GPP UE's or fixed device's IP flow is routed via the TDF

BBF Standalone TDF Variant:

-
S9a enhancements are FFS

-
UE IP@ allocation is based on the 3GGP UE or Fixed UE's profile in AAA

-
IP@ selection determines whether the 3GPP UE's or fixed device's IP flow is routed via the TDF

BB-III: Integrated BNG/PCEF/PDF:

-
Gxd enhancements to support ADC rules

Recommendation:

-
Consider the 3GGP TDF architecture in order to:

-
Implement BBF's DPI requirements for 3GPP UE and fixed devices

-
Support all BB-II offload-to-network scenarios

-
Lay a solid foundation in BB-II for TDF support in BB-III

Discussion and conclusion:

It was clarified that Slide 8 is in line with current detection principles in 3GPP. Slide 10: Samsung asked whether a full solution can be defined from this and whether this is only for BBF or for general accesses. The workshop Convenor (B. Bertenyi) commented that this had been discussed and there were some issues identified with TDF, and is likely to add substantial work in BBF, so this should be studied further for post Rel‑11 work. Samsung asked whether there was agreement that the solution was practical in the longer term. The Workshop Convenor (D. Allen) replied that this would need to be studied before this can be determined. It was reported that the BBF have not done any work on Convergence and this is not likely to start until the Interworking specification (WT‑134) is complete. It was proposed to determine whether the TDF will have functionality for the following sub-functions : marking, detections, QoS, accounting. Ericsson clarified that variant C in slide 8 is an Alcatel-Lucent view and not from the TR, as the TR does not study Convergence, only Interworking. Alcatel-Lucent clarified that this was not intended to use Variant C for convergence, but to point out that it has some features which will be needed for convergence. It was noted that the BBF will not work on any new interfaces which are not already included in WT-203 and therefore the TDF should not be in the BBF domain. Alcatel-Lucent was thanked for this presentation, which was then noted.

Access Type:

3BF‑11013 Access type over S9a. This was presented by Ericsson
Proposed solution to inform about the access type when UE attached via BBF.
Scope:

-
Clarification and proposal regarding the reporting of Access Technology Type from the BPCF to the PCRF at S9a session set-up

Background:

-
Contribution bbf.2010.1263 proposed (among other issues) the reporting of an Access Technology Type from the BPCF to the PCRF at S9a session setup

-
Such contribution was analyzed in BBF Q4 2010 meeting.

-
BBF didn't understand the utility for sending such a specific information (e.g. xDSL, xPON, etc.) to the PCRF.

-
Moreover, making the BPCF aware of such information is very complex

-
Therefore BBF sent a LS to 3GPP asking for clarification (bbf.2010.1423)

-
SA WG2 replied in S2-113568 (bbf.2011.866)

-
Access type changes are used for credit re-authorization and/or QoS management purposes

-
BBF Q3 2011 meeting analysed the SA WG2 LS response.

-
There was still a lack of support for providing this parameter from the BBF site

-
The needed complexity in BBF network is too high for sending whether the 3GPP UE is making use of Xpon, xDSL, Fiber, etc.

-
Besides the use case for requesting this is not shared by BBF members

-
In order to avoid endless LS exchanges, BBF considers this topic should be set for discussion during the joint 3GPP-BBF workshop

Proposal:

-
3GPP needs the reporting of Access Technology Type changes for credit-reauthorization and QoS management purposes

-
Then the Access Technology Type is more related to the kind of access network the 3GPP UE may use (i.e. BBF, 3GPP or CDMA accesses) than to the kind of access technology used by the BBF by itself

-
So the relevant information is the following: the 3GPP UE is making use of a Fixed Broadband access type

-
No need of reporting xDSL, xPON, etc, due to there is no supporting use case

-
Then, the BPCF must provide just a single Fixed Broadband Access value/indication to the PCRF at S9a session establishment

Discussion and conclusion:

Related proposals were reviewed. Ericsson was thanked for this presentation, which was then noted.

3BF‑11034 Access Type Issue. This was presented by Huawei and Juniper Networks
This contribution discusses the access type issue and offers some solutions.

Access Type Parameter:

-
Our aim:

-
Clarify that it is in fact IP-CAN-type and not access technology type, i.e. it is related to QoS, i.e. WT-134 and WT-203 not to mobility

-
Ask 3GPP to help describe the purpose of the IP-CAN-type parameter

-
Ask 3GPP if this is eNB backhaul or other intermediate network technologies related

-
then discuss what would be possible and appropriate value(s) to define for BBF access

History:

-
BBF asked to SA WG2 in (bbf.2010.1263, bbf2010.1423) to provide more information on the need of such parameter and to express the interest to collaborate for definition of a suitable parameters or set of parameters

-
SA WG2 replied in S2-113568 Access Technology Type is used to determine that the UE is attached through a particular type of Fixed Access Broadband Network (e.g. xPON, xDSL, Fiber, etc)

-
SA WG2 has not identified any requirement to send additional details on the access technology type other than the information that the UE is attached through a fixed broadband network and the particular access type stated

How is IP-CAN Type defined?

-
3GPP Stage 3 document 29.212 defines IP-CAN-Type AVP (All access types), it is a Diameter AVP

-
Current Values are: 3GPP-GPRS (0)

-
DOCSIS (1)
Cable access

-
xDSL (2)

-
WiMAX (3)

-
3GPP2 (4)

-
3GPP-EPS (5)

-
Non-3GPP-EPS (6)

How is IP-CAN Type used?

-
3GPP Stage 2 document 23.203 defines several uses:

-
Credit re-authorization triggers, e.g. Change in type of IP‑CAN sent to the OCS over the Gy interface; OCS may modify the charging parameters such as tariff

-
Event Triggers, e.g. Change in type of IP‑CAN may result in the modification of PCC rules, A change in the type of IP‑CAN may also result, e.g. in a change in the PLMN
-
3GPP State 3 document 29.214 AF subscription to IP-CAN type change Notification, AF may request higher or lower BW depending on the IP‑CAN type

How is IP-CAN Type Mapped?

-
see slide 7

Resolution

-
IP-CAN-type xDSL (2) is closest to Ethernet or wireline broadband and can be used

-
No change in BBF specs

-
No change in 3GPP specs

-
Radius NAS-Port-Type attribute Value 16

-
IP-CAN-types for xPON and Fiber can be defined

-
3GPP document 29.212

-
xPON (7) RADIUS NAS-PORT-Type Value 35

-
Fiber (8) RADIUS NAS-PORT-Type Value 26

-
As xPON is fiber, why have an ambiguous set of proposed enhancements-

-
IP-CAN-types for Ethernet and ATM can be defined

-
3GPP document 29.212

-
Ethernet (7) RADIUS NAS-PORT-Type Value 15

-
ATM (8) RADIUS NAS-PORT-Type Value 31 (?)

-
BBF can easily provide the upstream and downstream actual data rates in kbits (TR-101 Issue 2 & RADIUS RFC 4679 Actual-Data-Rate-Upstream 0x81, Actual-Data-Rate-Downstream 0x82)
-
Because of the mapping in Slide 6, if any new types are added, corresponding IP layer mobility parameters may need to be defined as well like:

-
RAT Type for GTP,

-
Access Technology Type for PMIPv6

Discussion and conclusion:

Vodafone commented that the Access Type was needed by operators and Service providers and asked why this could not be done via operator agreements. There would be no issue for the converged case, because the operator will be the same for both accesses. The BBF cannot provide accurate bandwidth information by subscriber access type as this would be dependent on the usage by the subscriber at any time. It was suggested that for the moment only mobile and fixed access types are distinguished. Huawei and Juniper Networks were thanked for this presentation, which was then noted.

Not available:

3BF‑11021 BBF devices vs. 3GPP devices (Ericsson)
Discusses aspects for defining 3GPP devices vs. BBF devices.

This was not provided and was withdrawn.

2.3
Interworking Discussion

3
Other Interworking Aspects

3GPP SaMOG
3BF‑11039 Presentation of SaMOG. This was presented by Alcatel-Lucent, ZTE, ATT, China Mobile, China Telecom, Ericsson, Huawei, Nokia Siemens Networks, Nokia and Juniper Networks
Presentation of the status of SaMOG and on 3GPP Expectations from BBF when Trusted WLAN is equal to WLAN+BBF access network.

Overview:

High Level overview

"S2a Mobility based On GTP & WLAN access to EPC (SaMOG)"

1.
The addition of an S2a (Trusted access to EPC) alternative based on GTP (besides the existing PMIP option).

2.
Supporting WLAN access to EPC through S2a via mechanisms:

2.1:
with no impact to the UE; 3gpp Rel11 (architecture freeze March 2012)

2.2:
with impact to the UE; later release

-
Architecture impacts documented in 3gpp 23.402 Rel11.

-
TR 23.852

-
Freeze of stage 2 for 3gpp Rel11 expected March 2012

High level architectural requirements:

-
Modifications to non 3GPP link-layers will not be considered

-
Use of S2a-GTP vs. S2a-PMIP shall be transparent to UE

-
UE and EPC mutually authenticate through the WLAN Access as per TS 23.402 (EAP-AKA').

-
UE traffic over the WLAN air link may be confidentiality and integrity protected as defined by IEEE 802.11-2007

-
The backhaul, through which WLAN AN accesses to EPC, may be secured, e.g., through IPsec, to build a secured access to the EPC.

3GPP Architecture dealing with solutions without UE impact supports:

-
access to EPC

-
access to a local IP network directly reachable behind the WLAN access

3GPP Architecture dealing with solutions without UE impact considers:

-
No access to EPC simultaneously with access to a local IP network directly reachable behind the WLAN access

-
a single PDN connection over WLAN

-
mobility without IP address preservation

-
when the UE moves between 3gpp and WLAN radio, the UE does not keep the same IP address

Internal architecture of the TNAN as seen from 3GPP:

-
Within the trusted non-3GPP IP access network (TNAN) we distinguish three functions:

-
A WLAN access. This function terminates the UE's WLAN air link termination.

-
A Trusted non-3GPP access S2a peer (TNSP). This function terminates S2a.

-
A Trusted non-3GPP access AAA (STa) peer (TNAP). This function terminates STa.

-
The potential interfaces between WLAN Access, AAA peer and TNSP (S2a peer) are out of scope of 3GPP

-
It is assumed that there is a point-to-point link between UE and TNSP. The TNSP acts as the first hop router for the UE

-
All IP traffic of the UE is switched at layer 2 over the path between the WLAN interface and the TNSP

Focus on some reference points:

-
STa is defined in 3gpp 29.273 (*). Foreseen (**) to make sure the AAA server can provide the TNAN with:

-
whether access to EPC is allowed for the UE;

-
The TNAN may indicate to the AAA server via STa whether it supports S2a, non-seamless offload or both and which SSID has been used by the UE.

-
The HSS/AAA may indicate via STa whether access to EPC via S2a is or is not allowed for this subscriber. The HSS/AAA decision to allow EPC access or not could be based on information elements such as subscriber profile, access network, SSID selected.

-
the APN the user is to be associated with for EPC access with possibly the PGW to be used for this UE and APN

-
the UE IMSI ( required for the TNAN to build the S2a messages towards the PDN-GW)

-
S2a is defined in 3GPP 29.274 (GTP) and 29.275 (PMIP). No change foreseen so far

-
Refer to back-up slides

-
(*) STa is already used as part of the solutions already defined for 3gpp-BBF policy interworking (WT-203).

-
(**)The exact list of STa modification will be determined during Stage 3

Requirements onto a BBF network supporting the TNAN capability:

-
support of IEEE 802.11-2007 including the support of the associated security features e.g.

-
the transport of EAP(-AKA') signalling messages for authentication signalling between the 3GPP AAA Server and the WLAN UE;

-
Use of the (EAP) MSK derived by the 3GPP AAA server for WLAN security

-
Support standard IP protocols:

-
For IPv4: IETF RFC791 (IPv4), RFC 2131 (DHCP)

-
For IPv6: IETF RFC 2460 (IPv6), RFC 4861 (ND), RFC 4862 (SLAAC)

-
Support UEs implementing RFC 4436 (DNAv4), RFC 6059 (DNAv6)

-
A per-UE point-to-point link between UE and TNSP is assumed.

-
In particular, it is assumed that the trusted non-3GPP access does not do any routing of UE traffic between TWAP and TNSP.

-
TNSP is the first hop router of the UE, acts a DHCP server (possibly DHCP relay when deferred IPv4 allocation is required in case of allocation of both IPv4 and IPv6 addressing)

-
Support STa, S2a

-
(depending on the deployment) Capability to support NDS (network Domain Security) per 3GPP 33.210 (e.g. between the BBF provider and the PLMN)

-
2 solutions variants still under study:

-
One variant with S2a triggered by a L3 signalling from the UE

-
One variant with S2a triggered by the success of the Authentication phase

QoS:

-
Interaction / relationship between QoS information received from PLMN over S9a and QoS information received from PLMN over S2a to be discussed after Rel11

3GPP Expectations from BBF when Trusted WLAN is equal to WLAN+BBF access network:

-
To comment on "Requirements onto a BBF network supporting the TNAN capability" when applicable

-
To define a BBF architecture for the case where the Trusted WLAN is built on top of a BBF architecture

-
3GPP has NOT defined the internal architecture and protocols of the TNAN

-
The relationship between the S2a, STa termination with existing functions of the BBF architecture (BNG, ...) has also been considered as out of the scope of 3GPP

Discussion and conclusion:

It was asked what the provision of the IP tunnel would facilitate. Alcatel-Lucent replied that the final goal is to use trust relationships and to avoid the use of IPSec tunnels, trusted connections will use GTP or PMIP tunnelling. Samsung explained that this is done without UE interaction and is non-seamless. The impacts on the BBF need to be discussed. The placing of the functions in the architecture also needs to be discussed and determined. Cisco commented that a point-to-point link is needed between the UE and S2a somewhere between steps 3 and 5. The requirements in the BBF network to be considered a trusted access are summarized in Slide 12. It was reported that it is expected to remove a variant from the proposals at the next SA WG2 meeting and it was suggested to liaise the SA WG2 conclusions to the BBF. It was commented that the definition of 'secure' in the context needs to be clarified as the meaning may be different in the BBF and 3GPP contexts. Alcatel-Lucent, ZTE, ATT, China Mobile, China Telecom, Ericsson, Huawei, Nokia Siemens Networks, Nokia and Juniper Networks were thanked for this presentation, which was then noted.

SaMOG Discussion

4
FMC Convergence

4.1
3GPP Convergence - Stage 1

4.2
3GPP Convergence - Stage 2

3BF‑11030 3GPP Convergence - Stage 2 status. This was presented by Huawei, Ericsson, Nokia Siemens Networks, LG Electronics, Allot Communications and AT&T
This contribution presents the current detailed status, assumptions and requirements on BB3 convergence activities.

Scenarios:

-
Within Rel‑11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW

-
WLAN S2c (trusted): UE connects to WLAN/BBF with traffic routed to PDN GW via s2c

-
WLAN S2c (untrusted): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c

-
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG

-
Femto 3GPP : H(e)NB connected to BBF with traffic routed to PDN GW

-
The following scenario will be not considered for convergence PCC in Rel‑11

-
Femto 3GPP : LIPA and SIPTO

-
Trusted scenario based on s2a

-
3GPP SA WG2 will also cover QoS rule provisioning from the PCRF to the BNG for

-
default QoS for fixed access session;

-
dynamic QoS for 3GPP UE connected to a fixed access.

Assumptions on QoS and fixed:

1.
Draft Definitions

-
Fixed access session: is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type or technology, e.g. IPoE Subscriber Line session, PPPoE session.

-
Default QoS for fixed access session applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

2.
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

-
IP-CAN session represents the session managed by PCC and it is identified by IP address and Identity, e.g. UE ID for 3GPP UE

3.
To support "Default QoS for fixed access session" 3GPP SA2 assumes that :

-
Default QoS applies per fixed access session.

-
Default QoS includes the QCI and Maximum Bit Rate UL/DL. Whether additional parameters (e.g. ARP and Flow Filters) are included in Default QoS is for further study.

-
The BNG is able to enforce the Default QoS and to perform the appropriate mapping from Default QoS to BBF specific parameters.

Question on assumptions:

-
Question 3 to BBF:

-
feedback on proposed definition for "fixed access session".

-
Question 4 to BBF:

-
 the concept of Default QoS is currently defined for BBF network.

-
In case it is supported, SA2 would like to have a more information on the procedures supported for the provision of Default QoS.

Provisioning Default QoS for fixed access session (8th Assumption):

-
Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG.


NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF.

3)
The PCRF sends Default QoS to the BNG.


NOTE 2:
The PCRF may override the QoS received from the BNG / BBF AAA.

-
Question 6 to BBF: 3GPP SA2 would like BBF to provide the feedback for the above procedures and any other possible references or alternative procedures, if any.

Topics indentified by SA2 for further study:

-
The definition and the support for dynamic QoS for fixed access session

-
Support of 3GPP based charging for fixed access session

-
The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified

-
The target of the 3GPP work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.

-
3GPP SA2 will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS for the fixed access session. Such parameters will be anyway checked with BBF.

-
Whether additional parameters (e.g. ARP and Flow Filters) are included in Default QoS is FFS.

-
the impact, if any, for interworking between a fixed network supporting the BBF interworking solution defined in BB1 and BB2 and a HPLMN supporting the BBF convergent solution

Architecture assumptions for Policy Convergence:

-
This architecture supports the scenario of

-
a single network operator deploying both the 3GPP EPC and the BBF access network.

-
roaming scenario between two PLMN operators.

-
There is a direct interface between PCRF and BNG

-
The BNG is the policy enforcement point for QoS in the fixed access.


NOTE: How the BNG performs QoS enforcement in the BBF access is out of scope of 3GPP.

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE) is out of scope of 3GPP.

-
The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of 3GPP.

-
The reference architecture for non-seamless WLAN offload has not been yet discussed

Reference architecture - Non-roaming:

-
Scenario of a single network operator deploying both the 3GPP EPC and the BBF access network.

-
The reference interfaces S2c, SWu, Iuh/S1 are not applicable for the fixed device.

-
Whether any other existing 3GPP reference points need to be enhanced for supporting convergence is FFS. Any enhancement of reference points within the BBF access network is out of the scope of 3GPP.

-
Assumptions impacting BBF

-
Gxd transfers QoS control policies from the Home PCRF to the BNG

-
It is FFS whether Gxd is Gx or an enhancement of Gx
-
The fixed access device/access is only supported in non-roaming scenario.

-
For support of 3GPP UE the BBF AAA proxy may be deployed as part of the BBF network. If the BBF AAA proxy is not present the SWa reference point is terminated on the BNG. In this release the BBF AAA server is used for fixed access session authentication and the SWa/STa is not applicable.

-
The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.

Reference architecture - Roaming Home routed:

-
Scenario of a roaming between two mobile operators.

-
It is FFS whether S9 requires enhancements for supporting BBF convergent scenario.

-
The SWu reference point is terminated on the ePDG, that can be located either in HPLMN or in VPLMN.

-
Roaming scenario is applicable only to 3GPP UE.


NOTE: the assumptions defined in previous slide for non-roaming reference architecture are also applicable to this scenario

Reference architecture - Roaming LBO:

-
Scenario of a roaming between two mobile operators.

-
The SWu reference point is terminated on an ePDG located in VPLMN.


NOTE: the assumptions defined in previous slide for Non-roaming reference architecture are also applicable to this scenario

Discussion and conclusion:

It was noted that 3GPP assumes the use of an IPv6 prefix, rather than an IPv6 address, which is different to the BBF. It was commented that the parameter types are out of scope for 3GPP and should not be defined by 3GPP. There was some discussion over whether the QCI QoS parameters can be mapped to BBF parameters. Deutsche Telekom commented that QCI is designed to be access agnostic over the Rx interface. It was reported that the BBF specification allows 4 different options for QoS handling to provide flexibility as required by their service providers. It was commented that the QoS issues had been raised in BBF before and that the BBF currently do not deal with multiple flow QoS in an IP session, but this will need to be considered at some point by the BBF to handle other Accesses. It was generally agreed that some progress can be made in this as there is willingness in 3GPP and BBF and a number of issues to be solved. Huawei, Ericsson, Nokia Siemens Networks, LG Electronics, Allot Communications and AT&T were thanked for this presentation, which was then noted.

4.3
BBF Policy Framework

3BF‑11035 Nodal Requirements for Interworking between next generation fixed and 3GPP wireless access. This was presented by Huawei, AT&T and Ericsson
Introduce new work in BBF on WT-203bis.

BBF Work on Interworking:

-
WT-203 on Interworking between Next Generation Fixed and 3GPP Wireless Access is now on sponsor ballot

-
Nodal requirements do not go into WT-203

-
So new work (new WT) should be on nodal requirements

-
NPIF (like 3GPP WID) has been approved

-
A document number to be assigned

-
Work to start in 2012 Q1 meeting in March

Scope of new WT:

-
Reference architecture set forward in WT-203 including reference points defined there will be followed

-
Requirements on

-
RG

-
AN

-
BNG

-
Broadband Policy Control Function (BPCF), Authentication Authorization Accounting Server (AAA)

-
UE

-
FemtoAP and

-
WiFiAP
-
To support WT-203 in the areas of

-
Wi-Fi and Femto Access related to subscriber authentication, offload, LIPA, SIPTO, IP Sessions, Mobility,

-
AAA Interworking, accounting interworking

-
Policy Control Interworking including QoS control

-
Nomadicity and roaming

Related 3GPP Projects:

-
3GPP TS 23.139 - 3GPP system - fixed broadband access network interworking; Stage 2

-
3GPP TS 23.203 - Policy and charging control architecture

-
3GPP TS 23.261 - IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2

-
3GPP TS 23.402 - Architecture enhancements for non-3GPP accesses

-
3GPP TR 23.839 - Support for BBF Accesses Interworking

-
3GPP TR 23.852 - Study on S2a Mobility based on GTP & WLAN access to EPC

-
3GPP TR 23.829 - Local IP Access and Selected IP Traffic Offload (LIPA-SIPTO)

-
3GPP TR 23.859 - LIPA Mobility and SIPTO at the Local Network

-
3GPP TR 23.861 - Multi Access PDN connectivity and IP flow mobility

Discussion and conclusion:

Huawei, AT&T and Ericsson were thanked for this presentation, which was noted.

4.4
Convergence Discussion

3BF‑11031 3GPP Convergence: proposed resolution for architecture assumptions. This was presented by Huawei
This contribution proposes the resolution of questions and assumptions on reference architecture.

Architecture assumptions for Policy Convergence:

1.
3GPP Assumptions: This architecture supports the scenario of

-
a single network operator deploying both the 3GPP EPC and the BBF access network.

-
roaming scenario between two PLMN operators.

-
Proposal: the assumptions above are considered valid and agreed

2.
3GPP Assumptions:

-
There is a direct interface between PCRF and BNG

-
The BNG is the policy enforcement point for QoS in the fixed access.


NOTE: How the BNG performs QoS enforcement in the BBF access is out of scope of 3GPP.

-
Proposals: the assumptions are considered valid and agreed.

-
BBF will define the QoS enforcement capability of BBF access network for supporting convergence.

-
further interaction between 3GPP&BBF will take place

3
3GPP assumption: The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE) is out of scope of 3GPP.

-
Proposal:
-
the assumption is considered valid and agreed.

-
Within the 3GPP Convergence scenario in Rel‑11 the BBF specifications for authentications, e.g. based on DHCP Option 82, PPP session for fixed line/device are supported.

4
3GPP assumption: The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.

-
Proposal:
-
the assumption is considered valid and agreed.

-
BBF will take into consideration as principle if enhancement of BBF interfaces is needed for supporting convergence scenario. Any decision will be taken if and when needed.

5
3GPP assumption: the architecture policy convergence for trusted WLAN with s2a is not considered in this release.

-
Proposal:
-
The scenario for BBF as trusted network will be considered for future work as part of SaMOG.

-
See discussion on SaMOG agenda item

Reference architecture (1) - Non-roaming:

-
Scenario of a single network operator deploying both the 3GPP EPC and the BBF access network.

-
The reference interfaces S2c, SWu and SWn are not applicable for the fixed device.

-
Whether any other existing 3GPP reference points need to be enhanced for supporting convergence is FFS. Any enhancement of reference points within the BBF access network is out of the scope of 3GPP.

-
Assumptions impacting BBF

-
Gxd transfers QoS control policies from the Home PCRF to the BNG

-
It is FFS whether Gxd is Gx or an enhancement of Gx
-
The fixed access device/access is only supported in non-roaming scenario.

-
For support of 3GPP UE the BBF AAA proxy may be deployed as part of the BBF network. If the BBF AAA proxy is not present the SWa reference point is terminated on the BNG. In this release the BBF AAA server is used for fixed access session authentication and the SWa/STa is not applicable.

-
Proposal:
-
The above reference architecture is considered valid and agreed as reference architecture for convergence by 3GPP and BBF

-
The above assumptions are considered valid and agreed

Reference architecture (2)- Roaming Home routed:

-
Scenario of a roaming between two mobile operators.

-
It is FFS whether S9 requires enhancements for supporting BBF convergent scenario.

-
The SWu reference point is terminated on the ePDG, that can be located either in HPLMN or in VPLMN.

-
Roaming scenario is applicable only to 3GPP UE.


NOTE: the assumptions defined in previous slide for non-roaming reference architecture are also applicable to this scenario

-
Proposal:
-
The above reference architecture is considered valid and agreed as reference architecture for convergence by 3GPP and BBF

-
The above assumptions are considered valid and agreed

Reference architecture (3) - Roaming LBO:

-
Scenario of a roaming between two mobile operators.

-
The SWu reference point is terminated on an ePDG located in VPLMN.


NOTE: the assumptions defined in previous slide for Non-roaming reference architecture are also applicable to this scenario

-
Proposal:
-
The above reference architecture is considered valid and agreed as reference architecture for convergence by 3GPP and BBF

-
The above assumptions are considered valid and agreed

Discussion and conclusion:

This should be re-phrased as a proposal to BBF SPAC as necessary enhancements in the BBF. This should be done by contribution to the BBF. It was clarified that this proposal had been agreed at the previous SA WG2 meeting. Huawei was thanked for this presentation, which was noted.

Charging/PCC:

3BF‑11006 Charging Architecture Support Considerations for BBAI BB2 & BB3. This was presented by ZTE and AT&T
To discuss the charging architecture options.

Summary:

-
Topics needs to be checked with BBF for Charging

-
For the accounting/charging issue, which architecture should be adopted by BB2/BB3- EPC option, or BBF option?

-
Which granularity of accounting/charging to be supported over the BBF access, per-IP flow- Per UE- Or per access session?

-
Should Online charging or offline charging or both be supported?

BB2 & BB3 Charging Support Considerations:

-
The BB3 aims to define the architecture for Converged Policy Management and Charging, i.e. a PCC which is able to manage QoS and charging for BBF network.

-
3 Scenarios for BB3 Converged Charging Support

1)
Charging for 3GPP EPC routed traffic

2)
Charging for 3GPP NS-WLAN Offloaded traffic

3)
Charging for fixed device traffic

-
For BB2, only the scenario 2) is considered; in addition, different UE-access scenarios during the offload (e.g. non-roaming, roaming and home-routed) may impose "specific" charging reporting option to be allowed.

BB2 Charging Support Considerations (ONLY consider the NS-WLAN Offloaded):

BB2 Charging for NS-WLAN Offloaded Traffic:

Y
BBAI NS-WLAN Offloaded traffic will NOT pass through EPC: Accounting/Charging done by BBF

?
BNG performs accounting: (a) direct interface with OFCS, or (b) Proxied via (e.g. BBF-AAA) (??)

?
Online Charging support: Qn to BBF (Yes/No ??)

?
Granularity of accounting/charging - per IP-Flow, per UE or per session: Qn to BBF (Yes/No ??)

BB3 Charging Support Considerations (Single Operator for both 3GPP & BBF):

Scenario I - Charging for 3GPP EPC Routed Traffic:

Y
BBAI Building Block III (BB3): 3GPP Operator = Fixed Operator:

Y
3GPP EPC routed traffic includes - S2b, S2c & H(e)NB(luh/S1)

Y
Same as BBAI BB1 - Charging is done at EPC (not BBF)


NOTE: EPC supports IP-Flow mobility since Rel‑10

Scenario II - Charging for NS-WLAN Offloaded Traffic:

Y
BBAI NS-WLAN Offloaded traffic will NOT pass through EPC: Accounting/Charging done by BBF

?
BNG performs accounting: (a) direct interface with OFCS, or (b) Proxied via (e.g. BBF-AAA) (??)

?
Online Charging support: Qn to BBF (Yes/No ??)

?
Granularity of accounting/charging - per IP-Flow, per UE or per session: Qn to BBF (Yes/No ??)

Scenario III - Charging for Fixed Device Traffic:

Y
BBAI Fixed Device traffic : Accounting/Charging done by BBF

?
BNG performs accounting: (a) direct interface with OFCS, or (b) Proxied via other NE (??)

?
Online Charging support: Qn to BBF (Yes/No ??)

?
Granularity of accounting/charging - per IP-Flow, per UE or per session: Qn to BBF (Yes/No ??)

3GPP: Requirements for Fixed Mobile Convergence (copied from 22.278):

5.2
Requirements for Fixed Mobile Convergence

-
The Evolved Packet System shall be able to accommodate fixed access systems to provide services over a converged network supporting both fixed and mobile accesses. The Evolved Packet System shall support common functions (e.g. for policy management, accounting) when a single operator operates both fixed and mobile accesses.

-
The Evolved Packet System shall be capable of providing an equivalent experience to users consuming converged services on different accesses, subject to different accesses capabilities.

-
The Evolved Packet System shall provide the following, while providing converged services:

-
common operational and management procedures,

-
common subscriber profiles,

-
common services profiles,

-
common charging procedures (e.g. a common post-paid bill).

-
The Evolved Packet System should optimize QoS and Policy management.

-
The requirements for mobility in clause 7.1.3 of this specification also apply to a converged network supporting both fixed and mobile accesses.

-
The Evolved Packet System shall support requests for allocation and enforcement of QoS for layer 2 and layer 3 in fixed broadband networks as defined in [27].

-
The Evolved Packet System shall support operator network policies for application sessions to request QoS in fixed broadband networks as defined in [27].

-
The Evolved Packet System shall support user requests for authorization of QoS for application sessions in fixed broadband access network as defined in [27].

-
The Evolved Packet System shall support policy management for QoS attributes of fixed broadband access network services (e.g. voice, VPN, IPTV) as defined in [28].

-
The Evolved Packet System shall support policy management for unicast and multicast traffic for fixed devices and IPTV services in fixed broadband access network as defined in [27].

Discussion and conclusion:

For scenario III Samsung asked whether it is assumed that the same actions as for non-seamless charging and accounting should be performed by the BBF. AT&T replied that this was the assumption and if BBF decide to make the enhancements for this, the same mechanisms should be used for BB II and BB III. It was reported that in 3GPP SA WG5, the BBAI Charging parts are empty (left for further study) and any BBF work done would need to be activated in 3GPP SA WG5. Samsung suggested that there could be a charging model in 3GPP SA WG5 which comes close to the BBF model for the medium term with a long-term activity to have a converged charging model. ZTE and AT&T were thanked for this presentation, which was noted.

3BF‑11023 Charging considerations for BBAI3. This was presented by Alcatel-Lucent
How to provide a consistent charging between 3GPP and BBF access.

BB-III Charging consideration:

-
for the scenarios with traffic routed to EPC and offloaded at the BBF access network for operators providing both 3GPP and BBF accesses

-
Based on requirements from TS 22.278 for FMC:


"The Evolved Packet System shall provide the following, while providing converged services:

-
common operational and management procedures,

-
common subscriber profiles,

-
common services profiles,

-
common charging procedures (e.g. a common post-paid bill)."

Proposed BB-III charging solution:

-
EPC Online/Offline Charging for EPC routed traffic

-
Proposed Online/Offline Charging for WLAN offload/BBF Device traffic, relying on defined Gy/Gz and interaction with PCC

BB-III Charging consideration:

-
In order to have a consistent evolution scheme from BB-I to BB-III, and to comply with charging requirements for BB-III, it is proposed to adopt EPC Charging solution from the BNG for BB-III.

Discussion and conclusion:

It was reported that this would also need discussion in 3GPP SA WG5. Alcatel-Lucent was thanked for this presentation, which was noted.

3BF‑11007 BB3 Considerations - BNG relationship with PCRF+. This was presented by ZTE and Allot
To discuss the architecture consideration for the relationship of BNG with the enhanced PCRF (i.e. PCRF+) for the BBAI BB3 converged architecture

BB3 Converged Architecture: BNG <‑‑> PCRF:
-
BB3 Relationship: BNG <‑‑> PCRF

-
In BB1, BBAI assumes BPCF selection based on BBF attached UE's local-IP@ which is associated with the BNG. When UE moves from 3GPP access to BBF access via the RG, the BNG is selected.

-
In 3GPP, within a PLMN, once UE is assigned with a PCRF, the same PCRF remains until the IP-CAN session is terminated.

-
Qn(BBF): For the integrated BPCF/PCRF (i.e. PCRF+), what is the BBF's view to ensure the same PCRF+ is selected when the UE moves from 3GPP access to BBF access?

Extracts from 3GPP TS 23.203 (see slide 3).

Discussion and conclusion:

ZTE and Allot were thanked for this presentation, which was noted.

QoS/PCC:

3BF‑11027 BB-III: Dynamic QoS for BBF Fixed Devices. This was presented by Alcatel-Lucent
Proposal on how to support dynamic QoS for BBF fixed devices.

Outline:

-
BB-III Reference Architecture

-
Default QoS in 3GPP and BBF

-
SA2 assumption: Default QoS for Fixed Devices - Issues

-
Support for dynamic QoS for fixed devices

-
Common procedures for 3GPP UE and fixed UE

BB-III FMC/Converged Policy Management and Charging:

-
Common Application Domain (e.g. Common IMS) Common SPR

-
3GPP UE and Fixed Device access the same AF (e.g. IMS)

Default QoS for fixed line devices - SA WG2's current assumptions and editor's notes:

-
Rel‑11 will cover QoS rule provisioning from the PCRF to the BNG for:

-
Default QoS for fixed access session during session setup

-
Dynamic QoS for 3GPP UE connected to a fixed access


NOTE 2: "Default QoS for fixed access session" applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

-
Editor's note: The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified.

-
Editor's note: The definition and the support of dynamic QoS for the fixed access session is FFS.

-
Editor's Note: 3GPP will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS for the fixed access session. Such parameters will be anyway checked with BBF.

-
Default QoS includes the QCI and Maximum Bit Rate UL/DL

-
Proposition: The PCRF logic and procedures to support dynamic QoS for fixed and WLA UEs are the same

Default QoS in 3GPP and BBF:

-
3GPP

-
3GPP standards specify QoS for the default bearer in the HSS subscriber's profile.

-
The default QoS is sent to the PCRF as part of the IP‑CAN session establishment procedure

-
The PCRF may modify the default QoS based on the subscriber's QoS profile in the SPR

-
Default QoS may change in mid-session due to subscription change.

-
Default-EPS-Bearer-QoS:

-
QoS-Class-Identifier

-
Allocation-Retention-Priority

-
BBF:

-
Default-Access Profile: The QoS assigned to the broadband subscriber line at device attachment/Log-In time.

-
The PDP may modify the default connection QoS it receives from the PEP at device attach/log-in. It includes the traffic Class, priority and pre-emption of the connection;

Close examination of default QoS:


NOTE 2: "Default QoS for fixed access session" applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

-
Interpretation:

-
All services data flows from all fixed devices connected to the RGW receive the same DSCP marking and priority

-
Consequences:

1.
DSCP for voice and BE data receive the same DSCP value:;  very bad user experience

2.
QoS deteriorates when policy management support for wireline is deployed


Conclusion 1:
Applying the same DSCP value and priority for all services is unacceptable

Architectural assumptions for "Default QoS for fixed access session":

-
Rel‑11 will cover QoS rule provisioning from the PCRF to the BNG for:

-
Default QoS applies per fixed access session

-
Default QoS includes the QCI and Maximum Bit Rate UL/DL

-
Determining the UL/DL rate requires the PCRF to execute the same process as for dynamic QoS

-
The PCRF must take into account the BW requirements received from the AF, service type/codec type, the subscriber's profile, access type and other variables


Proposition:
The PCRF logic and procedures to support dynamic QoS for fixed and WLA UEs



is the same

PCRF initiated IP‑CAN Session Modification (common for 3GPP UE fixed UE:

1a.
The AF requests QoS resource authorization. The request includes the BW requirements, media type, session priority and other IEs per TS 23.203.

1b.
The SPR notifies the -PCRF when the user's profile changes.

-
Alternatively, the C PCRF may initiate this procedure based on PCRF internal logic

2.
The PCRF makes policy decisions and determines the QCI, UL/DL max/minimum or constant BW and priority for the service data flow

3.1
The PCRF provisions policy rules and event triggers at the BNG for fixed devices

3.2
The PCRF provisions policy rules and event triggers at the PDN GW for 3GPP UEs per TS 23.202

4.
The BNG/PEP enforces the policy rules

5.
The BNG communicates with other nodes in BBF access per BBF specifications


NOTE: Steps 1-2 are common for 3GPP UEs and fixed devices

BNG or PDN GW Initiated IP‑CAN Session Modification:

(1)
The BNG may receive a trigger due to partial network failure, overload if supported by BBF

(2.1)
The BNG may initiate the session modification based on internal triggers and/or when event-triggers provisioned by the PCRF (per WT-124) are detected.


The session termination procedure for fixed devices and 3GPP UE is also similar

Conclusion-2:
The PCRF logic and signaling procedures to support dynamic QoS for fixed devices 


and 3GPP UEs are the same.

Recommendation:

-
Rel‑11 shall support QoS rule provisioning from the PCRF to the BNG for:

-
Dynamic QoS for fixed devices

-
Dynamic QoS for 3GPP UE connected to fixed access

Discussion and conclusion:

There was some discussion on the Dynamic QoS and it was asked whether this was intended for Rel‑11. The 3GPP SA WG2 Chairman commented that this can only be included in Rel‑11 if the Dynamic QoS is very clear and the impact of this can be assessed and considered acceptable for inclusion. It was noted that the 3GPP Rel‑11 planning discussions should be held at 3GPP TSG SA. Alcatel-Lucent was thanked for this presentation, which was noted.

3BF‑11028 BBF IP Sessions and IP-CAN Sessions Binding Considerations. This was presented by Alcatel-Lucent
Discuss BBF defined IP sessions and consider binding between BBF IP session and IP‑CAN session over Gxd.
Objective:

-
Discuss BBF-defined IP sessions and consider binding between a BBF IP session and IP‑CAN session over the Gxd interface

WT-146 (Subscriber Sessions) Some Definitions:

-
Session

-
A Session is a logical construct intended to represent a network connectivity service rendered to a user device end-point as viewed at the Service Provider network edge device. Sessions are associated to user data and control plane policies, and provide the inputs into such policies. Sessions are created and removed dynamically with the beginning of the session defined as the point where service is first requested, and the end of the session defined as the point where service is ended. A user may have multiple sessions in series or in parallel if the edge device supports that.

-
IP Session

-
An IP session is a session for which the data plane classifier is composed of at a minimum a subscriber's IP source address classifiers, including wildcards.

-
Also, in order to deal with mixed protocol deployments, whereby a single subscriber may use both the PPPoE and IPoE protocols (e.g. PPPoE for internet access and IPoE for Set-Top-Box connectivity), it's highly desirable for the IP edge node to support both protocols on a given interface.

Two kinds of services defined / being under definition at BBF References: TR-124 and WT-146 Clause 6.2:

-
A line / RG based service where the BNG manages an IP address (and the equivalent of an IP-CAN session) for all terminals behind a RGW. In this case the identity that is authenticated, managed, etc… is the RG and the UE identity over Gxd is the Line or RG Id

-
A Terminal / device based service where the BNG manages an IP address (and the equivalent of an IP-CAN session) per individual terminal. In this case the identity that is authenticated, managed, etc… is the individual terminal and the UE identity over Gxd is the NAI of this terminal

-
Assumption of NAI as the device identifier is based WT-146 Clause 7.3

WT-146 (Subscriber Sessions) Clause 6.2 (Session Grouping):

-
The ability to group such sessions falls principally into two categories:

A)
those where all of the session traffic is presented on the IP Edge via a common logical interface that corresponds directly to an access line, e.g. a 1:1 VLAN. In this case the logical interface provides naturally the session group construct.

B)
those where multiple sessions from multiple subscriber access lines are presented over a shared logical interface, e.g. a N:1 VLAN. In this case the sessions can be grouped according to their access-line circuit-id parameter passed in a DHCP Option-82 or a PPP Tag

-
Combinations of a) and b) may also exist.

-
Given the two categories, the following requirements are derived from this notion

-
R-xx The IP Edge device MUST support the logical grouping of sessions based on DHCP Option-82 Circuit-id and/or PPPoE circuit-id tag.

-
R-yy The IP Edge device MUST support the application of session control and data plane policies on a session group construct.

-
ASSUMPTION - a single logical group of BBF IP sessions corresponds to a single IP-CAN session over the Gxd interface

Assumptions relating to Multiple IP sessions per RG:

-
There may be one or more IP sessions per RG

-
Use case includes supporting multiple services (e.g. HSI, phone and IPTV) per access line

-
Assumptions relating to the IP-CAN sessions

-
The first IP session will trigger an IP-CAN session over the Gxd interface

-
Subsequent IP sessions will trigger IP-CAN session modification over the Gxd interface

Assumptions Relating to Multiple IP sessions per BBF device:

-
There may be one or more IP sessions per BBF device

-
Use case includes allowing a UE to tunnel to different VPNs
-
Assumptions relating to the IP-CAN sessions

-
The first IP session will trigger an IP-CAN session over the Gxd interface

-
Subsequent IP sessions will trigger IP-CAN session modification over the Gxd interface

BBF Device Initial Attach -- WT-146 (Subscriber Sessions) Appendix A, Figure 6 - Dynamic DHCP based IP session creation and authorization:

-
The DHCP process is shown and described for ease of understanding with an external DHCP Server, but it is well understood that the IP Edge could act as the DHCP Server, and as such remove the need for external DHCP Servers in the network.

BBF Device Initial Attach - Relation to IP-CAN Session Establishment:

-
Steps 1: This step is BBF specific and as such out of scope of this specification.

-
Step-2: The BNG/PEP triggers the establishment of the fixed IP‑CAN session with the PCRF. The message includes the line identity, physical and logical circuit ID, default QoS and subscribe priority

-
Step-3: The PCRF obtains the subscriber's profile

-
Step-4: The PCRF makes policy decision and derives policy rules The PCRF may change the default QoS of the subscriber it received from the PCEF

-
Step-5: The PCRF provisions the policy rules at the PEP

-
Step 6: BBF specific. The BNG communicates with other NEs in the BBF access network per BBF specifications

TR-124 APPENDIX III Routed Architecture - Examples of Potential Configurations:

III.2.3 PC3 Sets Up Its Own PPPoE Session:

-
This scenario is the same as presented in III.2.1 with the following exceptions:

-
? PC3 uses a PPPoE client to establish its own PPPoE session. While the private IP address from the router is still associated with PC3's Ethernet interface, PC3 also has a public IP address associated with its own PPPoE interface. Common behaviour is for all IP traffic of PC3 to now use this PPPoE interface [WAN.PPP.10, LAN.FWD.5].

III.2.4 Router Sets Up a Second PPPoE Session:

-
? The router sets up second PPPoE session (PPPoEC). It gets an IP address and DNS addresses through IPCP. It gets routing information from RIP-2 [LAN.FWD.15], manual entry, or other mechanisms [LAN.FWD.8]. PPPoEA remains the default route [LAN.FWD.20].

-
? PC5 requests a DNS lookup for a URL. The router sends simultaneous URL lookup requests to DNS servers on both PPPoE connections. The DNS server on the PPPoEA connection fails to resolve the URL and the PPPoEC connection returns an IP address. The router returns the IP address to PC5 [LAN.DNS.3].

-
? PC5 sends IP packets to the returned IP address. The router determines from its routing table that this goes to the PPPoEC connection.

Summary of Assumptions for Information and Discussion:

-
Assume 2 kinds of service - a line / RG based service and a Terminal / device based service - each with corresponding distinct identities to be authenticated and managed

-
Assume the NAI is the device identifier for the Terminal / device based service

-
Assume that a single logical group of BBF IP sessions corresponds to a single IP-CAN session over the Gxd interface

-
For multiple IP sessions per RG:

-
The first IP session will trigger an IP-CAN session over the Gxd interface

-
Subsequent IP sessions will trigger IP-CAN session modification over the Gxd interface

-
For multiple IP sessions per BBF device: -- same assumptions regarding IP-CAN session creation and modification as above

Discussion and conclusion:

It was commented that BPP sessions can be wrapped together and sent to an LNS, so an 'IP-CAN' may not have a single IP address in the BBF context. It was clarified that this was IP-CAN sessions per-RG. It was commented that 3GPP need not consider Subsequent IP sessions will trigger IP-CAN session modification over the Gxd interface. Alcatel-Lucent was thanked for this presentation, which was noted.

3BF‑11032 QoS for fixed access in convergent scenario. This was provided by Huawei
This contribution analysis the extension of 3GPP PCC for managing QOS for 3GPP UE and fixed access, Furthermore it proposes a revision of definition of fixed access session.

Scope of the contribution:

-
The scope of the contribution is to address

-
Question 3 to BBF Definitions of fixed access session and of defaults QoS as proposed by 3GPP SA2

-
Fixed access session: is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type or technology, e.g. IPoE Subscriber Line session, PPPoE session.

-
Default QoS for fixed access session applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

-
Definition of IP-CAN session for fixed access network

-
Support and definition of dynamic QoS for Fixed access sessions

-
Question 4 to BBF:

-
the concept of Default QoS is currently defined for BBF network.

-
In case it is supported, SA2 would like to have a more information on the procedures supported for the provision of Default QoS.

Fixed session definition in WT-134:

-
During Straw ballot phase, session has been defined as follow

-
There are five types of sessions:

-
Access Sessions, this is where the access link comes up and is available for data transmission. In a DSL case, this is where the DSL modem trains with DSLAM and with ANCP the DSLAM would transmit a Port Up message to BNG

-
L2 Sessions, this session type is used as part of Ethernet Wholesale services as defined in WT-178.

-
WT-178

-
Subscriber Sessions, including both PPP Sessions and IP Sessions as defined in WT-146.

-
WT-146

-
Traffic rule session, this session type is an abstraction of a set of policy rules. This abstraction would be used with an identifier such to allow an operator to know if a particular "set of Traffic rules" is enabled or not without needed to know the underlying rule details. For example, a http redirect service would be a set of rules that would allow DNS traffic to be transmitted, redirect http traffic to a redirect to a web portal and drop all other traffic.

-
Application Sessions, for example a voice call, a VOD session, a gaming session or a P2P session.

L2 session as in WT-178:

-
The L2 model enables to provide connectivity between end-users at right end side with the Network Service Provider (NSP) at the left end. This model is different from those based on PPP, L2TP or IP session which has a centralize interconnection.

-
In the 3GPP/BBF interworking model, the NSP can be equivalent to the HPLMN using the L2 Wholesale model from a BBF operator.

-
It should be noted that the work on WT-178 is not yet finalized in BBF.

IP session:

-
The support of PPP session is described in TR-59 and TR-101

-
WT-146 defines the support of IP sessions for the subscriber in order to enable the capability to handle each subscribers according to their contract irrespectively if the IP address is provided via PPP session or IP session

-
In the context of WT-146 following definitions are applicable:

-
Session: A Session is a logical construct intended to represent a network connectivity service rendered to a user device end-point as viewed at the Service Provider network edge device. Sessions are associated to user data and control plane policies, and provide the inputs into such policies. Sessions are created and removed dynamically with the beginning of the session defined as the point where service is first requested, and the end of the session defined as the point where service is ended. A user may have multiple sessions in series or in parallel if the edge device supports that.

-
IP Session: An IP session is a session for which the data plane classifier is composed of at a minimum a subscriber's IP source address classifiers, including wildcards. These classifiers may be augmented by additional Layer1, Layer 2 parameters when appropriate, as defined in context of TR-59 or TR-101 architecture.

High level requirement for Policy for session in WT-134:

-
BPCF capability to support :

-
policies for the different session types, in particular for access session, L2 session, subscriber session and application session

-
interaction with session establishment

-
policy Change requests originated from Applications after session establishment.

-
policies that apply to individual sessions

-
policy evaluation that is triggered by the change in state of an session

-
policies that apply to aggregates of subscriber sessions sharing logical interfaces and/or layer 2 interfaces and/or physical access e.g. DSL loop.

-
policies that apply to logical interface/layer 2 interface based on individual subscriber session policies when a logical interface and/or layer 2 interfaces and/or physical access e.g. DSL loop, is shared among subscriber sessions belonging to multiple subscribers

PCC IP-CAN session:

-
The association between a UE and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with UE identity information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP‑CAN session incorporates one or more IP‑CAN bearers. Support for multiple IP‑CAN bearers per IP‑CAN session is IP‑CAN specific. An IP‑CAN session exists as long as UE IP addresses/prefix are established and announced to the IP network.
Default-QoS: PPP session in Routed mode example:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG.


NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP. (e.g. PPP with intermediate agent, DHCP option 82, etc)


Note:
IP address is assigned at the end of authentication process (step 1B)


Note:
accounting is not considered

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF.

3)
The PCRF sends Default QoS to the BNG.


NOTE 2:The PCRF may override the QoS received from the BNG / BBF AAA.

Proposal 1: Which Fixed access session?

-
Considering that :

-
PCC supports only the management of IP sessions

-
Fixed access session can be Layer 3 session, i.e. Based on IP address, or Layer 2 session

-
Time constraint

-
As for first step only session associated with an IP address is considered for Convergent PCC scenario

-
Layer 2 based session, i.e. session identified by layer 2 identity, e.g. VLAN Tag, is not considered in this 3GPP Release

Proposal 2: definitions:

-
IP-CAN session for fixed access: The association between a fixed line or subscriber of BBF access network and an IP network. The association is identified by one IPv4 and/or an IPv6 prefix together with BBF identity information(i.e. Line identifiers and/or BBF identity). An IP‑CAN session incorporates one or more IP flows. An IP‑CAN session for fixed access exists as long as IP addresses/prefix assigned to the fixed access session are established and announced to the IP network.
-
Fixed Access session: is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type (e.g. IPoE Subscriber Line session, PPPoE session) or access technology (e.g. copper or fiber). Sessions are created and removed dynamically with the beginning of the session defined as the point where service is first requested, and the end of the session defined as the point where service is ended. A user may have multiple sessions in series or in parallel if the edge device supports that.
Proposal 3: requirements:

-
Considering WT-134 requirements and the previous considerations is proposed:

-
Dynamic QoS for fixed access session is considered within the scope of Convergent PCC

-
The following requirements are supported

-
interaction between PCRF and BNG with session establishment

-
policy change requests originated from Applications Function after session establishment.

-
Policies apply to individual fixed access sessions

-
policy evaluation is triggered by the change in state of an fixed access session

-
The following scenario are not considered for support in PCC in this Release

-
policies that apply to aggregates of subscriber sessions sharing logical interfaces and/or layer 2 interfaces and/or physical access e.g. DSL loop.

-
policies that apply to logical interface/layer 2 interface based on individual subscriber session policies when a logical interface and/or layer 2 interfaces and/or physical access e.g. DSL loop, is shared among subscriber sessions belonging to multiple subscribers

Proposal 4: Provisioning Default QoS for fixed access session (8th Assumption):

-
see slide 15.

Discussion and conclusion:

This was not presented and delegates were asked to review the presentation off-line. Huawei was thanked for this presentation, which was noted.

TDF:

3BF‑11008 TDF support Considerations for BBAI BB2 & BB3. This was presented by ZTE and Allot
To discuss the system requirements to enable TDF support for BBAI BB2 and BB3.

Service Awareness & Privacy Policies - Traffic Detection Function (TDF):

-
Analyzing traffic up to Service Layer

-
Detecting service traffic

-
Applying the policy

-
Solicited Application Reporting:

-
TDF session is initiated by PCRF based on user profile configuration

-
PCRF provides Application Detection & Control (ADC) rules on the requested applications to be detected, and optionally, enforcement actions (e.g. gating, bandwidth limiting, redirection & usage monitoring etc.) to be applied at TDF once the application is detected

-
Unsolicited Application Reporting:

-
TDF is pre-configured with ADC rules for a given application

-
TDF action is initiated once the application is detected.

-
Applying the following policy for the detected traffic:

3.a)
Gating of the detected service traffic either blocking or permitting unrestricted

3.b)
Traffic shaping of the detected service traffic

3.c)
Redirecting of detected service traffic

BB2 TDF Related Agreements in TR 23.839:

-
Defined so far in TR 23.839

-
Architecture scenario A:

-
PCRF can be found by the AF by using the mapping from UE local IP address to PCRF stored in DRA.

-
In case of no DRA, the AF may be preconfigured with PCRF address based on IP address ranges.

-
Architecture scenario C: (may also applicable to BB3 support)

-
One solution for TDF addressing in the solicited mode is that the TDF address is configured in the PCRF

-
Other mechanisms for PCRF and TDF addressing/discovery, for unsolicited and solicited models respectively, are FFS

-
Assumptions:

-
Scenario-A above assumes NAPT is NOT enabled

-
Scenario-A also assumes that 3GPP UE already has an existing S2b/S2c session prior to moving to the BBF access. Hence, EPC could have the knowledge of the UE's local-IP@, but not the specific IP port-number that will be used for DL routing support for NS-WLAN offload. This implies that per IP-Flow QoS support for DL can not be done for the case for the UE attachment to the RG without any prior S2b/S2c session.

BB2 Scenario-C: TDF Support for NS-WLAN Offload:

-
BB2 Scenario-C (NS-WLAN Offload only):

-
Multiple TDFs may be deployed

-
Sd is limited to intra-operator interface i.e. same operator owns both BBF & 3GPP

-
Solicited Mode - PCRF initiates Sd session triggered by S9a establishment which includes UE's account subscription info (e.g. IMSI)

-
Home routed traffic (tunnelling using Swu, S2c) will not be subjected for packet inspection by the TDF

-
Architecture Assumptions:

-
BBF network is configured for traffic that is subjected for packet inspection to be routed via the TDF; otherwise, it could be by passed TDF

-
Qn to BBF: Is it feasible to reserve specific IP ranges and TCP/UDP port ranges for WLAN attached 3GPP UE vs. fixed devices?

-
3GPP-based access authentication is expected to be supported by BBF access network.

-
Qn to BBF: Is this acceptable assumption to BBF?

-
How TDF identifies traffic coming from fixed device vs. WLAN attached 3GPP UE is out-of-scope.

Qn to BBF on TDF Dynamic Session Support:

-
Is it possible for BBF to support the transfer of the TDF's address dynamically during each of the TDF session from the BBF domain to the PCRF in the case of the solicited application reporting?

Discussion and conclusion:

This was not presented and delegates were asked to review the presentation off-line. ZTE and Allot were thanked for this presentation, which was noted.

General remarks:

The BBF CTO commented that there Broadband convergence was taken very seriously in the BBF and there have been a number of discussions on this. Although there is currently no consensus to do the work at present, there is a task force in the BBF Board for this and the consensus-building process is continuing. It was suggested that the issues which have strong agreement in this workshop are fed into the BBF Service Provider Action Council (SPAC) meeting in order to try to gain support.

5
Conclusion

3BF‑11045 Chairmen's Summary slides. This was presented by the Workshop Convenors
Summary of the Workshop conclusions.

Outline:

-
These slides are partly based on a list of assumptions and issues brought to the workshop by BBF and 3GPP

-
Workshop conclusions on these assumptions (Assumption 1-6) are shown in red
-
Rest of the slides summarize the conclusions on the issues raised by company contributions

-
Summary of actions on BBF and 3GPP is provided

Assumption 1:

-
Dynamic QoS for offloaded traffic

-
In the DL direction (BNG):

-
QoS Information includes a Packet Classifiers, DSCP code, Bit Rates

-
The BNG sets the DL DSCP marking based on the QoS Information received over R interface

-
Packet Classifiers includes source and destination IP@ and ports

-
Traffic to/from a certain destination is classified and marked

-
In the UL direction (RG):

-
RGs can identify the traffic from a 3GPP UE

-
RGs honour the DSCP marking set by the 3GPP UE

-
Assumption is confirmed

Assumptions 2&3:

-
The BBF network is configured in such a way that:

-
Traffic subject to packet inspection is routed via the TDF

-
Traffic that is not subject to packet inspection may bypass the TDF

-
This assumption only holds if it is possible to identify individual UEs behind RG

-
In a bridged context or with IPv6 this is inherently possible

-
In case of RG with NATs additional mechanisms are needed to enable this. Jointly encourage IETF work on such mechanisms.

Assumption 4:

-
The BPCF needs to map the request received over E/G to the right S9a session (i.e. session binding in BPCF) in order to find the right PCRF.

-
It is FFS how to perform this correlation when a UE is behind a NAT


It is agreed that such binding shall be enabled in standards, although there are cases where this function is not needed.

Assumption 5:

-
The BPCF maps the signalling received from the BBF AF via G/E reference point in BBF domain to Rx signalling over S9a reference point.

-
Question to BBF: does BBF want to standardize E/G interface?


Currently there is no work item planned on E/G standardisation in BBF.


3GPP is open to co-operate on extending Rx to fully support BBF's needs to be applicable for E/G.


3GPP will initiate further communication on functions required in the BPCF to enable communication across S9a.

Assumption 6:

-
The BNG may have rules limiting the traffic to a certain maximum bandwidth for a UE.

-
It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over R interface


It is agreed for BNG to perform rate limiting up to the granularity of IP sessions.


Service flow based rate limiting is currently deemed too complex for BNG implementations.


Note that this function depends on being able to identify individual UEs behind the RG

Charging and Accounting:

-
3 main concepts were reviewed:

-
Extend SWa and STa to support BBF accounting

-
3GPP is encouraged to introduce these extensions to standards if deemed feasible for Rel11

-
Introduce Gy/Gz to BNG

-
BBF requested to analyze further the impacts and feasibility of such an approach

-
Route traffic through a TDF and charging from TDF

-
Both BBF and 3GPP are encouraged to further analyze the impacts and required functionality

-
3GPP should provide further information on the TDF-based deployment scenario

Access Type:

-
Distinction of BBF access (from e.g. 3GPP access) is required across S9a for PCC purposes

-
Further granularity of differentiating within the BBF access type is up for further discussion in BBF.

-
Pending further requirements agreed by the BBF, the Access Type for BBF will remain undifferentiated

-
The representation of the BBF Access Type is subject to 3GPP stage-3 decision

Convergence (BB-III):

-
General support was expressed for a converged-PCRF-based architecture for BB-III

-
Currently BBF has no work item on convergence

-
Action needed to BBF Service Provider Action Council to facilitate kick-off and progress of this work

-
Interested companies are encouraged to put a proposal forward based on technical documents at the workshop

-
Progress of BB-III will be orchestrated in concert between BBF and 3GPP

Working procedures:

-
BBF is encouraged to reference Release 11 version of 3GPP TSs
-
In case changes happen to Release 11 content 3GPP should send Liaison Statement to outline the changes

-
3GPP CT is starting stage-3 protocol work for BBF interworking

-
It is expected that 3GPP CT will periodically communicate with BBF to validate key concepts

-
BBF review will be sought before final approval of 3GPP stage-3

Summary of actions to 3GPP:

-
Provide a definition of "3GPP UE" to BBF

-
to be used in the context of BBF-3GPP interworking and convergence

-
Encourage IETF work on mechanisms to enable identifying individual UEs behind NAT/RGs
-
Extend SWa and STa to support BBF accounting, if deemed feasible for Rel‑11

-
Continue studying the application of TDF in both BB2 and BB3 configurations

-
Provide further information on the TDF-based deployment scenario to BBF

-
Send Liaison Statement to outline the SaMOG architecture to BBF once it is sufficiently stable and ask for comments/feedback

Summary of actions to BBF:

-
Encourage IETF work on mechanisms to enable identifying individual UEs behind NAT/RGs
-
Enable BPCF to map requests received over E/G to the right S9a session (i.e. session binding)

-
Check if all necessary functions are documented for the BNG to perform rate limiting up to the granularity of IP sessions

-
Further analyze the impacts and required functionality to apply TDF in a BBF network

-
Analyze further the impacts and feasibility of introducing Gy/Gz to BNG

-
Trigger communication to Service Provider Action Council to kick-off and accelerate progress on Convergence (BB-III)

-
Interested companies are encouraged to draft supporting documents based on technical proposals reviewed at the workshop

Thanks to all the workshop participants !

Discussion and conclusion:

Review of assumptions list:

The UL part of Assumption 1 seemed to be in contradiction to Assumption 6. It was commented that the UL part of Assumption 1 needs more study in the BBF. Assumption 6 was clarified accordingly.

ZTE commented that for Assumptions 2&3 if there is a NAT at the BNG, in Bridged mode, the individual UE cannot be identified for WLAN Offload. Alcatel-Lucent disagreed, as this is a different issue than this assumption. It was decided to add a note to Assumptions 2&3 that issues may arise if there is NAT at the BNG.

The agreement of Assumption 4 should be after the first bullet and the second bullet is discussed with Assumptions 2&3. Assumption 4 was modified accordingly.

Alcatel Lucent asked when any extension to WT‑134 will be identified according to the 'BBF's needs' in Assumption 5. If was decided to add 'if required' to this bullet.

Assumption 6 was updated to take into account the comments on Assumption 1.

Review of other slides:

Charging and Accounting: Huawei commented that this should be applicable for BB II and BB III and suggested adding the expected action from 3GPP on Gy/Gz. Vodafone commented that the first bullet may not be the only solution for BB III. The relation to Rel‑11 should be removed as this is a separate discussion for 3GPP. 

Access Type: The BBF CTO commented that this would be useful output to provide to the BBF SPAC and the GSMA in order to raise the issue and try to foster service provider discussion on Access Type differentiation. A bullet was added: 'The Workshop encourages interested companies to develop and achieve consensus on requirements to justify more granular differentiation'. The final bullet was updated to add 'in co-operation with BBF'.

Convergence (BB-III): InterDigital suggested adding that the SA WG2 agreed decisions on this should be included in this slide. It was suggested to be precise on the convergence work that should be done in BBF (Policy Control and Charging).

Working procedures: It was asked what is meant by BBF review before the approval of the 3GPP Stage 3. It was clarified that this is intended to provide BBF information on the relevant Stage 3 work. This may be done however considered appropriate by 3GPP Stage 3 WGs.

Summary of actions: These slides were clarified where considered necessary.

The slides were revised in 3BF‑11046 which was agreed as the output of this Workshop.

6
Close of the Workshop

The draft report will be available at http://www.3gpp.org/workshop/2011-11-09_3GPP_BBF_SFO/Report

The Workshop Co-Chairmen, Mr. David I Allen and Mr. Balazs Bertenyi thanked the hosts, the North American Friends of 3GPP, for organising the workshop and the good facilities. The Chairmen thanked the attendees for their presentations and cooperation in the discussions and closed the workshop.

