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[1]
3GPP TS 41.101: "Technical Specifications and Technical Reports for a GERAN-based 3GPP system".

[2]
Void.

[3]
3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".

[4]
IETF RFC 4006: "Diameter Credit-Control Application".

[5]
3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".

[6]
3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

[7]
3GPP TS 23.125: "Overall high level functionality and architecture impacts of flow based charging; Stage 2".

[8]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[9]
3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched (PS) domain charging".

[10]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[11]
3GPP TR 33.919: "3G Security; Generic Authentication Architecture (GAA); System description".

[12]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[13]
3GPP TS 23.234: "3GPP system to Wireless Local Area Network (WLAN) interworking; System description".

[14]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[15]
"WiMAX End-to-End Network Systems Architecture" (http://www.wimaxforum.org/technology/documents).

[16]
3GPP TS 23.003: "Numbering, addressing and identification".

[17]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[18]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses".

[19]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRAN); Overall description; Stage 2".

[20]
3GPP2 X.P0057-0 v0.6.0: "E UTRAN - HRPD Connectivity and Interworking: Core Network Aspects", work in progress.

[21]
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".

[22]
3GPP TS 29.213: "Policy and Charging Control signalling flows and QoS parameter mapping".

[23]
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".

[24]
3GPP TS 23.198: "Open Service Access (OSA); Stage 2".

[25]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[26]
3GPP TS 29.335: "User Data Convergence (UDC); User Data Repository Access Protocol over the Ud interface; Stage 3".

[X]
3GPP TS 22.115: "Service aspects; Charging and billing".

* * * Second Change * * * 
4
High level requirements

4.1
General requirements

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN and any non-3GPP accesses connected via EPC complying with TS 23.402 [18]. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used (e.g. GPRS, I-WLAN, etc.).

The policy and charging control shall be possible in the roaming and local breakout scenarios defined in TS 23.401 [17] and TS 23.402 [18].

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow filter of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP‑CAN bearer.

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP‑CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized although not significantly increasing the overall system reaction time. This requires optimized interfaces between the PCC nodes.

It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any PCC interaction at that point in time.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.

The PCC architecture shall allow the resolution of conflicts which would otherwise cause a subscriber’s Subscribed Guaranteed Bandwidth QoS to be exceeded.

The PCC architecture shall support topology hiding.

It should be possible to use PCC architecture for handling IMS-based emergency service.

It shall be possible with the PCC architecture, in real-time, to monitor the overall amount of resources that are consumed by a user and to control usage independently from charging mechanisms, the so-called usage monitoring control.

It shall be possible for the PCC architecture to provide application awareness even when there is no explicit service level signalling. 

The PCC architecture shall support making policy decisions based on subscriber spending limits.
* * * Third Change * * * 

4.3.x
Subscriber Spending Limits

It shall be possible to enforce policies based on subscriber spending limits as per TS 22.115 [X]. The OCS shall maintain policy counter(s) to track spending for a subscription (these may, for example, be shared by multiple devices or subscribers), along with an associated spending limit for each counter. These policy counters must be available in the OCS prior to their use over the Sy interface. The PCRF shall maintain policies for the subscriber.

NOTE 1: 
The mechanism for provisioning the policy counters in the OCS is out of scope of this document.

The PCRF shall request information regarding the subscriber´s spending from the OCS, to be used as input for dynamic policy decisions, using the charging status request. The OCS shall make information regarding the subscriber´s spending available to the PCRF using charging status reports.

NOTE 2: 
A policy counter in OCS can represent the spending for one or more services, one or more subscribers, etc. The representation is operator dependant. There is no explicit relationship between Charging-Key and policy counter.

* * * End of Changes * * * 
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