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5.1
IMS Charging Principles

The IMS network elements shall maintain the integrity of all received or created charging-related information when forwarding the information to the offline and online charging systems, whatever the length of the value of any particular parameter is. For example, the IMS Charging Identifier (ICID) may be generated by one IMS network element (e.g. the P-CSCF) and forwarded to another IMS network element (e.g. the S-CSCF). Both may generate charging information and ensure that the data integrity is maintained, in order to make possible correlation based on the ICID.

5.1.1
IMS Charging applicability
The AS and MRFC are able to distinguish whether to apply offline or online charging, i.e. whether to send charging information over the Rf interface to the CDF or over the Ro interface to the OCS, which includes ECF and SCF as described in chapter 4.3 (or to use both). The decision of which interface to use is based on the information (CDF and/or OCS address) the AS/MRFC receives in the SIP signalling and the system configuration as provisioned by the operator. If the AS/MRFC only receive the CDF address and do not receive an OCS address then they use only the Rf interface. If only the OCS address was provided then they use only the Ro interface. In cases where both CDF and OCS addresses are provided it is possible to use both interfaces simultaneously.

However, operators may overrule the addresses received via the SIP signalling and use their own configured rules instead. Operators may configure locally on the AS/MRFC an OCS and/or CDF address. The choice of whether the IMS network elements use locally configured addresses or the addresses received by SIP signalling, and the decision on which interface(s) to use, is left for operator configuration.

All other IMS network elements (S-CSCF, P-CSCF, I-CSCF, BGCF, IBCF, and MGCF) apply offline charging via the Rf interface using the CDF address as received via SIP signalling or the locally configured CDF address in the IMS network element. The S-CSCF supports online charging using: 

· the ISC interface, i.e. if the application server addressed over ISC is the IMS Gateway Function, or 

· the Ro interface directly instead of the ISC, if the IMS Gateway Function is integrated within the S-CSCF.

The offline and online charging function addresses transferred in SIP signalling are encoded in the P-Charging-Function-Addresses as defined in TS 24.229 [204] and RFC 3455 [406]. The P-Charging-Function-Addresses header contains the following parameters: CCF (i.e. CDF) and ECF (i.e. OCS).
5.1.2
IMS Charging Correlation

5.1.2.1
Basic Principles for IMS Domain Correlation

The IMS charging correlation information is encoded in the SIP P-Charging-Vector header as defined in the following sub clauses. The P-Charging-Vector header contains the following parameters: ICID, access network charging identifier and IOI.

General correlation mechanisms are defined in TS 32.240 [1], and further details about the usage of P-Charging-Vector are defined in TS 24.229 [204] and RFC 3455 [406].

5.1.2.2
IMS Charging Identifier (ICID)

The IMS domain correlation is based on IMS Charging Identifier (ICID) shared between IMS network elements involved with the same session/transaction. With ICID it is possible to correlate session/transaction related charging data generated in different IMS elements (i.e. x-CSCFs, ASs’). The ICID is included in all SIP methods, if the P-Charging-Vector header is present, and transferred through originating and terminating side nodes, except to UE. 

The value of the ICID parameter is identical with the 'icid-value' parameter defined in TS 24.229 [204]. The 'icid-value' is a mandatory part of the P-Charging-Vector and coded as a text-based UTF-8 charset (as are all SIP messages). For further information regarding the composition and usage of the P-Charging-Vector refer to [204] and RFC 3455 [406].

The ICID value is globally unique across all 3GPP IMS networks for a time period of at least one month, implying that neither the node that generated this ICID nor any other IMS network element reuse this value before the uniqueness period expires.  The one month minimum uniqueness period counts from the time of release of the ICID, i.e. the ICID value no longer being used. This can be achieved by using node specific information, e.g. high-granularity time information and / or topology / location information.  The exact method how to achieve the uniqueness requirement is an implementation issue.

At each SIP session unrelated method, both initial and subsequent (e.g., REGISTER, NOTIFY, MESSAGE etc.), a new, session unrelated ICID is generated at the first IMS network element that processes the method. This ICID value is contained in the SIP request and response of that SIP transaction and must be valid for the duration of the transaction.

At each SIP session establishment a new, session specific ICID is generated at the first IMS network element that processes the session-initiating SIP INVITE message. This ICID is then used in all subsequent SIP messages for that session (e.g., 200 OK, (re-)INVITE, BYE etc.) until the session is terminated. 

5.1.2.3
Access network charging identifier
The access network charging identifier is the media flow level data shared among the IMS network elements for one side of the session (either the originating or terminating side). This information is used to correlate the access network charging data with the IMS charging data. The access network is identified by bearer specific correlation identifier, e.g. for Packet Switched Access (GGSN address and PDP context Identifier) or Fixed Broadband Access (Multimedia Charging Identifier). The access network charging identifier is populated in the P-Charging-Vector using the access-network-charging-info parameter. For further information regarding the composition and usage of the access-network-charging-info parameter refer to TS 24.229[204] and RFC 3455 [406].

5.1.2.4
Inter Operator Identifier (IOI)

The IOI identifies both originating and terminating networks involved in a session/transaction. The IOI may be generated from each side of session/transaction to identify the home networks associated with each side. The orig-ioi and term-ioi parameters of P-Charging-Vector represent the originating and terminating operator identifiers. For further information regarding the composition and usage of the orig-ioi and term-ioi parameters refer to TS 24.229[204] and RFC 3455 [406].

5.1.2.5
Void

5.1.3


SDP handling

SDP information on SIP can have two different meanings; SDP offer or SDP answer. This is captured in the charging information by a SDP-type parameter that indicates if the SDP media component is an offer or answer. SDP offers can be sent by either the calling or called party and the Media Initiator Flag identifies who sent the first SDP offer in a SDP negotiation. SDP can be negotiated more than once in an INVITE or re-INVITE dialog,

5.1.4 
Trigger conditions
This chapter contains the details for trigger conditions listed in table 5.2.1.1 for Offline Charging messages (ACR) and 5.3.1.1 for Online Charging messages (CCR) triggered by SIP Methods or ISUP Messages for all IMS nodes except for MRFC and AS.

The I-CSCF and BGCF, which need not be present in the signalling path for subsequent requests after the first SIP INVITE, do not support session based charging using ACR [Start, Interim, and Stop]. In these (and only in these) IMS network elements, successful session set-up completion triggers ACR [Event]. Use of session based charging when the I-CSCF or the BGCF is call stateful is not described in this release.
The initial registration, user-initiated reregistration, and user-initiated de-registration chargeable events relate to SIP REGISTER to trigger ACR [Event]/CCRs, while network-initiated deregistration event relates to SIP NOTIFY to trigger ACR [Event]/CCRs provided that subscription to registration events has been applied (see TS 24.229 [204]).

If at the time when the SIP 200 OK is received only the SDP offer is available, the CTF may trigger ACR [Start] immediately (subsequent SIP ACK containing the SDP answer triggers ACR [Interim]) or may trigger ACR [Start] once the SIP ACK has been received. The precise behaviour shall depend on operator policy.
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5.2.1
Basic Principles

The offline charging functionality is based on the IMS network nodes reporting accounting information upon reception of various SIP methods or ISUP messages, as most of the accounting relevant information is contained in these messages. This reporting is achieved by sending Diameter Accounting Requests (ACR) [start, interim, stop and event] from the IMS network elements to the CDF.

The Diameter client uses ACR start, interim and stop in procedures related to successful SIP sessions. It uses ACR events for unsuccessful SIP sessions and for session unrelated procedures. Further details are specified in the tables below and in clause 5.2.2.

It is operator configurable in the nodes for which SIP method or ISUP messages an Accounting Request is sent. Table 5.2.1.1 describes all possible ACRs that might be sent from a P‑CSCF, I‑CSCF, S-CSCF, IBCF, MGCF or BGCF. A list of node specific ACRs, along with the AVPs to be included are detailed in TS 32.299 [50].

The ACRs to be sent from a MRFC are described in table 5.2.1.2.

It is configurable for the operators to enable or disable the generation of an ACR message by the IMS node in response to a particular "triggering SIP method /ISUP message". However, for those table entries marked with *, the operator can enable or disable the ACR message based on whether or not the SIP (Re) Invite message that is replied to by the "triggering SIP method /ISUP message" carried piggybacked user data. 
Table 5.2.1.1: Accounting Request messages triggered by SIP Methods or ISUP Messages
for all IMS nodes except for MRFC and AS

	Diameter message
	Triggering SIP Method /ISUP message

	ACR [Start]
	SIP 200 OK acknowledging an initial SIP INVITE 

	
	SIP ACK acknowledging an initial SIP INVITE 

	
	ISUP:ANM (applicable for the MGCF)

	ACR [Interim]
	SIP 200 OK acknowledging a SIP
RE-INVITE or SIP UPDATE [e.g. change in media components] 

	
	SIP ACK acknowledging an initial SIP INVITE or a SIP RE-INVITE 

	
	Expiration of AVP [Acct-Interim-Interval] 

	
	SIP 1xx provisional response, mid-dialog requests, mid-dialog responses and SIP INFO embedding RTTI XML body (applicable for the S-CSCF and IBCF).

	
	ISUP charging ASE (applicable for the MGCF).

	
	SIP Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP RE-INVITE or SIP UPDATE

	ACR [Stop]
	SIP BYE message (both normal and abnormal session termination cases) 

	
	ISUP:REL (applicable for the MGCF)

	ACR [Event]
	SIP 200 OK acknowledging non-session related SIP messages, which are:

	
	
SIP NOTIFY 

	
	
SIP MESSAGE

	
	
SIP REGISTER 

	
	
SIP SUBSCRIBE 

	
	
SIP PUBLISH

	
	SIP 200 OK acknowledging an initial SIP INVITE 

	
	SIP 202 Accepted acknowledging a SIP REFER or any other method

	
	SIP Final Response 2xx (except SIP 200 OK)

	
	SIP Final/Redirection Response 3xx 

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up 

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure 

	
	SIP CANCEL, indicating abortion of a SIP session set-up 

	
	I-CSCF completing a Cx Query that was issued in response to a SIP INVITE

	





Table 5.2.1.2: Accounting Request messages triggered by SIP Methods for the MRFC

	Diameter message
	Triggering SIP Method

	ACR [Start]
	SIP 200 OK acknowledging an SIP INVITE for initiating a multimedia ad hoc conferencing session

	ACR [Interim]
	SIP ACK acknowledging a SIP INVITE to connect an UE to the conferencing session

	
	SIP REINVITE (see Note 1)

	
	SIP BYE (see Note 2)

	
	Expiration of AVP [Acct-Interim-Interval]

	ACR [Stop]
	SIP BYE message (see Note 3)

	
	SIP CANCEL (see Note 3)

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session (see Note 3)

	ACR [Event]
	SIP Final/Redirection Response 3xx

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session

	
	SIP CANCEL, indicating abortion of a SIP session set-up

	
	SIP REFER

	
	SIP SUBSCRIBE

	NOTE 1:
This trigger only applies to a user joining an ongoing conferencing session

NOTE 2:
This trigger only applies to a user leaving an ongoing conferencing session

NOTE 3:
This trigger only applies if this causes the ongoing conferencing session to terminate
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5.3.1
Basic Principles

IMS online charging uses the Credit Control application that is specified in TS 32.299 [50].

Three cases for online charging are distinguished:

(
Immediate Event Charging (IEC); and

(
event charging with unit reservation (ECUR), and

· Session Charging with Unit Reservation (SCUR)

Both stage 2 and stage 3 mechanisms for the three cases for online charging are detailed in TS 32.299 [50].

In the case of Immediate Event Charging (IEC), granting units to the IMS network element is performed in a single operation that also includes the deduction of the corresponding monetary units from the subscriber's account. The charging process is controlled by the corresponding credit control request which is sent for a given credit control event.

In contrast, Event Charging with Unit Reservation (ECUR) also includes the process of requesting, reserving, releasing and returning unused units for events. The deduction of the corresponding monetary units then occurs upon conclusion of the ECUR transaction. In this case, the credit control request is used to control the credit control session. 

Session Charging with Unit Reservation (SCUR) is used for credit control of sessions. SCUR also includes the process of requesting, reserving, releasing and returning unused units for sessions, and the deduction of the corresponding monetary units. During a SIP session there can be repeated execution of unit reservation and debit operations as specified in TS 32.299 [50].

The IMS network element may apply IEC, where CCR event messages are generated, or ECUR, using CCR Initial, and Termination or SCUR. The decision whether to apply IEC, ECUR or SCUR is based on the service and/or operator's policy.

The CTF uses CCR Initial, Update, Terminate in procedures related to successful SIP sessions. It uses CCR events for unsuccessful SIP sessions and for session unrelated procedures. Further details are specified in the tables below.

It is operator configurable in the nodes for which SIP method a Credit Control Request is sent. The table below describes all possible CCRs that might be sent from an IMS GWF or an MRFC or an application server. 

It is configurable for the operators to enable or disable the generation of a CCR message by the IMS node in response to a particular "triggering SIP method".

Table 5.3.1.1: Credit Control Request messages triggered by SIP Methods for IMS-GWF or AS
	Diameter message
	Triggering SIP Method

	CCR [Initial]
	SIP INVITE (SCUR)

	
	SIP NOTIFY (ECUR)

	
	SIP MESSAGE (ECUR)

	
	SIP REGISTER (ECUR)

	
	SIP SUBSCRIBE (ECUR)

	
	SIP REFER (ECUR)

	
	SIP PUBLISH (ECUR)

	CCR [Update]
	SIP 200 OK acknowledging a SIP INVITE, RE-INVITE or SIP UPDATE [e.g. change in media components] (SCUR)

	
	RE-INVITE or SIP UPDATE [e.g. change in media components] (SCUR)

	
	Expiration of quota, Validity time expiry or other authorization triggers (quota threshold reached, …). (SCUR)

	
	Any SIP message (except those triggering a CCR INITIAL or those not covered by the above triggers for CCR UPDATE) conveying a SDP offer or its associated SDP answer before SIP session establishment (SCUR)

	
	SIP 1xx provisional response, mid-dialog requests, mid-dialog responses and SIP INFO embedding RTTI XML body

	
	SIP Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP RE-INVITE or SIP UPDATE (SCUR)

	CCR [Terminate]
	SIP BYE message (both normal and abnormal session termination cases) (SCUR)

	
	SIP 200 OK acknowledging non-session related SIP messages (ECUR)

	
	Aborting a SIP session set-up procedure, using an internal trigger, or a SIP CANCEL.(SCUR/ECUR)

	
	Deregistration (see NOTE) (SCUR/ECUR)

	
	SIP Final Response 2xx (including 202 response to REFER, except SIP 200 OK) (ECUR)

	
	SIP Final/Redirection Response 3xx (SCUR/ECUR)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up procedure (SCUR)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (ECUR)

	CCR [Event]
	SIP NOTIFY (IEC)

	
	SIP MESSAGE (IEC)

	
	SIP REGISTER (IEC)

	
	SIP SUBSCRIBE (IEC)

	
	SIP REFER (IEC)

	
	SIP PUBLISH (IEC)

	
	SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (IEC)

	




Table 5.3.1.2: Credit Control Request messages triggered by SIP Methods for MRFC

	Diameter message
	Triggering SIP Method

	CCR [Initial]
	SIP INVITE(SCUR) for initiating a multimedia ad hoc conferencing session

	CCR [Update]
	SIP RE-INVITE or SIP UPDATE[e.g. change in media components](SCUR)

	
	SIP BYE message

	
	Expiration of AVP[Acct-Interim-Interval](SCUR)

	CCR [Terminate]
	SIP BYE message(both normal and abnormal session termination cases)(SCUR)

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session(SCUR)

	
	SIP CANCEL(SCUR)

	CCR [Event]
	SIP Final/Redirection Response 3xx

	
	SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session(IEC)

	
	SIP CANCEL, indicating abortion of a SIP session set-up

	
	SIP REFER(IEC)

	
	SIP SUBSCRIBE(IEC)


NOTE:
To the extent possible alignment with the IETF RFC 4006 [402] is planned.
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