Page 1



3GPP TSG-SA3 (Security)
S3-100120
SA3#58, 1-5 Feb 2010, Xi’an, China










      
	CR-Form-v9.6

	CHANGE REQUEST

	

	(
	33.812
	CR
	11
	(
rev
	-
	(
Current version:
	9.0.0
	(

	

	For HELP on using this form look at the pop-up text over the ( symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(
	UICC apps(
	
	ME
	X
	Radio Access Network
	
	Core Network
	


	

	Title:
(
	Adding definition of M2ME to TR 33.812

	
	

	Source to WG:
(
	Huawei

	Source to TSG:
(
	SA3

	
	

	Work item code:
(
	FS_UM2M
	
	Date: (
	15/1/2010

	
	
	
	
	

	Category:
(
	F
	
	Release: (
	Rel-9

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(
	There is no definition of M2ME specified in TR33.812. In order to make the TR more explicit and readable, the terminology of M2ME needs to be enhanced.

	
	

	Summary of change:
(
	The definition of M2ME is added to TR 33.812.

	
	

	Consequences if 
(
not approved:
	The terminology of M2ME is not explicit enough.

	
	

	Clauses affected:
(
	3.1

	
	

	
	Y
	N
	
	

	Other specs
(
	
	X
	 Other core specifications
(
	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(
	


*** BEGIN CHANGES ***
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Trusted Environment. The Trusted environment (TRE) with the M2ME provides some hardware and software protection and separation for the provisioning, storage, execution and management of MCIMs. A TRE can be validated at any time by an external agency that is authorised to do so.

MCIM: For the purposes of the present document the Machine Communication Identity Module (MCIM) is a term that indicates the collection of M2M security data and functions for a M2ME for accessing a 3GPP network. This may be an IMS network. MCIM may reside on a UICC or on a TRE.
NOTE:

As USIM and ISIM are by definition located on the UICC, these terms cannot be used in the context of this TR when the corresponding security data and functions are intended to reside outside the UICC.  MCIM can be used similarly as USIM and ISIM are used for accessing networks, the difference being that MCIM may reside on a UICC or on a TRE. For the purposes of readability where MCIMs are hosted by a UICC, the term MCIM can refer to applications such as USIM or ISIM. If terms USIM or ISIM are used then they refer to the traditional USIM or ISIM that reside on the UICC.

M2M end user: The entity using the M2ME. In general, a M2M end user might not have any direct contractual relationship with the MNO providing service to the M2ME.  

M2M subscriber: The entity “owning” one or more M2ME(s) and having a contractual relationship with the MNO to provide service the M2ME(s).  
M2ME : A M2ME is a device equipped for Machine To Machine Communication, which communicates through a PLMN.  
Provisional Connectivity ID (PCID): A temporary private identity that identifies each M2ME. The PCID, where required, needs to be installed in the M2ME by the supplier in order to allow the M2ME to register in a 3GPP network without being associated yet with any specific future selected home operator. The PCID follows the same format as the IMSI.
*** END OF CHANGES ***

