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1. Opening of the Meeting

	FMC100007
	Chairs
	Workshop Goals


M. Hayes, chair of 3GPP SA and co-chair of the workshop, opened the meeting at 9.00 AM on Thursday, 18th of February. He introduced the other co-chair, M. David Allan, who co-chairs the architecture group at BBF.

He then gave the floor to M. Mark Younge who welcomed all the delegates at the Hilton Union Square in San Francisco, USA, and gave some practical information.

Due to the number of documents, M. Hayes indicated that only 15 minutes were to be allowed per presentation, including the questions.

A show of hands indicated that a majority of participants came 3GPP background, then around 20 participants were from BBF, 10 from ATIS and 5 from TISPAN.

He also clarified the overall goals of this workshop, which are:

a) Agreement on the use cases and requirements related to FMC. This is the primary goal as the formal deadline for approving new requirements for 3GPP Rel-10 is March 2010. Any areas where completion of requirements may extend beyond March 2010 also need to be identified.  

b) Identification of architectural assumptions and areas needing further discussion. Identification of areas of general agreement as well as areas needing further work is anticipated.

c) Identification of next steps in progressing the work.

The primary focus of this workshop is to allow experts from 3GPP and BBF (as well as other involved organizations) to understand and progress the work related to WT203.  The latest draft version of WT203 can be found at: ftp://ftp.3gpp.org/workshop/2010-02-18_FMC_BBF/Docs/FMC100002.zip.

2. Approval of the agenda

	FMC100001
	TB Chairmen
	Agenda Draft 1

	FMC100040
	TB Chairmen
	Agenda


The 3GPP co-chairman reminded delegates of their company's obligations under their SDO's IPR policies:

The attention of the delegates to the meeting of this Technical Specification Group was drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of.

The delegates were asked to take note that they were thereby invited:

-
to investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP.

-
to notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Statement and the Licensing declaration forms (http://webapp.etsi.org/Ipr/).
Conclusion: The agenda was approved. It was later revised to FMC100040 to include the allocation of all the document to the agenda items.

3.
Status of Organizational Efforts on FMC

	FMC100008
	3GPP co-chair
	3GPP Overview


This is a global presentation of 3GPP. M. Hayes explained that the groups that are mostly involved in this workshop and its results are SA1 (Service Requirements), SA2 (Architecture), SA3 (Security), CT1 (MM/CC/SM (lu)), CT3 (interworking with other networks), CT4 (MAP/GTP/BCH/SS), and potentially SA4 (Codec).

He explained that the key 3GPP component for this 3GPP/BBF interworking discussions is the set of Rel-10 improvements of the EPC (Evolved Packet Core), first introduced in Rel-8. 

There are two architectures for EPC, as presented on slide 10, one for 3GPP access (i.e. the ones defined in 3GPP, as LTE, HSPA, etc), and one for non-3GPP access, typically as BBF or TISPAN (or WiFi, CDMA, etc.). The concept of (e)Node B was also quickly presented, also called "femtocell" in other forums.

The architecture for non-3GPP access was further explained, introducing the concepts of HPLMN, VPLMN, trusted versus non-trusted access. 

He explained why 3 roaming interfaces have been defined:

· S2a is to be used for the network-based trusted mobility 

· S2b is to be used for the network-based untrusted mobility

· S2c is to be used for the host-based mobility (both trusted and untrusted).

Finally, the time plan for Rel-10 was presented : March 2010 is the freezing of Stage 1 (but in practice, this will have to be concluded by the week just after the workshop, except for the exceptions...), Sept 2010 is for Stage 2 and March 2011 for Stage 3.

Conclusion: The presentation was noted.

	FMC100009
	BBF co-chair
	BBF Overview


M. Allan made a global presentation on BBF, formed originally as "ADSL Forum" in 1994 and using different intermediate names.

The BBF technical Working Groups study IP/MPLS & Core ; Architecture & Transport; Broadband Home ; Operations & Network Management; Testing & Interoperability.

M. Allan insisted on the fact that BBF does not specify protocols but act as an "integrator", identifying the possible gaps between/within standards and liaising with other SDOs to fill these gaps.

The Work sequence is: proposal > Proposed Draft (if needed) > Working Text (WT) > Straw Ballot (SB) > Final Ballot > Technical Report. 

The WT-203 “Interworking between Next Generation Fixed and 3GPP Wireless Access” was started in 2008, and the SB could happen in 2010.

The goals of WT-203 are:

· to produce a set of use cases for scenarios of interest to address

· to validate that set with service providers

· and to derive requirements from the use cases.

Two main business scenarios are considered: a single Service Provider (SP) for both fixed and 3GPP wireless access and services and/or two different SPs.

The architecture being studied in WT-203 is also presented. Three main domains are identified: the Regional Broadband Network, the Access Network and the Customer Premises Network. 

The Possible interfaces for interconnection with 3GPP are proposed in slide 17: 

· the 3GPP’s S9 is proposed as policy interface between 3GPP and wireline (i.e. between 3GPP's PCRF and BBF's Policy Controller)

· the BBF's A10-NSP interface can be used for linking the 3GPP's ePDG to the BBF's Broadband Network Gateway (BNG) (that in turns is connected to the fixed UE through the Residential Gateway (RG))

· This A10-NSP interface could also be used for Home Node B, to link 3GPP's Sec GW to the BNG (connected to the RG and the fixed HNB). It can be noted that BBF work on the integration of femtocell-type of access (as Home Node B) is called "BBHome".

Discussion: For QoS handling, it is explained that BNG for the downstream and the RG for the upstream are the entities where both PEP and QOS are performed in the network.

It was explained that there is some controversy on WT-134 in BBF, so the 3GPP co-chair invited this workshop to "stay away" of this WT.

Concerning Security, it is explained that the Trust model is increasingly based on association (binding) of service with physical facility. The authentication is then per access-based, not per application.

Alcatel-Lucent asked if, in the current BBF model, the BNG has any knowledge of which terminals are connected to a given BNG access line (and their IP and MAC addresses). It was answered that there are two modes: "router" and "bridge". In the "router" mode, the RG performs DHCP and NAT, so the BNG has no knowledge of how many terminals are connected beyond the RG (since one single IP address is given to the RG). In the "bridge" mode, the RG does not perform DHCP nor NAT, so the BNG does indeed have knowledge of how many terminals are connected, since one IP address is allocated by the BNG per terminal.

AT&T asked about the process for Straw Ballot and the possibility of time alignment with 3GPP. It was explained that generally, a single meeting is enough to handle all the comments received during the Straw Ballot. 

Conclusion: some minor editorial corrections were provided by the author in FMC100034.

	FMC100037
	BBF co-chair
	BBF Overview


Editorial, off-line revision of FMC100009.

Conclusion: Noted.

	FMC100015
	ATIS
	ATIS' Organizational Efforts on FMC


M. Tim Jeffries, Vice President of the Technology and Business Development at ATIS, presented the ATIS’ Organizational Efforts on FMC.

The formal scope of ATIS was reminded, which is to "identify and address the industry’s priorities with business-driven, end-to-end technical and operational standards that promote interoperability, service offerings, and consumer satisfaction."

ATIS committees are working on a number of issues to advance the NGN and network interworking: the PTSC Committee studies the NNI, UNI, PSTN and enterprise interconnections with the NGN, as well as other general architectural aspects; the Exploratory Group on Convergence has released in Sept. 2007 the "ATIS Exploratory Group on Convergence Report and Recommendation", that covers issues such as Consistent user experience independent of access, Service Continuity/Service Transfer, Sharing of user profile data; QoS, etc. The Policy Management Focus Group (FG) identifies the policy-related standards gaps based on business-driven requirements and recommends a plan for addressing these gaps. So far, 17 requirements related to policy coordination have been identified, both vertically (between architectural layers) and horizontally (interworking across network domains or between policy systems in a single domain). The next steps of this FG are to finish the current work (by April 2010) and then liaise and contribute with the impacted groups such as 3GPP.

Discussion: Verizon remarked that most of the work is focused on Policy, and was wondering about the other aspects. M. Jeffries explained that Policy control is really the most critical aspect at this stage, then the plan will be to move towards other aspects.

For ATT, the vertical versus horizontal approach can also be referred as respectively integration versus interworking.

Conclusion: Noted.

	FMC100034
	ETSI TISPAN
	TISPAN Policy Management Overview


Replaces FMC100026.

Mr. Richard Brennan, the TISPAN vice-chair, gave a presentation of TISPAN's structure and work.

TISPAN is structured in 8 Working Groups, 3 of them being dedicated to Stages 1, 2 and 3, and the other ones to specific topics (e.g. Home Network) or to transverse aspects (e.g. Security).

Rel-1 was released in Dec 2005 and set the basic architecture. In Dec 2007, the Rel-2 was released to refine the Common IMS-based NGN architecture and services. It also includes IP TV. Rel-3 is ongoing and focuses, in addition of several enhancements, on the introduction of CDN (Content Delivery). 

The TISPAN architecture was depicted: it comprises a "Resource & Admission Control Subsystem" (RACS), for policy control, resource reservation and admission control, a "Network Attachment Sub-System" (NASS), for "network-level" identification, authentication, registration and initialization of the user equipment for access to NGN services, and the "Common IMS" subsystem for service handling, defined by 3GPP for the architecture and by TISPAN and 3GPP for the services.

It is explained that TISPAN does not "mandate" (i.e. does not define) a specific architecture but rather provides a functional view of the system, that can be mapped onto existing architectures.

Discussion: Considering the e4 reference point between the A-RACF and the (Visited) NASS: it is said to be equivalent to 3GPP's Sp interface. So comparing to 3GPP, Alcatel-Lucent wonders if it means that the policy decision are taken in the ARCAF in the visited network, whereas in 3GPP it is in the home network. M. Brennan answered that this is a possible implementation, but the TISPAN approach is to be as generic as possible, and describe a negotiation mechanism, enabling the policy to take place in either side. 

Alcatel-Lucent insisted that this is a very important point for future discussions in this workshop, since it might constraint or not the user's service provider to have a business relationship between the fixed operator and the mobile operator or not: in other terms, when the mobile user B invites the fixed user A in his B's femtocell, does A's operator need to have or not a business relationship with B's operator?

There are other reference points that might not ease the interconnection/analogies between TISPAN and 3GPP (e.g. the ones linked to SPDF when compared to 3GPP's S9). This will also be commented later on during the workshop.

Conclusion: Noted.

4.
WT203 Presentation

Since the focus of the workshop was on WT203 and what needs to be done in 3GPP and BBF, the core part of the workshop discussions started out with a level setting presentation of WT203.

	FMC100028
	WT-203 Editors
	WT-203 Status Update


This is the editors' report on the status of WT-203 (“Interworking between Next Generation Fixed and 3GPP Wireless Access”).

The global status is that the document is progressing good, even if there is not yet a target date set for the straw ballot. So far, 6 Use Cases have been agreed and included. Additional Use Cases are encouraged to be brought as soon as possible, e.g. at the next BBF meeting. The next step is to derive the requirements and the FMC Architecture from these use cases.

The collaboration with 3GPP was initiated Q3 2008. The target is to support Session continuity and/or mobility between 3GPP and BBF networks and end devices and or roaming between service providers. The possible interconnection between 3GPP's and BBF's architectures is depicted on Slide 4: 3GPP’s S9 is proposed as policy interface between 3GPP and Wireline and the BBF A10-NSP interface will also play a key role.

Then a more detail presentation of WT-203 was made, section by section.

There is now a need, among other things, to create CRs to SA1 specs as to incorporate the requirements on 3GPP (if any) for interworking between BBF's Next Generation Fixed and 3GPP's system.

Conclusion: Noted.

	FMC100002
	BBF
	WT-203 Interworking between Next Generation Fixed and 3GPP Wireless Access


This is the "Working Text" (the main document) itself. It is provided for information.

Note that the document is password-protect to comply with BBF's policy of handling draft documents. 

Conclusion: Noted.

5.
FMC Use Cases and Requirements

This Agenda Item covers discussion and agreement on the use cases in WT203 or being considered for addition to WT203.  The goal was to get general agreement in this area so that these items can be taken onboard by 3GPP to meet the Rel 10 deadlines.  

	FMC100004
	ZTE
	Proposed Use Case and Requirement based on Policy Control 


A comparison is made between Policy control between fixed (BBF and TISPAN) and mobile (3GPP) networks and then between BBF and TISPAN architectures, more precisely on BBF's PCC against TISPAN's RACS, which are the two domains involved in Policy Control.

Once all the analogies and differences have been outlined, then an interconnection scenario is proposed, involving a single converged policy control Plane, based on the 3GPP PCC based platform, with enhancements and extensions of PCC.

Concretely, the paper proposes to add in WT-203 the following requirement for Policy Control and Charging: "the FMC architecture shall support combined policy control framework that is based on 3GPP PCC architecture for service provider offering both fixed and 3GPP wireless access network."

Discussion: This is more for Convergence, so it will have to be discussed in Agenda Item 7. 

The exact proposal is not clear to Vodafone, in particular the circle around the PCRF and the RACS/RACF/PCF, with the conclusion that it cannot support the 3GPP PCC. 

ZTE develop their proposal in doc FMC100005.

For Telecom Italia, the limit between "interworking unit" and "combined/common unit" is sometimes fuzzy, and this makes the proposed added requirement not very accurate, making possible mixing between interworking and convergence.

For Verizon, this proposal seems to add too much complexity. 

Conclusion: Noted.

	FMC100006
	Telecom Italia, TeliaSonera, Orange 
	Seamless WLAN offload


WT-203 deals with interworking between Next Generation Fixed and 3GPP Wireless Access, but there is no requirement on simultaneous connection between these two types of network. This presentation proposes a couple of use cases on this issue, and identifies the corresponding requirements.

Discussion: Huawei support these Use Cases, even if they do not foresee much impact on the systems, in particular not much on the BBF side. 

There might be issues when investigating the details and e.g. how many simultaneous connections have to be supported.

There is however a consensus to add the proposed Use Cases.

Verizon stressed that whether the two types of access belong to the same operator or not might have a serious impact on the solution. It might be worth mentioning that the requirements apply to both cases (i.e. same and different operators).

For the 3GPP co-chair, the impacts to/from IFOM and MAPCON are definitely interesting to be studied and this has to be done more in depth, checking all the "corner" cases.

Conclusion: There is an agreement in principle, but the details still have to be worked out. It seems that there is no need to add anything to the 3GPP specs at this point.

	FMC100018
	ATT
	Use case for FMC in Enterprise and Public Access


WT-203 provides 5 Use cases for Interworking between Fixed and Mobile Networks. However, the language of these use cases consistently describes interworking mobile services with wireline access to a residential location. This contribution provides clarification by proposing that the interworking solutions take into account both public network access as well as enterprise networks.

No new Use cases are proposed. The existing use cases that describe interworking with wireline networks are proposed to be developed to show 3 types of wireline access "arrangements": Wireless (e.g. WiFi provided by a non-3GPP provider), Wireline/Ethernet and Femtocell/H(e)NB; and 3 types of locations: BB Home Networks for residential, Public “Hot Spots” e.g. for coffee shops and Business Intranets and Public Zones for companies.

The impact on the existing Use cases is shown.

Discussion: The main purpose of this contribution is explained to be to extend the present use cases so that they cover Residential network, hot spots and business and public zones, including Access configuration, parental control, etc.

As a side comment, it was emphasized that the WiFi coverage is provided by the fixed network provider, not by the 3GPP one. 

Delegates do not object to check and potentially enhance the different Use cases already identified in WT 203 as to cover the WiFi offloading case and the different types of access.

There is also a need to investigate if any corresponding work has to be done on the 3GPP side. For the SA1 chair, the Use Cases are just a tool to identify that the requirements are correctly listed. Therefore, they do not belong in the core part of the Technical Specifications on requirements but can still be put in an informative annex. 

Conclusion: There is an agreement in principle on FMC100018 and FMC100006. The next step is to derive the corresponding requirements, to be prepared off-line and presented to the SA1 meeting next week.

At the end of the first day, a separate breakout session was established, that took place on most of the 2nd day. It was chaired by the 3GPP SA1 Chair (M. Enrico Scarrone). Note that for sake of clarity, the report of the breakout session is reported hereafter even though it started after the presentation of several documents of Agenda item 6 (up to FMC100025, see below) and it ended 3 hours before the end of the workshop.

Results of the break-out session:

	FMC100045
	Breakout session chair (M. Enrico Scarrone)
	3GPP stage 1 requirement Breakout session


The breakout session took place from 9 AM to 1.30 PM on the 2nd day of the worshop, in parallel with the main session.

The outputs are the following:

The requirements applicable to 3GPP Rel-10 were discussed, even it is not yet clear what may be achievable by stages 2 and 3 due to the workload constrains. A first set of functionality to support interworking was identified, and a CR containing the corresponding basic set of requirements was drafted in FMC100044, to be submitted to 3GPP SA1. One company (Telecom Italia) disagreed with the CR because it considered it as significantly incomplete.

Mobility requirements may need to be further clarified since 3GPP TS 22.278 considers the fixed accesses but without mentioning interworking. It has been anticipated that a CR covering IFOM requirements for interworking will be posted as company contribution.

It has been highlighted that enhancement to such requirement may be needed in future releases.

There was no time for discussing Use Cases. A contribution may be posted as company contribution.

LIPA_SIPTO requirements on interworking were not clear, including the related scenarios, so if company are really interested for Rel-10, this needs to be clarified by company contribution.

Additional functionalities for the management of codec and for the UDC in the context of interworking seems not to be for Rel-10. 

Some companies have expressed interest for the converged solution in the Rel-11 timeframe.

	FMC100044
	Several companies involved in the Breakout session 
	CR to 22.278 adding the Requirements for Fixed Mobile Interworking


A new section on "Requirements for Fixed Mobile Interworking" is proposed to be added, stating:

The Evolved Packet System (EPS) supports the following scenarios: a single Operator offering both fixed and mobile access; different Operators collaborating to deliver services across both networks. 

The EPS shall support the access of services from mobile network through fixed access network via interworking.

The EPS shall be able to support functions for connectivity, subscriber authentication, accounting, Policy Control and quality of service for interworking between the fixed broadband access and Evolved Packet Core (EPC).

The EPS shall optimize QoS and Policy management meaning that it shall offer minimal signalling overhead, while interworking between the fixed broadband access and EPC.

The EPS shall be able to provide an equivalent experience to users consuming services via different accesses.

Discussion: The breakout session chair stressed that on several occasions, the "convergence" was introduced in the "interworking" discussion, which was not appropriate since the workshop is to study the immediate problem, i.e. interworking.

It was agreed to improved the CR before submission to SA1 (the week after the workshop) as to clarify that:

- the fact that interworking occurs is in some context totally transparent to the EPS core network, as for Home Node B operation. The wording should be clarified to this respect.

- Rel-10 will address off-line charging only. Again, this should be clarified.

Conclusion: agreed in principle but at least the comments above have to be included. Since it will be discussed again in SA1, it is useless to further refine the CR here.

6.
FMC Interworking Architecture

The goal of this agenda item was to discover the areas of agreement and the areas needing further work with respect to the interworking architecture for:

-
End-to-End QOS and Policy Control

-
AAA and Subscriber Management

-
Session Control

-
Mobility and Roaming

Three documents were proposed as tutorials for each community to better understand each other's architecture : 0035, 0012 and 0013.

	FMC100035
	Verizon, AT&T
	3GPP-BBF Interworking: Mobility-Roaming-Nomadism


Withdrawn, replaced by FMC100038.

	FMC100038
	Verizon, AT&T
	3GPP-BBF Interworking: Mobility-Roaming-Nomadism


Revision of FMC10035.

This presentation is a tutorial to explain the concepts of Mobility, Roaming and Nomadism, with the definitions and architectural impacts on 3GPP for the two first concepts and on BBF for Nomadism.

For Mobility, it is distinguished between Network based mobility (used in 3GPP Accesses and non-3GPP accesses) and Host based mobility (one of the options for non-3GPP accesses).

Conclusion: Noted. 

	FMC100012
	Several companies
	3GPP-BBF Interworking: Authentication/Authorization/Accounting


This is another tutorial to present the concepts of Authentication, Authorization and Accounting: their definitions, the associated functions and architectures both in 3GPP and BBF.

Conclusion: Noted. 

	FMC100013
	Several companies
	3GPP-BBF Interworking: Policy & QoS


This is the third and final contribution of the tutorial series. This one is for Policy and QoS. Again, the associated functions and architectures are presented, both in 3GPP and BBF.

Conclusion: Noted. 

Conclusion on documents 38, 12 and 13: The assumptions taken in these documents will be assumed to be the building basis if there is no objection on the 2nd day of the workshop.

	FMC100025
	Telecom Italia, Vodafone
	View on FMC – Policy Control


Only the two last slides were first seen on the first meeting day, since they needed to be addressed by the drafting group investigating the impacts on SA1, as they propose two CRs against TS 22.278: one on the Addition of operational Requirements for Fixed Mobile Convergence (S1-100124) and one on the Introduction of FMC use case (S1-100189).

The requirements on page 13 were reviewed one by one, and there was no consensus to accept them all. Paragraphs 1, 2 and 6 met a wider support, as well as paragraph 5 if the word "converged" is removed. This does not prohibit the breakout session to discuss all the paragraphs, in particular if they are rephrased in a way that everybody can agree upon. If the set of requirements is to be too much reduced, Telecom Italia warned that they will object their introduction in 3GPP spec. 

	FMC100014
	NEC
	High level analysis of interworking between fixed NW access and 3GPP domain


For Fixed Mobile Convergence (FMC), interworking of fixed line accesses with the mobile operator core network is to be realized. The main question is whether this can be accommodated within the existing architectures, or whether something new is needed. NEC analyse here some principal questions related to user plane and policy control plane connectivity and propose high level architectures for 3GPP and BBF specifications.

It concludes that the following changes are needed: for 3GPP TS 23.402, a normative annex for Fixed Mobile Convergence including Converged Policy Management should be added, showing the modified architecture. The architecture is modified as to add interfaces (called Sx) between the PCRF in the 3GPP network and the trusted and untrusted non-3GPP access, and between the PCRF and a so-called "fixed-access" in the 3GPP access. For BBF WT-203, the requirements R-15 and R-22 should be made more general and the figure 1 should be modified.

Discussion: the functional differences between Sx and S9 should be highlighted, since it seems that they are roughly equivalent.

For Verizon, it might be premature to add this Sx interface before BBF work is finalised. 

Conclusion: there is no agreement to add this material at this stage.

	FMC100032
	Ericsson, TeliaSonera, Qualcomm
	Connectivity and Mobility Considerations


This paper lists and studies the different options for connectivity and mobility for the 3GPP-BBF Interworking, checks if the existing options in EPC are suitable for 3GPP-BBF Interworking, and, if not, proposes the needed extensions.

3GPP EPC defines several options for a UE to connect to the EPC over non-3GPP accesses, which are whether operator uses "trusted" or "untrusted" procedures for connectivity, and whether the connectivity and mobility towards the PDN GW is provided using Proxy Mobile IPv6 (PMIPv6) or using Dual-stack Mobile IPv6 (DSMIPv6). This gives 4 possible combinations, which are studied in the paper. 

It concludes that it would be appropriate to include an optional user plane integrity protection support for S2c (DSMIPv6), for several reasons: it will allow S2c to operate with both untrusted (i.e. with ePDG) and trusted (i.e. without ePDG) access procedures, it has no impact on BBF fixed access network, it reduces the UE complexity since only a single IPSec layer needed, and packet inspection can be performed in fixed access (enables usage of PCC).

Discussion: the impact on BBF and the reason why it is presented at this workshop is not clear. The author clarified that this is indeed a pure 3GPP topic. It will be mostly (if not completely) transparent for S9 or S9*. For NEC, there is an impact on BBF, since it might affect the understanding of "trusted" versus "untrusted", as it raises the question to know if "trusted access" is equivalent to "integrity-protection" in the tunnel.

In short, the DSMIP solution is already in the 3GPP specifications. Whether this has to be integrity-protected or not is a valid question but this is entirely up to 3GPP to decide. The only potential impact on BBF is a terminology one, i.e. if the integrity-protection is enough to call the access "trusted".

Conclusion: the conclusions proposed in this paper are entirely up to 3GPP and do not need to be decided in this workshop.

	FMC100036
	France Telecom, Orange
	3GPP-BBF Architecture: Mobility aspects


Among the all the possible options for interconnection described in 3GPP TS23.402, the paper investigates which one(s) is/are the best for the 3GPP-BBF Interworking. 

The possible options for EPC connection with non-3GPP access are reminded to be: 

S2a : Proxy Mobile IPv6 (PMIPv6)-based interface between trusted non-3GPP access and P-GW 

S2b : PMIPv6-based interface between untrusted non-3GPP access/ePDG and P-GW

S2c : Dual-Stack Mobile IPv6 (DSMIPv6)-based interface between UE and P-GW

It concludes that, if the BBF network is considered as untrusted, then S2c/S2b-based interworking solutions are valid scenarios. Indeed, it is transparent for BBF network and relying only on secure IP-IP tunnel (IPsec) between the UE and either the P-GW (in case of using the S2c) or the ePDG (for the S2b).

If the BBF network is considered as trusted, S2a-based solution should be also considered as a valid scenario, since PMIPv6 is the 3GPP standard protocol to use over S2a.

Alternative solutions to PMIP should be investigated when considering interworking with BBF, such as an IP-IP tunnel between BBF and P-GW (e.g. L2TP) or Ethernet-based access to a combined P-GW/BNG.

Discussion: Huawei supports investigation on solutions based on S2a.

For several companies, the proposed solution as shown on slide 7 with STa going from AAA server to the RG leads to too much impact on the RG, introducing functions (e.g. MAG) and protocols (PMIP v6 link termination) which are not there and which will not be implemented soon. Performing unencrypted PDG might be a much simpler solution. 

For Alcatel-Lucent, there are other solutions which are not listed here as the one mentioned just above, so this needs further study. 

For the 3GPP SA2 chair, there is a problem of methodology: instead of listing all the possible options and then decide from there which is (are) the best one(s), a better approach would be to set the priorities and eliminate as many options as early as possible. He thinks that e.g. the S2a-based solution might be dropped straight away. 

Conclusion: all the solutions are still on the table. More work is needed than what is listed in this paper on solution based on S2a.

Conclusion on all the architecture documents:

The Chair proposed to use the following slides of FMC100038 as reference diagrams: Slide 26 for S2b, Slide 27 for S2c untrusted, Slide 28 for S2c trusted and slide 39 for S2a. This covers the femto case, as shown by the flow charts in slide 34. It might be worth however to make an explicit diagram for femto out of slide 34. For the network-based security, and trusted mode, Alcatel-Lucent stresses out that S2a is not the only solution. 

This is more or less agreed by the group.

	FMC100033
	Ericsson
	Authentication Conundrum


This presentation outlines the present and future requirements for authentication, knowing that, in a soon future, a same user will use different access networks and devices. It concludes that there is a need to provide an authentication framework solution to enable authentication of 3GPP UE within a fixed BB network.

The mobile device authenticates through the fixed BB Network over the STa interface. However a mechanism is needed in fixed broadband networks to authenticate the 3GPP UE. This work needs to be completed in BBF.

Discussion: There is a quite significant step forward to go from a access-line-based authentication to a device(UE)-based authentication. This is however expected to be realistic within a short period of time for the author.

Conclusion: this is indeed for the BBF to solve how to authenticate the UE on the fixed side. 3GPP can only encourage BBF to solve this problem.

	FMC100022
	Research in Motion
	Media and Codec policies architecture with converged Next Generation Network


This paper outlines that, for each technology (3GPP, 3GPP2, BBF, TISPAN, CableLabs, NG Enterprise networks), there are several codecs and access technologies. When interworking/converging these technologies, all of the codecs and accesses have to be taken into account. To this end, three architectural options are proposed for the Policy Server: the PCRF is the Policy Server at the edge, and the Subscription profile repository (SPR) and H-PCRF is the policy server in the home domain when roaming (option 1) ; collocate the Policy Server with the Application Function (AF) (option 2) and separate standalone Policy Server functional entity (option 3).

A new reference point for a “Policy channel” is needed between the UE and the Policy Server, mostly to allow the UE to obtain the applicable media and codec policies and to allow the UE to provide the Policy Server with information about its media and codec capabilities and preferences.

It is finally proposed to aggregate the Policy Documents from several Policy Servers through a single one that aggregates the different policies, so the UE doesn’t have to contact multiple Policy Servers when multiple domains are involved.

Discussion: Before talking about interworking of different codec policies, it has to be double checked if there is a Codec policy within each network (in other words, intra-domain policy has to be clarified before the inter-domains cases are investigated).

It is also mentioned that, in addition of static policies, there can also be dynamic policies, that can be downloaded to the device (e.g. OMA device management). RIM clarified that there proposal apply to both types.

It was wondered why it cannot be considered as part of the application function model, using e.g. an IMS-level transcoding. But before entering into this debate, the co-chair expressed that this is out of scope of the workshop, that should only address interworking. This paper goes beyond, e.g.: it is not clear if it is supported by 3GPP protocols for a UE to stop using AMR (and this would occur e.g. when a UE moves to WiFi coverage). So this should be addressed in 3GPP-only context before addressing interworking.

Conclusion: there are some concerns about including Codec and media policy inside the context of policy. 

Some inner-3GPP problems have to be solved first. 

	FMC100024
	France Telecom, Orange, NEC, Alcatel-Lucent
	PCRF-BPCF Functional Split and Information Exchange


When considering mobile data services provided over fixed access to FMC terminals (UE) or mobile network entities (H(e)NB) located in residential network, and the fixed access is used to deliver services with different characteristics (high data rates and/or delay sensitive and/or high-priority), two problems occur: the fixed access is a potential bottleneck of resources and the mobile data services might be encrypted when delivered over the fixed network.

So the requirements for QoS/Policy control in fixed access network has to cope with admission control on per-service data flow level and fixed line subscriber and be aware of packet scheduling. 

To this aim, it is proposed to clarify the functional split between PCRF* and BPCF* as follows: upon receipt of a request from an AF (via Rx) or another PCRF (via S9), the PCRF* shall perform a policy decision (taking into account subscriber information), identify the BPCF* in charge of the fixed access network where the UE is located, and send a request for resources to the selected BPCF*. In turn, upon receipt of a request from a PCRF*, the BPCF* shall perform local policy decision, derive policy rules for the fixed access and provide these policy rules.

With this, the interworking solution shall not make any assumption on the "southbound" interfaces of the BPCF*.

Discussion: The BBF co-chair noticed that this proposal goes one step backward, i.e. instead of selecting the protocols on an already defined interface, now the interfaces themselves are questioned. 

It was stressed out that there is a functional split for S9 but not for S9*, the "*" referring to the changes needed to support the mobile UE.

Alcatel-Lucent expressed that everybody agree to use S9 as a basis, but S9 is not usable as it is today, so some refinements are needed, and this is what is proposed in this paper. 

If the S9 has to be extended as to support a mobile UE over a fixed line (as to perform proper admission control decisions), then the requirements have to clarified to BBF.

There is an agreement to have a functional split between PCRF* and BPCF* but not to the one proposed in this document, since it might not correspond to what has been already done in WT-203. 

For Alcatel-Lucent, it is urgent to define the functional split -even if it ends up not being the one presented in this paper- so that 3GPP and BBF can continue working in parallel on each side. Ericsson does not disagree but propose for S9* to start from what is defined in S9, instead of starting from scratch. There was no objection to this approach.

Conclusion: when defining S9*, the S9 has to be used as a basis, and only what has to be changed to make S9* will be changed. 3GPP SA2 has to investigate what are the necessary extensions and liaise this to BBF.

	FMC100019
	Alcatel-Lucent
	S9* Interface: Requirements and Protocol Selection Criteria


The paper proposes to base S9* on Rx (with enhancements) to convey the QoS authorization request for resources in the BBF access network, since Rx signalling sequences support the interaction between the PCRF and the BPCF.

Another solution would be to base it on a scaled down and modified version of Gxx. Such solution would require investigation to determine how a modified BBERF-like functionality can reside in BBF access.

Discussion: The 3GPP co-chair clarified that this paper does not challenge the assumption above, i.e. the S9* is still assumed to be based on S9, but since the interface contains several components, mostly Gx, Gxx, Rx, providing different sets of functionality, the question is now to select the component(s) needed for S9*.

For Alcatel-Lucent, what to base the interface on will depend on the type of information the BBF network will be provided: 

· Gx-based for including information like charging rules

· Rx-based for higher level/application type of information

· Or Gxx-based for an intermediate solution, for IP level-type, such as TCP value.

Conclusion: Noted. No agreement achieved.

	FMC100029
	Ericsson
	QoS Control via S9


The paper states that QoS is composed of two key functions: traffic separation and GBR (Guaranteed Bit Rate) admission control. It compares how these two functions are done in 3GPP and in BBF: in 3GPP, traffic separation is dynamic, established per session (one bearer per traffic type), whereas in BBF, this is rather static, using different ports. For GBR, again, this is a more dynamic approach in 3GPP, done at L2 (derived from the application via Rx, PCRF, Gx and PDN-GW). In BBF, GBR Admission Control Function can be isolated into BPCF and is triggered on demand per voice/video session.

To combine these 2 approaches, Ericsson make 4 proposals: 

· Proposal 1: Assume that RG is for trusted access termination in the BBF access, i.e. the RG is owned and managed by the fixed BB operator.

· Proposal 2: Focus on static configuration of packet classification rules into RG and enable packet classification in RG also on the inner IP header, and add corresponding requirement into WT-203.

· Proposal 3: Services (Rx) in the fixed access is out-of-scope.

· Proposal 4: Only Gxx variant of S9 is required.

Discussion/Conclusion: 

On proposal 1: For Alcatel-Lucent, this assumption as to be double-checked by security experts. Indeed, the end user can temper the box, inserting software, having access to "forbidden" parts, etc. 

On proposal 2: If the RG cannot be trusted, then this proposal is questionable too. It was also commented that if the configuration is static , then static rules are associate with the IP address, so everything is static and this might be too constraining.

On proposal 3: there is an agreement on it.

On proposal 4: more work is necessary before to conclude on this. It is concluded that there will be only off-line charging in the Rel-10 timeframe.

	FMC100030
	Ericsson
	FMC Policy Interworking


Provided for information only, not presented.

	FMC100031
	Ericsson
	Establishing the S9 Session


On the basis that it is necessary to set up an S9 session between PCRF and BPCF to achieve QoS for a UE in the BBF domain, following the current 3GPP spec, the BPCF is required to initiate the setup of this session based on UE credentials. UE credentials can be acquired using 3GPP access authentication. There are many different variants on how to implement 3GPP access authentication. Solutions have not yet been addressed in BBF. 

Therefore, Ericsson proposes an enhancement of the 3GPP Rel-10 specifications to enable PCRF-initiated S9* session establishment, besides the existing BPCF-initiated S9 session establishment. 

Conclusion: there is no disagreement to introduce PCRF-initiated S9* session.

7.
Beyond FMC Interworking

The agenda item was presented as: "If time permits, the workshop will address aspects to be considered in progressing beyond FMC interworking. This agenda items has lower priority than the other agenda items, but the intention is to address this area if possible."

There was unfortunately no time to handle this agenda item. The chairmen apologized to the companies that could not present their contributions, in particular the documents FMC100003, 0016 (for information only), 0020.

There was insufficient time to address the contributions individually, however; the chairs attempted to draw an general conclusion on how convergence was related to the WT-203 related work.

Conclusions on Agenda Item 7:

The co-chairs drafted a slide during the meeting to summarise all the main conclusions reached during this session, reusing the figure on slide 29 of FMC100013, extracted from WT-134, where the PDP would be a PCRF-based converged policy control.

They projected this slide for on-line comments. In addition of showing the figure, the slide stated: 

1. The workshop recognizes that there is an industry interest in a converged policy controller between fixed and wireless network

2. The converged policy controller should support all the currently defined PCC interfaces when operating with the wireless (cellular) domain.

3. The BBF is encouraged to review the current PCRF functionality and interfaces for applicability and use within the wired domain. Maximising commonality between the wired and wireless functionality and interfaces is desired (note: this does not imply that the workshop is proposing that the PCC interfaces can be used as such).

4. 3GPP would be willing to extend the PCC specifications to cover the fixed domain if necessary.

Discussion: Some delegates think that it is premature to send a message to BBF that PCC might be a candidate for convergence, and are supporting only the first sentence of bullet 3.

For Vodafone, the main interest of convergence is that it should not be imposed to have both a PCRF and a BPCF to a network operator having both a fixed and a mobile network. 

A common idea among the delegates is that convergence is "beyond" interworking, i.e. interworking has to be provided as soon as possible. Convergence is also needed, but possibly in a later phase, and the first interested parties are the operators having both a fixed and a mobile network. There will be a need to define "converge blocks" that will control both fixed and mobile networks, without imposing any short-term solution on the existing networks. 

For Huawei, it would not be meaningless to introduce the term of "Common-Policy Controller" in 3GPP, as to stress the parallel with C-IMS, and have it defined in 3GPP both for fixed and mobile. 

On the basis of these comments, the 3GPP co-chair deleted the bullets described above and proposed these new ones:

- A converged policy controller is beyond WT-203

- 3GPP encourages BBF to consider 3GPP PCC in its fixed policy work

- If it is desired to progress policy convergence (in addition to interworking), a different initiative is needed.

These new bullets were agreed by the meeting.

8.
Summary and Next Steps

	FMC100021
	Alcatel-Lucent
	Way forward for the work 


In order to split the work into manageable sets and in order to get specification sets that may be deployed as soon as possible, it is propose to split the work in 2 steps, with different configurations per step, described in the paper. The objective for step 1 is to have specifications ready for 3GPP Rel-10 time frame. For the step 2, only Study Items (one per proposed configuration) should be started in Rel-10. 

Conclusion: Noted.

	FMC100023
	NSN
	Working Procedure Issues


In the interest of saving time, the author accepted to withdraw his contribution.

	FMC100027
	Verizon Wireless 
	New SA2 WID for supporting BBF Access Interworking

	FMC100051
	Verizon Wireless 
	New SA2 WID for supporting BBF Access Interworking


FMC100027 was replaced by FMC100051 before presentation.

As a result of this present workshop on Fixed-Mobile Convergence, it has been identified that several working groups in 3GPP will need to work on several aspects of architecture, security and OA&M. This Work Item aims to identify the topics that need to be addressed in 3GPP. Priority of related topic will be across all WGs so that features are available end-to-end in a release. 

In Phase I of the feature, the following aspects will be studied based on the existing Release 9 architecture:

- Basic connectivity and mobility considerations based on Release 9 architecture including network discovery/selection functions and IP address allocation.

- Interworking between 3GPP and BBF architecture for authentication including identities 

- Policy and QoS interworking between 3GPP and BBF architectures.

Afterward, in Phase II of the feature, other aspects will be studied for interworking based on the existing 3GPP Release 10 architecture, such as:

- Multi-access PDN Connectivity 

- QoS aspects of Non-seamless WLAN offloading

- IP Flow Mobility and seamless WLAN offloading

Finally, in Phase III of the feature, more aspects will be studied for interworking based on the existing 3GPP Release 10 architecture such as:

- Any study of a potential architecture for the case of network based mobility when the BBF access is considered as trusted.

- Further convergence between 3GPP and fixed network architectures beyond basic inter-working such as converged database

Discussion: Some companies want to have their names added. The box "AN impacted" should be unticked. The revision marks should be all approved.

Conclusion: Revised to FMC100053.

	FMC100053
	Verizon Wireless 
	New SA2 WID for supporting BBF Access Interworking


Conclusion: Agreed by the workshop.

	FMC100041
	Co-Chairs
	Summary of Key FMC Workshop Findings

	FMC100054
	Co-Chairs
	Summary of Key FMC Workshop Findings


The main results of the workshop are summarised here. Readers are encouraged to read this document to get the overview of the results of the workshop.

Conclusion: FMC100041 was slightly edited online and revised into FMC100054, which was agreed by the meeting.

So FMC100054 contains all the major conclusions of this workshop.

9.
Close of the Workshop

A report of the conclusions from the workshop will be available at ftp://ftp.3gpp.org/workshop/2010-02-18_FMC_BBF/ 

14.   Any Other Business
There was no contribution for this agenda item.

15.   Close

The two co-chairs congratulated the delegates for their hard work and co-operation during this meeting.

They closed the meeting on Friday 19th of February at 16h20. 

All the delegates thanked the host, the American Friends of 3GPP, for the excellent facilities provided. They also thanked AT&T, Ericsson and Verizon for the nice Social Event at Jillian's at the end of the first day.
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