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---------------- Change n°1------------------------------------------------
3.1
Definitions

Blacklist

List of identities or identity ranges that, for one reason or another, are being denied a particular service. 

Whitelist

List of identities or identity ranges that are provided particular services. White list is also named VIP list.
---------------- End Change n°1-------------------------------------------
---------------- Change n°2------------------------------------------------
…

4.2
Default media handling capabilities of IMS Multimedia Telephony service

IMS Multimedia Telephony can support many different types of media. 

IMS Multimedia Telephony service includes the following standardized media capabilities:
-
Full duplex speech;
-
Real time video (simplex, full duplex), synchronized with speech if present;
-
Text communication;
-
File transfer;
-
Video clip sharing, picture sharing, audio clip sharing. Transferred files may be displayed/replayed on receiving terminal for specified file formats.
The support of each of these media capabilities is optional for a UE.

At least one common standardized format (e.g. JPEG, AMR) shall be supported per media type.

The IMS Multimedia Telephony service shall support the following handling of media

-
Adding and removing individual media to/from a IMS Multimedia Telephony communication
4.3 
White / blacklist 

As service provider option, activation/deactivation/invocation services may be associated with a white/black list. A list may be specific to a service or may be used by several services. 
---------------- End Change n°2 -------------------------------------------
---------------- Change n°3------------------------------------------------

…

8.2.6
Anonymous Communication Rejection (ACR)

8.2.6.1
Definition

The Anonymous Communications Rejection (ACR) service allows the terminating party to reject incoming communications from originating parties that cannot be identified. 

A session is considered anonymous when a user receiving an incoming session cannot identify the originator.

Anonymous communications rejection provides the capability for network, on behalf of the user, to reject incoming sessions from users who have restricted the presentation of their originating identity, i.e. the asserted originating identity is marked "presentation restricted" or "presentation restricted by network".
This service description is based on the service description described in [E-14].

Optional feature

In case of ACR service, 
· a whitelist should contain certified public identities or identity ranges of users, from which incoming anonymous communications are allowed whatever ACR activation state, 
· a blacklist should contain certified public identities or identity ranges of users, from which incoming anonymous communications are not allowed whatever ACR activation state. 
8.2.6.2
Service interactions with other IMS supplementary services

…

---------------- End Change n°3 -------------------------------------------

---------------- Change n°4------------------------------------------------

8.2.7
Communication DIVersion (CDIV) 

8.2.7.1
Definition

The following Communication DIVersion services are defined:

· Communication Forwarding Unconditional (CFU).

· Communication Forwarding Busy (CFB).

· Communication Forwarding No Reply (CFNR).

· Communication Forwarding on Not Logged in (CFNL).

· Communication Deflection (CD).

· Communication Forwarding on Subscriber Not Reachable (CFNRc).

· Communication Diversion Notification (CDIVN); this service is applicable to all other CDIV services. 

For all communications diversion services, a service provider option of notification of diversion may be provided to the originating party. This service provider option may also include support for the invoking user to suppress the notification.

The use of any of the diversion services or a call identified as a callback to an emergency call, by a user that is not the PSAP, shall be precluded.

Communication Forwarding Unconditional (CFU)

The CFU service enables a user to have the network redirect all communications to another user. The CFU service may operate on all communication, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFU service. After the CFU service has been activated, communications are forwarded independent of the status of the user.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFU service has been activated. This indication may be provided when the user originates a communication if the CFU service has been activated for the user's identity and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-1].

Communication Forwarding Busy (CFB)

The CFB service enables a user to have the network redirect communications, which would otherwise be regarded as busy, to another user. The CFB service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFB service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFB service has been activated. This indication may be provided when the user originates a communication if the CFB service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-2].

Communication Forwarding No Reply (CFNR)

The CFNR service enables a user to have the network redirect communications, when the communication request is not responded to within a defined period of time, to another user. The CFNR service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNR service.

The CFNR service can only be invoked by the network after the communication has been offered to the user and an indication that the user has been informed of the communication request.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNR service has been activated. This indication may be provided when the user originates a communication if the CFNR service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-3].
Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a user to redirect incoming communications, when the user is not currently registered (logged-in), to another user. The CFNL service may operate on all communications, or just those associated with specified services. 

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNL service has been activated. This indication may be provided when the user next registers (logs in). An indication may also be provided as part of de-registration (log out).

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.
Communication Deflection (CD)

The CD service enables the user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the communication is established by the user, i.e. in response to the offered communication, or during the period that the user is being informed of the communication. The user's ability to originate communications is unaffected by the CD service.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

This service description is based on the service description described in [E-4].

Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables a user to have the network redirect all incoming communications, or just those associated with a specific service, when called mobile subscriber’s address is not reachable (e.g. there is no IP connectivity to the user’s terminal, or, in the case of a mobile device, it is not in radio coverage), to another address. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc service.

Note:
 It may be affected by the reason that have triggered the loss of connectivity, e.g. in the mobile case if the mobile subscriber is de-registered, if there is radio congestion or if the mobile subscriber for example is being out of radio coverage,

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Communication Diversion Notification (CDIVN)

The CDIVN service enables a user to receive notifications about the diversions (or forwarding) of incoming communications, post execution of at least one other CDIV service. 

As a service provider option, a subscription option can be provided to enable the served user to receive an indication that the CDIVN service has been activated. This indication shall be provided when the served user originates a communication if the CDIVN service has been activated for the served user's address.
Optional feature

Lists can be used also in association to Communication Divertions (CDIV).

· a blacklist should contain public identities or identity ranges of users, from which incoming communications are not forwarded when CDIV is activated. 

· a whitelist should contain public identities or identity ranges of users, from which incoming communications are forwarded when CDIV is activated.

8.2.7.2
Communication Diversion Notification enhancements

…

---------------- End Change n°4 -------------------------------------------




