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**** Start of change *****

5.1.2
NAF processing before issuing GPI request

The NAF reads its available data associated with the user and the application for which the NAF SA shall be established. The NAF then determines the Ua security protocol identifier to use in the request to the BSF. It also determines the required life-time of the NAF SA. The NAF then generates the GPI request containing the parameters as given in table 5.1.2.1

Table 5.1.2.1: Parameters in NAF GPI request 

	Parameter name
	Description 
	Notes

	UE_Id
	UE identifier
	This may be a private or a public identifier.
Editor's NOTE: It is ffs where/how the mapping from public to private identities shall take place.

	UE_Id_Type
	Indicator if UE_Id is a public or private identity
	This information is needed by the BSF to correctly trigger the Public to Private Id resolution towards a HSS/HLR

	App_Lbl
	Identifier for UICC application to use
	This variable may be left empty if the UICC application to use is evident from context or agreement.

	NAF_Id
	Concatenation of NAF FQDN and Ua security protocol Id
	Defined in TS 33.220 [1]

	P-TID
	NAF SA identifier
	To be used by UE when responding to NAF. The identifier is included only to enable that it is confidentiality protected in the GPI. See also clause 5.2.2 and 5.2.4.

	U/M
	Indicator for use of GBA_ME or GBA_U
	

	Key_LT
	Requested NAF-Key life time
	

	Priv_Id
	Indicates request for private user identity
	Private user identity is IMSI/IMPI for the selected UICC application (USIM/ISIM) 

	GSID_List
	GSIDs of USS request information
	


**** End of change *****

