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5.2
Initial E-UTRAN Attach with PMIP-based S5 or S8
This section is related to the case when the UE powers-on in the LTE network with PMIP-based S5 or S8 interface and includes the case of roamers from a GTP network into a PMIP network when PMIP-based S5 is used to connect the Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP is used on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the PDN GW.
When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PMIP network the procedure as described in TS 23.401 [4] applies.
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Figure 5.2-1: Initial E-UTRAN attach with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure 4.2.3-5) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving GW and the hPCRF. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF, as specified in TS 23.203 [19]. The S‑GW provides information to enable the PCRF to uniquely identify the IP‑CAN session. This results in the removal of the Gateway Control session in S‑GW.

A.2)
The Serving GW sends a Proxy Binding Update (MN NAI, lifetime=0) message to the PDN GW. The MN NAI identifies the UE. The lifetime field indicates that the message is used to de-register the UE at the PDN-GW.

A.3)
The PDN GW initiates the IP CAN session Termination Procedure with the PDN GW as specified in TS 23.203 [19]. The PDN GW provides information to enable the PCRF to uniquely identify the IP‑CAN session. This results in the removal of IP‑CAN session related information in the PCRF and in the PDN‑GW.

A.4)
The PDN GW responds to the Serving GW with the result of the deregistration with Proxy Binding Update Acknowledgement message.

Steps between A.3 and B.1 are described in TS 23.401 [4], clause 5.3.2.

Steps B.1 through B.6 are the same as Steps A.1 through A.6.

C.1)
The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The S‑GW provides the information to the PCRF to correctly associate it  with the IP‑CAN session to be established in step C.3 and also to convey subscription related parameters to the PCRF that have been received between steps (B) and (C) from the MME.

C.2)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handover  Indicator, APN, GRE key for downlink traffic, UE Address Info Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent. The Lifetime field must be set to a nonzero value in the case of a registration. Access Technology Type is set to indicate the RAT type (E-UTRAN). Handover Indication option is set to indicate attachment over a new interface. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options. The UE Address Info IE is used to request an IPv6 address, IPv4 address, or IPv4/IPv6 addresses. Based on PDN Type parameter received in the Create Default Bearer Request, Serving GW includes request for IPv4 Home Address (PDN Type set to IPv4), or IPv6 Home Network Prefix (PDN type set to IPv6) or both IPv4 home address and IPv6 HNP (PDN type set to IPv4v6), in the PBU as specified in PMIPv6 (draft-ietf-netlmm-proxymip6 [8]). In the case of a subscribed IP address(es) provided by the MME in the PDN Address Allocation IE, the UE Address Info IE is set to the subscribed address(es).

C.3)
The PDN GW initiates the IP CAN Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The PDN GW provides information to the PCRF used to identify the session and associate Gateway Control Sessions established in step C.1 correctly. The PCRF creates IP‑CAN session related information and responds to the PDN GW with PCC rules and event triggers.

C.4)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The PDN GW takes into account the request from Serving GW and the policies of operator when the PDN GW allocates the UE Address Info. The UE address info returns the the newly assigned IPv4 Address(es) and/or IPv6 prefix assigned to the UE, if one was requested in the PMIP Proxy Binding Update message. In case the PDN type is set to IPv4v6 and Address allocation preference implies that the UE requested for IPv4 address allocation after attach, the PDN-GW will only return an IPv6 HNP for the UE, if the operator policy allows this. The UE subsequently can initiate DHCPv4 procedure to obtain IPv4 address. In case a valid IPv4 address and/or IPv6 prefix received in the Proxy Binding Update message, the PDN GW validates the addresses and returns it the UE Address Info IE of the Proxy Binding Acknowledge message. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.

Editor's Note:
It is FFS how to handle deferred IPv4 Address Allocation when PMIP-based S5/S8 is employed and PDN type is IPv4..

C.5)
In case the QoS rules have changed, the PCRF updates the QoS rules at the S-GW by initiating the GW Control Session Modification Procedure, as specified in TS 23.203 [19].

NOTE:
QoS rules may lead to establishment of new dedicated bearers along with the default bearer.

********************** NEXT CHANGE *****************************************
4.7
IP Address Allocation

4.7.1
IP Address Allocation with PMIP-based S5/S8

The IP address allocation mechanisms described in clause 5.3.1.1 of TS 23.401 [4] are also valid for the PMIP based S5/S8. This section is complementary to section 5.3.1 of TS 23.401 [4] and describes the differences in the IP Address when PMIP-S5 is used.

For IP address allocation with PMIP-based S5/S8, the following clarifications apply:

-
IPv4 address allocation via default bearer activation. This case does not present any architecture differences from the GTP based S5/S8 described in clause 5.3.1.2.1 of TS 23.401 [4].

-
If External PDN Address Allocation is used then the PDN-GW follows the same procedures defined in TS 23.401 [4].

-
IPv4 address allocation and IPv4 parameter configuration via DHCPv4 according to RFC 2131 [28] and RFC 4039 [29]: In this case the Serving GW shall have DHCPv4 relay agent functionality.
-
If an external PDN Address Allocation is needed,  the PDN GW obtains the external IP address after the PBU is received and before the PBA is sent in the attach procedure.

-
If the PDN Type associated with the PDN connection is IPv4, the IPv4 address  is assigned during the attach procedure and returned to the Serving Gateway in the Proxy Binding Acknowledgement if the UE request IPv4 address allocation during attach. The IPv4 Address provided to the UE by subsequent DHCPv4, when initiated by the UE, must correspond to the value provided in the PBA.
-
If the PDN Type associated with the PDN connection is IPv4v6 and the UE requested for deferred address, for initial attach  no IPv4 address  is assigned during the attach procedure. The UE obtains IPv4 address subsequently,by initiating DHCPv4 procedure. In case of  handover attach (i.e attach type set to handover) irrespective of whether the UE requested deferred IPv4 address or not, either a newly assigned IPv4 address or the previously assigned IPv4 address is returned to the Serving Gateway in the Proxy Binding Acknowledgement during the attach procedure. The IPv4 Address provided to the UE by subsequent DHCPv4, when initiated by the UE, must correspond to the value provided in the PBA.
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Figure 4.7.1-1: IPv4 Address Allocation using DHCP with DHCP Server Collocated with the PDN GW and DHCP Relay in the Serving GW

1.
The UE IPv4 address received from the PDN GW in the PBA message shall not be delivered to the UE when the attachment is completed. After the default bearer is setup, the UE sends a DHCP Discovery message in broadcast to the network to find available servers.
Steps 2-3 and 11 -14 are only executed if no IPv4 address was allocated to the UE in the attach procedure.  The interaction of PBU messages (2-3) with DHCP related messages (1, 4-10) are based on draft-ietf-netlmm-pmip6-ipv4-support-03.txt [17].

2. 
The Serving GW sends a Proxy Binding Update (MN NAI, APN, UE Address Info) to the PDN GW in order to request the new IPv4 address and update the current registration. The MN NAI identifies the UE for whom the message is being sent. To request for IPv4 home address for the UE, the UE Adddress Information should contain IPv4 home address option set to 0.0.0.0, and the HNP shall be set to the HNP of the IP-CAN Session.

3. The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, UE Address Info) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The PDN GW takes into account the request from Serving GW and the policies of operator when the PDN GW allocates the UE Address Info. The UE address info returns the assigned IPv4 Address and/or IPv6 prefix previously assigned to the UE during attach., if one was requested in the PMIP Proxy Binding Update message. Otherwise, the PDN GW validates the addresses and returns in the UE Address Info IE the IPv4 address and/or IPv6 prefix received in the Proxy Binding Update message.. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options.
4.
Upon receiving the DHCP Discovery message, the Serving GW acting as a relay agent shall add its address in the GIADDR option and add the assigned UE IP address (received from PDN GW at the PBA message during attach), if available in the "Address Request" option, and relay the message in unicast within the PMIP tunnel to PDN GW acting as a DHCPv4 server.

5.
When receiving the DHCP Discovery message, the PDN GW should verify the GIADDR option. Then the PDN GW uses "Address Request" option and/or the PMIP tunnel on which the DHCP message is received to identify the UE binding and update it with the 'client identifier' and 'chaddr' combination for subsequent DHCP procedure. After that the PDN GW extends an IP lease offer and sending the DHCP Offer with the assigned UE IP address.

6.
The Serving GW acting as DHCP relay agent relays the DHCP message to the UE.

7.
When the UE receives the lease offer, it sends a DHCPREQUEST message containing the received IP address.

8.
The Serving GW acting as DHCP relay agent relays the DHCP message to the PDN GW.

9.
When the PDN GW receives the DHCPREQUEST message from the UE, it sends a DHCPACK packet to the UE. This message includes the lease duration and any other configuration information that the client might have requested. 

10.
The Serving GW acting as DHCP relay agent relays the DHCP message to the UE.

When receiving the DHCPACK message, the UE completes TCP/IP configuration process.
11. In case a new IPv4 address is allocated, the PDN-GW initiates the PCEF initiated IP-CAN session modification procedure as described in TS 23.203 [19] to inform the PCRF of the IPv4 address allocated to the UE. If PCC rules have changed the PCRF provides the updated PCC rules to the PDN-GW as part of this procedure.
12. In case QoS rules have to be modified, eg change of SDF filters, the PCRF initiates a GW Control and QoS rules provision procedure as described in TS 23.203 [19] to inform the S-GW of the updated QoS rules.

13. The S-GW initiates the “Bearer Modification Procedure without bearer QoS update” as described in TS 23.401 [4] Section 5.3.1, between steps (A) and (B).

14. The S-GW informs the PCRF of the success of the QoS rules enforcement, thus ending the GW Control and Qos rules provision procedure descripbed in TS 23.203 [19]. 
The PDN GW shall discard the unicast DHCP Discovery or Request message with an empty or unknown GIADDR option, if the assigned UE IP address is not delivered to the UE yet.

NOTE 2:
The DHCP client may skip DHCP Discovery phase, and send DHCP Request message in broadcast as the first message. In this case, the Serving GW acting as a relay agent shall add its address in the GIADDR option and add the assigned UE IP address (received from PDN GW at the PBA message during the attach procedure) in the "Address Request" option if one was provided in the attach procedure, and relay the message in unicast within the PMIP tunnel to PDN GW acting as a DHCPv4 server. If an IPv4 address was not provided by the PDN-GW in the PBA in the attach procedure, the IPv4 address for the UE is first allocated via DHCP, and then the S-GW performs PBU to update the IPv4 address in the PDN-GW.
-
IPv6 prefix allocation via IPv6 Stateless Address auto-configuration: In this case the difference from the GTP based S5/S8 is that the Serving GW acts as the access router instead of the PDN GW. Note that the Serving GW shall advertise the same information as the PDN GW would advertise with GTP based S5/S8. In the case of PMIP-S5/S8 because any prefix that the Serving GW will advertise to the UE is unique, there is no need for the UE to perform Duplicate Address Detection for global uniqueness for any IPv6 address configured from the allocated IPv6 prefix. However, the Serving GW shall respond with Neighbor Advertisement upon receiving Neighbor Solicitation messages from a given UE. For example, as the UE may perform Neighbor Unreachability Detection towards the Serving GW, similar to the DAD related functionality supported by PDN GW in the case of GTP-S5/S8 described in section 5.3.1.2.2. Otherwise the PDN GW has the same functions as it is defined in clause 5.3.1.2.2 in TS 23.401 [4].

-
IPv6 parameter configuration via Stateless DHCPv6 according to RFC 3736 [30] and RFC 3633 [31]: In this case the Serving GW shall have DHCPv6 relay agent functionality.

-
If shorter than /64 IPv6 prefix delegation via DHCPv6 is provided, the Serving GW should act as a DHCPv6 relay agent.

NOTE:
Allocation of IP address from an external PDN using Radius or Diameter requires the "Proxy Binding Update" of PMIP to carry the relevant PCO that is transported by GTP.
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Figure 4.7.1-2: IPv6 Prefix allocation after the Attach procedure

********************** NEXT CHANGE (HO to LTE) ********************
8.2.1.2
Using PMIP-based S5/S8

When a Trusted or Untrusted Non-3GPP IP Access to 3GPP Access handover occurs, the following steps are performed instead of and in addition to the steps performed in the GTP-based S5/S8 case (see previous section). In the case of PMIP-based S5/S8, a Create Bearer Request and Update Bearer Request is not sent from the Serving GW to the PDN GW. Rather, the serving GW interacts with the hPCRF and PMIP messages are exchanged between the Serving GW and the PDN GW.
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Figure 8.2.1.2-1: Trusted/Untrusted Non-3GPP IP Access to E-UTRAN Handover over PMIP-based S2a and using PMIP-based S5/S8

This procedure supports the home routed (Figure 4.2.2.1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-5) case. The Serving GW establishes a Gateway Control Session with the PCRF in the HPLMN. In the case of the roaming or local breakout scenario, the Serving GW interacts with the hPCRF by way of the vPCRF. The signalling takes place through the vPCRF in the VPLMN. In the case of Local Breakout, the PDN GW in the VPLMN exchanges messages with the vPCRF. The vPCRF then exchanges messages with the hPCRF in the HPLMN.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.1.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2‑A.5 are executed or steps B.1‑B.3. In order to execute the alternative (Alt B), the IP Address(es) of the UE needs to be available after step A.1. The IP Address(es) of the UE is received in step A.1, if dynamic policy provisioning is deployed.

In case the IP address(es) of the UE is available after step A1, (Alt B) provides lower jitter for dual radio handovers. In case the IP address(es) of the UE is not available after step A1, (Alt A) shall be used.

NOTE 1:
In case of connectivity to multiple PDNs, steps A and B are repeated for each PDN the UE is connected to. Other impacts related to the handover for multiple PDNs are described in Section 8.1.

A.1)
The Serving GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the Serving GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure.


If the updated QoS rules require establishment of dedicated bearer for the UE, the establishment of those bearers take place before step B1. The establishment of dedicated bearers in combination with the default takes place as described in Annex F of TS 23.401 [4].

A.2)
The same description as in B.1 applies

A.3‑A.4)
The same description as in B.2 applies

A.5)
The same description as in B.3 applies. Since this step is triggered by the Proxy Binding Update message from the Serving GW in step A.2, it can occur after step A.2 and does not need to wait for steps A.3 and A.4.

NOTE 2:
PDN GW address selection is as described in TS 23.401 [4].

Steps between A and B.1 are described in Section 8.2.1.1.

B.1)
The Serving GW sends a PMIPv6 Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handover Indicator, IP Address Requested, APN, GRE Key for downlink traffic, Additional Parameters) message to the PDN GW. The MN NAI identifies the UE. The Lifetime field must be set to a nonzero value in the case of a registration. Access Technology Type is set to indicate RAT type (E-UTRAN). The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options.

B.2)
The PDN GW executes a PCEF-Initiated IP‑CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the PDN GW to function as the PCEF for all the active IP sessions the UE has established with new IP-CAN type.

B.3)
The PDN GW responds with a Proxy Binding Ack (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE address info returns the IP Address assigned to the UE.  All IP addresses (IPv4 address and/or IPv6 HNP) allocated to the UE are included in the UE Address Information, since this is a handover case, irrespective of whether the UE requested deferred IPv4 addressing or not. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options. The Serving GW acts as the MAG (in terms of PMIPv6). Since this step is triggered by the Proxy Binding Update message from the Serving GW in step B.1, it can occur after step B.1 and does not need to wait for step B.2.

********************** NEXT CHANGE (HO to 2G/3G) ********************
8.2.1.4
Using PMIP-based S5/S8

When a Trusted Non-3GPP IP Access to UTRAN/GERAN handover occurs, the following steps are performed instead of and in addition to the steps performed in the GTP based S5/S8 case (see previous section). In the case of PMIP based S5/S8, a Create Bearer Request and Update Bearer Request is not sent from the Serving GW to the PDN GW. Rather, the serving GW interacts with the hPCRF and PMIP messages are exchanged between the Serving GW and the PDN GW.
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Figure 8.2.1.4-1: Trusted Non-3GPP IP Access to GERAN/UTRAN over PMIP-based S2a and using PMIP-based S5/S8

NOTE 1:
Steps in (C) are repeated for each PDN the UE is connected to before handover in case of connectivity to multiple PDNs. The steps in (C) can occur in parallel for each PDN.

This procedure supports the home routed (Figure 4.2.2-1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-5) case. The Serving GW establishes a Gateway Control Session with the PCRF in the HPLMN. In the case of the roaming or local breakout scenario, the Serving GW interacts with the hPCRF by way of the vPCRF. The signalling takes place through the vPCRF in the VPLMN. In the case of Local Breakout, the PDN GW in the VPLMN exchanges messages with the vPCRF. The vPCRF then exchanges messages with the hPCRF in the HPLMN.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.1.4-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2-A.5 are executed or steps B.1‑B.3. In order to execute the alternative (Alt B), the IP Address(es) of the UE needs to be available after step A.1. The IP Address(es) of the UE is received in step A.1, if dynamic policy provisioning is deployed.

In case the IP address(es) of the UE is available after step A1, (Alt B) provides lower jitter for dual radio handovers. In case the IP address(es) of the UE is not available after step A1, (Alt A) shall be used.

A.1)
The Serving GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the Serving GW to perform the bearer binding for all the active sessions the UE may establish as a result of the handover procedure.


If the updated PCC rules require establishment of dedicated bearer for the UE, the establishment of those bearers take place before step B.1. It is FFS how the establishment of the default and dedicated bearers is synchronized.

A.2)
The same description as in B.1 applies

A.3‑A4)
The same description as in B.2 applies

A.5)
The same description as in B.3 applies. Since this step is triggered by the Proxy Binding Update message from the Serving GW in step A.2, it can occur after step A.2 and does not need to wait for steps A.3 and A.4.

NOTE 2:
PDN GW address a selection is as described in TS 23.401 [4].

Steps between A.1 and B.1 are described in clause 8.2.1.3.

B.1)
The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, APN, Additional Parameters) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the message is being sent. The Lifetime field must be set to a nonzero value in the case of a registration. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The optional Additional Parameters may contain information, for example, protocol configuration options.

B.2)
The PDN GW executes a PCEF-Initiated IP‑CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] to obtain the rules required for the PDN GW to function as the PCEF for all the active IP sessions the UE has established with new IP-CAN type.

B.3)
The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, Additional Parameters) message to the Serving GW. The MN NAI is identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid. The UE address info returns the IP Address assigned to the UE. All IP addresses (IPv4 address and/or IPv6 HNP) allocated to the UE are included in the UE Address Information, since this is a handover case, irrespective of whether the UE requested deferred IPv4 addressing or not. The optional Additional Parameter information element may contain other information, including for example Protocol Configuration Options. Since this step is triggered by the Proxy Binding Update message from the Serving GW in step B.1, it can occur after step B.1 and does not need to wait for step B.2.
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