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1
Background
As part of the Common IMS (CIMS) work in 3GPP, it has been concluded at 3GPP SA#39 that for common IMS security “it was appropriate to document in 3GPP specifications the data and the derivation of the data used in the various security process, but not the physical storage of that data” (see SP‑080169, Draft_Rep_SA_39_v007.doc). 
In order to meet this objective and to enable consistent 3GPP specifications, there have been discussions in SA2 and SA3 regarding the need to have a “common term” to refer to the IMS security related identities and credentials that does not imply where they physically are stored in the UE. 

2
Problem
The term ISIM, as it is currently defined in the 3GPP specs, is not a proper term for CIMS because the ISIM definition “mandates” the presence of UICC. 
In fact, 3GPP TR 21.905 defines ISIM as follows (which is used by all groups within 3GPP except SA3): 

“IMS SIM (ISIM): An application residing on the UICC that provides access to IP Multimedia Services.”
SA3 has instead defined ISIM in TS 33.203 as quoted below: 
“ISIM – IM Subscriber Identity Module: For the purposes of this document the ISIM is a term that indicates the collection of IMS security data and functions on a UICC. The ISIM may be a distinct application on the UICC.”
(We also additionally note that the SA3 definition of ISIM covers the case where the IMS identities and credentials are derived by the ISIM from the identities and credentials stored in the USIM, whereas other 3GPP specifications - e.g. 24.229 Section 4.2 - do not consider this as part of the ISIM functionality)

Both these definitions imply that the IMS security credentials are obtained from UICC, which is not in line with the Common IMS concept. This issue becomes more relevant as Common IMS is intended to support an increasing number of non-3GPP access systems that do not mandate UICC presence for IMS access. 

This issue was raised through LS from SA2#63 in S3-080222/S2-081972. The SA2 LS stated that: “SA2 would like to ask SA3 to provide guidance on a common terminology that can be used to describe the IMS credentials without implying how they are stored in the UE. The actual storage of the IMS credentials is specific to an access system, so the specification of such storage can be left to access-specific documents or access-specific annexes.”
SA3#51 discussed the issue but could not come to a conclusion on either providing a new common term or relaxing the requirement of ISIM being on the UICC. Therefore, we bring this issue to the attention of 3GPP SA so that SA plenary can provide their guidance.
3
Proposal

It is proposed that the SA plenary 
a) reaffirms the earlier decision that not all access technologies supported by Common IMS shall support UICC

b) requests SA3 to introduce a new terminology for the IMS security credentials in Common IMS specifications that is independent of where these credential are physically stored (i.e., UICC).

It is important to note that neither proposal will result in any changes to the existing IMS requirements for 3GPP accesses.
