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4.4
IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

-
It shall be possible to access the IP-CAN without sufficient security credentials.

-
It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic. PCC (Policy and Charging Control) methods may be used to inform the IP-CAN and request appropriate handling of the emergency service. The QoS information for emergency traffic is specified in TS 23.203 [20]
-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. Applicable service data flow filters for emergency traffic  need to be defined by the operator according to the details described in TS 23.203 [20].

-
The IP-CAN may support emergency services free of charge. Applicable PCC rules need to be defined by the operator according to the details described in TS 23.203 [20].
-
The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE (see TS 22.101 [8]).

In case the IP-CAN is a GPRS network, the detailed procedures are described in the TS 23.060 [2].

****** Next change ******

7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.

If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

Editor's Note:
How the UE gets the policy related to domain selection is FFS.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF, see subclause 7.4.

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

-
The P-CSCF is the IMS network entity, which detects an emergency session.

-
A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).

-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see subclause 7.4 for details.

-
For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF shall perform the " Non UE detectable Emergency Session " described in subclause 7.1.2 above.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI to the E-CSCFin the session establishment request.

-
The P-CSCF may query the IP-CAN for the location identifier.

-
P-CSCF shall prioritize emergency sessions over other non-emergency sessions.
-
Emergency IP flows need to be identified by P-CSCF in the Rx interface signalling to allow the PCRF to prioritize emergency service data flows over non-emergency service data flows within IP-CAN. The detailed procedures are specified in TS 23.203 [20].

Upon receiving an initial request for an emergency session from P-CSCF, the E-CSCF shall perform the following:

-
if location information is not included in the emergency service request or if additional location information is required, the E-CSCF, if required, retrieves the UE's location information as described in subclause 7.6 Retrieving Location information for Emergency Session.

-
If location information is included by the UE, the E-CSCF, if required requests the LRF to validate the location information.

-
May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested and UE's location.

Editor's Note:
This "routing" interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user's identity, and type of emergency service requested.

Editor's Note:
Location interface and E-CSCF interaction is FFS!

Editor's Note:
How the IMS network routes the emergency session based on location information is FFS.

-
determine the default PSAP destination if routing based on UE's location is required but the location is unknown.

-
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.

-
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF uses the Tel-URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling.

NOTE:
In case an ESRN is received from the LRF, the E-CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.

****** Next change ******

A.1
Requirements on the GPRS network as an IP-CAN

For an emergency call over the GPRS, the requirements on the IP-CAN, as described in subclause 4.3, are covered by the following GPRS specific requirements:

-
It shall be possible to access the PS domain without a UICC

-
It shall be possible to reject requests from a UE without a UICC to establish bearer resources

-
A globally dedicated emergency APN shall be used to support emergency services. The globally dedicated APN may be configured in the SGSN and GGSN. The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain IP addresses (e.g. IP addresses of the emergency P-CSCF) can be reached. 
· PCC rules may be used for the emergency service data flow filtering as well as associated policy and charging. The emergency service related PCC rules may be pre-defined in the GGSN or dynamically provided by the PCRF over Gx interface. Pre-defined PCC rules may be automatically activated by the GGSN for a dedicated emergency APN. For non-emergency APN pre-defined emergency PCC rules may be activated dynamically by the PCRF. The details of the PCC rules and PCC procedures are specified in TS 23.203 [20].

-
The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008 [13].
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