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**************** First Modification ****************
9.4
The Reception Reporting Procedure
Following successful reception of content whether through point-to-multipoint MBMS bearers only or using both point-to-multipoint and point-to-point bearers, a reception reporting procedure can be initiated by the MBMS Receiver (UE) to the BM-SC.

For MBMS Download Delivery method, the reception reporting procedure is used to report the complete reception of one or more files. For MBMS Streaming Delivery method, the reception reporting procedure is used to report statistics on the stream.
If the BM-SC provided parameters requiring reception reporting confirmation then the MBMS Receiver shall confirm the content reception.
If reception reporting is requested for statistical purposes the BM-SC may specify the percentage subset of MBMS receivers it would like to perform reception reporting.
Transport errors can prevent an MBMS Receiver from deterministically discovering whether the reception reporting associated delivery procedure is described for a session, and even if this is successful whether a sample percentage is described. An MBMS Receiver shall behave according to the information it has even when it is aware that this may be incomplete.
The MBMS Receiver:

1.
Identifies the complete reception of a content item (e.g. a file). See sub-clauses 9.4.1and 9.4.2.
2.
Determines the need to report reception. See sub-clause 9.4.3.

3.
Selects a time (Request time) at which a reception report request will be sent and selects a server from a list - both randomly and uniformly distributed. See sub-clauses 9.4.4 and 9.4.5.

4.
Sends a reception report request  message to the selected server at the selected time. See sub-clause 9.4.6.

Then the server:
1.
Responds with a reception report response message either describing a success or an error case. See sub-clause 9.4.7.
**************** Next Modification ****************

9.4.2
Identifying Complete MBMS Delivery Session Reception 

Delivery sessions (download and streaming) are considered complete when the "time to" value of the session description (from "t=" in SDP) is reached. Where the end time is unbounded (time to = 0) then this parameter is not used for identifying completed sessions.

Delivery sessions are also considered complete when the UE decides to exit the session - where no further data from that session will be received. In this case the UE may or may not deactivate the MBMS bearer(s).

For MBMS download sessions, FLUTE provides a "Close session flag" (see sub-clause 7.2.7) which, when used, indicates to the UE that the session is complete.
**************** Next Modification ****************
9.4.4
Request Time Selection

The MBMS receiver selects a time at which it is to issue a delivery confirmation request.

Back-off timing is used to spread the load of delivery confirmation requests and responses over time.

Back-off timing is performed according to the procedure described in sub-clause 9.3.4. The offsetTime and randomTimePeriod used for delivery confirmation may have different values from those used for file-repair and are signalled separately in the reception reporting description of the associated delivery procedure description instance.

In general, reception reporting procedures may be less time critical than file repair procedures. Thus, if a postFileRepair timer may expire earlier than a postReceptionReport, radio and signalling resources may be saved by using the file repair point-to-point PDP context (and radio bearer) activate period also for reception reporting (to remove the delay and signalling of multiple activations and deactivations over time)

The default behaviour is that a UE shall stop its postReceptionReport timers which are active when a postFileRepair timer expires, which results in the successful initiation of point-to-point communications between UE and BM-SC.

In some circumstances, the system bottleneck may be in the server handling of reception reporting. In this case the forceTimeIndependence attribute may be used and set to true. (false is the default case and would be a redundant use of this optional attribute). When forceTimeIndependence is true the UE shall not use file repair point-to-point connections to send reception reporting messages. Instead it will allow the timers to expire and initiate point-to-point connections dedicated to reception report messaging.

For StaR and StaR-all, session completeness - according to sub-clause 9.4.2 - shall determine the back-off timer initialization time.

For RAck, the complete download session - according to sub-clause 9.4.1 - as well as completing any associated file repair delivery procedure shall determine the back-off timer initialization time. RAcks shall be only sent for completely received files.
**************** Next Modification ****************
9.4.6
Reception Report Message

Once the need for reception reporting has been established, the MBMS receiver sends one or more Reception Report messages to the BM-SC. All Reception Report requests and responses for a particular MBMS transmission should take place in a single TCP session using the HTTP protocol (RFC 2616 [18]).

The Reception Report request shall include the URI of the file for which delivery is being confirmed. URI is required to uniquely identify the file (resource).

The client shall make a Reception Report request using the HTTP (RFC 2616 [18]) POST request carrying XML formatted metadata for each reported received content (file). An HTTP session shall be used to confirm the successful delivery of a single file. If more than one file were downloaded in a particular MBMS download multiple reception reports shall be added in a single POST request.

Each Reception Report is formatted in XML according the following XML schema (sub-clause 9.5.3). An informative example of a single reception report XML object is also given (sub-clause 9.5.3.2).

Multipart MIME (multipart/mixed) may be used to aggregate several small XML files of reception reports to a larger object.

For Reception Acknowledgement (RAck) a receptionAcknowledgement element shall provide the relevant data.

For Statistical Reporting (StaR) a statisticalReporting element shall provide the relevant data.

For both RAck and StaR/StaR-all (mandatory):

· For download, one or more fileURI elements shall specify the list of files which are reported. If the Content-MD5 value of the file is present in the FDT, it shall be provided in the Content-MD5 attribute in the reception report. Note, this allows unambigous identification of the files.
For only StaR/StaR-all (all optional):

· Each fileURI element has an optional receptionSuccess status code attribute which defaults to "true" ("1") when not used. This attribute shall be used for StaR-all reports. This attribute shall not be used for StaR reports.

· Each QoE Metrics element has eleven attributes as defined in sub-clause 9.5.3 that correspond to the QoE metrics listed in sub-clause 8.4.2. Individual metrics, both at session and at media level can be selected via SDP as described in sub-clause 8.3.2.1.
· The sessionID attribute identifies the delivery session. This is of the format source_IP_address + ":" + FLUTE_TSI/RTP_source_port.
· The sessionType attribute defines the basic delivery method session type used = "download" || "streaming" || "mixed".
· The serviceId attribute is value and format is taken from the respective userServiceDescription serviceID definition.
· The clientId attribute is unique identifier for the receiver, e.g. an MSISDN of the UE as defined in [77]. 
The serviceURI attribute value and format is taken from the respective associatedDeliveryProcedureDescription serviceURI, which was selected by the UE for the current report. This attribute expresses the reception report server to which the reception report is addressed.
**************** Next Modification ****************
9.5.3
XML Syntax for a Reception Report Request

Below is the formal XML syntax of reception report request instances.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

targetNamespace="urn:3gpp:metadata:2005:MBMS:receptionreport" 

xmlns="urn:3gpp:metadata:2005:MBMS:receptionreport" 


elementFormDefault="qualified">


<xs:element name="receptionReport" type="receptionReportType"/>


<xs:complexType name="receptionReportType">



<xs:choice>




<xs:element name="receptionAcknowledgement" type="rackType"/>




<xs:element name="statisticalReport" type="starType"/>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



</xs:choice>


</xs:complexType>

<xs:complexType name="rackType">


<xs:sequence>



<xs:element name="fileURI" type="xs:anyURI" 




minOccurs="0" maxOccurs="unbounded">



<xs:complexType>





<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>





<xs:anyAttribute processContents="skip"/>




</xs:complexType>



</xs:element>

</xs:sequence>

</xs:complexType>

<xs:complexType name="starType">



<xs:sequence>




<xs:element name="fileURI" type="fileUriType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="qoeMetrics" type="qoeMetricsType" minOccurs="0" maxOccurs="1"/>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="sessionId" type="xs:string" use="optional"/>



<xs:attribute name="sessionType" type="sessionTypeType" use="optional"/>



<xs:attribute name="serviceId" type="xs:string" use="optional"/>



<xs:attribute name="clientId" type="xs:string" use="optional"/>



<xs:attribute name="serverURI" type="xs:anyURI" use="optional"/>



<xs:anyAttribute processContents="skip"/>

</xs:complexType>

<xs:simpleType name="sessionTypeType">


<xs:restriction base="xs:string">



<xs:enumeration value="download"/>



<xs:enumeration value="streaming"/>



<xs:enumeration value="mixed"/>


</xs:restriction>

</xs:simpleType>

<xs:complexType name="fileUriType">


<xs:simpleContent>



<xs:extension base="xs:anyURI">




<xs:attribute name="receptionSuccess" type="xs:boolean" use="optional" default="true"/>



</xs:extension>


</xs:simpleContent>

<xs:attribute name="Content-MD5" type="xs:base64Binary" use="optional"/>


<xs:anyAttribute processContents="skip"/>
</xs:complexType>

<xs:complexType name="qoeMetricsType">



<xs:sequence>




<xs:any namespace="##other" processContents="skip" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="totalCorruptionDuration" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="numberOfCorruptionEvents" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="t" type="xs:boolean" use="optional"/>



<xs:attribute name="totalRebufferingDuration" type="xs:double" use="optional"/>



<xs:attribute name="numberOfRebufferingEvents" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="initialBufferingDuration" type="xs:double" use="optional"/>



<xs:attribute name="totalNumberofSuccessivePacketLoss" type="xs:unsignedLong" 




use="optional"/>



<xs:attribute name="numberOfSuccessiveLossEvents" type="xs:unsignedLong" use="optional"/>



<xs:attribute name="framerateDeviation" type="xs:double" use="optional"/>



<xs:attribute name="totalJitterDuration" type="xs:double" use="optional"/>



<xs:attribute name="numberOfJitterEvents" type="xs:unsignedLong" use="optional"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>

</xs:schema>
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