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Start of 1st modified section

6.2.4
Traffic Plane Function

The TPF shall be capable of differentiating user data traffic belonging to different service data flows for the purpose of collecting offline charging data and performing online credit control.
The TPF shall support predefined charging rules, and predefined filters. See subclause 5.3 for further filtering and counting requirements.

In the case of online charging, the TPF shall not allow traffic unless network resource usage has been granted by the OCS.

For online charging, the TPF shall be capable of managing a pool of credit used for some or all of the service data flows of a user. The TPF shall also be capable of managing the credit of each individual service data flow of the user.

A TPF may be served by one or more CRF nodes. For GPRS, the TPF shall contact the appropriate CRF based on the APN , which is the primary mechanism. Optionally, the IMSI or MSISDN may in addition to the APN be used as input for selection of the appropriate CRF. For other IP-CANs the TPF shall contact the appropriate CRF based on the access point connected to and, optionally, a UE identity information that is applicable in that kind of IP-CAN.
NOTE 1:
For GPRS the CRF address(es) are configured in the TPF (GGSN) per APN.

For GPRS, it shall be possible to provide flow based charging functions for different service data flows even if they are carried in the same PDP Context. For GPRS, the TPF is a logical function allocated to the GGSN.
For GPRS, the TPF/GGSN applies charging rules on a per PDP context basis.
For each PDP context, the TPF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV)

-
Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signaling flag)

-
Network related information (e.g. MCC and MNC)

The operator may apply different charging rules and rates depending on different PLMN. The TPF shall be able to provide MCC and MNC of the serving network (i.e. SGSN) to the CRF, which may be used by the CRF in order to select the charging rule to be applied.
The operator may configure whether Flow Based Charging is to be applied.

NOTE 2:
For GPRS, PDP Contexts for specific APNs may not be applicable to Flow Based Charging, hence regular GPRS charging would apply for these PDP Contexts, and the TPF function would not be invoked (i.e. no CRF interaction would occur).

The TPF may use this information in the OCS request/reporting or request for charging rules.

For each PDP context, there shall be a separate OCS request/OCF reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The TPF shall identify packets that are charged according to service data flow based charging. The TPF shall report the data volume(s) charged according to service data flow based charging. In case of GPRS, the TPF shall report the service data flow based charging data for each charging rule on a per PDP context basis.

At initial bearer establishment the TPF shall request charging rules applicable for this bearer from the CRF. As part of the request, the TPF provides the relevant information to the CRF. The TPF shall use the charging rules received in the response from the CRF. In addition, the TPF shall use any applicable predefined charging rules. Predefined charging rules may apply for all bearers of all users or may be dynamically activated (or deactivated) by the CRF for a specific bearer. If no charging rule was installed for this bearer the TPF shall reject the bearer establishment. 
If there is no charging rule installed for a successfully established bearer at any later point in time (due to a bearer service modification or due to an unsolicited provisioning of charging rules by the CRF), the TPF may initiate a bearer service termination. 
If the bearer is modified, by changing the bearer characteristics, the TPF shall first use the event triggers to determine whether to request the charging rules for the new bearer characteristics from the CRF. Afterwards, the TPF shall use the re-authorisation triggers in order to determine whether to require re-authorisation for the charging rules that were either unaffected or modified. 
If the TPF receives an unsolicited update of the charging rules from the CRF, the new charging rules shall be used.

If another bearer is established by the same user (e.g. for GPRS the Secondary PDP Context Activation procedure), the same procedures shall be applied by the TPF as described for the initial bearer. For a bearer, the TPF shall only apply the charging rules that are activated/associated with this bearer. Hence a charging rule is installed, modified and removed on a per PDP context basis. If multiple PDP contexts are active for a UE the CRF may decide that a charging rule is to be activated/associated with more than one PDP context.
The TPF shall evaluate received packets against the service data flow filters in the order according to the precedence for the charging rules. When a packet is matched against a SDF filter, the packet matching process for that packet is complete, and the charging rule for that SDF filter shall be applied. If there is no match against any SDF filter established for that bearer the packet shall be discarded.
End of 1st modified section

Start of 2nd modified section

7.2.1
Bearer Service Establishment
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Figure 7.1: Bearer Service Establishment in case of offline charging

1
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule selection.

3
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OCF and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6
If at least one charging rule was installed in step 5, the TPF continues with the bearer service establishment procedure. Otherwise, the TPF rejects the bearer service establishment.
The TPF shall wait for the charging rules installation before accepting the Bearer establishment as shown in figure 7.1.

In case of online charging, in order to allow for Bearer establishment control upon credit check, the TPF shall wait for the credit control information before accepting the Bearer establishment as shown in figure 7.2.
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Figure 7.2: Bearer Service Establishment in case of online charging

1.
The TPF receives a request to establish a bearer service. For GPRS, it is the GGSN that receives a Create PDP context request from the SGSN.

2.
The TPF requests the applicable charging rules, and provides relevant input information for the charging rule decision.

3.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed. In addition, the CRF also determines which event triggers shall be monitored by the TPF.

4.
The CRF provides the charging rules to the TPF. For the first bearer service of an IP network connection the CRF may additionally provide event triggers, OCF and OCS addresses to the TPF. This message is flagged as the response to the TPF request.

5.
The TPF performs charging rule actions as indicated, i.e. installing charging rules. During establishment of the bearer service the TPF also installs any predefined charging rules.

6.
If at least one charging rule was installed in step 5, the TPF requests credit for any charging key of the established charging rules (either predefined or newly installed) from the OCS, and provides relevant input information for the OCS decision.

7.
The OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.

8.
If at least one charging rule was installed in step 5 and if credit is available at least for one charging key, the TPF accepts the bearer service establishment. Otherwise, the TPF rejects the bearer service establishment.

NOTE:
Further details of the credit control mechanism are expected to be specified by Stage 3.

End of 2nd modified section

Start of 3rd modified section

7.2.2
Bearer Service Modification

7.2.2.1
General

According to the Event triggers and Re-authorisation triggers, Bearer Service Modification may trigger the TPF to signal the CRF that a bearer has been modified and/or trigger the TPF to request re-authorisation (for online).

7.2.2.2
Bearer Service Modification in case of offline charging


[image: image3.wmf] 

1. Modify Bearer Serv Req

 

3. Req

uest charging rules

 

5. Provision Charging Rules

 

7. Modify Bearer Serv Accept

 

UE

 

CRF

 

TPF

 

6. Perform charging 

rule action(s)

 

4. Identify charging 

rules to apply

 

2. Use event triggers 

to determine whether 

to request charging 

rules

 


Figure 7.2a: Bearer Service Modification triggered Charging Rule Request

1.
The TPF receives a request to modify a bearer service. For GPRS, the GGSN receives an Update PDP context request.

2.
The TPF uses the event triggers in order to determine whether a request for charging rules is required

3.
The TPF requests the applicable charging rules indicating a bearer modification, and provides relevant input information for the charging rule selection.

4.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF). Charging rules may need to be installed, and/or removed, and/or modified.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules.

7.
The TPF continues with the bearer service modification procedure. If no charging rules remain after performing the charging rule actions, the TPF may initiate a bearer service termination.
NOTE 1:
In the case of GPRS, the modification of the bearer service may also be initiated by other nodes such as the SGSN.
NOTE 2:
The TPF shall wait for the charging rules installation before accepting the Bearer modification, as shown in figure 7.1.
7.2.2.3
Void
7.2.2.4
Bearer Service Modification in case of online charging
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Figure 7.2c: Bearer Service Modification in case of online charging

1.
The TPF receives a request to modify a bearer service. For GPRS, the GGSN receives an Update PDP context request.

2.
The TPF uses the event triggers in order to determine whether a request for charging rules is required.
3.
The TPF requests the applicable charging rules indicating a bearer modification, and provides relevant input information for the charging rule selection.

4.
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the TPF) Charging rules may need to be installed, and/or removed, and/or modified.

5.
The CRF provides the charging rule information to the TPF. This message is flagged as the response to the TPF request.

6.
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules.

7.
The TPF identifies whether the bearer modification matches the re-authorisation trigger(s) of any charging key, which belongs to charging rules that have neither been installed nor removed in step 6.

8.
The TPF interacts with the OCS if the set of charging keys has changed or if the bearer modification matches re-authorisation trigger(s) of any charging key in the step 7. The TPF requests credit for any new charging key, and provides relevant input information for the OCS decision. The TPF returns the remaining credit of any charging key for which the last charging rule has been removed (i.e. there is no longer a charging rule with this charging key). The TPF returns the unused credit(s) for any charging key (s) applicable for re-authorisation and requests re-authorisation of their credits.

9.
The OCS answers to the TPF providing credits.

10.
The TPF accepts the bearer modification. If no charging rules remain after performing the charging rule actions the TPF may initiate a bearer service termination.
NOTE:
In the case of GPRS, the modification of the bearer service may also be initiated by other nodes such as the SGSN.
End of 3rd modified section

Start of 4th modified section

7.3
Provision of Charging Rules triggered by other event to the CRF
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Figure 7.4: Provision of Charging Rules due to external or internal Trigger Event

1
The CRF receives a trigger event, with relevant information related to the event. One example event is an AF interaction as described in 7.1.

2
The CRF determines the charging rules to be provisioned, based on information available to the CRF (e.g. information may be available from the AF as described in 7.1 and the new information received from the trigger). Charging rules may need to be installed, and/or removed, and/or modified.

3
If required, the CRF provisions the charging rules to the TPF.

4
The TPF performs charging rule actions as indicated, i.e. installing, modifying or removing charging rules. If no charging rules remain after performing the charging rule actions, the TPF may initiate a bearer service termination.
5
In case of online charging, the TPF requests credit for any new charging key from the OCS, and provides relevant input information for the OCS decision. The TPF returns the remaining credit of any charging key for which the last charging rule has been removed (i.e. there is no longer a charging rule with this charging key).

6
In case of online charging, the OCS provides the credit information to the TPF and may provide re-authorisation triggers for each of the credits.
End of 4th modified section
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