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Abstract of document:

This paper presents the Stage 2 WLAN specification 3GPP TS 23.234. The 3GPP WLAN subsystem provides bearer services for connecting a 3GPP subscriber via WLAN to IP based services compatible with those offered via PS domain.

This document is sent to SA for Approval. 
Changes since last presentation to TSG-SA Meeting #21:

1) Further progress on network selection
2) Definition of a W-APN resolution and tunnel establishment mechanism for Scenario 3

3) Definition of means to protect the inter-PLMN backbone from unauthorised tunnel data packets before successful tunnel establishment 
4) Addition of informative text describing possible routing mechanisms within the WLAN for Scenario 3

5) Initial architecture for support of SMS

Outstanding Issues:

SA2 has received a liaison statement from the GSM-A indicating that they intend to provide requirements for Scenario 3 within Release 6, particularly on the operational aspects. These will need to be taken into account when received by SA2.

The remaining issues for scenario 3 are:

1) Interworking with 3GPP PS-based services.  Most of the aspects associated with IP connectivity are complete.  Some issues remain with services (for example: Service Based Local Policy interaction for IMS, MMS, Presence and SMS.) Work has not started on LCS, PSS, MBMS or Push and so it is questionable whether these services will be supported in Release 6.
2) Full details of end-to-end message flows
Information for SA

At TSG SA#21, SA WG2 were asked to re-examine the tunnelling mechanism and to verify that the end to end tunnel solution supports the following items:
-       PS Charging capabilities (e.g. flow based charging, GPRS charging mechanisms) 
-       PS based services as identified in TR 22.934 (e.g. SMS, MMS and IMS) 
-       Regulatory requirements e.g. Lawful Interception 
-       Future extensibility into Scenarios 4 and 5 

SA WG2 were tasked to provide a report on these issues for the next meeting where the updated TS could be re-presented to TSG SA for approval. SA2 were also asked to consider providing a LS to GSMA asking for their input on this Tunnelling solution.
SA WG2 has considered the above points and responds as follows:

PS Charging capabilities (e.g. flow based charging, GPRS charging mechanisms)
The following proposals have been discussed at SA2:

1. To introduce the IP Flow Based charging mechanisms currently being studied in Release 6 to the WLAN architecture 
2. To support the Gn interface on the PDG in order to route WLAN traffic through an existing GGSN, thereby re-using GPRS charging and other mechanisms 
The first of these proposals was agreed, but there is no agreement on the second at this time. However both these possibilities can be accommodated with the end-to-end tunneling mechanism. It was commented that (2) above was simply a particular implementation option for the currently agreed architecture.
SA2 also understands that discussions in SA5 have concluded that both tunneling options discussed in SA2 can be supported by the common charging architecture and framework currently being defined in SA5

PS based services as identified in TR 22.934 (e.g. SMS, MMS and IMS)

Work is not yet complete on the mechanisms required to fully support these services over WLAN. However, SA2 has not identified any reason why end-to-end tunneling would not support these services.

Regulatory requirements e.g. Lawful Interception 
SA2 believes that the architecture described in the TS meets the requirements that have been provided to SA2.
On the specific issue of Lawful Interception, SA2 have received a liaison from the SA3 Lawful Interception group to inform SA2 of a number of initial concerns and requirements relating to 3GPP WLAN interworking scenarios 3 and questioning whether the end-to-end tunneling mechanism would prevent the VPLMN from providing unencrypted data or decryption keys for LI purposes. Discussion in SA2 noted that the VPLMN did not encrypt or decrypt any user data. SA3 LI has stated for this case, that, as there are formal commercial and roaming agreements in place, the visited network may be required to deliver unencrypted traffic (or provide the keys). In the SA2 discussion it was stated that nevertheless the HPLMN could provide the keys used by HPLMN and UE to the VPLMN if necessary, but mechanisms for this need to be studied. 
 Future extensibility into Scenarios 4 and 5
After considerable discussion, SA2 has not identified any reason why end-to-end tunneling would not support Scenario 4 or 5.
Finally, with respect to SA's suggestion to liaise to GSMA, as noted above, SA2 has already received a liaison from GSMA and therefore did not see a need to explicitly request their input. 
