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7.4.2
LCS Authorisation Response

The LCS Authorisation Response is sent by the PPR to the H-GMLC as the result for the LCS Authorisation Request. 

The following attributes are identified for the LCS Authorisation Response information flow:

-
Indicator for location request is to be barred, if needed. If this is set, no other indicators shall be included in the response; 
-
Indicator for call/session related class of privacy check related actions, if needed;

-
positioning not allowed;

-
positioning allowed without notifying the UE user;

-
positioning allowed with notification to the UE user;

-
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;

-
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

-
Indicator for call/session unrelated class of privacy check related actions, if needed;
-
positioning not allowed;

-
positioning allowed without notifying the UE user;

-
positioning allowed with notification to the UE user;

-
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;

-
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

-
Pseudo external ID, if needed (see Annex C);

-
Indicator on additional privacy check with location estimate, if needed;
-
Same information as in the LCS Identity Response, in case the PMD is integrated in PPR, if needed.

<< Skip to Next Change >>

9.1.1.1
LCS Authorisation request

If the UE subscribers LCS privacy information is kept in the PPR the GMLC (H-GMLC) shall send a LCS Authorisation request to PPR, see figure 9.1.B. 
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Figure 9.1B: LCS authorisation in PPR

1)
The GMLC sends the LCS authorisation request to the PPR. The LCS authorisation request carries the type of location information requested (e.g. current location), the UE subscriber's identity and indication whether the request is call/session related or call/session unrelated. The UE subscriber's identity can be one or both of MSISDN and IMSI. If PMD functionality is integrated in PPR, the LCS authorization request may carry the pseudonum of the target UE, instead of the verinym. In case GMLC received the LCS client’s called party number or the APN-NI of the target mobile’s session, GMLC shall request both call/session related and call/session unrelated privacy checks in PPR. In case GMLC did not receive the LCS client's called party number or the APN-NI of the target mobile’s session, GMLC requests only a call/session unrelated privacy check in PPR. For a value added LCS client, the message shall carry the client’s name, the external identity of the LCS client and the requestor identity (if that is both supported and available). Moreover the message may also carry the Service Type and the Codeword. This message shall also carry the LCS capabilities of the SGSN or VMSC/MSC server.

In case the additional privacy check was requested to be performed after the positioning procedure the LCS Authorisation Request shall also include the location estimate. 

2)
If the LCS authorization request contains the pseudonym of the target UE, the PPR with PMD functionality seeks to determine the verinym of the target UE. PPR performs the privacy check based on the target UE’s privacy profile. The result of that privacy check is sent to GMLC in the LCS Authorisation response. If the location request is to be barred, the PPR shall send an indication of this within the LCS Authorisation response and no other indicators. If requested by the GMLC the PPR shall include two privacy check results for the LCS Authorisation response, both call/session related and call/session unrelated privacy check results. The response may also contain information if an additional privacy check is needed when the GMLC has received the location information of the target UE (e.g. if the target UE allows its location information to be given to the LCS client only when it is located in certain areas).
If the LCS authorisation request contains the pseudonym of the target UE and the PPR has integrated PMD functionality, the PPR shall return the target UE’s IMSI and/or MSISDN corresponding to the pseudonym in the LCS authorisation response.

If PPR received information that the visited MSC/SGSN is pre Rel-6 it shall convert the external LCS client ID into a pseudo external ID which shall carry the response of the privacy check. For more information on pseudo external Ids, see Annex C.
In case the subscriber changed his privacy information the LCS authorisation response shall be also used to indicate this to the GMLC.
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