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Definitions, symbols and abbreviations
3.1
Definitions

Refer to TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the following additional definitions apply.

IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of user authorised to enjoy these services, and also to set the limits relative to the use that users make of these services.
NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domain without requiring any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and outbound data for a specific session traverse the same NAT-PT router. 
NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport identifiers of a single assigned IPv4 address. See Reference [33] for more details. 
ALG: Application Level Gateway (ALG) is an application specific functional entity that allows a IPv6 node to communicate with a IPv4 node and vice versa when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT is application unaware whereas ALGs are application specific translation entities that allow a host running an application to communicate transparently with another host running the same application but in a different IP version. See Reference [34] for more details. 
For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocols in order to communicate between IPv6 and IPv4 SIP applications.
3.2
Symbols

For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.

Dx
Reference Point between an I-CSCF and an SLF.

Gi
Reference point between GPRS and an external packet data network 
Gm
Reference Point between a UE and a P-CSCF.

ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IMS ALG and NA(P)T-PT
Le
Reference Point between an AS and a GMLC

Mb
Reference Point to IPv6 network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point beetween a BGCF and an MGCF.

Mk
Reference Point betweeen a BGCF and another BGCF.

Mm
Reference Point between a CSCF and an IP multimedia network.

Mr
Reference Point between an CSCF and an MRFC.

Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF and IMS ALG
Sh
Reference Point between an AS (SIP-AS or OSA-CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.

Ut
Reference Point between UE and an Application Server.

3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging DataRecord

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function 

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node

GMLC
Gateway Mobile Location Centre

GUP
Generic User Profile

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem
IMS ALG
IMS Application Level Gateway
IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier
NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation
OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway 

THIG
Topology Hiding Inter-network Gateway
TrGW
Translation Gateway
UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

****************Next Change ******************************

4.6
Roles of Session Control Functions

The CSCF may take on various roles as used in the IP multimedia subsystem. The following sections describe these various roles.

4.6.1
Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in section “Procedures related to Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P-CSCF shall not modify the Request URI in the SIP INVITE message. The P-CSCF may behave as a User Agent (as defined in the RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions. 

The Policy Decision Function (PDF) is a logical entity of the P-CSCF. If the PDF is implemented in a separate physical node, the interface between the PDF and the P-CSCF is not standardised. 

The functions performed by the P-CSCF are:

-
Forward the SIP register request received from the UE to an I-CSCF determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has received as a result of the registration procedure.

-
Forward the SIP request or response to the UE.

Detect and handle an emergency session establishment request as per error handling procedures defined by stage-3.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19]. 

-
Should perform SIP message compression/decompression.

-
Authorisation of bearer resources and QoS management. For details see TS 23.207 [9]. 

4.6.2
Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a user of that network operator, or a roaming user currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session-related and session-unrelated flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above 

Charging and resource utilisation:

-
Generation of CDRs.

4.6.2.1
Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I-CSCF (referred to hereafter as I-CSCF(THIG)) or other techniques to hide the configuration, capacity, and topology of the network from the outside. When an I-CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I-CSCF(THIG) may forward the SIP request or response to another I-CSCF(THIG) allowing the operators to maintain configuration independence.

4.6.3
Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from  public user identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation. 

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
On behalf of an originating endpoint (i.e. the originating user/UE)

-
Obtain from a database the Address of the I-CSCF for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URL), when the destination user is a customer of a different network operator, and forward the SIP request or response to that I-CSCF. 

-
When the destination name of the destination user (e.g. dialled phone number or SIP URL), and the originating user is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.

-
On behalf of a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P-CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network where the home network operator has chosen not to have an I-CSCF in the path

-
Forward the SIP request or response to an I-CSCF for a MT procedure for a roaming user within a visited network where the home network operator has chosen to have an I-CSCF in the path.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain. 

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.

Charging and resource utilisation:

· Generation of CDRs.

4.6.4
Breakout Gateway Control Function

The Breakout Gateway control function (BGCF) selects the network in which PSTN/CS Domain breakout is to occur. If the BGCF determines that the breakout is to occur in the same network in which the BGCF is located within, then the BGCF shall select a MGCF which will be responsible for the interworking with the PSTN/CS Domain. If the break out is in another network, the BGCF will forward this session signalling to another BGCF in the selected network.

The functions performed by the BGCF are:

- Receives request from S-CSCF to select appropriate PSTN/CS Domain break out point for the session

- Select the network in which the interworking with the PSTN/CS Domain is to occur. If the interworking is in another network, then the BGCF will forward the SIP signalling to the BGCF of that network. If the interworking is in another network and network hiding is required by the operator, the BGCF will forward the SIP signaling via an I-CSCF(THIG) toward the BGCF of the other network.

- Select the MGCF in the network in which the interworking with PSTN/CS Domain is to occur and forward the SIP signalling to that MGCF. This may not apply if the interworking is a different network.

- Generation of CDRs.

The BGCF may make use of information received from other protocols, or may make use of administrative information, when making the choice of which network the interworking shall occur.
4.6.5 IMS ALG
The IMS ALG provides the necessary application function for SIP/SDP protocol stack in order to establish communication between IPv6 and IPv4 SIP applications. 
The IMS ALG receives an incoming SIP message from CSCF nodes or from an external IPv4 SIP network. It then changes the appropriate SIP/SDP parameters, translating the IPv6 addresses to IPv4 addresses and vice versa. The IMS ALG needs to modify the SIP message bodies and headers that have IP address association indicated. The IMS ALG will request NA(P)T-PT to provide the bindings data between the different IP addresses (IPv6 to IPv4 and vice versa) upon session initiation, and will release the bindings at session release.
****************Next Change ******************************

5.4
Procedures for IP multi-media sessions

Basic IMS sessions between mobile users will always involve two S-CSCFs (one S-CSCF for each).  The session flow is decomposed into two parts: an origination part between the UE & the S-CSCF and termination part between the S-CSCF and the UE, including all network elements in the path. 

A basic session between a user and a PSTN endpoint involves an S-CSCF for the UE, a BGCF to select the PSTN gateway, and an MGCF for the PSTN. 

The session flow is decomposed into three parts – an origination part, an inter-Serving-CSCF/ MGCF part, and a termination part. The origination part covers all network elements between the UE (or PSTN) and the S-CSCF for that UE (or MGCF serving the MGW). The termination part covers all network elements between the S-CSCF for the UE (or MGCF serving the MGW) and the UE (or PSTN).

5.4.1
Bearer interworking concepts

Voice bearers from the IM CN subsystem need to be connected with the voice bearers of other networks. Elements such as Media Gateway Functions (MGW) are provided to support such bearer interworking. One of the functions of the MGW may be to support transcoding between a codec used by the UE in the IM CN subsystem and the codec being used in the network of the other party.

Default codecs to be supported within the UE are defined in [21]. The use of default codecs within the UE enables the IM CN subsystem to interwork with other networks on an end to end basis or through transcoding.

The IM CN subsystem is also able to interwork with the CS networks (e.g. PSTN, ISDN, CS domain of some PLMN) by supporting,  for example, AMR to G.711 [17] transcoding in the IMS MGW element. Furthermore to allow interworking between users of the IM CN subsystem and IP multimedia fixed terminals and other codecs may (this is implementation dependent) be supported by the MGW.

In order to support existing network capabilities, it is required that a UE be able to send DTMF tone indications to the terminating end of a session using the bearer, i.e. inband signalling. An additional element for bearer interworking is the interworking of these DTMF tones between one network and another. This may involve the generation of tones on the bearer of one network based on out of band signaling on the other network. In such a case, the MGW shall provide the tone generation under the control of the MGCF.

5.4.2
Interworking with Internet

Depending on operator policy, the S-CSCF may forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.
5.4.x


IP version interworking 
Following interworking scenarios exist: 
Application Level Interworking
It should be possible for users connected to IPv6 IMS network to communicate with users that are connected to IPv4 SIP based networks via interworking. Section 5.18 describes in more detail how such interworking is performed for IMS.
Transport Level Interworking
Inter-working also includes tunnelling level interconnection of IMS networks via IPv4 transit networks using for example, configured tunnels as described in 3GPP TS 23.221[7]. Figure 5.x below shows an example configuration scenario where two IPv6 IMS networks are connected via an IPv4 network.
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Figure 5.x Example tunneling of IPv6 traffic over IPv4 networks
5.4.3
Interworking with PSTN

The S-CSCF, possibly in conjunction with an application server, shall determine that the session should be forwarded to the PSTN. The S-CSCF will forward the Invite information flow to the BGCF in the same network.

The BGCF selects the network in which the interworking should occur, and the selection of the interworking network is based on local policy.

If the BGCF determines that the interworking should occur in the same network, then the BGCF selects the MGCF which will perform the interworking, otherwise the BGCF forward the invite information flow to the BGCF in the selected network.

The MGCF will perform the interworking to the PSTN and control the MG for the media conversions. 

The high level overview of the network initiated PSTN interworking process is shown in figure 5.6.


[image: image1.wmf]Receipt of SIP

invite

S-CSCF determines if

the session is to be continued in IM CN

or in GSTN?

Continue with

SIP routing

BGCF selects network

BGCF selects &

forwards

the

 signalling

to the MGCF

BGCF forwards

signalling to

the selected

network

Same network

To GSTN via Network

Other network

Continued via

IM CN subsystem


Figure 5.6: Network based PSTN interworking breakout process

****************Next Change ******************************
5.17
Refreshing sessions

The active sessions in stateful elements (e.g. CSCFs, ASs) need to be refreshed periodically. This allows these stateful elements to detect and free resources used up by hanging sessions. 

This SIP-level refreshing mechanism is to be used to allow removing session state from the stateful elements of the session path upon unexpected error situations (e.g. loss of radio coverage, crash of application in the UE, etc…). The mechanism is intended as a complementary mechanism for the “Network initiated session release” described in sub-clause 5.10.3.


Note-i: Based on the nature of the refreshing mechanism described above, the expected refreshing period is in the several minute range.

Note-ii: It is FFS how the refreshing mechanism is initiated and whether this refreshing mechanism is on a per-UE or on a per-session basis.
5.18 Architecture scenarios for IP version Interworking
The IP version interworking should not adversely affect IMS sessions that are primarily IPv6 only.
The network shall, at a minimum, support mechanisms that support IP version interworking for UEs, which comply with previous release of specifications. In addition, any impacts due to specific properties of the IP CAN shall be taken care of by the IP-CAN itself without affecting the IMS. One possible architecture scenario can be based on the principle defined in 3GPP TS 23.221[7] using gateways.
Figure 5.y shows a high-level architecture diagram for one interworking model. In this case, the TrGW is a NA(P)T-PT providing the translation function.
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Figure 5.y General IP version interworking principle with TrGW
It is FFS whether there are any additional mechanisms (other than the principles described here) that can be used for IMS IP version interworking.
Note that the standardisation and functional requirements of Ix reference point are FFS.

The Mx reference point allows S-CSCF/I-CSCF to communicate with an IMS ALG function in order to provide interworking with IPv4 SIP networks.  It is FFS whether both S-CSCF and I-CSCF need to communicate with the IMS ALG.
Note that the procedure of inserting the IMS ALG (e.g. which CSCF is responsible) in relation to originating and terminating sessions are for FFS.
5.18.1 Originating Session Flows towards IPv4 SIP network
Note this section will contain high-level session flow and interaction for originating session.
5.18.2 Terminaing Session Flows from IPv4 SIP network
Note this section will contain high-level session flow and interaction for terminating session.
****************Next Change ******************************
Annex E (normative):
IP-Connectivity Access Network specific concepts when using GPRS to access IMS

This clause describes the main IP-Connectivity Access Network specific concepts that are used for the provisioning of IMS services over GPRS access with a GERAN and/or UTRAN radio access.

When using GPRS-access, the IP-Connectivity Access Network bearers are provided by PDP Context(s).

E.1
Mobility related concepts
The Mobility related procedures for GPRS are described in TS 23.060 [23] and the IP address management principles are described in TS 23.221 [7]. As specified by the GPRS procedures, the UE shall acquire the necessary IP address(es) as part of the PDP context activation procedure(s).

If an UE acquires a new IP address due to changes triggered by the GPRS/UMTS procedures or by changing the IP address according to [7], the UE shall re- register in the IMS by executing the IMS registration;

When the PLMN changes, and the attempt to perform an inter-PLMN routeing area update is unsuccessful, then the UE should attempt to re-attach to the network using GPRS procedures and re-register for IMS services. Typically this will involve a different GGSN.

E.1.1
Procedures for P-CSCF discovery

This clause describes the P-CSCF discovery procedures applicable for GPRS access. These procedures follow the generic mechanisms described in clause 5.1.1, hence the following applies:

P-CSCF discovery shall take place after GPRS attach and after or as part of a successful activation of a PDP context for IMS signalling using one of the following mechanisms:

1. Transfer a Proxy-CSCF address within the PDP Context Activation signalling to the UE, as described in Annex X.1.1.1. The UE shall request the P-CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P-CSCF address(es) to the UE when accepting the PDP context activation. Both the P-CSCF address(es) request and the P-CSCF address(es) shall be sent transparently through the SGSN. 

2. Use of DHCP to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described in clause 5.1.1.

When using DHCP/DNS procedure for P-CSCF discovery (according to the mechanisms described in sub-clause 5.1.1.1)  with GPRS-access, the GGSN acts as DHCP Relay agent relaying DHCP messages between UE and the DHCP server.

E.1.1.1
GPRS procedure for P-CSCF discovery

This alternative shall be used for UE(s) not supporting DHCP. This may also be used for UE(s) supporting DHCP.
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Figure E.1: P-CSCF discovery using PDP Context Activation signalling

1. The UE requests establishment of a PDP context according to section 4.2.6 (QoS requirements for IM CN subsystem signalling). The UE indicates that it requests a P-CSCF IP address(es). The indication is forwarded transparently by the SGSN to the GGSN.

2. The GGSN gets the IP address(es) of the P-CSCF(s). The mechanism to do this is a matter of internal configuration and is an implementation choice. 

3. If requested by the UE, the GGSN includes the IP address(es) of the P-CSCF(s) in the Create PDP Context Response. The P-CSCF address(es) is forwarded transparently by the SGSN to the UE.

After reception of the IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

Note: This request of a P-CSCF IP address(es) and response is not transparent for pre-R5 SGSN when using the Secondary PDP Context Activation Procedure as defined in TS 23.060 [23].

E.2
QoS related concepts

E.2.1
Application Level Signalling for IMS

When the UE uses GPRS-access for IMS services, it shall be able to establish a dedicated signalling PDP-Context for IM Subsystem related signalling or utilize a general-purpose PDP context for IM subsystem signalling traffic. 

E.2.1.1
QoS Requirements for Application Level Signalling

The UE shall be able to request prioritised handling over the radio for IM Subsystem related signalling by including the Signalling Indication in the QoS IE of the PDP Context to be used for this traffic as described in TS 23.207.

E.2.1.2
Requirements for IM CN subsystem signalling flag

The IM CN Subsystem Signalling flag is used to indicate the dedicated signalling PDP context for IMS   signalling.   If the network operator does not support a dedicated signalling PDP context or the UE does not include the IM CN Subsystem Signalling flag, the network will consider the PDP context as a general purpose PDP context.

A dedicated signalling PDP context provides dedicated IP-Connectivity Access Network bearers for IM CN subsystem signalling traffic, hence architectural requirements described in clause 4.2.6 for the usage of dedicated bearer resources shall be applied. The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the GGSN by the operator of the GGSN. 

E.2.1.3
Application Level Signalling support for IMS services

In order to receive different level of support for application level signalling in a PDP context, the UE may choose one of the following options:

-
Include both the IM CN Subsystem Signalling Flag in the PCO IE and the Signalling Indication in the QoS IE in PDP context activation procedure.  This indicates to the network (radio & core) the requirement of using the PDP context for application level signalling after it has been negotiated with the networks, to provide prioritised handling over the radio interface (as described in sub clause E.2.1.1), with rules and restrictions applied in the network (as described in sub clause E.2.1.2).    

-
Include the IM CN Subsystem Signalling Flag in the PCO IE in the PDP context activation procedure. This indicates to the GPRS network the requirement of using PDP context for application level signalling with restricted handling as described in sub clause E.2.1.2, after it has been negotiated with the networks.

-
Utilize a general purpose PDP Context with a negotiated QoS profile.   

The IM CN Subsystem signalling flag is used to reference rules and restrictions on the PDP context used for application level signalling, as described in section E.2.2. 

The Signalling Indication in QoS IE provides prioritised handling over the radio interface and is detailed in 3GPP TS 23.107 & 3GPP TS 23.207.

Depending on the operator’s policy, one or more of the above combinations may be allowed in the GPRS network.

E.2.1a

PDP context procedures for IMS

E.2.1a.1
Establishing PDP Context for IM CN Subsystem Related Signalling

It shall be possible for the UE to convey to the network the intention of using the PDP context for IM Subsystem related signalling. For this purpose it uses the mechanism for ‘PDP Context Used for Application Level Signalling Transport’ as described in TS23.207 & Application Level Signalling in ssub clauses E.2.1.1, E.2.1.2 & E.2.1.3. 

A IM CN Subsystem signalling flag determines any rules and restrictions that shall apply at the GGSN for that PDP context, these rules and restrictions are described in section 4.2.6. It shall not be possible to modify a general purpose PDP context into a dedicated PDP context for IM Subsystem related signalling and vice versa.

The IM CN subsystem signalling flag and the Signalling Indication in the QoS IE may be used independently of each other.

E.2.1a.2

Deletion of PDP Context used to transport IMS SIP signalling

In case the GPRS subsystem deletes the PDP Context used to transport IMS SIP signalling, then according to clause 5.10.3.0 the UE shall initiate a procedure to re-establish a PDP Context for IMS signalling transport. If there are any IMS related PDP contexts active, the re-establishment of the PDP context to transport IMS signalling shall be performed by using the Secondary PDP Context Activation Procedure as defined in TS 23.060 [23].

E.2.2
The QoS requirements for an IM CN subsystem session

The selection, deployment, initiation and termination of QoS signalling and resource allocation shall consider 

· the general requirements described in clause 4.2.5. 

· and the requirements described in this clause so as to guarantee the QoS requirement associated with an IM CN subsystem session when using GPRS access for IMS services.

1.
QoS Signalling at Different Bearer Service Control Levels

During the session set-up in a IM CN subsystem, at least two levels of QoS signalling/negotiation and resource allocation should be included in selecting and setting up an appropriate bearer for the session:

a.
The QoS signalling/negotiation and resource allocation at the IP Bearer Service (BS) Level:

The QoS signalling and control at IP BS level is to pass and map the QoS requirements at the IP Multimedia application level to the UMTS BS level and performs any required end-to-end QoS signalling by inter-working with the external network. The IP BS Manager at the UE and the GGSN is the functional entity to process the QoS signalling at the IP BS level. 

b.
The QoS signalling/negotiation and resource allocation at the UMTS Bearer Service Level:

The QoS signalling at the UMTS BS Level is to deliver the QoS requirements from the UE to the RAN, the CN, and the IP BS manager, where appropriate QoS negotiation and resource allocation are activated accordingly. When UMTS QoS negotiation mechanisms are used to negotiate end-to-end QoS, the translation function in the GGSN shall co-ordinate resource allocation between UMTS BS Manager and the IP BS Manager.

Interactions (QoS class selection, mapping, translation as well as reporting of resource allocation) between the QoS signalling/control at the IP BS Level and the UMTS BS Level take place at the UE and the GGSN which also serve as the interaction points between the IM CN subsystem session control and the UMTS Bearer QoS control.

UMTS specific QoS signalling, negotiation and resource allocation mechanisms (e.g. RAB QoS negotiation and PDP Context set-up) shall be used at the UMTS BS Level. Other QoS signalling mechanisms such as RSVP at the IP BS Level shall only be used at the IP BS Level. 

It shall be possible to negotiate a single resource allocation at the UMTS Bearer Service Level and utilise it for multiple sessions at the IP Bearer Service Level.

E.2.2.1
Relation of IMS media components and PDP contexts carrying IMS media

The relation between IMS media components and PDP contexts carrying IMS media is controlled by the IMS network on media component level in the following way:

The P-CSCF shall have the capability to indicate to the UE that a separate PDP Context is required for each IMS media component indicated.The P-CSCF shall apply and maintain the same policy to separate specific media components into separate PDP Contexts during a session. If a media component is added during the session, the new decision on the separation for the media components shall not contradict any former decisions. For mobile originating sessions the P-CSCF shall apply the policy to the initial offer to ensure identical decisions for different answers, e.g. a media component not required to use a separate PDP Context initially, shall not later require a separate PDP Context (e.g. in case of subsequent answers received due to forking).

· If the UE receives such an indication for a media component, it shall open a separate PDP Context for this media component. If the UE receives no such indication for a media component, the UE makes the decision whether to open a separate PDP Context or modify an existing PDP Context for this media component. 

· The criteria and information for setting this indication is determined by local policy in the network where the P-CSCF is located.

Note: the bearer charging capabilities of the P-CSCF's network, and the capabilities of deployed UEs should be taken into account when defining such policies in the visited IMS network operator's domain.

·  The IMS network shall have the capability to transfer the media component level indication described above to the UE. This media component level indication shall be transferred in SIP/SDP signaling upon session initiation and addition of media component(s) to active IMS sessions.

It is assumed that media components from different IMS sessions are not carried within the same PDP context.

All associated IP flows (such as e.g. RTP / RTCP flows) used by the UE to support a single media component are assumed to be carried within the same PDP context.

E.2.3
Interaction between GPRS QoS and session signaling

The generic mechanisms for interaction between QoS and session signaling are described in clause 5.4.7, the mechanisms described there are applicable to GPRS-access as well. 
This clause describes the GPRS-access-specific concepts.

At PDP context setup the user shall have access to either GPRS without service-based local policy, or GPRS with service-based local policy. The GGSN shall determine the need for service-based local policy, possibly based on provisioning and/or based on the APN of the PDP context.
For the GPRS without service-based local policy case, the bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator's admission control function and GPRS roaming agreements. The establishment of the PDP context bearer shall use the PDP context activation procedure specified in TS 23.060.

For the GPRS with service-based local policy case, Service-Based Local Policy decisions (e.g., authorisation and control) are also applied to the bearer. 

The GGSN contains a Policy Enforcement Function (PEF). 

E.2.3.1
Resource Reservation with Service-based Local Policy

The request for GPRS QoS resources may be signaled independently from the request for IP QoS resources by the UE. At the GPRS BS Level, the PDP Context activation shall be used for QoS signaling. At the IP BS Level, RSVP may be used for QoS signaling. 

E.2.4
Network initiated session release - P-CSCF initiated

In the event of loss of coverage, 3GPP TS 23.060 defines the Iu or RAB Release procedures. In case of PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. This is indicated to the P-CSCF / PDF by performing the 'Indication of PDP Context Modification' procedure (see 3GPP TS 23.207) as shown in Figure X.2. For loss of coverage in case of other PDP contexts (background or interactive traffic class), the PDP context is preserved with no modifications and therefore no indication to the P-CSCF/PDF.

E.2.4.1
Network initiated session release - P-CSCF initiated after loss of radio coverage
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Figure E.2: Network initiated session release - P-CSCF initiated after loss of radio coverage

1.
In the event of loss of radio coverage for a PDP context with streaming or conversational class the maximum bitrate of the GTP tunnel between SGSN and GGSN is modified to 0 kbit/s in up- and downlink direction. The P-CSCF/PDF receives an indication of PDP context modification. 

2. It is optional for the P-CSCF/PDF to deactivate the affected bearer and additional IP bearers (e.g. an IP bearer for chat could still be allowed). For these IP bearers the P-CSCF/PDF performs the 'Revoke Authorization for UMTS and IP Resources' procedure (see 3GPP TS 23.207). If the P-CSCF decides to terminate the session then the P-CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session.

3.
The P-CSCF decides on the termination of the session. If the P-CSCF decides to terminate the session then the P-CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. The P-CSCF/PDF shall perform the 'Revoke Authorization for UMTS and IP Resources' procedure (see 3GPP TS 23.207) in case that all IP bearers associated with the session have not been deleted yet.

The following steps are only performed in case the P-CSCF/PDF has decided to terminate the session.

4.
The P-CSCF generates a Hangup (Bye message in SIP) to the S-CSCF of the releasing party. It is noted that this message should be able to carry a cause value to indicate the reason for the generation of the hangup.

5.
The S-CSCF invokes whatever service logic procedures are appropriate for this ending session.

6.
The S-CSCF of the releasing party forwards the Hangup to the S-CSCF of the other party.

7.
The S-CSCF invokes whatever service logic procedures are appropriate for this ending session.

8.
The S-CSCF of the other party forwards the Hangup on to the P-CSCF.

9.
The P-CSCF/PDF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted for UE#2.

10.
The P-CSCF forwards the Hangup on to the UE.

11.
The UE responds with an acknowledgement, the SIP OK message (number 200), which is sent back to the P-CSCF.

12.
Steps 12 and 13 may be done in parallel with step 11. The UE initiates the release of the bearer PDP context.

13.
The GPRS subsystem releases the PDP context. The IP network resources that had been reserved for the message receive path to the UE for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

14.
The SIP OK message is sent to the S-CSCF.

15.
The S-CSCF of the other party forwards the OK to the S-CSCF of the releasing party.

16.
The S-CSCF of the releasing party forwards the OK to the P-CSCF of the releasing party.

E.3
Address and identity management concepts

E.3.1
Deriving IMS identifiers from the USIM

If the UICC does not contain an ISIM application, then the private user identity shall be derived from the USIM’s IMSI, which allows for uniquely identifying the user within the 3GPP operator’s network. The format of the private user identity derived from the IMSI is specified in 3GPP TS 23.003 [24].

If the UICC does not contain an ISIM application, then:

· A Temporary Public User identity shall be derived from the USIM’s IMSI, and shall be used during initial SIP registration procedures.  The Temporary public user identity shall take the form of a SIP URL (as defined in RFC 3261 [12] and RFC 2396 [13]).  The format of the Temporary public user identity is specified in 3GPP TS 23.003 [24].

It is strongly recommended that the Temporary Public User Identity is set to barred for IMS non-registration procedures. The following applies if the Temporary Public User Identity is barred:

· A Temporary public user identity shall not be displayed to the user and shall not be used for public usage such as displaying on a business card. 

· The Temporary Public User Identity shall only be used during the registration to obtain implicitly registered Public User Identities.

· The implicitly registered public user identities shall be used for session handling, in other SIP messages and at subsequent registration processes.

· After the initial registration, the UE shall only use the implicitly registered Public User Identity(s).

-     A Temporary public user identity shall only be available to the CSCF and HSS nodes.  

Note that in case of Temporary Public Identity is used, the user can not initiate any sessions until the implicitly registered public identities are available in the UE.

If the UICC does not have an ISIM application, then, the home domain name shall be derived from the Mobile Country Code and Mobile Network Code fields of the USIM’s IMSI. The format of the home domain name is specified in 3GPP TS 23.003 [24].

In order to support pre-Rel 5 UICC accessing IMS services, a Temporary public user identity is generated using appropriate identity related to subscriber’s subscription (e.g. in 3GPP it shall use IMSI)

When a Temporary Public Identity has been used to register an IMS user, the implicit registration will ensure that the UE, P-CSCF & S-CSCF have public user Identity(s) for all IMS procedures after the initial registration has been completed .

E.4

IMS Emergency sessions

It shall be possible for the network to identify that a PDP context to be activated is for emergency use (signalling and media context). It allows to apply special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of IMS emergency sessions.

If the UE is not attached to GPRS network, then it shall first perform a GPRS attach. It shall be possible for the network to discriminate between a normal Attach and an Attach for emergency use.
E.5

IP version interworking in IMS 
A PDP context & its associated additional PDP contexts (i.e. PDP contexts associated to the same IP address/prefix) support either PDP type IPv4 or IPv6. For communication with the IMS, the UE establishes an IPv6 PDP context. Termination of this PDP context will normally trigger de-registration of IMS application first. Hence, the PDP context that has been established for IMS communication must be retained for the UE to establish a SIP session via the IMS with an IPv4 SIP client.
As such, any interworking on IP version on the application level (i.e. IMS & SIP) need to work with the architecture requirement from GPRS of maintaining the IP connectivity over GPRS by maintaining the PDP contexts.
A user may be connected either to a home GGSN or a visited GGSN depending on the configuration as specified in 3GPP TS 23.221[7].
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