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5.3
Notification parameter mapping

Reference 3G TS 32.111-2 [6] defines semantics of parameters carried in notifications.  The following tables indicate the mapping of these parameters to their OMG CORBA Structured Event (defined in OMG Notification Service [1]) equivalents. The composition of OMG Structured Event, as defined in the OMG Notification Service [1], is:

Header

      Fixed Header

           domain_name

           type_name

           event_name

      Variable Header

Body

      filterable_body_fields

      remaining_body
The following tables list all OMG Structured Event attributes in the second column.  The first column identifies the Alarm IRP: IS [6] defined notification parameters. 

Table 10: Mapping for notifyNewAlarm (to carry non-security-related alarms)
	IS Parameters
	OMG CORBA Structured Event attribute
	Qualifier
	Comment

	There is no corresponding SS attribute.
	domain_name
	
	It carries the IRP document version number string.  See sub-clause 3.3.

It indicates the syntax and semantics of the Structured Event as defined by this specification.

	notificationType
	type_name
	M
	This is the NOTIFY_FM_NEW_ALARM of interface NotificationType of module AlarmIRPConstDefs. 

	alarmType
	event_name
	M
	It identifies one of the following:

communications alarm, 

processing error alarm, 

environmental alarm, 

quality of service alarm and 

equipment alarm.

It is a string defined by interface AlarmType of module AlarmIRPConstDefs.

	There is no corresponding SS attribute.
	variable Header
	
	

	objectClass, objectInstance
	One NV pair of filterable_ body_fields
	M
	NV stands for name-value pair. Order arrangement of NV pairs is not significant. The name of NV-pair is always encoded in string.

Name of NV pair is the MANAGED_OBJECT_INSTANCE of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a string.

	notification Id
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the NOTIFICATION_ID of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a long.

	eventTime
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the EVENT_TIME of interface AttributeNameValue of module NotificationIRPConstDefs.
Value of NV pair is a IRPTime of module ManagedGenericIRPConstDefs.

	systemDN
	One NV pair of filterable_ body_fields 
	M
	Name of NV pair is the SYSTEM_DN of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a string.

	probableCause
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the PROBABLE_CAUSE of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a short defined by interface ProbableCause of module AlarmIRPConstDefs.

	perceivedSeverity
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the PERCEIVED_SEVERITY of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a short defined by interface PerceivedSeverity of module AlarmIRPConstDefs.

	specificProblem
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the SPECIFIC_PROBLEM of interface AttributeNameValue of module AlarmIRPConstDefs. 

Value of NV pair is a string.  

	correlatedNotifications
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the CORRELATED_NOTIFICATIONS of interface AttributeNameValue.

Value of NV pair is a CorrelatedNotificationSetType of module AlarmIRPConstDefs.

	backedUpStatus
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the BACKED_UP_STATUS of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a boolean BackedUpStatusType of module AlarmIRPConstDefs.

	backUpObject
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the BACK_UP_OBJECT of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a string carrying of DN of the back-up object. See 3G TS 32.300 [3] for the DN string representation.

	trendIndication
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the TREND_INDICATION of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is an enum TrendIndicationType of module AlarmIRPConstDefs.

	thresholdInfo
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the THRESHOLD_INFO of interface ParameterNameValue of module AlarmIRPConstDefs.

Value of NV pair is a ThresholdInfoType of module AlarmIRPConstDefs.

	stateChange Definition
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the STATE_CHANGE_DEFINITION of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is an AttributeChangeSetType of module AlarmIRPConstDefs.

	monitoredAttributes
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the MONITORED_ATTRIBUTES of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is an AttributeSetType of module AlarmIRPConstDefs.

	proposedRepairActions
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the PROPOSED_REPAIR_ACTIONS of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.

	additionalText
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the ADDITIONAL_TEXT of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.  

	alarmId
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the ALARM_ID of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a string.

If the string is a zero-length string or if this NV pair is absent, the default semantics is that alarmId is a concatenation of managedObjectInstance, eventType, probableCause and specificProblem, if present, of this Structured Event. Since probableCause is encoded as a short, it shall be converted into string before concatenation. The resultant string shall not contain spaces.

	There is no corresponding IS attribute.
	remaining_ body
	
	


Table 10-A: Mapping for notifyNewAlarm (to carry security alarm)
	IS Parameters
	OMG CORBA Structured Event attribute
	Qualifier
	Comment

	There is no corresponding SS attribute.
	domain_name
	
	It carries the IRP document version number string.  See sub-clause 3.3.

It indicates the syntax and semantics of the Structured Event as defined by this specification.

	notificationType
	type_name
	M
	This is the NOTIFY_FM_NEW_ALARM of interface NotificationType of module AlarmIRPConstDefs. 

	alarmType
	event_name
	M
	It identifies one of the following:

Integrity violation, operational violation, physical violation, security violation and time domain violation.

It is a string defined by interface AlarmType of module AlarmIRPConstDefs.

	There is no corresponding SS attribute.
	variable Header
	
	

	objectClass, objectInstance
	One NV pair of filterable_ body_fields
	M
	NV stands for name-value pair. Order arrangement of NV pairs is not significant. The name of NV-pair is always encoded in string.

Name of NV pair is the MANAGED_OBJECT_INSTANCE of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a string.

	notification Id
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the NOTIFICATION_ID of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a long.

	eventTime
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the EVENT_TIME of interface AttributeNameValue of module NotificationIRPConstDefs.
Value of NV pair is a IRPTime of module ManagedGenericIRPConstDefs.

	systemDN
	One NV pair of filterable_ body_fields 
	M
	Name of NV pair is the SYSTEM_DN of interface AttributeNameValue of module NotificationIRPConstDefs.

Value of NV pair is a string.

	probableCause
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the PROBABLE_CAUSE of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a short defined by interface ProbableCause of module AlarmIRPConstDefs.

	perceivedSeverity
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the PERCEIVED_SEVERITY of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a short defined by interface PerceivedSeverity of module AlarmIRPConstDefs.

	correlatedNotifications
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the CORRELATED_NOTIFICATIONS of interface AttributeNameValue.

Value of NV pair is a CorrelatedNotificationSetType of module AlarmIRPConstDefs.

	additionalText
	One NV pair of filterable_ body_fields
	O
	Name of NV pair is the ADDITIONAL_TEXT of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.  

	alarmId
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the ALARM_ID of interface AttributeNameValue of module AlarmIRPConstDefs.

Value of NV pair is a string.

If the string is a zero-length string or if this NV pair is absent, the default semantics is that alarmId is a concatenation of managedObjectInstance, eventType, probableCause and specificProblem, if present, of this Structured Event. Since probableCause is encoded as a short, it shall be converted into string before concatenation. The resultant string shall not contain spaces.

	serviceUser
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the SERVICE_USER of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.  

	serviceProvider
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the SERVICE_PROVIDER of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.  

	securityAlarmDetector
	One NV pair of filterable_ body_fields
	M
	Name of NV pair is the SECURITY_ALARM_DETECTOR of interface AttributeNameValue of module AlarmIRPConstDefs.  

Value of NV pair is a string.  

	There is no corresponding IS attribute.
	remaining_ body
	
	


…
Annex A (normative):
IDL specification (file name “AlarmIRPConstDefs.idl”)
…

/*

   This block identifies the alarm types specified for this IRP version.

   These types carry the same semantics as the TMN ITU-T defined event

   types of the same name.

   Their encodings for this version of Alarm IRP are defined here.  Other IRP

   documents, or other versions of Alarm IRP, shall identify their own

   alarm types for their use.  They shall define their encodings

   as well.  Values defined here are unique among themselves.  

   */

   interface AlarmType

   {

      const string COMMUNICATIONS_ALARM = "x1";

      const string PROCESSING_ERROR_ALARM = "x2";

      const string ENVIRONMENTAL_ALARM = "x3";

      const string QUALITY_OF_SERVICE_ALARM = "x4";

      const string EQUIPMENT_ALARM = "x5";
      const string INTEGRITY_VIOLATION = "x6";

      const string OPERATIONAL_ VIOLATION = "x7";

      const string PHYSICAL_VIOLATION = "x8";

      const string SECURITY_SERVICE_OR_MECHANISM_VIOLATION = "x9";

      const string TIME_DOMAIN_VIOLATION = "x10";
   };

…

      const short LAPD_LINK_PROTOCOL_FAILURE = 569;

      const short LOCAL_ALARM_INDICATION = 570;

      const short REMOTE_ALARM_INDICATION = 571;

      const short ROUTING_FAILURE = 572;

      const short SS7_PROTOCOL_FAILURE = 573;

      const short TRANSMISSION_FAILURE = 574;
      const short Authentication_Failure
= 575;
      const short Breach_of_ConfidentialitY = 576;
      const short Cable_Tamper = 577;
      const short Delayed_Information = 578;
      const short Denial_of_Service = 579;
      const short Duplicate_Information = 580;
      const short Information_Missing = 581;
      const short Information_Modification_detected = 582;
      const short Information_out_of_Sequence = 583;
      const short Intrusion_Detection = 584;
      const short Key_Expired = 585;
      const short Non_Repudiation_Failure = 586;
      const short Out_of_Hours_Activity = 587;
      const short Out_of_Service = 588;
      const short Procedural_Error = 589;
      const short Unauthorised_Access_Attempt = 590;
      const short Unexpected_Information
= 591;
      const short Unspecified_Reason = 592;

   };

   /*

   This block identifies the acknowledgement state of a reported alarm.

   */

   interface AckState

…
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