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*** MODIFIED SECTION ***

3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Call Detail Record

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function (??)

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISDN
Integrated Services Digital Network

ISP
Internet Service Provider

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PCF
Policy Control Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S-CSCF
Serving-CSCF
SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol
THIG
Topology Hiding Inter-network Gateway
TSGW
Transport Signalling Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

*** NEXT MODIFIED SECTION ***

4.6.2 
Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a subscriber of that network operator, or a roaming subscriber currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session Flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above 

Charging and resource utilisation:

-
Generation of CDRs.

4.6.2.1 Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I-CSCF (referred to hereafter as I-CSCF(THIG)) or other techniques to hide the configuration, capacity, and topology of the network from the outside. When an I-CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I-CSCF(THIG) may forward the SIP request or response to another I-CSCF(THIG) allowing the operators to maintain configuration independence.

*** NEXT MODIFIED SECTION ***

5.2.2
Registration flows

5.2.2.1
Requirements to consider for registration

The additional requirement for the registration information flow for this section is:
1. A Serving-CSCF is assigned at registration, this does not preclude additional Serving-CSCFs or change of CSCF at a later date. Procedures for use of additional CSCFs are not standardised in this release.

5.2.2.2
Assumptions
The following are considered as assumptions for the registration procedures as described in subclause 5.3.2.3:

1. Radio bearers are already established for signalling and a mechanism exists for the first REGISTER message to be forwarded to the proxy.

2. The I-CSCF shall use a mechanism for determining the Serving-CSCF address based on the required capabilities. The I-CSCF obtains the name of the S-CSCF from its role as an S-CSCF selector (Figure 5-1) for the determination and allocation of the Serving-CSCF during registration.

4. The decision for selecting the S-CSCF for the subscriber in the network is made in the I-CSCF.

5. A role of the I-CSCF is the S-CSCF selection.

Editor's Note: In the following information flows, further work is required to identify the information elements related to credentials and possible additional processes required for authentication of the user and the messages.

In the information flows described in subclauses 5.2.2.3 and 5.2.2.4, there is a mechanism to resolve a name and address. The text in the information flows indicates when the name-address resolution mechanism is utilised.

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the subscriber is considered to be always roaming. For subscribers roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered

1. After the UE has obtained a signalling channel through the access network, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (subscriber identity, home networks domain name). 

2. Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy shall send the Register information flow to the I-CSCF (P-CSCFs name, subscriber identity, visited network contact name). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3. The I-CSCF shall send the Cx-Query information flow to the HSS (subscriber identity, home domain name, visited domain name). The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. 

The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that visited network according to the User subscription and operator limitations/restrictions if any.

4. Cx-Query Resp is sent from the HSS to the I-CSCF. If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5. At this stage, it is assumed that the authentication of the user has been completed (although it may have been determined at an earlier point in the information flows). The I-CSCF shall send Cx-Select-Pull (subscriber identity) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

6.  The HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

7.  The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point may either be the S-CSCF itself, or a suitable I-CSCF(THIG) in case network configuration hiding is desired. If an I-CSCF(THIG) is chosen as the home network contact point, it may be distinct from the I-CSCF that appears in this registration flow.  I-CSCF shall then send the register information flow (P-CSCFs name, subscriber identity, visited network contact name, I-CSCF(THIG) in case network configuration hiding is desired) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

8.  The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that subscriber.

9.  The HSS shall send Cx-Put Resp to the I-CSCF to acknowledge the sending of Cx-Put.

10.  On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF. The S-CSCF shall store the P-CSCFs name, as supplied by the visited network. This represents the name that the home network forwards the subsequent terminating session signalling to for the UE.

11.  The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF. The user information passed from the HSS to the S-CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S-CSCF.  The S-CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S-CSCF.

12. The S-CSCF shall return the 200 OK information flow (serving network contact information) to the I-CSCF.

13.  The I-CSCF shall send information flow 200 OK (serving network contact information) to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

14.  The P-CSCF shall store the serving network contact information, and shall send information flow 200 OK to the UE.

5.2.2.4
Re-Registration information flow – User currently registered 

Editor's Note: the definition of re-registration timers requires further study, however it is noted that the timers in the UE are shorter than the registration related timers in the network.

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. Re-registration follows the same process as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”. 
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Figure 5.2: Re-registration - user currently registered

1.
Prior to expiry of the agreed registration timer, the UE initiates a re-registration. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name). 

2.
Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs name, subscriber identity, visited network contact name). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (subscriber identity, visited domain name). 

4.
The HSS shall check whether the user is registered already and return an indication indicating that an S-CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the I-CSCF. 

5.
 At this stage, it is assumed that the authentication of the user has been completed (although it may have been determined at an earlier point in the information flows). The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point may either be the S-CSCF itself, or a suitable I-CSCF(THIG) in case network configuration hiding is desired. If an I-CSCF(THIG) is chosen as the home network contact point, it may be distinct from the I-CSCF that appears in this registration flow.  I-CSCF shall then send the register information flow (P-CSCFs name, subscriber identity, visited network contact name, I-CSCF(THIG) in case network configuration hiding is desired) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

6.
The S-CSCF shall send Cx-Put (subscriber identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that subscriber. Note: Optionally as an optimisation, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

7.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

8.
On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (subscriber identity) to the HSS in order to be able to download the relevant information from the subscriber profile to the S-CSCF. The S-CSCF shall store the P-CSCFs name, as supplied by the visited network. This represents the name that the home network forwards the subsequent terminating session signalling to for the UE. Note: Optionally as an optimisation, the S-CSCF can detect that this a re-registration and omit the Cx-Pull request.

9.
The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF. The S-CSCF shall store the user information for that indicated user.

10.
The S-CSCF shall return the 200 OK information flow (serving network contact information) to the I-CSCF.

11.
The I-CSCF shall send information flow 200 OK (serving network contact information) to the P-CSCF.  The I-CSCF shall release all registration information after sending information flow 200 OK.

12.
The P-CSCF shall store the serving network contact information, and shall send information flow 200 OK to the UE. 

*** NEXT MODIFIED SECTION ***

5.5
Serving-CSCF/MGCF to serving-CSCF/MGCF procedures

This section presents the detailed application level flows to define the procedures for Serving-CSCF to Serving-CSCF. 

This section contains four session flow procedures, showing variations on the signalling path between the Serving-CSCF that handles session origination, and the Serving-CSCF that handles session termination. This signalling path depends on: 

-  whether the originator and destination are served by the same network operator, 

-  whether the network operators have chosen to hide their internal configuration.

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines whether it is a subscriber of the same network operator or a different operator. 

If the analysis of the destination address determined that it belongs to a subscriber of a different operator, the request is forwarded (optionally through an I-CSCF(THIG) within the originating operator’s network) to a well-known entry point in the destination operator’s network, the I-CSCF. The I-CSCF queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF.  If the analysis of the destination address determines that it belongs to a subscriber of the same operator, the S-CSCF passes the request to a local I-CSCF, who queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF. 

5.5.1
(S-S#1) Different network operators performing origination and termination

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator. The request is therefore forwarded (optionally through an I-CSCF(THIG) within the originating operator’s network) to a well-known entry point in the destination operator’s network, the I-CSCF. The I-CSCF queries the HSS for current location information, and finds the subscriber either located in the home service area, or roaming. The I-CSCF therefore forwards the request to the S-CSCF serving the destination subscriber.

Origination sequences that share this common S-S procedure are:

MO#1
Mobile origination, roaming. The “Originating Network” of S-S#1 is therefore a visited network. 

MO#2
Mobile origination, home. The “Originating Network” of S-S#1 is therefore the home network.

PSTN-O
PSTN origination. The “Originating Network” of S-S#1 is the home network. The element labeled S-CSCF#1 is the MGCF of the PSTN-O procedure.

Termination sequences that share this common S-S procedure are:

MT#1
Mobile termination, roaming. The “Terminating Network” of S-S#1 is a visited network.

MT#2
Mobile termination, located in home service area. The “Terminating Network” of S-S#1 is the home network.
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Figure 5.10: Serving to serving procedure - different operators

Note to editor: Please replace I-CSCF#1 (Firewall) with I-CSCF(THIG)#1 in the above figure.

Procedure S-S#1 is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. For S-S#1, flow (2) is an inter-operator message to the I-CSCF entry point for the terminating subscriber. If the originating operator desires to keep their internal configuration hidden, then S-CSCF#1 forwards the INVITE request through  I-CSCF(THIG)#1 (choice (b)); otherwise S-CSCF#1 forwards the INVITE request directly to I-CSCF#2, the well-known entry point into the terminating subscriber’s network (choice (a)).

(3a)
If the originating network operator does not desire to keep their network configuration hidden, the INVITE request is sent directly to I-CSCF#2.

(3b)
If the originating network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF(THIG) in the originating operator’s network, I-CSCF(THIG)#1.

(3b1)
The INVITE request is sent from S-CSCF#1 to I-CSCF(THIG)#1

(3b2)
I-CSCF(THIG)#1 performs the configuration-hiding modifications to the request and forwards it to I-CSCF#2

4. 
I-CSCF#2 (at the border of the terminating subscriber’s network) may query the HSS for current location information. If I-CSCF#2 cannot determine, based on analysis of the destination number, that the HSS query will fail, then it will send “Cx-location-query” to the HSS to obtain the location information for the destination. If I-CSCF#2 can determine, based on analysis of the destination number, that the HSS query will fail, it will not send the “Cx-location-query” message, allocate a MGCF for a PSTN termination, and continue with step #6.

5. 
HSS responds with the address of the current Serving-CSCF for the terminating subscriber.

6. 
I-CSCF#2 forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt

8. 
The sequence continues with the message flows determined by the termination procedure.

9. 
The media stream capabilities of the destination are returned along the signalling path, as per the termination procedure.

10. 
S-CSCF#2 forwards the SDP to I-CSCF#2

11. 
I-CSCF#2 forwards the SDP to S-CSCF#1. Based on the choice made in step #3 above, this may be sent directly to S-CSCF#1 (11a) or may be sent through I-CSCF(THIG)#1 (11b1 and 11b2)

12. 
S-CSCF#1 forwards the SDP to the originator, as per the originating procedure.

13. 
The originator decides the final set of media streams, and forwards this information to S-CSCF#1 by the origination procedures

14. 
S-CSCF#1 forwards the final SDP to S-CSCF#2. This may possibly be routed through I-CSCF#1or I-CSCF#2depending on operator configuration of the I-CSCFs

15. 
S-CSCF#2 forwards the final SDP to the terminating endpoint, as per the termination procedure

16. 
When the originating endpoint has completed the resource reservation procedures, it sends the “Resource reservation success” message to S-CSCF#1 by the origination procedures.

17. 
S-CSCF#1 forwards this message to S-CSCF#2. This may possibly be routed through I-CSCF#1or I-CSCF#2depending on operator configuration of the I-CSCFs.

18. 
S-CSCF#2 forwards this message to the terminating endpoint, as per the termination procedure

19. 
The terminating endpoint may optionally send a provisional response indicating alerting is in progress. This message is sent by the termination procedure to S-CSCF#2.

20. 
S-CSCF#2 performs whatever service control is appropriate for alerting 

21. 
S-CSCF#2 forwards the ringing message to I-CSCF#2

22. 
I-CSCF#2 forwards the ringing message to S-CSCF#1. Based on the choice made in step #3 above, this may be sent directly to S-CSCF#1 (22a) or may be sent through I-CSCF(THIG)#1 (22b1 and 22b2)

23. 
S-CSCF#1 performs whatever service control is appropriate for this alerting flow

24. 
S-CSCF#1 forwards the ringing message to the originator, per the origination procedure

25. 
The SIP final response, 200-OK, is sent by the terminating endpoint over the signalling path. This is typically generated when the subscriber has accepted the incoming session setup attempt. The message is sent to S-CSCF#2 per the termination procedure

26. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup completion

27. 
The 200-OK is passed to the I-CSCF#2.

28. 
The 200-OK is passed to the S-CSCF#1. Based on the choice made in step #3 above, this may be sent directly to S-CSCF#1 (28a) or may be sent through I-CSCF(THIG)#1 (28b1 and 28b2).

29. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup completion

30. 
The 200-OK is returned to the originating endpoint, by the origination procedure.

31. 
The originating endpoint sends the final acknowledgement to S-CSCF#1 by the origination procedures.

32. 
S-CSCF#1 forwards this message to S-CSCF#2. This may possibly be routed through I-CSCF#1or I-CSCF#2depending on operator configuration of the I-CSCFs.

33. 
S-CSCF#2 forwards this message to the terminating endpoint, as per the termination procedure

*** NEXT MODIFIED SECTION ***

5.6
Origination procedures

This section presents the detailed application level flows to define the Procedures for session originations. 

The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving-CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the UE, performs resource authorisation, and may have additional functions in handling of emergency sessions. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF determines the next hop toward the Serving-CSCF. This next hop may be directly to the S-CSCF in the same network (MO#2 for the roaming case, MO#3 for the home case), or to the S-CSCF in the home network (possibly through an I-CSCF(THIG) to hide the network configuration) (MO#1). These next-hop addresses could be IPv4/IPv6 addresses, or could be names that are translated via DNS to an IPv4/IPv6 address.

Sessions originated in the PSTN to a mobile destination are a special case of the Origination procedures. The MGCF uses H.248 [19] to control a Media Gateway, and communicates with the SS7 network via the TSGW. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.6.1
(MO#1) Mobile origination, roaming 

This origination procedure applies to roaming subscribers. .

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF(THIG) (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Note to editor: Please replace I-CSCF (Firewall) with I-CSCF(THIG) in the above figure.

Procedure MO#1 is as follows:

1. 
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF(THIG) in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF(THIG) to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF(THIG)
(2b2)
I-CSCF(THIG) forwards the INVITE request to S-CSCF

3. 
S-CSCF validates the service profile, and performs any origination service control required for this subscriber. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the SDP message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(THIG) (6b1 and 6b2).

7. 
P-CSCF authorises the resources necessary for this session

8. 
P-CSCF forwards the SDP message to the originating endpoint

9. 
UE decides the final set of media streams for this session, and sends the Final SDP to P-CSCF

10. 
P-CSCF forwards the final SDP to S-CSCF. This may possibly be routed through the I-CSCFdepending on operator configuration of the I-CSCF.

11. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

12. 
After determining the final media streams in step #9, UE initiates the reservation procedures for the resources needed for this session.

13. 
When the resource reservation is completed, UE sends the “Resource Reservation Successful” message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

14. 
P-CSCF forwards this message to S-CSCF. This may possibly be routed through the I-CSCFdepending on operator configuration of the I-CSCF.

15. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

16. 
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure. 

17. 
S-CSCF forwards this message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (17a) or may be sent through I-CSCF(THIG) (17b1 and 17b2).

18. 
P-CSCF forwards the ringing message to UE

Editor’s Note: Additional QoS interactions to handle one-way media at this point (e.g. for PSTN ringback and announcements) is for further study.

19. 
UE indicates to the originating subscriber that the destination is ringing

20. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

21. 
S-CSCF performs whatever service control is appropriate for the completed session setup.

22. 
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF to P-CSCF (choice (a)), or be sent indirectly through I-CSCF(THIG) (choice (b)).

23. 
P-CSCF indicates the resources reserved for this session should now be committed.

24. 
P-CSCF sends a SIP 200-OK final response to the session originator

25. 
UE starts the media flow(s) for this session

26. 
UE responds to the 200 OK with a SIP ACK message, which is sent to P-CSCF.

27. 
P-CSCF forwards the final ACK message to S-CSCF. This may possible be routed through the I-CSCFdepending on operator configuration of the I-CSCF.

28. 
S-CSCF forwards the final ACK message to the terminating endpoint, per the S-S procedure.

*** NEXT MODIFIED SECTION ***

5.7
Termination procedures

This section presents the detailed application level flows to define the Procedures for session terminations. 

The session termination procedures specify the signalling path between the Serving-CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration. This signalling path is the reverse of the session initiation signalling path of Section 5.7. Therefore there is a one-to-one correspondence between the origination procedures of section 5.7 and the termination procedures of this section.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the UE, and performs resource authorisation for the sessions to the UE. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF knows the address of the UE. The assigned S-CSCF, knows the name/address of the P-CSCF (procedure MT#3, and MT#4, depending on the location of S-CSCF and P-CSCF). If the network operator owning the S-CSCF wants to keep their configuration private, the S-CSCF will have chosen an I-CSCF(THIG) who will perform the configuration hiding and pass messages to the P-CSCF (procedure MT#1).

Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network via the T-SGW. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming subscribers.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF, or an I-CSCF(THIG), as the entry point from the visited network.

When registration is complete, S-CSCF knows the name/address of its next hop in the signalling path, either I-CSCF or P-CSCF, I-CSCF (if it exists) knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE. 
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Figure 5.17: Mobile termination procedure - roaming

Note to editor: Please replace I-CSCF (Firewall) with I-CSCF(THIG) in the above figure.

Procedure MT#1 is as follows:

1. 
The originating party sends the SIP INVITE request, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving-CSCF for the terminating subscriber.

2. 
S-CSCF validates the service profile, and performs any termination service control required for this subscriber. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3. 
S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF in the visited network, possibly through an I-CSCF.

This next hop is either the P-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(3a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to the P-CSCF.

(3b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF(THIG) to the P-CSCF.

(3b1)
S-CSCF forwards the INVITE request to I-CSCF(THIG)
(3b2)
I-CSCF(THIG) forwards the INVITE request to P-CSCF

4. 
P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5. 
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an SDP message back to the originator. This SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6. 
P-CSCF authorises the resources necessary for this session.

7. 
P-CSCF forwards the SDP message to S-CSCF. Based on the choice made in step #3 above, this may be sent directly to S-CSCF (7a) or may be sent through I-CSCF(THIG) (7b1 and 7b2).

8. 
S-CSCF forwards the SDP message to the originator, per the S-S procedure.

9. 
The originating endpoint sends the final SDP to be used in this session, via the S-S procedure, to S-CSCF.

10. 
S-CSCF forwards the final SDP to P-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF.

11. 
P-CSCF forwards the final SDP to UE.

12. 
UE initiates the reservation procedures for the resources needed for this session.

13. 
When the originating endpoint has completed its resource reservation, it sends the “Resource Reservation Successful” message to S-CSCF, via the S-S procedures.

14. 
S-CSCF forwards the message to P-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF.

15. 
P-CSCF forwards the message to UE.

16. 
Before proceeding with session establishment, the UE waits for two events. First, the resource reservation initiated in step #12 must complete successfully. Second, the resource reservation initiated by the originating endpoint must complete successfully (which is indicated by message #15 received by UE). The UE may now immediately accept the session (and proceed with step #20), or alert the destination subscriber of an incoming session setup attempt (and proceed with step #17).

17. 
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF.

18. 
P-CSCF forwards the Ringing message to S-CSCF. Based on the choice made in step #3 above, this may be sent directly to S-CSCF (18a) or may be sent through I-CSCF(THIG) (18b1 and 18b2). 

19. 
S-CSCF forwards this message to the originating endpoint, per the S-S procedure.

20. 
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF.

21. 
P-CSCF indicates the resources reserved for this session should now be committed.

22. 
UE starts the media flow(s) for this session

23. 
P-CSCF sends a SIP 200-OK final response along the signalling path back to the S-CSCF
Based on the choice made in (3) above, this response may either be sent directly from P-CSCF to S-CSCF (choice (a)), or be sent indirectly through the I-CSCF(THIG) (choice (b)).

24. 
S-CSCF performs whatever service control is required for the session setup completion

25. 
S-CSCF forwards the SIP 200-OK final response along the signalling path back to the session originator, as per the S-S procedure.

26. 
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S-CSCF via the S-S procedure.

27. 
S-CSCF forwards the SIP ACK message to P-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF.

28. 
P-CSCF forwards the ACK message to UE.

*** NEXT MODIFIED SECTION ***

5.11.5

Session Redirection Procedures

This section gives information flows for the procedures for performing session redirection. The decision to redirect a session to a different destination may be made for different reasons by a number of different functional elements, and at different points in the establishment of the session. 

Three cases of session redirection prior to bearer establishment are presented, and one case of session redirection after bearer establishment.  

These cases enable the typical services of “Session Forward Unconditional”, “Session Forward Busy”, “Session Forward Variable”, “Selective Session Forwarding”, and “Session Forward No Answer”, though it is important to recognise that the implementation is significantly different from the counterparts in the CS domain.

5.11.5.1
Session Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic session flow that may initiate a redirection is the S-CSCF of the destination subscriber.  The subscriber profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing session redirection.  S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination subscriber is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination.  This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Session Forward Unconditional”, “Session Forward Variable” or “Selective Session Forwarding”.  S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Session Forwarding Busy” in this way.

This is shown in the following information flow:
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Figure 5.36: Session redirection initiated by S-CSCF to IMS

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. 
I-CSCF queries the HSS for current location information of the destination subscriber.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URL within the IP Multimedia Subsystem.  Based on operator policy and the subscriber profile, S-CSCF#2 may restrict the media streams allowed in the redirected session.

8. 
S-CSCF#2 sends a SIP INVITE request to an I-CSCF (I-CSCF#F) for the network operator to whom the forwarded destination subscribes.  This INVITE request may optionally go through an I-CSCF(THIG) if S-CSCF#2 is in a different operator’s network than I-CSCF#F. 

9. 
I-CSCF#F queries the HSS (HSS#F) for current location information of the destination subscriber.

10. 
HSS#F responds with the address of the current Serving CSCF (S-CSCF#F) for the terminating subscriber.

11. 
I-CSCF forwards the INVITE request to S-CSCF#F, who will handle the session termination.

12. 
S-CSCF#F performs whatever service control logic is appropriate for this session setup attempt

13. 
S-CSCF#F forwards the INVITE toward the destination UE, according to the procedures of the terminating flow.

14. 
The destination UE responds with the SDP message, and the session establishment proceeds normally.

5.11.5.2
Session Redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN.   For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to remain in the path of SIP signalling, the S-CSCF forwards the INVITE towards towards the destination according to the termination flow.

Handling of redirection to a PSTN Termination where the S-CSCF#2 forwards the INVITE is shown in the figure 5.37:
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Figure 5.37: Session redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE #1 to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. 
I-CSCF queries the HSS for current location information of the destination subscriber.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination.   . S-CSCF#2 determines that it wishes to remain in the path of the SIP signalling.

8. 
S-CSCF#2 forwards the INVITE toward the destination, according to the procedures of the terminating flow.

9. 
The destination responds with the SDP message, and the session establshment proceeds normally.

5.11.5.2a
Session Redirection to PSTN Termination (REDIRECT to originating UE#1)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN.   For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to use the SIP REDIRECT method, the S-CSCF#2 will pass the new destination information (the PSTN Termination information) to the originator (UE#1).   The originator (UE#1) can then initiate a new session to the redirected to destination denoted by S-CSCF#2. 

Handling of redirection to a PSTN Termination where the S-CSCF#2 REDIRECTS to the originating UE#1 is shown in the figure 5.37a:
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Figure 5.37a: Session redirection to PSTN Termination (REDIRECT to originating UE#1)

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE#1 to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4.
I-CSCF queries the HSS for current location information of the destination subscriber.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination.  
S-CSCF#2 determines that it wishes to use the SIP REDIRECT method to pass the redirection destination information (the ‘redirected-to PSTN Termination’ information) to the originator (UE#1).

8.
S-CSCF#2 sends a SIP Redirect response to I-CSCF with the redirection destination.

9.
I-CSCF sends a Redirect response to S-CSCF#1, containing the redirection destination.

10.
S-CSCF#2 forwards the Redirect response to UE#1, containing the redirection destination 

UE#1 initiates a session to the ‘redirected-to PSTN Termination’ according to the mobile origination procedures supported in the UE (e.g. CS, IMS).

5.11.5.3
Session Redirection initiated by S-CSCF to general endpoint

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain.  Examples of these destinations include web pages, email addresses, etc.  It recognizes this situation by the redirected URL being other than a sip: or tel: URL.  

Handling of redirection to a general URL is shown in the following information flow:
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Figure 5.38: Session redirection initiated by S-CSCF to general endpoint

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. 
I-CSCF queries the HSS for current location information of the destination subscriber.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URL outside the IMS and outside the CS domain, i.e. other than a sip: or  tel: URL.  

8. 
S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the general URL.

9. 
I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination.  

10. 
S-CSCF#1 forwards the Redirect response back to UE#1.

11. 
UE#1 initiates the session to the indicated destination.

5.11.5.4
Session Redirection initiated by P-CSCF

One of the functional elements in a basic session flow that may initiate a redirection is the P-CSCF of the destination subscriber.  In handling of an incoming session setup attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination subscriber is not currently reachable in the IM CN subsystem (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session.  The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 1, 2, or 3 above, based on the type of destination.

This is shown in the following information flow:
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Figure 5.39: Session redirection initiated by P-CSCF

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. 
I-CSCF queries the HSS for current location information of the destination subscriber.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  

8. 
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. 
P-CSCF#2 forwards the INVITE request to UE#2

10. 
Timeout expires in P-CSCF waiting for a response from UE#2.  P-CSCF therefore assumes UE#2 is unreachable.

11. 
P-CSCF#2 generates a Redirect response, without including a new destination, and sends the message to S-CSCF#2.

12. 
S-CSCF#2 performs whatever service control is appropriate for this session redirection.  If the user does not subscribe to session redirection service, or did not supply a forwarding destination, S-CSCF#2 may terminate the session setup attempt with a failure response.  Otherwise, S-CSCF#2 supplies a new destination URL, which may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  Processing continues according to subsections 1, 2, or 3 above, based on the type of destination URL.

5.11.5.5
Session Redirection initiated by UE

The next functional element in a basic session flow that may initiate a redirection is the UE of the destination subscriber.  The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc.  UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signalling path to S-CSCF#1, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward Busy”, “Session Forward Variable” or “Selective Session Forwarding”.  

This is shown in the following information flow:
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Figure 5.40: Session redirection initiated by UE

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs.  The INVITE message is sent to an I-CSCF for that operator, and may optionally go through an I-CSCF(THIG) if S-CSCF#1 is in a different operator’s network than I-CSCF.

4. 
I-CSCF queries the HSS for current location information of the destination subscriber.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating subscriber.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt.  

8. 
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. 
P-CSCF#2 forwards the INVITE request to UE#2

10. 
UE#2 determines that this session should be redirected, and optionally supplies the new destination URL.  This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL.  The Redirect response is sent to P-CSCF#2

11. 
P-CSCF#2 forwards the Redirect response to S-CSCF#2.

12. 
S-CSCF#2 performs whatever service control is appropriate for this session redirection.  If UE#2 does not subscribe to session redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the session setup attempt with a failure response.  The new destination URL may be a phone 

*** NEXT MODIFIED SECTION ***

Annex B (Informative):
Sample end-end session flows

B.1
Sample end-end Session Flow - Mobile Origination/Termination

B.2
Sample end-end Session Flow - Mobile Origination, home, to Mobile Termination, roaming 

For this end-to-end session flow, we assume the originator is a UE located within the service area of the network operator to whom the UE is subscribed. The UE has already established the proper PDP contexts for exchanging SIP signalling messages, has performed the proxy discovery procedures described in section 5.1.1, and has registered in the IM CN subsystem

The originating party addresses a destination that is a subscriber of the same network operator. 

The destination party is a UE located in a service area of a network operator different from that of its service subscription. This UE has already established the proper PDP contexts for exchanging SIP signalling messages, has performed the proxy discovery procedures described in section 5.1.1, and has registered in the IM CN subsystem. 

B.2.1
Session flow diagram
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Note to editor: Please replace I-CSCF#2 (Firewall) with I-CSCF(THIG)#2 in the above figure.

Step-by-step processing of this end-to-end session flow is as follows:

1.
UE#1 sends a SIP INVITE request, containing an initial SDP, to P-CSCF#1, which was obtained from the CSCF discovery procedures.

2.
P-CSCF#1 forwards the INVITE to the next hop name/address, as determined from the registration procedures. In this case the next hop is S-CSCF#1 within the same operator’s network.

3.
S-CSCF#1 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

4.
S-CSCF#1 translates the destination address and determines the session will be completed within the home operator’s network. It therefore forwards the INVITE to I-CSCF#1.

5.
I-CSCF#1 sends ‘Cx-location-query’ to the HSS to obtain the location information for the destination

6.
The HSS responds with ‘Cx-location-query-response’ and indicates the destination is a roaming UE, under home network control.

7.
I-CSCF#1 forwards the INVITE to S-CSCF#2, which was identified by the HSS as serving this subscriber.

8.
S-CSCF#2 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

9.
S-CSCF#2 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to P-CSCF#2 in the visited network, possibly through I-CSCF(THIG). This next hop is either the P-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

 (9a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to P-CSCF#2.

 (9b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through I-CSCF(THIG)#2 to P-CSCF#2.

 (9b1)
S-CSCF#2 forwards the INVITE request to I-CSCF(THIG)#2 within the home network

 (9b2)
I-CSCF(THIG)#2 forwards the INVITE request to P-CSCF#2

10. 
P-CSCF#2 remembers (from the registration procedure) the address of UE#2, and forwards the INVITE to UE#2

11.  UE#2 returns the media stream capabilities of the destination to the session originator, along the signalling path established by the INVITE message

12.  P-CSCF#2 authorises the QoS resources required for this session

13.  P-CSCF#2 forwards the SDP to S-CSCF#2. Based on the choice made in (9) above, this response may either be sent directly from P-CSCF#2 to S-CSCF#2 (choice (a)), or be sent indirectly through I-CSCF(THIG)#2 (choice (b)).

14.  S-CSCF#2 forwards the SDP to I-CSCF#1

15.  I-CSCF#1 forwards the SDP to S-CSCF#1

16.  S-CSCF#1 forwards the SDP message to P-CSCF#1

17.  P-CSCF#1 authorises the resources necessary for this session

18.  P-CSCF#1 forwards the SDP message to the originating endpoint, UE#1

19.  The originator decides the final set of media streams for this session, and sends the Final SDP to P-CSCF#1

20.  P-CSCF#1 forwards the final SDP to S-CSCF#1

21.  S-CSCF#1 forwards the final SDP to S-CSCF#2. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

22.  S-CSCF#2 forwards the final SDP to P-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

23.  P-CSCF#2 forwards the final SDP to UE#2.

24.  UE#2 initiates the resource reservation procedures for the resources necessary for this session.

25.  After determining the final set of media streams for this session, step #19 above, UE#1 initiates the reservation procedures for the resources needed for this session

26.  When UE#1 has successfully reserved the needed resources, it sends the “reservation successful” message to UE#2 along the signalling path established by the INVITE message. The message is sent first to P-CSCF#1.

27.  P-CSCF#1 forwards the message to S-CSCF#1

28.  S-CSCF#1 forwards the message to S-CSCF#2. This message may be routed through I-CSCF, depending on operator configuration of I-CSCF.

29.  S-CSCF#2 forwards the message to P-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configurationof I-CSCF#2.

30.  P-CSCF#2 forwards the message to UE#2.

31.  UE#2 may optionally delay the session establishment in order to alert the subscriber to the incoming session.

32.  If UE#2 performs alerting, it sends a ringing indication to the originator via the signalling path. The message is sent first to P-CSCF#2.

33.  P-CSCF#2 forwards the ringing message to S-CSCF#2. Based on the choice made in (9) above, this response may either be sent directly from P-CSCF#2 to S-CSCF#2 (choice (a)), or be sent indirectly through I-CSCF(THIG)#2 (choice (b)).

34.  S-CSCF#2 performs whatever service control is appropriate for this ringing session

35.  S-CSCF#2 forwards the message to I-CSCF#1
36.  I-CSCF#1 forwards the message to S-CSCF#1

37.  S-CSCF#1 performs whatever service control is appropriate for this ringing session.

38.  S-CSCF#1 forwards the message to P-CSCF#1

39.  P-CSCF#1 forwards the message to UE#1

40.  UE#1 indicates to the originator that the session is being delayed due to alerting. Typically this involves playing a ringback sequence.

41.  When the destination party answers, UE#2 sends a SIP 200-OK final response to P-CSCF#2

42.  P-CSCF#2 approves the commitment of the QoS resources for this session

43.  After sending the 200-OK, UE#2 initiates the media flow.

44.  P-CSCF#2 sends a SIP 200-OK final response along the signalling path back toward the session originator. Based on the choice made in (9) above, this response may either be sent directly from P-CSCF#2 to S-CSCF#2 (choice (a)), or be sent indirectly through I-CSCF(THIG)#2 (choice (b)).

45.  S-CSCF#2 performs whatever service control is appropriate for the completed session.

46.  S-CSCF#2 sends a SIP 200-OK final response along the signalling path back to I-CSCF#1.

47.  I-CSCF#1 sends a SIP 200-OK final response along the signalling path back to S-CSCF#1

48.  S-CSCF#1 performs whatever service control logic is appropriate for this session setup completion

49.  S-CSCF#1 sends a SIP 200-OK final response along the signalling path back to P-CSCF#1

50.  P-CSCF#1 approves the commitment of the QoS resources for this session.

51.  P-CSCF#1 sends a SIP 200-OK final response along the signalling path back to UE#1

52.  UE#1 starts the media flow for this session

53.  UE#1 responds to the final response with a SIP ACK message which is passed to UE#2 via the signalling path. The message is sent first to P-CSCF#1

54.  P-CSCF#1 forwards the ACK to S-CSCF#1

55.  S-CSCF#1 forwards the ACK to S-CSCF#2. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1

56.  S-CSCF#2 forwards the ACK to P-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2

57.  P-CSCF#2 forwards the ACK to UE#2

B.2.2
Session flow decomposition into procedure blocks

The end-to-end session flow given in the previous section can be decomposed into an originating part, an inter-serving part, and a terminating part. 

The originating part is for a mobile origination, with subscriber located in the home operator service area. This procedure is given in Section 5.6.3, (MO#2) Mobile origination, home.

The inter-serving part is for a single operator, where the destination party is located within the operator’s service area. This procedure is given in Section 5.5.3, (S-S#2) Single network operator performing origination and termination.

The terminating part is for a mobile termination, roaming, with home control. This procedure is given in Section 5.7.1, (MT#1) Mobile termination, roaming.

The following diagram illustrates this decomposition, showing how the three separate procedures fit together to produce an end-to-end session flow.
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Note to editor: Please replace I-CSCF(Firewall) with I-CSCF(THIG) in the above figure.

B.3
Sample end-end Session Flow - Mobile Origination, roaming, to Mobile Termination, home

For this end-to-end session flow, we assume the originator is a UE located outside the service area of the network operator to whom the UE is subscribed. The UE has already established the proper PDP contexts for exchanging SIP signalling messages, has performed the proxy discovery procedures described in section 5.1.1, and has registered in the IM CN subsystem. 

The originating party addresses a destination that is a subscriber of the same network operator. 

The destination party is a UE located within the service area of the network operator to which it is subscribed. This UE has already established the proper PDP contexts for exchanging SIP signalling messages, has performed the proxy discovery procedures described in section 5.1.1, and has registered in the IM CN subsystem. 

B.3.1
Session flow diagram
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Note to editor: Please replace I-CSCF#1 (Firewall) with I-CSCF(THIG)#1 in the above figure.

Step-by-step processing of this end-to-end session flow is as follows:

1. 
UE#1 sends a SIP INVITE request, containing an initial SDP, to P-CSCF#1, which was obtained from the CSCF discovery procedures.

2. 
P-CSCF#1 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the S-CSCF within the home operator’s network, possibly through an I-CSCF(THIG). The next hop is either S-CSCF#1 serving UE#1 (choice (a)), or I-CSCF(THIG)#1 in the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to S-CSCF#1

(2b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF(THIG) to the S-CSCF

(2b1)
P-CSCF#1 forwards the INVITE request to I-CSCF(THIG)#1 in the home network

(2b2)
I-CSCF(THIG)#1 forwards the INVITE request to S-CSCF#1.

3. 
S-CSCF#1 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

4. 
S-CSCF#1 translates the destination address and determines the session will be completed within the home operator’s network. It therefore forwards the INVITE to I-CSCF#2.

5. 
I-CSCF#2 sends ‘Cx-location-query’ to the HSS to obtain the location information for the destination

6. 
The HSS responds with ‘Cx-location-query-response’ and indicates the destination is in the home service area.

7. 
I-CSCF#2 forwards the INVITE to S-CSCF#2, identified by the HSS as serving this subscriber.

8. 
S-CSCF#2 validates the service profile, and performs whatever service control logic is appropriate for this session setup attempt.

9. 
S-CSCF#2 remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to P-CSCF#2 in the home network.

10. 
P-CSCF#2 remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE

11. 
UE#2 returns the media stream capabilities of the destination to the session originator, along the signalling path established by the INVITE message

12. 
P-CSCF#2 authorises the QoS resources required for this session

13. 
P-CSCF#2 forwards the SDP to S-CSCF#2. 

14. 
S-CSCF#2 forwards the SDP to I-CSCF#2. 

15. 
I-CSCF#2 forwards the SDP to S-CSCF#1

16. 
S-CSCF#1 forwards the SDP message to P-CSCF#1. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF#1 to P-CSCF#1 (choice (a)), or be sent indirectly through I-CSCF(THIG)#1 (choice (b)).

17. 
P-CSCF#1 authorises the resources necessary for this session

18. 
P-CSCF#1 forwards the SDP message to the originating endpoint, UE#1

19. 
The originator decides the final set of media streams for this session, and sends the Final SDP to P-CSCF#1

20. 
P-CSCF#1 forwards the final SDP to S-CSCF#1. This message may be routed through I-CSCF(THIG)#1, depending on operator configuration of I-CSCF#1.

21. 
S-CSCF#1 forwards the final SDP to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

22. 
S-CSCF#2 forwards the final SDP to P-CSCF#2. 

23. 
P-CSCF#2 forwards the final SDP to UE#2.

24. 
UE#2 initiates the resource reservation procedures for the resources necessary for this session.

25. 
After determining the final set of media streams for this session, step #19 above, UE#1 initiates the reservation procedures for the resources needed for this session

26. 
When UE#1 has successfully reserved the needed resources, it sends the “reservation successful” message to UE#2 along the signalling path established by the INVITE message. The message is sent first to P-CSCF#1.

27. 
P-CSCF#1 forwards the message to S-CSCF#1. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

28. 
S-CSCF#1 forwards the message to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

29. 
S-CSCF#2 forwards the message to P-CSCF#2. 

30. 
P-CSCF#2 forwards the message to UE#2.

31. 
UE#2 may optionally delay the session establishment in order to alert the subscriber to the incoming session.

32. 
If UE#2 performs alerting, it sends a ringing indication to the originator via the signalling path. The message is sent first to P-CSCF#2.

33. 
P-CSCF#2 forwards the ringing message to S-CSCF#2. 

34. 
S-CSCF#2 performs whatever service control is appropriate for this ringing session

35. 
S-CSCF#2 forwards the message to I-CSCF#2

36. 
I-CSCF#2 forwards the message to S-CSCF#1

37. 
S-CSCF#1 performs whatever service control is appropriate for this ringing session.

38. 
S-CSCF#1 forwards the message to P-CSCF#1. Based on the choice made in (2) above, this response may either be sent directly from S-CSCF#1 to P-CSCF#1 (choice (a)), of be sent indirectly through I-CSCF(THIG)#1 (choice (b)).

39. 
P-CSCF#1 forwards the message to UE#1

40. 
UE#1 indicates to the originator that the session is being delayed due to alerting. Typically this involves playing a ringback sequence.

41. 
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF#2

42. 
P-CSCF#2 approves the commitment of the QoS resources for this session

43. 
After sending the 200-OK, US#2 initiates the media flow.

44. 
P-CSCF#2 sends a SIP 200-OK final response along the signalling path back to S-CSCF#2.

45. 
S-CSCF#2 performs whatever service control is appropriate for the completed session.

46. 
S-CSCF#2 sends a SIP 200-OK final response along the signalling path back to I-CSCF#2.

47. 
I-CSCF#2 sends a SIP 200-OK final response along the signalling path back to S-CSCF#1. Based on the choice made in (2) above, this response may either be sent directly from I-CSCF#2 to S-CSCF#1 (choice (a)), of be sent indirectly through I-CSCF(THIG)#1 (choice (b)).

48. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup completion

49. 
S-CSCF#1 sends a SIP 200-OK final response along the signalling path back to P-CSCF#1

50. 
P-CSCF#1 approves the commitment of the QoS resources for this session.

51. 
P-CSCF#1 sends a SIP 200-OK final response along the signalling path back to UE#1

52. 
UE#1 starts the media flow for this session

53. 
UE#1 responds to the final response with a SIP ACK message, which is passed to UE#2 via the signalling path. This message is sent first to P-CSCF#1.

54. 
P-CSCF#1 forwards the ACK to S-CSCF#1. This message may be routed through I-CSCF#1, depending on operator configuration of I-CSCF#1.

55. 
S-CSCF#1 forwards the ACK to S-CSCF#2. This message may be routed through I-CSCF#2, depending on operator configuration of I-CSCF#2.

56. 
S-CSCF#2 forwards the ACK to P-CSCF#2.

57. 
P-CSCF#2 forwards the ACK to UE#2.

B.3.2 
Session flow decomposition into procedure blocks

The end-to-end session flow given in the previous section can be decomposed into an originating part, an inter-serving part, and a terminating part. 

The originating part is for a mobile origination, with subscriber located in the home operator service area. This procedure is given in Section 5.6.1, (MO#1) Mobile origination, roaming.

The inter-serving part is for a single operator, where the destination party is located within the operator’s service area. This procedure is given in Section 5.5.2, (S-S#2) Single network operator performing origination and termination.

The terminating part is for a mobile termination, with the subscriber located in the home operator service area. This procedure is given in Section 5.7.2, (MT#2) Mobile termination, home.

The following diagram illustrates this decomposition, showing how the three separate procedures fit together to produce an end-to-end session flow.
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Note to editor: Please replace I-CSCF(Firewall) with I-CSCF(THIG) in the above figure.
*** PROVIDED FOR INFORMATION ***

Annex C (informative):
Optional configuration independence between operator networks

It is a requirement that it shall be possible to hide the network topology from other operators. It shall be possible to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. Hiding requirements of P-CSCFs are for further study (Note that UE needs to have the address of P-CSCF).

The details of the mechanism to fulfil this requirement are yet to be determined. The specific mechanism chosen needs to take into account the following separate aspects of this requirement:

Network management. In the case that network details (i.e. S-CSCF addresses) are visible by other external network elements, any (temporary or permanent) changes to the network topology need to be propagated to network elements outside of the operator’s network. This is highly undesirable from a network management perspective. 

Network scalability. Establishing security associations on a pair-wise basis among all CSCFs is likely to be unscalable. The security associations shall be independent of the number of network elements.

Competitivity aspects. The operational details of an operator's network are sensitive business information that operators are reluctant to share with their competitors. While there may be situations (partnerships or other business relations) where the sharing of such information is appropriate, the possibility should exist for an operator to determine whether or not the internals of its network need to be hidden.

Security aspects. Network element hiding may help to reduce the vulnerability of the overall system to external attacks (e.g. denial of service attacks). Further work is needed in this area.
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