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***first change****

5  IP multimedia subsystem procedures

This section documents the main procedures that are used for the provision of services in the IP multimedia subsystem. These procedures are described using text description as well as information flow diagrams. The procedures described in this document are meant to provide a high level description and are not intended to be exhaustive. Additional procedures and details are provided in TS 24.228 [10]. 

5.1
CSCF related procedures

5.1.1
Procedures related to local CSCF discovery

The Proxy-CSCF discovery shall be performed after GPRS attach and after or as part of a successful activation of a PDP context for IMS signalling using one of the following mechanisms:

1.
 Use of DHCP to provide the UE with the domain name of a Proxy-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described below in clause 5.1.1.1. 

2.
Transfer a Proxy-CSCF address within the PDP Context Activation signalling to the UE, as described below in clause 5.1.1.2. The UE shall request the P-CSCF address(es) from the GGSN when activating the PDP context. The GGSN shall send the P-CSCF address(es) to the UE when accepting the PDP context activation. Both the P-CSCF address(es) request and the P-CSCF address(es) shall be sent transparently through the SGSN.  

5.1.1.1
DHCP/DNS procedure for P-CSCF discovery

The GGSN acts as a DHCP Relay Agent, relaying DHCP messages between UE and the DHCP server.
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Figure 5.0a: P-CSCF discovery using DHCP and DNS

1. Create PDP context bearer by using the procedure as specified in TS 23.060. 

2. The UE requests a DHCP server and additionally requests the domain name of the P-CSCF and IP addresses of DNS servers. It may require a multiple DHCP Query/Response message exchange to retrieve the requested information. 

3. The UE performs a DNS query to retrieve a list of P-CSCF(s) IP addresses from which one is selected. If the response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified Domain Name (FQDN) to an IP address.

After reception of domain name and IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

5.1.1.2 GPRS procedure for P-CSCF discovery

This alternative shall be used for UE(s) not supporting DHCP.  This may also be used for UE(s) supporting DHCP.
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Figure 5.0b: P-CSCF discovery using PDP Context Activation signalling

1. The UE requests establishment of a PDP context according to section 4.2.6 (QoS requirements for IM CN subsystem signalling). The UE indicates that it requests a P-CSCF IP address(es). The indication is forwarded transparently by the SGSN to the GGSN.

2. The GGSN gets the IP address(es) of  the P-CSCF(s). The mechanism to do this is a matter of internal configuration and is an implementation choice. 

3. If requested by the UE, the GGSN includes the IP address(es) of the P-CSCF(s) in the Create PDP Context Response. The P-CSCF address(es) is forwarded transparently by the SGSN to the UE.

After reception of the IP address of a P-CSCF the UE may initiate communication towards the IM subsystem.

Note. This request of a P-CSCF IP address(es) and response shall be transparent also for pre-R5 SGSN.

5.1.2
Procedures related to Serving-CSCF assignment

5.1.2.1
Assigning a Serving-CSCF for a subscriber

When a UE attaches  and makes itself available for access to IMS services by explicitly registering in the IMS , a S-CSCF shall be assigned to serve the UE. 

The assignment of an S-CSCF is performed in the I-CSCF. The following information is needed in the selection of the S-CSCF:

1. Required capabilities for subscriber services
This information is provided by the HSS.

2. Operator preference on a per-user basis 
This information is provided by the HSS.

4. Capabilities of individual S-CSCFs in the home network
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

5. Topological (i.e. P-CSCF) information of where the subscriber is located
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. The P-CSCF name is received in the registration request. The topological information of the P-CSCF is obtained by the I-CSCF by methods not standardised in Release 5.

6. Topological information of where the S-CSCF is located
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

7. Availability of S-CSCFs
This is internal information within the operator’s network. This information may be used in the S-CSCF selection. This information is obtained by the I-CSCF by methods not standardised in this release.

In order to support the S-CSCF selection described above, it is required that the following types of information be transferred between the CSCF and the HSS:

1. The Cx reference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.


· This allows the CSCF and the subscriber to communicate in a trusted and secure way (there is no à priori trust relationship between a subscriber and a CSCF)

· The security parameters can be for example pre-calculated challenge-response pairs, or keys for an authentication algorithm, etc. 

2. The Cx reference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.

· This may include e.g. supplementary service parameters, application server address, triggers etc.

Editor's Note: It has also to be made clear what are the functionality of the application level and service level.

3. The Cx reference point shall support the transfer of CSCF capability information from CSCF to HSS. 

-
This may include e.g. supported service set, protocol version numbers etc.

4. The Cx reference point shall support the transfer of session signalling transport parameters from CSCF to HSS. The HSS stores the signalling transport parameters and they are used for routing mobile terminated sessions to the Serving-CSCF.

· The parameters may include e.g. IP-address and port number of CSCF, transport protocol etc.

The information mentioned in items 1 – 4 above shall be transferred before the CSCF is able to serve the mobile subscriber. It shall also be possible to update this information while the CSCF is serving the subscriber, for example if new supplementary services are activated for the subscriber.

5.1.2.2
Cancelling the Serving-CSCF assignment




Cancellation of the assigned Serving CSCF is either:

· Initiated from the Serving CSCF itself, e.g. due to timeout of the registration
· Performed as a result of an explicit deactivation/de-registration from the IMS. This is triggered by the UE.

· Performed due to a request  from the HSS over the Cx interface, e.g. due to changes in the subscription.
******* Second change *********

5.3
Application level de-registration procedures

5.3.1
Mobile initiated de-registration

When the UE wants to de-register from the IMS then the UE shall perform application level de-registration. De-registration is accomplished by a registration with an expiration time of zero seconds. 
De-registration follows the same path as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.
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Figure 5.3: De-registration - user currently registered

1.
The UE decides to initiate de-registration. To de-register, the UE sends a new REGISTER request with an expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (subscriber identity, home networks domain name). 

2.
Upon receipt of the register information flow, it shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCFs “name” in the contact header, subscriber identity, and visited network contact name). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. When the I-CSCF receives the registration information flow from the proxy, it shall examine the subscriber identity and the home domain name, and employ the services of a name-address resolution mechanism, to determine the HSS address to contact. 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (P-CSCF name, subscriber identity, home domain name, visited network contact name). The P-CSCF name is the contact name that the operator wishes to use for future contact to that P- CSCF. The Cx-query (P-CSCF name, subscriber identity, home domain name, and visited network contact name) information flow is sent to the HSS.

(Editors Note: It is FFS whether the terminal name, or proxy name, or both is included within this and subsequent register messages). 

4.
The HSS shall determine that the user is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

5.
The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCFs “name” in the contact header, subscriber identity, visited network contact name) to the selected S-CSCF.

6. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate.

7.
The S-CSCF shall send Cx-Put (subscriber identity, clear S-CSCF name) to the HSS. The HSS clears the S-CSCF name for that subscriber.

8.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

9.
The S-CSCF shall return the 200 OK information flow to the I-CSCF. The S-CSCF may release all registration information regarding this specific registration of the subscriber after sending information flow 200 OK.

10.
The I-CSCF shall send information flow 200 OK to the P-CSCF. 

11.
The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF may release all registration information regarding this specific registration of the subscriber after sending information flow 200 OK.
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3. Create PDP Context Response











3. Activate PDP Context Accept







1. Create PDP Context Request







2. Get IP address(es) of P-CSCF(s)











1. Activate PDP Context Request
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