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4.2.3
Support of roaming subscribers 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network
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Figure 4-2: External Service Platform

There are two possible scenarios to provide services:

-  via the service platform in the Home Network

-  via an external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited network or in the 3rd party platform.

Editor's Note: the types of protocols to be used on the interfaces between the Serving-CSCF and the different service platforms in these different scenarios are FFS.

 The roles that the CSCF plays are described below. 

 

· The Proxy-CSCF is located in the same network as the GGSN. The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.

-
The Serving-CSCF is located in the home network. The Serving-CSCF shall provide the service control.
A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in the same IM CN SS.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow registration time Proxy-CSCF reassignment may be considered in future releases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCFs, to be included in the SIP signalling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks.

..

********Next change******

4.2.6
QoS Requirements for IM CN subsystem signalling

The UE shall be able to establish a separate PDP-Context for IM Subsystem related signalling. The UE shall also be able to utilize a general-purpose PDP context for IM subsystem signalling traffic. If the network-operator does not support a dedicated PDP context, the UE shall use a general-purpose PDP context for IM subsystem signalling. 

The PDP Context for IM Subsystem related signalling may provide enhanced QoS for signalling traffic. 

At PDP context setup it shall be possible for the GGSN to determine if the PDP context is to be used for IM Subsystem related signalling.  If the PDP context is to be used for IM Subsystem related signalling, rules and restrictions may apply to the bearer according to operator implementation. A minimum set of capabilities shall be standardised to provide user experience consistency and satisfy user expectation.  The rules and restrictions on other capabilities beyond the minimum standardised set are configured by the operator in the GGSN.

To enable the described mechanism to work without requiring end-user interaction and under roaming circumstances, it is a requirement for the UE to be made aware of the rules and restrictions applied by the visited network operator. As there is as yet no mechanism available in Release 5 for providing the information about the restrictions back to the UE, the available set of rules and restrictions in Release 5 is the minimum set of capabilities as defined below. 

For the PDP Signalling Context subject to restrictions, 

The minimum set of capabilities to be applied is defined as: All messages from the UE on the Signalling PDP Context shall have their destination restricted to the P-CSCF assigned for this UE, or to any one of the set of possible P-CSCFs that may be assigned to this UE.

The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the GGSN by the operator of the GGSN.

********Next change******

4.3.2
Addressing and routing for access to IM CN subsystem services

This section deals with a UE accessing IM CN subsystem services via UMTS. 

A UE accessing IM CN Subsystem services requires an IP address that is logically part of the IM CN subsystem IP Addressing Domain. This is established using an appropriate PDP-context. It is possible to connect to a GGSN either in the VPLMN or the HPLMN. For routing efficiency this context may benefit from  being connected though a GGSN in the visited network. The connection between the UE and the Visited Network IM CN subsystem is shown below:
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Figure 4.4: UE Accessing IM CN subsystem Services with GGSN in the visited network
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Fig. 4.5 UE Accessing IM CN subsystem Services with GGSN in the Home network

********Next change******

4.6 
Roles of Session Control Functions

The CSCF may take on various roles as used in the IP multimedia subsystem. The following sections describe these various roles.

4.6.1 
Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs following PDP context activation, using the mechanism described in section “Procedures related to Local CSCF Discovery ”. The P-CSCF behaves like a Proxy (as defined in RFC2543 or subsequent versions), i.e. it accepts requests and services them internally or forwards them on, possibly after translation. The P-CSCF may also behave as a User Agent (as defined in the RFC2543 or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions. 

The Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and the P-CSCF is not standardised. 

The functions performed by the P-CSCF are:

-
Forward the SIP register request received from the UE to an I-CSCF determined using the home domain name, as provided by the UE.

-
Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has received as a result of the registration procedure.

-
As part of processing of the request and before forwarding, the P-CSCF may modify the Request URI of outgoing requests according to a set of provisioned rules defined by the network operator (e.g. Number analysis and potential modification such as translation from local to international format.)

-
Forward the SIP request or response to the UE.

-
Detect an emergency session and select a S-CSCF to handle emergency sessions.

-
Generation of CDRs.

-
Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19]. 

Editor’s Note: The following functions require further study:

-
Authorisation of bearer resources and QoS management. Details of the P-CSCF role in QoS management and authorisation of bearer resources for the session are being investigated by the QoS ad-hoc group.

********Next change******

5.6
Origination procedures

This section presents the detailed application level flows to define the Procedures for session originations. 

The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving-CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the GGSN, performs resource authorisation, and may have additional functions in handling of emergency sessions. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF determines the next hop toward the Serving-CSCF. This next hop may be directly to the S-CSCF in the same network (MO#2 for the roaming case, MO#3 for the home case), or to the S-CSCF in the home network (possibly through an I-CSCF to hide the network configuration) (MO#1). These next-hop addresses could be IPv4/IPv6 addresses, or could be names that are translated via DNS to an IPv4/IPv6 address.

Sessions originated in the PSTN to a mobile destination are a special case of the Origination procedures. The MGCF uses H.248 [19] to control a Media Gateway, and communicates with the SS7 network via the TSGW. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S-CSCF.

*****next change********

5.7
Termination procedures

This section presents the detailed application level flows to define the Procedures for session terminations. 

The session termination procedures specify the signalling path between the Serving-CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration. This signalling path is the reverse of the session initiation signalling path of Section 5.6. Therefore there is a one-to-one correspondence between the origination procedures of section 5.6 and the termination procedures of this section.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the GGSN, and performs resource authorisation for the sessions to the UE. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF knows the address of the UE. The assigned S-CSCF, knows the name/address of the P-CSCF (procedure MT#3, and MT#4, depending on the location of S-CSCF and P-CSCF). If the network operator owning the S-CSCF wants to keep their configuration private, the S-CSCF will have chosen an Interrogating-CSCF, I-CSCF, who will perform the firewall functions and pass messages to the P-CSCF (procedure MT#1).

Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network via the T-SGW. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S-CSCF.

******next change******

5.11.1.1
Mobile-to-Mobile Session Hold and Resume Procedures

An IMS session was previously established between an initiating UE and a terminating UE. Each of these UEs has an associated P-CSCF in the same network as their GGSNs  are located, and a S-CSCF assigned in their home network. These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the home or visited networks. 

The hold and resume procedures are identical whether the UE that initiated the session also initiates the session-hold, or whether the UE that terminated the session initiates the session-hold.

When a media stream has been placed on hold, it shall not be resumed by any endpoint other than the one that placed it on hold.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in the following information flow:
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Figure 5.28: Mobile to Mobile session hold and resume

Information flow procedures are as follows:

1. UE#1 detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2. UE#1 sends a Hold message to its proxy, P-CSCF#1.

3. P-CSCF#1 forwards the Hold message to S-CSCF#1.

4. S-CSCF#1 forwards the Hold message to S-CSCF#2.

5. S-CSCF#2 forwards the Hold message to P-CSCF#2.

6. P-CSCF#2 forwards the Hold message to UE#2.

7. UE#2 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

8. UE#2 acknowledges receipt of the Hold message with a 200-OK final response, send to P-CSCF#2.

9. P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

10. S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

11. S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

12. P-CSCF#1 forwards the 200 OK final response to UE#1.

13. UE#1 detects a request from the subscriber to resume the media stream previously placed on hold. UE#1 sends a Resume message to its proxy, P-CSCF#1.

14. P-CSCF#1 forwards the Resume message to S-CSCF#1.

15. S-CSCF#1 forwards the Resume message to S-CSCF#2.

16. S-CSCF#2 forwards the Resume message to P-CSCF#2.

17. P-CSCF#2 forwards the Resume message to UE#2.

18. UE#2 resumes sending the media stream to the remote endpoint.

19. UE#2 acknowledges receipt of the Resume message with a 200-OK final response, sent to P-CSCF#2.

20. P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

21. S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

22. S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

23. P-CSCF#1 forwards the 200 OK final response to UE#1.

24. UE#1 resumes sending the media stream to the remote endpoint.

5.11.1.2
Mobile-initiated Hold and Resume of a Mobile-PSTN Session

An IMS session was previously established between an initiating UE and a MGCF acting as a gateway for a session terminating on the PSTN, or between an initiating MGCF acting as a gateway for a session originating on the PSTN to a terminating UE. The UE has an associated P-CSCF in the same network as its GGSN  is located , an S-CSCF assigned in its home network, and a BGCF that chooses the MGCF. These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the subscriber’s home or visited networks. Therefore there is no distinction in this section of home network vs. visited network.

The session hold and resume procedure is similar whether the UE initiated the session to the PSTN, or if the PSTN initiated the session to the UE. The only difference is the optional presence of the BGCF in the case of a session initiated by the UE. Note that the BGCF might or might not be present in the signalling path after the first INVITE is routed.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in the following information flow:
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Figure 5.29: Mobile to PSTN session hold and resume

Information flow procedures are as follows:

1. 
UE detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2. 
UE sends a Hold message to its proxy, P-CSCF.

3. 
P-CSCF forwards the Hold message to S-CSCF.

4. 
S-CSCF forwards the Hold message to BGCF.

5. 
BGCF forwards the Hold message to MGCF.

6. 
MGCF initiates a H.248 interaction with MGW instructing it to stop sending the media stream, but to keep the resources for the session reserved.

7. 
MGCF acknowledges receipt of the Hold message with a 200-OK final response, send to BGCF.

8. 
BGCF forwards the 200-OK to the S-CSCF.

9. 
S-CSCF forwards the 200 OK final response to P-CSCF.

10. 
P-CSCF forwards the 200 OK final response to UE.

11. 
UE detects a request from the subscriber to resume the media stream previously placed on hold. UE sends a Resume message to its proxy, P-CSCF.

12. 
P-CSCF forwards the Resume message to S-CSCF.

13. 
S-CSCF forwards the Resume message to BGCF.

14. 
BGCF forwards the Resume message to MGCF.

15. 
MGCF initiates a H.248 interaction with MGW instructing it to resume sending the media stream.

16. 
MGCF acknowledges receipt of the Resume message with a 200-OK final response, sent to BGCF.

17. 
BGCF forwards the 200 OK final response to the S-CSCF.

18. 
S-CSCF forwards the 200 OK final response to P-CSCF.

19. 
P-CSCF forwards the 200 OK final response to UE.

20.

UE resumes sending the media stream to the remote endpoint.
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