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7.4.4
Method of test
….

[Skip]

….

Specific Message Contents:

Step 1: DHCP SOLICIT*
Use the default message in annex B.1 with the following exceptions

	Options
	Value/Remarks

	option-code
	OPTION_ORO (6)

	- option-len
	2 times number of requested options

	-requested-option-code-1
	OPTION_SIP_SERVER_D (21) OR OPTION_SIP_SERVER_A (22)

	- requested-option-code-2
	OPTION_DNS_SERVERS (23) 

	- requested-option-code-3
	OPTION_DOMAIN_LIST (24) 


*NOTE:
Options can be optionally present and option codes can be in any order

**NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

Step 2: DHCP ADVERTISE
Use the default message in annex B.1 with the following exceptions

NOTE:
Options are included only if corresponding Requests are received.

Case 1: (OPTION_SIP_SERVER_D (21) ) or both (OPTION_SIP_SERVER_D (21) and OPTION_SIP_SERVER_A (22)) and OPTION_DOMAIN_LIST(24) or OPTION_DNS_SERVERS (23)  received in step 1

	Options
	Value/Remarks

	option-code
	OPTION_SIP_SERVER_D (21)

	- option-len
	Length of encoded domain address RFC 3319[51]

	Domain-address 1
	SS P-CSCF server domain address RFC 3319[51]

	option-code
	OPTION_DNS_SERVERS (23)

	- option-len
	Length of encoded DNS server address RFC 3646[48]

	Domain-address 1
	SS DNS server IPv6 address RFC 3646[48]

	option-code
	OPTION_DOMAIN_LIST (24)

	- option-len
	Length of Domain search list

	searchlist
	List of Domain Names encoded as per RFC 1035[52]


*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

….

[Skip]

…..
Step 6: DHCP Reply

Use the default message in annex B.1 with the following exceptions

NOTE:
Options are included only if corresponding Requests are received.

Case 1: (OPTION_SIP_SERVER_D (21) ) or both (OPTION_SIP_SERVER_D (21)  and OPTION_SIP_SERVER_A (22)) and OPTION_DOMAIN_LIST(24) or OPTION_DNS_SERVERS (23) received in step 5
	Options
	Value/Remarks

	option-code
	OPTION_SIP_SERVER_D (21)

	- option-len
	Length of encoded domain address RFC 3319[51]

	Domain-address 1
	SS P-CSCF server domain Address RFC 3319[51]

	option-code
	OPTION_DNS_SERVERS (23)

	- option-len
	Length of encoded DNS server address RFC 3646[48]

	Domain-address 1
	SS DNS server IPv6 address RFC 3646[48]

	option-code
	OPTION_DOMAIN_LIST (24)

	- option-len
	Length of Domain search list

	searchlist
	List of Domain Names encoded as per RFC 1035[52]


*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

….

[SKIP]

….

7.6.4
Method of test
…
[SKIP]

….

Step 4: DHCP ADVERTISE
Use the default message in annex B.1 with the following exceptions

NOTE:
Options are included only if corresponding Requests are received.

Case 1: (OPTION_SIP_SERVER_D (21) ) or both (OPTION_SIP_SERVER_D (21) and OPTION_SIP_SERVER_A (22)) and OPTION_DOMAIN_LIST(24) or OPTION_DNS_SERVERS (23) received in step 3
	Options
	Value/Remarks

	option-code
	OPTION_SIP_SERVER_D (21)

	- option-len
	Length of encoded domain address RFC 3319[51]

	Domain-address 1
	SS P-CSCF server domain Address RFC 3319[51]

	option-code
	OPTION_DNS_SERVERS (23)

	- option-len
	Length of encoded DNS server address RFC 3646[48]

	Domain-address 1
	SS DNS server IPv6 address  RFC 3646[48]

	option-code
	OPTION_DOMAIN_LIST (24)

	- option-len
	Length of Domain search list

	searchlist
	List of Domain Names encoded as per RFC 1035 [52]


*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

Case 2: OPTION_SIP_SERVER_A (22) received in step 3
	Options
	Value/Remarks

	option-code
	OPTION_SIP_SERVER_A (22)

	- option-len
	128

	Domain-address 1
	IPv6 address of SS P-CSCF Server

	option-code
	OPTION_DNS_SERVERS (23)

	- option-len
	Length of encoded DNS server address RFC 3646[48]

	Domain-address 1
	SS DNS server IPv6 address  RFC 3646[48]

	option-code
	OPTION_DOMAIN_LIST (24)

	- option-len
	Length of Domain search list

	searchlist
	List of Domain Names encoded as per RFC 1035 [52]


*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

Step 5: DHCP Information-Request

Use the default message in annex B.1 with the following exceptions

	Options
	Value/Remarks

	option-code
	OPTION_ORO (6)

	- option-len
	2 * number of requested options

	-requested-option-code-1
	OPTION_SIP_SERVER_D (21) OR OPTION_SIP_SERVER_A (22)

	- requested-option-code-2
	OPTION_DNS_SERVERS (23)(Optional)

	- requested-option-code-3
	OPTION_DOMAIN_LIST (24) (Optional)


NOTE:
All options can be either received in one message or multiple messages. If more than one option codes present they can be in any order.

*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

Step 6: DHCP Reply

Use the default message in annex B.1 with the following exceptions

NOTE:
Options are included only if corresponding Requests are received.

Case 1: (OPTION_SIP_SERVER_D (21) ) or both (OPTION_SIP_SERVER_D (21) and OPTION_SIP_SERVER_A (22)) and OPTION_DOMAIN_LIST(24) or OPTION_DNS_SERVERS (23) received in step 5
	Options
	Value/Remarks

	option-code
	OPTION_SIP_SERVER_D (21)

	- option-len
	Length of encoded domain address RFC 3319[51]

	Domain-address 1
	SS P-CSCF server domain Address RFC 3319[51]

	option-code
	OPTION_DNS_SERVERS (23)

	- option-len
	Length of encoded DNS server address RFC 3646[48]

	Domain-address 1
	SS DNS server IPv6 address  RFC 3646[48]

	option-code
	OPTION_DOMAIN_LIST (24)

	- option-len
	Length of Domain search list

	searchlist
	List of Domain Names encoded as per RFC 1035 [52]


*NOTE:
Numerical value, "(n)", provided in brackets in Column Value/Remarks is the 'octal' value for this option.

….

[SKIP]

…..

8.14.4
Method of test
Initial conditions

SS is configured with the IMSI within the USIM application, the home domain name, public and private user identities together with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) that is configured on the UICC card equipped into the UE. SS is listening to SIP default port 5060 for both UDP and TCP protocols. SS is able to perform AKAv1-MD5 authentication algorithm for that IMPI, according to 3GPP TS 33.203 [14] clause 6.1 and RFC 3310 [17].

UE is equipped with a UICC that contains both ISIM and USIM applications. UE is not registered to IMS services, but has an active PDP context/ established EPS default bearer context and has discovered the SS as P-CSCF by executing the generic test procedure in Annex C.2 up to step 3.

Related ICS/IXIT Statement(s)

-
UE supports IPSec ESP confidentiality protection (Yes/No)

-
IMS security (Yes/No)

-
obtaining and using GRUUs in the Session Initiation Protocol (SIP) (Yes/No)

-
UE supports MTSI (Yes/No)

-
UE supports automatic consecutive registration of multiple SIP URI IMPUs stored on the ISIM (belonging to separate implicit registration sets) (Yes/No)

-
UE supports manual registration of multiple SIP URIs IMPUs stored on the ISIM (belonging to separate implicit registration sets) (Yes/No)

Test procedure

1)
If the UE supports automatic consecutive registration of multiple SIP URI IMPUs the UE is made to register all implicit registration sets for the IMPUs found on ISIM otherwise if the supports manual registration of multiple SIP URIs IMPUs the UE is triggered to register one of the SIP URI IMPUs.

2)
The UE executes the procedures of annex C.2 for context activation and subsequent IMS registration. The registration event sent by the SS indicates only that IMPU to have been registered, which was explicitly registered by the UE.

3)
If the UE does not support automatic consecutive registration of multiple SIP URI IMPUs and supports manual registration of multiple SIP URIs IMPUs the UE is triggered to register another SIP URI IMPU.

4)
The UE initiates another registration procedure of annex C.23, in order to register a second implicit registration set. The registration event sent by the SS indicates the rest of the two IMPUs within ISIM to have been registered. 

5)
If the UE does not support automatic consecutive registration of multiple SIP URI IMPUs and supports manual registration of multiple SIP URIs IMPUs the UE is triggered to register a third SIP URI IMPU.

6)
The UE initiates a third registration procedure of annex C.23, in order to register a third implicit registration set. The registration event sent by the SS indicates all the three IMPUs within ISIM to have been registered.
Expected sequence

…..

[SKIP]

….

8.15
Refresh for ISIM parameters

8.15.1
Definition and applicability
Test to verify that the when ISIM parameter values have been updated the UE will use the new values when registering to IMS the next time.

8.15.2
Conformance requirement

[TS 24.229 Annex C.4]:

The 3GPP TS 31.102 and 3GPP TS 31.103 specify the file structure and contents for the preconfigured parameters stored on the USIM and ISIM, respectively, necessary to initiate the registration to the IM CN subsystem. Any of these parameters can be updated via Data Download or a USAT application, as described in 3GPP TS 31.111. If one or more EFs are changed and a REFRESH command is issued by the UICC, then the UE reads the updated parameters from the UICC as specified for the REFRESH command in 3GPP TS 31.111.

In case of changes to EFs, the UE is not required to perform deregistration but it shall wait for the network-initiated deregistration procedures to occur as described in subclause 5.4.1.5 unless the user initiates deregistration procedures as described in subclause 5.1.1.6. From this point onwards the normal initial registration procedures can occur.

 [TS 24.229 clause 5.1.1.7]:

Upon receipt of a NOTIFY request on any dialog which was generated during subscription to the reg event package as described in subclause 5.1.1.3, including one or more <registration> element(s) which were registered by this UE with:

-
the state attribute set to "terminated" and the event attribute within the <contact> element belonging to this UE set to "rejected" or "deactivated"; or

-
the state attribute set to "active" and within the <contact> element belonging to this UE, the state attribute set to "terminated" and the associated event attribute set to "rejected" or "deactivated";

the UE shall remove all registration details relating to these public user identities. In case of a "deactivated" event attribute, the UE shall start the initial registration procedure as described in subclause 5.1.1.2.

Reference(s)

3GPP TS 24.229[10], clause 5.1.1.7,  annex C.4 (release 10)
8.15.3
Test purpose
…
[SKIP]

…
9.2.3
Test purpose

1)
To verify that after receiving a 401 (Unauthorized) response for the initial REGISTER sent, the UE checks that  the SQN parameter derived from the AUTN part of the authentication challenge is within the correct range
2)
If, the value of SQN derived from the AUTN part of the 401 (Unauthorized) received by the UE is out of range the UE reacts correctly:

3)
To verify after a failed  authentication attempt if  the UE receives a valid 401 (Unauthorized) message from the network in response to the Register request sent, the UE is able to perform the authentication and registration successfully:

9.2.4
Method of test
…
[SKIP]

….
15.27.4
Method of test
…
[SKIP]

…
Specific Message Contents
180 Ringing (step 9)

Use the default message "180 Ringing for INVITE" in annex A.2.6 with the following exceptions:
	Header/param
	Value/remark

	Alert-Info
	<urn:alert:service:call-waiting>


PRACK (step 10)

Use the default message "PRACK" in annex A.2.4. No content body is included in this PRACK message

200 OK (step 11)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1. 
200 OK (step 12)

Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1. 

ACK (step 13)

Use the default message "ACK" in annex A.2.7.

BYE (step 14)
Use the default message "BYE" in annex A.2.8,
200 OK (step 15)
Use the default message "200 OK for other requests than REGISTER or SUBSCRIBE" in annex A.3.1.

15.27.5
Test requirements

 [End of the change]
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