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This document contains a proposal for IMS CC MO Call test cases related to non-successful cases.
The following test cases are covered:

13.2
MO Call – 503 Service Unavailable

13.3
MO Call – 488 Not Acceptable Here

13.4
MO Call – 420 Bad Extension

Test case 13.5 (MO Call – Timer Expiry) is marked as FFS.

Open issues:

- Acceptable Retry-After time period in test case 13.2

- Handling of SDP payload in test case 13.3

13.2
MO Call – 503 Service Unavailable
13.2.1
Definition
When a server is temporarily unable to process an INVITE request due to a temporary overloading or maintenance of the server sends a 503 Serice Unavailable response. The server may indicate when the service will be available again in a Retry-After header field. This process is described in 3GPP TS 24.229 [24.229], clause 5.1.3.1.

NOTE: All the references within [ ] shall be renumbered. Thereafter this note shall be removed.

13.2.2
Conformance requirement

If the UA receives a 503 (Service Unavailable) response to an initial INVITE request containing a Retry-After header, then the UE shall not automatically reattempt the request until after the period indicated by the Retry-After header contents.

Reference(s)

3G TS 24.229, clause 5.1.3.1
13.2.3
Test purpose

To verify that when the UE receives a 503 (Service Unavailable) response to an initial INVITE request containing a Retry-After header, then the UE shall not automatically reattempt the request until after the period indicated by the Retry-After header contents.

13.2.4
Method of test
Initial conditions

UE contains ISIM or USIM application on UICC, configured with correct IMS authentication parameters for the SS, according to 3GPP TS 24.229 [24.229] clause 5.1.1.1. UE is registered to IMS services.

[Editor’s note: It is for FFS if an annex should be specified describing a test ISIM/USIM application fields to be used during test as was done for UTRA test cases in 34.108 section 8]
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

[Editor’s note: It is for FFS if a test authentication algorithm need to be defined to be used by test ISIM/USIM and SS as was done for the UTRA test cases in 34.108 section 8.1.2]
Related ICS/IXIT Statement(s)
<To be added>

Test procedure

For value of T see specific message content for 503 (Service Unavailable) message.
1.
MO call is initiated on the UE. SS waits for the UE to send an INVITE request with first SDP offer, over the security associations set up during registration, in accordance to 3GPP TS 24.229 [24.229], clause 5.1.3

2.
The SS responds with a provisional 100 (Trying) response to the INVITE request followed by a 503 (Service Unavailable) response with the Retry-After header set to T. 

3.
The SS waits for the UE to send an ACK to acknowledge the reception of the 503 (Service Unavailable) response.  
4.
SS wait the time T and check for INVITE request from the UE. 
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	The UE sends an INVITE request with the first SDP offer indicating all desired medias and codecs the UE supports

	2a
	(
	100 Trying
	The SS responds with a 100 Trying provisional response

	2b
	(
	503 Service Unavailable
	Including Retry-After header with period set to T


	3
	(
	ACK
	The UE acknowledges the reception of the 503 (Service Unavailable) response

	4
	
	SS
	Wait time T

Check for INVITE request attempts


Specific Message Contents
NOTE:
The SS shall not limit a valid request sent by the UE to contain only those parameters or headers mentioned below. Any additional headers or parameters must be ignored by SS.
INVITE (Step 1)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. 
100 Trying (Step 2a)

Use the default message “100 Trying for MO INVITE” in annex [TBD–common message definitions].
503 Service Unavailable (Step 2b)

Use the default message “503 Service Unavailable” in annex [TBD–common message definitions] with the following expecptions:
	Header
	Value/remark

	Retry-After
	

	
period

	[TBD s] (referred to as T in the test procedure and test requirement)

	
duration
	Not present

	
comment

	Not present


ACK (Step 3)

Use the default message “ACK” in annex [TBD–common message definitions].
INVITE (Step 4)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. 
13.2.5 
Test requirements

At step 4 the UE shall not send any INVITE request before time T from the time the SS receives the ACK from the UE in step 2b.
13.3
MO Call – 488 Not Acceptable Here
13.3.1
Definition

When a UA has been contacted successfully but some aspects of the session description such as the requested media, bandwidth, or addressing style were not acceptable then the UA may send a 488 (Not Acceptable Here) response. A message body containing a description of media capabilities may be present in the response. This process is described in 3GPP TS 24.229 [24.229], clauses 5.1.3.1 and 6.1.

NOTE: All the references within [ ] shall be renumbered. Thereafter this note shall be removed.

13.3.2
Conformance requirement

If the UE receives a 488 (Not Acceptable Here) response to an initial INVITE request, the UE should send a new INVITE request containing SDP according to the procedures defined in subclause 6.1 of 24.229.

….

Usage of SDP by the UE:

….

10.
If the UE builds SDP for an INVITE request generated after receiving a 488 (Not Acceptable Here) response, as described in subclause 5.1.3.1 of 24.229, the UE shall include SDP payload containing a subset of the allowed media types, codecs and other parameters from the SDP payload of all 488 (Not Acceptable Here) responses related to the same session establishment attempt (i.e. a set of INVITE requests used for the same session establishment). The UE shall order the codecs in the SDP payload according to the order of the codecs in the SDP payload of the 488 (Not Acceptable Here) response.

NOTE 2:
The UE may be attempting a session establishment through multiple networks with different policies and potentially may need to send multiple INVITE requests and receive multiple 488 (Not Acceptable Here) responses from different CSCF nodes. The UE therefore takes into account the SDP contents of all the 488 (Not Acceptable Here) responses received related to the same session establishment when building a new INVITE request.

Reference(s)

3G TS 24.229, clauses 5.1.3.1 and 6.1
13.3.3
Test purpose

1.
To verify that the UE includes SDP payload containing a subset of the allowed media types, codecs and other parameters from the SDP payload of the 488 (Not Acceptable Here) response.

2.
To verify that the UE orders the codecs in the SDP payload according to the order of the codecs in the SDP payload of the 488 (Not Acceptable Here) response.
13.3.4
Method of test
Initial conditions

UE contains ISIM or USIM application on UICC, configured with correct IMS authentication parameters for the SS, according to 3GPP TS 24.229 [24.229] clause 5.1.1.1. UE is registered to IMS services.

[Editor’s note: It is for FFS if an annex should be specified describing a test ISIM/USIM application fields to be used during test as was done for UTRA test cases in 34.108 section 8]
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

[Editor’s note: It is for FFS if a test authentication algorithm need to be defined to be used by test ISIM/USIM and SS as was done for the UTRA test cases in 34.108 section 8.1.2]
Related ICS/IXIT Statement(s)
[UE supports sending of new INVITE request upon receiving a 488 (Not Acceptable Here) response]
Test procedure

1.
MO call is initiated on the UE. SS waits for the UE to send an INVITE request with first SDP offer, over the security associations set up during registration, in accordance to 3GPP TS 24.229 [24.229], clause 5.1.3

2.
The SS responds with a provisional 100 (Trying) response to the INVITE request followed by a 488 (Not Acceptable Here) response. The SS includes a SDP payload [TBD].
3.
The SS waits for the UE to send an ACK to acknowledge the reception of the 488 (Not Acceptable Here) response.  

4.
SS wait for the UE to send a new INVITE request. The SS checks that the SDP payload of the new INVITE request includes a subset of the allowed media types, codecs and other parameters from the SDP payload of the 488 (Not Acceptable Here) response in step 2.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	The UE sends an INVITE request with the first SDP offer indicating all desired medias and codecs the UE supports

	2a
	(
	100 Trying
	The SS responds with a 100 Trying provisional response

	2b
	(
	488 Not Acceptable Here
	The SS includes a SDP payload [TBD]

	3
	(
	ACK
	The UE acknowledges the reception of the 488 (Not Acceptable Here) response

	4
	(
	INVITE
	The UE sends a new INVITE request.


Specific Message Contents
NOTE:
The SS shall not limit a valid request sent by the UE to contain only those parameters or headers mentioned below. Any additional headers or parameters must be ignored by SS.
INVITE (Step 1)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. 
100 Trying (Step 2a)

Use the default message “100 Trying for MO INVITE” in annex [TBD–common message definitions].
488 Not Acceptable Here (Step 2b)

Use the default message “488 Not Acceptable Here” in annex [TBD–common message definitions] with the following expecptions:
	Header
	Value/remark

	SDP
	[TBD]


ACK (Step 3)

Use the default message “ACK” in annex [TBD–common message definitions].
INVITE (Step 4)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. For the contents of SDP body see test requirement details.
13.3.5
Test requirements

1.
At step 4 the SDP payload in the INVITE request shall include a SDP payload containing a subset of the allowed media types, codecs and other parameters from the SDP payload of the 488 (Not Acceptable Here) response in step 2b.

2.
At step 4 the codecs in the SDP payload in the INVITE request shall be in the same order as in the SDP payload of the 488 (Not Acceptable Here) response.
13.4
MO Call – 420 Bad Extension

13.4.1
Definition

When a server do not understand the protocol extension specified in a Proxy-Require or Require header field then the server send a 420 (Bad Extension) response.  The server includes a list of the unsupported extensions in an Unsupported header field in the response.  This process is described in 3GPP TS 24.229 [24.229], clause 5.1.3.1.

This test case is only applicable for Rel-5 as preconditions are optional from Rel-6 and on-wards.

NOTE: All the references within [ ] shall be renumbered. Thereafter this note shall be removed.

13.4.2
Conformance requirement

If the UE receives a 420 (Bad Extension) response to an initial INVITE request with "precondition" option-tag in the Unsupported header field, the UE shall abort the session attempt and shall not resend this INVITE request without "precondition" option-tag in the Require header.

NOTE:
An example of where a new request would not be built is where knowledge exists within the UE, or interaction occurs with the user, such that it is known that the resultant SDP would describe a session that did not meet the user requirements.
Reference(s)

3G TS 24.229, claused 5.1.3.1
13.4.3
Test purpose

To verify that the UE, when receiving a 420 (Bad Extension) response to an initial INVITE request with "precondition" option-tag in the Unsupported header field, the UE aborts the session attempt and does not resend this INVITE request without "precondition" option-tag in the Require header.
13.4.4
Method of test
Initial conditions

UE contains ISIM or USIM application on UICC, configured with correct IMS authentication parameters for the SS, according to 3GPP TS 24.229 [24.229] clause 5.1.1.1. UE is registered to IMS services.

[Editor’s note: It is for FFS if an annex should be specified describing a test ISIM/USIM application fields to be used during test as was done for UTRA test cases in 34.108 section 8]
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.

[Editor’s note: It is for FFS if a test authentication algorithm need to be defined to be used by test ISIM/USIM and SS as was done for the UTRA test cases in 34.108 section 8.1.2]
Related ICS/IXIT Statement(s)
<To be added>

Test procedure

1.
MO call is initiated on the UE. SS waits for the UE to send an INVITE request with first SDP offer, over the security associations set up during registration, in accordance to 3GPP TS 24.229 [24.229], clause 5.1.3

2.
The SS responds with a provisional 100 (Trying) response to the INVITE request followed by a 420 (Bad Extension) response with a "precondition" option-tag in the Unsupported header field. 

3.
The SS waits for the UE to send an ACK to acknowledge the reception of the 420 (Bad Extension) response.  

4.
SS check for new INVITE requests for [TBD] seconds.
Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	The UE sends an INVITE request with the first SDP offer indicating all desired medias and codecs the UE supports

	2a
	(
	100 Trying
	The SS responds with a 100 Trying provisional response

	2b
	(
	420 Bad Extension
	The SS includes a "precondition" option-tag in the Unsupported header field 

	3
	(
	ACK
	The UE acknowledges the reception of the 420 (Bad Extension) response

	4
	(
	INVITE
	Optional 

If the UE send a new INVITE request then the “precondition” options-tag shall be included in the Require header


Specific Message Contents
NOTE:
The SS shall not limit a valid request sent by the UE to contain only those parameters or headers mentioned below. Any additional headers or parameters must be ignored by SS.
INVITE (Step 1)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. 
100 Trying (Step 2a)

Use the default message “100 Trying for MO INVITE” in annex [TBD–common message definitions].
420 Bad Extension (Step 2b)

Use the default message “420 Bad Extension” in annex [TBD–common message definitions] with the following expecptions:

	Header
	Value/remark

	Unsupported
	

	
Precondition
	[TBD] 


ACK (Step 3)

Use the default message “ACK” in annex [TBD–common message definitions].
INVITE (Step 4)

Use the default message “INVITE for MO call setup” in annex [TBD–common message definitions]. with the following execptions:

	Header
	Value/remark

	Require
	

	
Precondition
	Check that the option-tag is present


13.4.5
Test requirements

1.
At step 4 no INVITE requests are received for [TBD] seconds; or if a INVITE request is received then the INVITE request shall include the "precondition" option-tag in the Require header.
13.5
MO Call – Timer Expiry

FFS
Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

