
TSG-RAN Working Group 4 (Radio) meeting #75
R4-153532
Fukuoka, Japan, 25 - 29 May, 2015



Source:
Ericsson
Title:
Protection of systems other than GNSS from 2UL CA transmissions
Agenda item:
4.2.1.3
Document for:
Approval
1
Introduction
There have been many discussions in RAN4 regarding GNSS protection of 2UL CA. In the last meeting, RAN2 sent an LS to RAN4 regarding IDC signaling design for protection of GNSS and other wireless systems from 2UL CA. 

In this contribution, we provide our understanding on this issue.
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Discussion
2.1
RAN2 LS
----------------------------------------

1. Overall Description:

RAN2 would like to thank RAN4 for their LS on 2 UL inter-band CA protection of GNSS. For emergency calls the following was agreed:

· During emergency calls, the network is expected to avoid scheduling SCell UL resources potentially preventing a UE from acquiring its position via GNSS. The network is aware of an ongoing emergency call based on ARP and/or establishment cause.
For other use cases than emergency calls, RAN2 is of the opinion that the Rel-11 IDC feature can be used to resolve the GNSS interference problem.

RAN2 discussed further enhancements to IDC to more efficiently report the affected frequencies. However RAN2 wasn’t sure whether also other victim systems (e.g., Wi-Fi, Bluetooth) should also be taken into account. Feedback from RAN4 is deemed as necessary on this aspect.

If only GNSS needs to be taken into account, RAN2 considers it feasible that the UE reports the GNSS type in the IDC report. The eNB could, based on that information, determine UL exact PRB combinations causing interference to GNSS.

2. Actions:

To RAN4 group.

ACTION: 
RAN2 respectfully asks RAN4 to provide their feedback as to whether the IDC signalling should be enhanced only for GNSS or for other victim systems (e.g., Wi-Fi, Bluetooth) as well.

-----------------------------------------
2.2
RAN2 status
As per our understanding, the following summarizes the RAN2 status:
1. For emergency calls, there will not be any allocation in UL SCell, thus effectively no 2UL CA will be used when emergency calls are in place.
2. If only GNSS protection is considered, then reporting GNSS type is sufficient since the eNB can make use of GNSS type information to find out the UL allocations that caused the interference to GNSS system. 
3. For other systems, IDC mechanism can be used, however additional assistance information would improve this mechanism. Details are left FFS.

4. With that, RAN2 asked RAN4 the following questions: 
a. Which systems should be considered for protection? Is it only GNSS or Wi-Fi and Bluetooth, etc, also?
b. If Wi-Fi, Bluetooth, etc should also be considered, then what kind of information needs to be reported by the UE?

2.3
Protection of other wireless systems than GNSS from 2UL CA transmissions
From our point of view, the solution should be general and should be able to be used for protection ofany wireless systems including GNSS systems, wifi, Bluetooth, etc.
The enhanced IDC that RAN2 defined for protection of GNSS is based on Rel-11 IDC. Rel-11 IDC protects any wireless systems. Hence, it is logical to also include the protection other wireless systems than GNSS from 2UL CA.

The table below presents a number of use cases when protection of Wi-Fi, Bluetooth, etc may be needed:

	Intra-band dual UL transmissions in band 40 or band 41
	Intra-band contiguous 2UL CA has been defined for band 40 and band 41. 
These two bands are located on both sides of ISM band and emissions for 2UL are expected to be higher than for single carrier.  It may be then beneficial to be able to use IDC for protection of these systems. 
For example, if and when CA_40A-40A is defined, then the 2UL transmissions from band 40 will impact the ISM band, thus, protection of Wi-Fi, Bluetooth, etc, would be required from 2UL CA via enhanced IDC solutions.

	Inter-band dual UL 
	For example, Band 7 and Band 28 dual UL creates IMD3 and IMD5 towards ISM bands at 5GHz. Another example is Band 4 and Band 13 dual UL, which creates IMD2 towards ISM bands at 2.4GHz and IMD5 towards ISM at 5GHz.

	Tethering from phone
	In recent time, tethering has been a very popular use case among broadband users. When a user uses tethering, then if the short range tethering connection suffers due to 2UL CA transmission, then the user may switch off the LTE 2UL CA connection completely and only use the tethering. Thus, protection of Wi-Fi, etc is important from 2UL CA transmissions. 


2.4
Information to be conveyed in IDC solution
As concluded by RAN2, GNSS type information provides frequencies affected by 2 UL CA, which can be used to find out the UL CA configurations that causes the IDC problem. 
For other systems, e.g. wifi/bluetooth, several information may be needed, e.g. 
1. Signal whether LTE or other system is the victim

2. Which frequencies are causing the interference to other systems
There may be two options regarding IDC reporting, namely:

Option-1: when IDC problem occurs, the UE reports the band combinations which causes the interference and also indicate whether victim is GNSS system or not.

Option-2: when IDC problem occurs, the UE reports the band combinations which causes the interference and also indicate which system is infected (i.e. GNSS, Wi-Fi, Bluetooth, etc).

We prefer option-2 for generality of the solution.

3
Conclusion
We conclude that the IDC solutions for protecting other wireless systems from 2UL CA should be a generic solution, thus systems other than GNSS, e.g. Wi-Fi or Bluetooth should be considered.

Proposal: The IDC solutions for protecting other wireless systems from 2UL CA should be a generic solution, thus systems other than GNSS, e.g. Wi-Fi or Bluetooth, should be considered for protection.
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