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1 Introduction
The approach of protecting the downlinks of eNBs based on determining whether victim UEs are in the neighbourhood of the HeNB has been discussed in several contributions  [1], [2], [3], [4]. By protecting the macro eNB downlink to a greater extent when victim UEs are in vicinity of the HeNB, significant performance benefits can be obtained at the HeNB. This is applicable especially in the case of closed access (CSG) HeNBs on a carrier shared with the macro eNBs. This paper considers several aspects related to these approaches in more detail.
2 Determining nearby victim UEs
Two basic approaches for determining whether there are victim UEs in the vicinity of a HeNB are:

A) Determination at the macro eNB on the basis of reported UE measurements [1][2].

B) Determination at the HeNB on the basis of detection of uplink transmissions from victim UEs [3][4].

Method A) requires signalling support via X2 or S1 and significant changes to macro eNB functionality and as such may not be feasible for release 9. Method B) implies no standardisation impact. Therefore we concentrate on method B for the remainder of this paper.
3 Protection of Idle Mode UEs

For both approaches A and B, if the HeNB is closed (CSG), an issue arises as to how to protect idle mode UEs. In the case of A, such UEs will not be reporting measurements to the macro eNBs. For B, idle mode UEs will not be transmitting in the uplink and therefore there is no opportunity to detect them at the HeNB.
In [5] it is agreed that methods to protect macro eNB downlink control channels (PBCH, SCH, PCFICH, PDCCH, PHICH) can be considered for rel9. These rely on introducing orthogonality in the time or frequency dimension between HeNB transmissions and the eNB control channel transmissions. Furthermore in [4] it was suggested that system information and paging messages could be similarly protected if macro eNBs could restrict the RBs used for these messages. 
4 Detection reliability of victim UEs

Firstly we consider the likely SINR at which the uplink transmissions from victim MUEs will be received at the HeNB. We then consider the detection reliability given these SINRs.

4.1 SINR of received transmissions from victim UEs

As mentioned in [4], the victim UEs will be most vulnerable when they are at or near the edge of their own cells and relatively close to the HeNB. In this case the victim UEs will likely be transmitting with a relatively high power and the pathloss to the HeNB will be relatively low. Therefore the SNR of the received reference signals at the HeNB for the most vulnerable UEs will tend to be high.

A simple analysis is presented here to quantify the above claims. The analysis assumes:

· Macro eNB DL power: 43 dBm

· Femto HeNB DL power: min -10dBm, max +10 dBm

· UE max power: 23 dBm

· Noise figure macro eNB: 5 dB

· IoT at macro: 6 dB

· Noise figure femto HeNB: 13 dB

· IoT at femto (excluding the MUE of interest): 3 dB

· Noise figure UE: 9 dB

· SINR macro uplink: target minimum: 1.9 dB per Rx antenna (36.104  table 8.2.1.1-4 EVA5 10MHz) , power control such that max SINR is 18.8 dB.
· SINR macro downlink: target minimum -1.0 dB per Rx antenna (36.101 test 1 table 8.2.1.1.1-2 EVA5 10MHz) 
· Pathloss+shadowing between MUE and HeNB: 50, 60 or 70 dB
· Simple power control based protection of the macro DL by the femto HeNB

Figures 1 and 2 show the downlink SINR and the maximum allowed HeNB power respectively, as a function of the pathloss+shadowing between the MUE and macro eNB. It can be seen that the HeNB only needs to restrict its power when the pathloss+shadowing between the MUE and macro eNB is greater than 85/95/105 dB when the MUE is 50/60/70 dB away from the HeNB, respectively.
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Figure 1: Downlink SINR at MUE 
[image: image2.emf]60 70 80 90 100 110 120 130 140 150

-15

-10

-5

0

5

10

15

Pathloss+shadowing to macro cell (dB)

Max femto power (dBm)

 

 

50dB

60dB

70dB


Figure 2: Power of HeNB

Figures 3 and 4 show the uplink SINR from the MUE at the macro eNB and the HeNB respectively. It can be seen that when the MUE needs protecting (i.e. when the pathloss+shadowing between the MUE and macro eNB is greater than 85/95/105 dB), the uplink SINR at the HeNB is at least 50 dB.
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Figure 3: Uplink SINR at macro eNB 
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Figure 4: Uplink SINR at femto HeNB

4.2 Detection reliability of received transmissions from victim UEs

If the uplink transmissions from the victim UE only occupies a portion of the frequency or time resource then the presence of such a UE could be inferred from variations in the IoT measured at the HeNB over frequency or time. However this approach has the drawback of being unable to distinguish between a single dominant signal from a nearby UE or multiple overlaid signals from a number of further away UEs. This is a particular issue if a nearby victim UE is using all the available time and frequency resources.
In order to better detect if there is a nearby UE requiring protection on the downlink, the properties of the reference signals can be used. The reference signals have markedly different characteristics to the data bearing signals or to noise. The differences are exhibited in the frequency domain (and equivalently autocorrelation function), and time domain (e.g. peak to average ratio).  For example the magnitude of the autocorrelation function for one particular  reference signal is shown in figure 5 below (based on the analysis of a “segment” as described in the example detection scheme below, for Nfft=1024 and with the reference signal occupying all 50RBs).
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Figure 5: Example autocorrelation function 
Based on the above, analysis of autocorrelation and/or amplitude statistics can be used in order to determine if there is a dominant reference signal present. This holds for both narrow band reference signals (1 or 2 RBs for which computer generated sequences are defined in 36.211) or wider bandwidth Zadoff-Chu sequences.

There are many possible approaches for detecting UEs from the reference signal properties. One simple approach is described here and its performance analysed. More sophisticated approaches are possible which may lead to improved performance.
4.2.1 Example Detection Scheme

The example scheme considered here operates as follows. 

· The femto HeNB captures the time domain signal (before input to FFT for normal processing) for each Rx antenna. This is done for adjacent but non-overlapping segments of length Nfft/2, where Nfft is the FFT size for the system bandwidth (e.g. 1024 for 10MHz system). If a MUE is transmitting, then at least one of these segments will wholly contain a portion of this UE’s reference signal.
· For each captured portion, the peak to average ratio (PAR) is computed.

· For each captured portion, the autocorrelation sequence is computed (this can be efficiently computed by means of FFT, zeroing the positions corresponding to guard bands, followed by squared magnitude ( I2+Q2) of each sample, followed by iFFT).
· The magnitude of the autocorrelation sequence is taken and the resulting sequence normalised by the central tap.  
· The central tap and adjacent tap(s) are zeroed (this is because these taps may be significantly influenced by filtering in the receive path).

· The largest tap is then found. If the largest tap is above a threshold, or the PAR is below a second threshold, then a reference signal is considered to be present.
Note that in the above no synchronisation between the HeNB and eNB is assumed; if such synchronisation is done then the detection need only be performed at those times at which reference signals are expected. This scheme is suitable for detection of reference signals within PUCCH, PUSCH and also for detection of PRACH and SRS. Knowledge of the sequence number and occupied RBs is not required for this scheme.
4.2.2 Performance Evaluation

Detection of PUSCH RS is evaluated in this section (detection of reference signals within PUCCH will be relatively straightforward due to the narrowband nature of these signals, and detection of SRS and PRACH would also be straightforward). Simulation results were generated for various configurations of system bandwidth, UL transmission bandwidth and SNR. The following assumptions were made:

· Reference signals were generated according to 36.211 section 5.5.1. 
· Two Rx antennas. 
· No averaging or accumulation of results in the time domain (between signal segments or slots/sub-frames). 
· QPSK modulation in symbols other than reference symbols. 

· Number of RBs reserved for PUCCH = 8/4/2 for 20/10/5 MHz

· Multipath fading is modelled (simplified outdoor to indoor channel, 0.25us delay spread, 3 equal power taps)

For each configuration and SNR point, 10000 trials were conducted. For each trial:
· The sequence number is selected randomly

· The starting position for the RB uplink allocation is selected randomly
· A single slot is simulated

The detection threshold was selected to give a false alarm rate of <0.5% (per slot) .  The following results were obtained for probability of missed detection:
Table 1: Probability of Missed Detection, Single Slot Detection
	System BW (MHz)
	UL Allocation BW (RBs)
	SNR=5 dB
	SNR=10 dB
	SNR=15 dB
	SNR=20 dB

	20
	92
	0.0204
	0.0050
	0.0018
	0.0010

	20
	46
	0.0030
	0.0001
	0.0000
	0.0000

	20
	23
	0.0008
	0.0001
	0.0000
	0.0000

	20
	15
	0.0006
	0.0000
	0.0000
	0.0000

	20
	6
	0.0005
	0.0000
	0.0000
	0.0000

	20
	1
	0.0006
	0.0001
	0.0000
	0.0000

	10
	46
	0.0443
	0.0087
	0.0012
	0.0002

	10
	23
	0.0122
	0.0003
	0.0000
	0.0000

	10
	15
	0.0023
	0.0000
	0.0000
	0.0000

	10
	6
	0.0014
	0.0000
	0.0000
	0.0000

	10
	1
	0.0012
	0.0000
	0.0000
	0.0000

	5
	23
	0.1057
	0.0139
	0.0015
	0.0006

	5
	15
	0.0371
	0.0010
	0.0000
	0.0000

	5
	6
	0.0057
	0.0003
	0.0000
	0.0000

	5
	1
	0.0037
	0.0001
	0.0001
	0.0000


It can be seen that with SINR=20dB the detection is reliable (missed detection rate <=0.001). Note that the detection performance could be improved by a number of means e.g. more sophisticated detection algorithms (e.g. based on cdfs of autocorrelation and amplitude) and/or processing over more than 1 slot.  Example results are provided in the table below for such an enhanced detection algorithm, based on single slot processing, with a false alarm rate of <1e-5 (per slot). The enhanced algorithm is a modified version of the example detection scheme described above.
Table 2: Probability of Missed Detection, Enhanced Algorithm, Single Slot Detection
	System BW (MHz)
	UL Allocation BW (RBs)
	SNR=5 dB
	SNR=10 dB
	SNR=15 dB
	SNR=20 dB

	20
	92
	0.0603
	0.0053
	0.0001
	0.0000

	20
	1
	0.0064
	0.0006
	0.0000
	0.0000


With the enhanced algorithm the performance is significantly improved for the widest BW allocation.  

Given the expected SINRs derived in section 4.1, some intentional receiver desensitisation may be desirable to avoid detecting MUEs who are too far from the HeNB.
Finally, note that while the analysis here considers detection when a single UE is present, the results presented in [4] were generated for the case with multiple UEs, which showed that the highest SINR of the UEs could be estimated using a detection scheme similar to the one described above.

5 Conclusions

By protecting the macro eNB downlink to a greater extent when victim UEs are in vicinity of the HeNB, significant performance benefits can be obtained at the HeNB. 

Active mode UEs can be detected at the HeNB based on detecting their uplink transmissions which requires no standards changes. Idle mode UEs can be protected using the same or similar techniques already being considered for the protection of downlink macro eNB control channels.

This paper shows that victim macro UEs requiring protection will have high SINR at the HeNB, and that detection of reference signals being transmitted by victim UEs is highly reliable at these SINRs when using a simple detection scheme.
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