Page 1



3GPP TSG-RAN WG3 Meeting #95 
R3-170711
Athens, Greece, 13th – 17th February 2017
	CR-Form-v11.1

	pseudo CHANGE REQUEST

	

	
	38.801
	CR
	
	rev
	-
	Current version:
	1.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:

	Correction of Slicing Principles

	
	

	Source to WG:
	Nokia, Alcatel-Lucent Shanghai Bell

	Source to TSG:
	R3

	
	

	Work item code:
	FS_NR_newRAT
	
	Date:
	2017-02-13

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	1/ It is clear from section 8.1 that a network slice is uniquely identifier by the S-NSSAI and that “slice ID” is currently used to carry/define NSSAI information over RRC. It is therefore wrong and contradicting to say that over RAN-CN interface “slice ID is represented by NSSAI or SM-NSSAI” in the first NOTE of section 8.1.
2/ Slice ID(s) should be used instead of Slice ID if used over the RRC to represent NSSAI as it is not yet known how many S-NSSAI such a Slice ID would represent.

3/ Selection of RAN part of the network slice still mentions that slice ID(s) is used over the RAN-CN interface instead of S-NSSAI as agreed in the NOTE. 

4/ SM-NSSAI has been replaced by SA2 by S-NSSAI.
5/ to align section 8.7 and 8.8 with section 8.1 in all messages involving a network slice over NG or Xn interface, S-NSSAI should be used and not Slice ID which is currently the representation for the RRC part.



	
	

	Summary of change:
	1/ slice ID is replaced by Network Slice in the NOTE
2/ Slice ID(s) replace Slice ID

3/ Slice ID replce by S-NSSAI

4/ SM-NSSAI has been replaced by S-NSSAI

5/ slice ID replaced by S-NSSAI across all section 8.7 and 8.8.



	
	

	Consequences if not approved:
	1/ 2/ 3/ inconsistency in the definition of concepts.
4/ non alignment with SA2 terminology

5/ misalignment across different sections of the RAN3 TR

	
	

	Clauses affected:
	8.1, 8.5, 8.7, 8.8

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	


<<<<<<<<<<<<<<<<<<<< Begin of  Changes >>>>>>>>>>>>>>>>>>>>
8
Realization of Network Slicing
8.1
Key principles for support of Network Slicing in RAN

Network Slicing is a new concept to allow differentiated treatment depending on each customer requirements. With slicing, it is now possible for Mobile Network Operators (MNO) to consider customers as belonging to different tenant types with each having different service requirements that govern in terms of what slice types each tenant is eligible to use based on Service Level Agreement (SLA) and subscriptions. 
NSSAI (Network Slice Selection Assistance Information) includes one or more S-NSSAIs (Session Management NSSAI). Each network slice is uniquely identified by a S-NSSAI, as defined in TR 23.799 [6]. The UE may store a Configured and/or Accepted NSSAI per PLMN. The NSSAI can have standard values or PLMN specific values.  
NOTE:
For signaling between RAN and CN a Network Slice set is represented by an NSSAI and a Single Network slice by an S-NSSAI. For the air interface, it is up to RAN groups to decide how to carry/define NSSAI information in RRC (the term “slice ID(s)” is used in the following to refer to this).

The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-
RAN shall support a differentiated handling of traffic for different network slices which have been pre-configured. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part of the network slice, by one or more slice ID(s) provided by the UE and/ or one or more S-NSSAI(s) provided by the CN which unambiguously identifies one or more of the pre-configured network slices in the PLMN. The Accepted NSSAI is sent by CN to UE and RAN after network slice selection
Resource management between slices
-
RAN shall support policy enforcement between slices as per service level agreements. It should be possible for a single RAN node to support multiple slices. The RAN should be free to apply the best RRM policy for the SLA in place to each supported slice.

Support of QoS
-
RAN shall support QoS differentiation within a slice.

RAN selection of CN entity
-
For initial attach, the UE may provide one or more slice ID(s). If available, RAN uses the slice ID(s) for routing the initial NAS to an NGC CP function. If the UE does not provide any slice ID(s) the RAN sends the NAS signalling to a default NGC CP function. 
-
For subsequent accesses, the UE provides a Temp ID, which is assigned to the UE by the NGC, to enable the RAN to route the NAS message to the appropriate NGC CP function as long as the Temp ID is valid (RAN is aware of and can reach the NGC CP function which is associated with the Temp ID). Otherwise, the methods for initial attach applies.
NOTE:
the definition of the Slice ID for use over the air interface is subject to further discussions

Resource isolation between slices
-
RAN shall support resource isolation between slices. RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate RAN resources to a certain slice. How RAN supports resource isolation is implementation dependent.
Slice Availability
-
Some slices may be available only in part of the network. Awareness in a gNB of the slices supported in the cells of its neighbouring gNBs may be beneficial for inter-frequency mobility in connected mode. If such awareness is also beneficial for intra-frequency mobility may be discussed in the normative phase. It is assumed that the slice configuration does not change within the UE’s registration area.
-
The RAN and the CN are responsible to handle a service request for a slice that may or may not be available in a given area. Admission or rejection of access to a slice may depend by factors such as support for the slice, availability of resources, support of the requested service by other slices.

Possible solutions for how slice availability may be handled during mobility may be discussed in the normative phase e.g.: 
-
Neighbours may exchange slice availability on the interface connecting two nodes, e.g. Xn interface between gNBs.
-
The core network could provide the RAN a mobility restriction list. This list may include those TAs which support or do not support the slices for the UE.
-
The slices supported at the source node may be mapped, if possible, to other slices at target node
Support for UE associating with multiple network slices simultaneously
-
In case a UE is associated with multiple slices simultaneously, only one signalling connection shall be maintained.
<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>

8.5
Mobility

To make mobility slice-aware in case of Network Slicing, S-NSSAI is introduced as part of the PDU session information that is transferred during mobility signalling. This enables slice-aware admission and congestion control.
<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>

8.7
Granularity of slice awareness
To respect the key principles for the support of Network Slicing in RAN, outlined in sub clause 8.1, slice awareness in RAN is introduced at PDU session level, by indicating the S-NSSAI corresponding to the PDU Session.

This implies:

-
All QoS flows within a PDU session shall belong to the same NW slice;
-
Within a slice, QoS differentiation is supported;
-
Connection of a UE to multiple NW slices is supported, as multiple PDU sessions per UE can be established;
-
As a consequence of slice awareness at PDU Session level, user data pertinent to different NW slices will not share the same NG-U tunnel;
-
By adding the S-NSSAI information to the PDU session information, mobility signalling becomes also slice-aware and enables per-slice admission and congestion control.
<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>

8.8
Impacts on RAN signalling
Following the principles of UE rights validation and slice awareness granularity highlighted in previous sub clauses, it can be seen that NW slice information can be conveyed in RAN signalling as follows:

8.8.1
UE Context Handling
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 Figure 8.8.1-1: NW Slice-aware Initial Context Setup
Following the initial access, the establishment of the RRC connection and the selection of the correct CN instance, the CN establishes the complete UE context by sending the Initial Context Setup Request message to the gNB over NG-C.

The message contains the S-NSSAI as part of the PDU session/s resource description.

Upon successful establishment of the UE context and allocation of PDU resources to the relevant NW slice/s, the RAN responds with the Initial Context Setup Response message.

8.8.2
PDU Session Handling
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Figure 8.8.2-1: NW Slice-aware PDU Session Setup/Modify/Release
When new PDU sessions need to be established or existing ones modified or released, the CN requests the RAN to allocate/release resources relative to the relevant PDU sessions by means of the PDU Session Setup/Modify/Release procedures over NG-C. In case of network slicing, S-NSSAI information is added per PDU session, so RAN is enabled to apply policies at PDU session level according to the SLA represented by the NW slice, while still being able to apply (for example) differentiated QoS within the slice.

RAN confirms the establishment/modification/release of a PDU session associated to a certain NW slice by responding with the PDU Session Setup/Modify/Release Response message over the NG-C interface.

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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