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1 Introduction

LWIP is currently specified [1] as a possible alternative to LWA which does not require changes to WLAN infrastructure (i.e. no need for a WT or a new interface, Xw, in the eNB) by using IPsec tunnels from LTE RAN to the WLAN.
The WID recently agreed by RAN [2] for enhancing LWIP mentions the following requirement:

· Requirement to support legacy WLAN deployments without the need to modify deployed WLAN nodes;

And the following objectives for RAN3:

· Define flow control for LWIP e.g. by reusing the LWA framework;

· Define improvements to WLAN measurement framework e.g. as defined for eLWA (i.e. measurements which are possible to exchange over Xw).

The enhancements should reuse the existing LWIP architecture and the LWIPEP protocol defined for LWIP.

We would like to share some observations on the possible way forward for this WI.
2 Discussion
2.1 Background

Current LWIP functionality is specified in Sec. 22A.3 of [1]. It allows a UE in RRC_CONNECTED state to be configured by the eNB to use WLAN radio resources via IPsec tunneling. Its overall architecture is shown in Figure 1 for convenience. The IP packets transferred between the UE and the LWIP-SeGW are encapsulated with IPsec to provide security when traversing the WLAN.

By design, LWIP was specified with the requirement not to require modifications in existing WLAN networks (a frequent “large hotel Wi-Fi” use case was often mentioned), and this resulted in the following distinctive characteristics:

· There is no logical interface between the RAN and the WLAN, and the IPsec tunnel is indeed only a transport path for UP;
· There is no logical node which “wraps” the WLAN infrastructure (unlike LWA);

· A single IPsec tunnel per UE is established for all bearers configured to send and/or receive data over WLAN.

· The LWIPEP protocol [3] is used to encapsulate UL bearer packets over the LWIP tunnel;

· IPsec tunnel is established by the UE but its release is initiated by the eNB;

· LWIP-supporting UEs may be configured for WLAN measurements as for LWA, and same concept of mobility set applies;
· The same UE cannot be simultaneously configured for LWA and LWIP.
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Figure 1 Overall architecture for LWIP.

2.2 Observations on Flow Control for LWIP
Flow control is defined as a UP functionality between two logical nodes, over a logical interface. This is currently specified e.g. for DC and LWA. In order to specify flow control for LWIP (possibly reusing the same framework as for LWA), we should first understand which is the logical node which should terminate such functionality besides the eNB. We must observe that in any case, the benefit for such flow control functionality seems questionable, because:

1. If terminated in the LWIP-SeGW, its usefulness would be limited, since there would be no feedback to the eNB about what happens to the LWIPEP packets between the LWIP-SeGW and the WLAN.

2. If an end-to-end flow control feedback is desired, it can be better provided by the LWA functionality.

Proposal 1: The benefit of introducing flow control in LWIP seems very limited, and should be clarified.
There could be two possibilities for this termination:
1. The LWIP-SeGW;

2. A WLAN node.

If the LWIP-SeGW is chosen, this would require the definition of a new UP-only interface (e.g. Sw) between the eNB and the LWIP-SeGW and the specification of a suitable protocol to convey flow control feedback. If a WLAN node is chosen, this would seem like a duplication of the UP functionality of the WT already specified for LWA but this would seem to violate the requirement not to require modifications to deployed WLAN infrastructure.
Proposal 2: RAN3 should address the issue of which logical node (WLAN/LWIP-SeGW) should terminate the flow control function.

2.3 Observations on Measurements for LWIP
Currently, WLAN measurements which can be exchanged over Xw, apart from flow control feedback, are those sent by the WT using the WT STATUS REPORT message [4] in LWA. It is unclear how such a measurement framework could be reused for LWIP, because:
1. For LWA, the WT is aware of the load situation in all its connected APs (e.g. BSS load, WAN metrics, available channel utilization), but there is no such node defined in LWIP;
2. Even if such measurement reporting functionality could be forced into a potential UP protocol between the eNB and the LWIP-SeGW, it is questionable how the LWIP-SeGW could be aware of the load situation in the WLAN. This, in fact, would imply a tight integration with the WLAN and require an update of the WLAN nodes, thus negating the LWIP use case and requirements;

3. If such integration between the LWIP-SeGW and the WLAN were present, this resulting node would be very close to a WT in terms of functionality and complexity, but without the added benefit of the CP. Hence, the benefit of such an arrangement with respect to existing LWA is unclear.

Proposal 3: RAN3 should clarify the use case and potential benefits (if any) of the LWA measurement framework for LWIP.
3 Conclusions and Proposals
LWIP and LWA have so far been specified as alternative solutions for LTE-WLAN interworking. The aim of the current WI seems to adopt some elements of LWA into LWIP, and we believe this poses some serious issues which should be addressed by RAN3. We have presented some observations on such issues.

Our proposals are summarized below.
Proposal 1: The benefit of introducing flow control in LWIP seems very limited, and should be clarified.
Proposal 2: RAN3 should address the issue of which logical node (WLAN/LWIP-SeGW) should terminate the flow control function.

Proposal 3: RAN3 should clarify the use case and potential benefits (if any) of the LWA measurement framework for LWIP.
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