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1
Introduction
One of the objectives of the Enhancements of NB-IoT work item [1] is to design enhancements for connected mode mobility in order to improve service continuity and avoid NAS recovery for both CP and UP solutions without increasing UE power consumption.
In this paper, we provide our views on potential solutions to improve the mobility performance for CP and UP solutions, and identify potential RAN3 impacts.

2
Discussion
According to the RAN2 email discussion on mobility enhancement [2], UE controlled mobility where the UE triggers the RRC Connection Reestablishment procedure after selecting a more suitable cell is considered as a potential approach to improve the mobility performance for both CP solution and UP solution.
2.1
UP solution

The RRCConnectionReestablishmentRequest message contains the C-RNTI used in the source cell, the PCI of the source cell and the ShortMAC-I calculated based on the security keys of the source cell. When the target eNB receives the RRCConnectionReestablishmentRequest message, it will need to retrieve the UE context that matches the C-RNTI used in the cell identified by the PCI, and then verify the reestablishment request with the ShortMAC-I. 
The target eNB can accept the request for RRC connection reestablishment only if it has the valid UE context. The target eNB may provide the C-RNTI and ShortMAC-I in the RLF INDICATION message to the source eNB identified by the PCI. If the source eNB matches the correct context by the C-RNTI and ShortMAC-I, it may trigger the Handover Preparation procedure towards the target eNB to provide the UE context.

As another option, the Retrieve UE Context procedure defined for Rel-13 UP CIoT to resume the RRC connection towards an eNB without valid UE context might be reused during the RRC Connection Reestablishment procedure caused by the mobility, i.e. the source eNB identifies the suspended UE context by means of the Resume ID and ShortMAC-I, and transfers the stored UE context to the target eNB. 
Currently, the eNB does not signal the Resume ID to the UE until the RRC connection is suspended. Thus when the RRC Connection Reestablishment procedure is triggered due to UE controlled mobility, the UE does not have the valid Resume ID. In order to utilize the Resume ID during the Retrieve UE Context procedure triggered by an RRC Connection Reestablishment attempt, the eNB may assign the Resume ID to the UE at an early stage, e.g. during the RRC Connection Setup/Reconfiguration or Resume procedure.

In addition, the UE identifier used for normal RRC connection reestablishment is the C-RNTI allocated by the source cell.  In order to get the Resume ID to be provided in the RETRIEVE UE CONTEXT REQUEST message, the UE would need to provide the Resume ID in the RRCConnectionReestablishmentRequest message instead. Thus the existing ue-Identity needs to be updated, i.e. to contain the Resume ID instead of the C-RNTI and PCI for this purpose.

How the target eNB gets the UE context to reestablish the RRC connection is essential for the success of the mobility, therefore the mechanisms analysed above shall be studied. However, this choice should be a RAN3 decision with consideration also of the potential impact to Uu interface. 

Observation 1: To enhance connected mode mobility for UP solution, RAN3 should investigate how to support context transfer during UE controlled mobility (e.g. RLF Indication + Handover Preparation procedures, or Retrieve UE Context procedure).
2.2
CP solution
As per the email discussion in [2], applying the same UE controlled mobility for CP solution as UP solution could ease the specification and implementation effort.

With legacy LTE, a valid ShortMAC-I needs to be provided to verify the RRCConnectionReestablishmentRequest message in the target eNB. However, AS security is not supported for the CP solution, so validation of the UE cannot be performed due to the lack of integrity protection of the message. Therefore, there could be security issues (e.g. “malicious” UEs which trigger the procedure using C-RNTI of “good” UEs) and possible error scenarios (e.g. moving UE-associated logical S1 signalling connection of wrong UE due to PCI confusion) because the eNB is unable to validate the request using the ShortMAC-I.  

Consequently, RAN2 will need to consider specific simplified procedure to provide security protection for the CP solution, to avoid security issues when the UE attempts RRC Connection Reestablishment towards an eNB other than the serving eNB. When UE triggers the RRC Connection Reestablishment procedure when moving to a new eNB, the MME may not know the UE’s mobility situation until it receives an S1AP message (e.g. PATH SWITCH REQUEST or new S1AP message) from the new eNB. In case there are any DL packets before the notification of the eNB change, the MME may continue sending the DL packets to the last serving eNB.  In addition, ongoing transmission of DL packets to the UE may fail due to poor radio link and lead to service interruption for the UE. The data forwarding of user packets from the source eNB to the target eNB may be performed to prevent the potential data loss. The data transferring in NAS PDUs does not require the establishment of the X2-U bearer; instead, the data could be conveyed as additional IE in an X2AP message used during the connection reestablishment, e.g. in the X2AP message that provides the UE context information to the target eNB. 

Observation 2: To enhance connected mode mobility for CP solution, RAN3 should investigate how to support context transfer during UE controlled mobility, and how to support control plane data forwarding during the re-establishment procedure.
3
Conclusion
In this paper, we provide our views on potential solutions to improve the mobility performance for CP and UP solutions and analyzed the potential RAN3 impacts.  The following is proposed:

Proposal:
To enhance connected mode mobility, RAN3 should investigate the following if UE controlled mobility is agreed by RAN2:

-
For CP and UP solution: a common mechanism to support context transfer during UE controlled mobility
-
For CP solution: a mechanism to support control plane data forwarding during the re-establishment procedure
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