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1
Introduction

The framework of supporting network slicing has been on heated discussion in SA2, and some interim Network Slice related terminologies are defined to help understanding whole concept of Network Slice, and here we list some Network Slice related terminologies to assist our discussion in this contribution.
Network Slice Template (NST): is a logical representation of the Network Function(s) and corresponding resource requirements necessary to provide the required telecommunication services and network capabilities.

Network Slice Instance (NSI): is an instance created from a Network Slice Template (NST).
Network Slice: is a concept describing a system behaviour which is implemented via Network Slice Instance(s). 

In light of SA2 Network Slicing discussion progress, we try to clarify the understanding of “Selection of RAN part of network slice” by elaborating the current description. 
2
Discussion
The current function of “RAN part of the network slice selection” is quoted from TR 38.801 as below. 
Selection of RAN part of the network slice
-
RAN shall support the selection of the RAN part of the network slice by a slice ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
According to our understanding, “RAN part of the network slice” are in fact network slice instances created from NST in RAN domain. If a network slice instance is created in RAN, it may include infrastructure configuration and/or radio resource configuration. Firstly, current wording of “RAN part of the network slice” makes reader confusing about the exact meaning of this function. Secondly, we think it is important to clarify that it is not essential for RAN to support the function of creating network slice instance in RAN domain.
Observation1: “RAN part of the network slice” are in fact network slice instances created from NST in RAN domain.
Moreover current description implies that UE is pre-configured with a “Slice ID” and the “Slice ID” can unambiguously identify RAN part of the network slice. However we do not see SA2’s discussion on the issue of introducing an E2E “Slice ID” to indentify a “logical network slice”.. Furthermore, we think the configuration of RAN slicing should be decoupled from CN slicing conditions, and possible deployments can include but not limited to;
a) RAN does not support RAN internal slicing, but RAN can support CN NSI selection if needed;
b)  The whole RAN is regarded as a slice instance, and thus selecting RAN slice instance do not need any assistant information.
c) The RAN slice instances are created according to service type, e.g. eMBB, mMTC, and URLLC, and thus selecting RAN slice instance can rely on UE usage type or session type information.
Observation2: whether “Slice ID” is essential for RAN slice instance selection is not clear now.
Currently we foresee at least two possible way forwards to enable RAN network slice instance selection function, which are,
a) An E2E “Slice ID” is introduced to identify a logical network slice. RAN and CN should be preconfigured with the mapping table of “Slice ID” and the corresponding network slice instance (NSI) respectively. 
b) Do not introduce the E2E “Slice ID” to identify a logical network slice across RAN and CN. RAN executes RAN internal slice instance (NSI) selection according to some service level information including tenant information (e.g. tenant id) or service type/UE usage type information (e.g. URLLC type)..
Currently it’s better to use more generic wording like Network Slice Selection Assistance Information (NSSAI) to cover both way forwards discussed above and we propose RAN3 kindly consider the following proposal.
Proposal1: to modify the current description of “Selection of RAN part of the network slice” as below and include necessary terminology e.g. NSI, NASSI for clarification.
//--------------------------------------------------------
9
Realization of Network Slicing
9.1
Key principles for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-
RAN shall support a differentiated handling of different network slices which have been pre-configured by the operator. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 

Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).



Selection of RAN network slice instance

-
RAN shall support the selection of the RAN network slice instance according to Network Slice Selection Assistance Information (NSSAI) received if RAN network slice instances are pre-configured for the PLMN.
Editor’s note: the definition of NSSAI to be decided by SA2. 
Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 

Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-
RAN shall support policy enforcement between slices as per service level agreements.

Editor’s note: How RAN handles the requirements coming from the service level agreements is to be discussed with SA2. 
Support of QoS
-
RAN shall support QoS differentiation within a slice.

Editor’s note: It is FFS if RAN shall additionally support QoS enforcement independently per slice.
RAN selection of CN entity
-
RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice ID and a mapping in the RAN node (CN entity, slices supported). If no slice ID is received, the RAN selects the CN entity based on NNSF like function, e.g. UE temporary ID.
Resource isolation between slices (FFS)
-
RAN shall support resource isolation between slices.

Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.
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