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1. Introduction
Network slicing is a key feature of NR. Network slicing enables deep isolation and customization for different services. In Nanjing meeting, SA2 has made below interim agreements on network slicing:
	1.	The network slice is a complete logical network (providing Telecommunication Services and Network Capabilities) including AN and CN. Whether RAN is sliced is up to RAN WGs to determine.
a)	AN can be common to multiple network slices.
2.	A UE may provide network slice selection assistance information to the network. 
3.	If a network deploys network slicing, then it may use UE provided network slice selection assistance information to select a network slice.
4.	A UE may access multiple slices simultaneously via a single RAN. In such case, those slices may share some control plane functions, e.g. MM.


This paper analyses how to support network slicing in RAN based on the existing RAN3 TR and the SA2 agreements.
2.  Use Case of Resource Isolation
2G/3G/4G supports isolation in APN/PDN level, i.e. different service could have different SGs/Gs connection. This level of isolation is OK for traditional MBB services. However, in 5G, URLLC and mMTC would be supported, with quite different service requirements and business cases. 
Use case 1: Different handling for eMBB, mMTC and URLLC services.
In addition, new business cases, e.g. 3rd party subscription may be supported in 5G. 
Use case 2: New business model, e.g. 3rd party subscription.
Network slicing enables deeper customization and resource isolation. Isolation is the basis of service specific and service provider specific customizations.
Use case 3: Deep customization and optimization.
As defined in TR 22.864, a critical requirement of network slicing is 
-	The 3GPP system shall allow the operator to simultaneously operate network slices in a manner that prevents a service in one slice from negatively impacting services offered by other slices.
Use case 4: Avoids one slice overload blocking the other slices.
3. Slice Isolation in RAN
Difference network slice may use different:
· PHY channel
· Time/frequency radio resource partition
· AS configuration
· Credential
· QoS
· Logical channel.
All above attributes can be associated with a radio bearer. The most straightforward isolation is radio bearer. When one UE supports multiple network slices, different slices could work on different radio bearers. The radio bearer configuration is up to network configuration and implementation.
Proposal 1: Radio bearer level isolation shall be supported for network slicing. Multiplexing multiple network slices on same radio bearer shall be excluded.
Different slices may use different access resource partition to avoid one slice blocking other slices. It is FFS how to partition access channel e.g. in frequency, time and preamble.
Proposal 2: Different slices may use different access resource partition to avoid one slice blocking other slices. It is up to RAN1/RAN2 to decide how to partition access channel e.g. in frequency, time and preamble.
Different slice may have different coverage and QoS requirement. It should be possible to arrange different slice on different frequency or different cell of same frequency.
Proposal 3: Cell and/or frequency level isolation should be supported for network slicing. 
If network slice is isolated in cell level, UE may take preferred network slice(s) (e.g. based on configuration of preference between multiple network slices) and/or registered network slices into consideration in cell reselection. 
RAN may broadcast information to support the UE in accessing specific slices (e.g. for network selection):
· Supported network slices
· Slice specific resource, e.g. access channel
· Slice ACB.
It is FFS whether UE in RAN controlled inactive state follows same behavior as RRC_IDLE.
4. Conclusion 
Based on analysis, we have following proposals:
Proposal 1: Radio bearer level isolation shall be supported for network slicing. Multiplexing multiple network slices on same radio bearer shall be excluded.
Proposal 2: Different slices may use different access resource partition to avoid one slice blocking other slices. It is up to RAN1/RAN2 to decide how to partition access channel e.g. in frequency, time and preamble.
Proposal 3: Cell and/or frequency level isolation should be supported for network slicing. 

A TP is proposed as below:
===============Proposed TP begins=============
[bookmark: _Toc454284869][bookmark: _Toc453159546]9	Realization of Network Slicing
9.1	Key principles for support of Network Slicing in RAN
The following key principles apply for support of Network Slicing in RAN
RAN awareness of slices
-	RAN shall support a differentiated handling of different network slices which have been pre-configured by the operator. How RAN supports the slice enabling in terms of RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent. 
Editor’s note: It is still FFS if 3GPP will still additionally want to standardize a few basic slices and the network functions that comprise them (e.g. eMBB, Massive MTC).
Selection of RAN part of the network slice
-	RAN shall support the selection of the RAN part of the network slice by a slice ID provided by the UE which unambiguously identifies one of the pre-configured network slices in the PLMN.
Editor’s note: How the UE gets this unambiguous slice ID is FFS and to be decided with SA2. The ID could be sent to the UE by the CN after the CN has selected the slice (e.g. similar to eDECOR feature) or it could be pre-configured in the UE.
Editor’s note: it is FFS how the RAN verifies that the UE is authorized to select the slice and when this verification happens. 
Editor’s note: It is FFS if the RAN may also select the slice based on specific resources accessed by the UE.
Resource management between slices
-	RAN shall support policy enforcement between slices as per service level agreements.
Editor’s note: How RAN handles the requirements coming from the service level agreements is to be discussed with SA2. 
Support of QoS
-	RAN shall support QoS differentiation within a slice.
Editor’s note: It is FFS if RAN shall additionally support QoS enforcement independently per slice.
RAN selection of CN entity
-	RAN shall support initial selection of the CN entity for initial routing of uplink messages based on received slice ID and a mapping in the RAN node (CN entity, slices supported). If no slice ID is received, the RAN selects the CN entity based on NNSF like function, e.g. UE temporary ID.
Resource isolation between slices (FFS)
-	RAN shall support resource isolation between slices.
Editor’s note: Resource isolation needs to be clarified: It is unclear if resource isolation would imply that multiple slices cannot share control plane (respectively user plane) resources or processing resources in common. It is unclear if resource isolation would imply that cryptographic means should be used to isolate CP and UP traffic between slices.
-	Radio bearer level isolation shall be supported for network slicing. Multiplexing multiple network slices on same radio bearer shall be excluded.
Editor’s note: It is FFS whether different security credentials could be used for different radio bearers.
-	Different slices may use different access resource partition to avoid one slice blocking other slices.
Editor’s note: It is up to RAN1/RAN2 to decide how to partition access channel e.g. in frequency, time and preamble.
-	Cell or frequency level isolation may be supported for network slicing.
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