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-----------------Start of the First Change--------------------
8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an eNB for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep. 

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.

If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

At reception of the HANDOVER REQUEST message the target eNB shall:
-
prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.

For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep, start the timer TX2RELOCoverall and terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace” initiate the requested trace session and MDT session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only” initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

If the Handover Restriction List IE is

-
contained in the HANDOVER REQUEST message, the target eNB shall

-
store the information received in the Handover Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.

If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s). 
If the Vehicular Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s). 
If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15].

If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to “non IP”, then the target eNB shall not perform header compression for the concerned E-RAB.
-----------------Start of the Next Change--------------------
9.2.x
Vehicular Services Authorized

This IE provides information on the authorization status of the UE for vehicular services. 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Vehicle UE
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized as Vehicle UE
	-
	-

	Pedestrian UE
	O
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates whether the UE is authorized as Pedestrian UE
	-
	-


-----------------Start of the Next Change--------------------
9.3.5
Information Element definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

X2AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) x2ap (2) version1 (1) x2ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

----------------- Unchanged part omitted--------------------

-- O

Oneframe ::= BIT STRING (SIZE (6))

-- P

PA-Values ::= ENUMERATED {


dB-6,


dB-4dot77,


dB-3,


dB-1dot77,


dB0,


dB1,


dB2,


dB3,


...

}

PDCP-SN ::= INTEGER (0..4095)
PDCP-SNExtended ::= INTEGER (0..32767)

PDCP-SNlength18 ::= INTEGER (0..262143)

PCI ::= INTEGER (0..503, ...)
PedestrianUE ::= ENUMERATED {

authorized,


not-authorized,


...

}
PLMN-Identity ::= OCTET STRING (SIZE(3))

Port-Number ::= OCTET STRING (SIZE (2))

PRACH-Configuration ::= SEQUENCE {


rootSequenceIndex





INTEGER (0..837),


zeroCorrelationIndex




INTEGER (0..15),


highSpeedFlag






BOOLEAN,

prach-FreqOffset





INTEGER (0..94),


prach-ConfigIndex





INTEGER (0..63)

OPTIONAL,  -- present for TDD --


iE-Extensions






ProtocolExtensionContainer { {PRACH-Configuration-ExtIEs} }
OPTIONAL,


...

}

PRACH-Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...
}

Pre-emptionCapability ::= ENUMERATED {


shall-not-trigger-pre-emption,


may-trigger-pre-emption

}

Pre-emptionVulnerability ::= ENUMERATED {


not-pre-emptable,


pre-emptable

}

PriorityLevel



::= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (0..15)

ProSeAuthorized ::= SEQUENCE {


proSeDirectDiscovery

ProSeDirectDiscovery


OPTIONAL,


proSeDirectCommunication
ProSeDirectCommunication

OPTIONAL,


iE-Extensions



ProtocolExtensionContainer { {ProSeAuthorized-ExtIEs} }
OPTIONAL,


...

}

ProSeAuthorized-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


{ ID id-ProSeUEtoNetworkRelaying
CRITICALITY ignore
EXTENSION ProSeUEtoNetworkRelaying

PRESENCE optional},


...

}

ProSeDirectDiscovery ::= ENUMERATED { 


authorized,


not-authorized,


...

}

ProSeDirectCommunication ::= ENUMERATED { 


authorized,


not-authorized,


...

}

ProSeUEtoNetworkRelaying ::= ENUMERATED { 


authorized,


not-authorized,


...

}

----------------- Unchanged part omitted--------------------

UL-HighInterferenceIndicationInfo-Item-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

UL-HighInterferenceIndication ::= BIT STRING (SIZE(1..110, ...))

UL-InterferenceOverloadIndication ::= SEQUENCE (SIZE(1..maxnoofPRBs)) OF UL-InterferenceOverloadIndication-Item

UL-InterferenceOverloadIndication-Item ::= ENUMERATED {


high-interference,


medium-interference,


low-interference,


...

}

UL-non-GBR-PRB-usage::= INTEGER (0..100)

UL-Total-PRB-usage::= INTEGER (0..100)
UsableABSInformation ::= CHOICE {


fdd




UsableABSInformationFDD,


tdd




UsableABSInformationTDD,


...

}

UsableABSInformationFDD ::= SEQUENCE {


usable-abs-pattern-info



BIT STRING (SIZE(40)),


iE-Extensions





ProtocolExtensionContainer { { UsableABSInformationFDD-ExtIEs} } OPTIONAL,


...

}

UsableABSInformationFDD-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

UsableABSInformationTDD ::= SEQUENCE {


usaable-abs-pattern-info


BIT STRING (SIZE(1..70, ...)),


iE-Extensions





ProtocolExtensionContainer { { UsableABSInformationTDD-ExtIEs} } OPTIONAL,


...

}

UsableABSInformationTDD-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}
-- V
VehicularServicesAuthorized ::= SEQUENCE {


vehicleUE


VehicleUE










OPTIONAL,

pedestrianUE


PedestrianUE










OPTIONAL,

iE-Extensions

ProtocolExtensionContainer { {VehicularServicesAuthorized-ExtIEs} }
OPTIONAL,


...

}

VehicularServicesAuthorized-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

VehicleUE ::= ENUMERATED { 


authorized,

not-authorized,

...

}
-- W
WidebandCQI ::= SEQUENCE {


widebandCQICodeword0

INTEGER (0..15, ...),


widebandCQICodeword1

WidebandCQICodeword1

OPTIONAL,


iE-Extensions



ProtocolExtensionContainer { { WidebandCQI-ExtIEs} } OPTIONAL,


...

}

WidebandCQI-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

WidebandCQICodeword1::= CHOICE {


four-bitCQI







INTEGER (0..15, ...),


three-bitSpatialDifferentialCQI


INTEGER (0..7, ...),


...

}

-- X

X2BenefitValue ::= INTEGER (1..8, ...)

-- Y

-- Z

END
-----------------End of the Changes--------------------
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