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1
Introduction
In last meeting, the use cases on video optimization and TCP optimization have been discussed, but did not reach an agreement. This contribution analyses the related issues, and proposes a way forward.
2
Detailed analysis

2.1 
Video Optimization
The use cases for video optimization has been proposed in last meeting ([1]). The use cases shall focus on the problems, rather any solutions. So the solution related text shall be removed, and only focus on the problems. We propose to modify the issues as below: 
· Issue 1: A user is watching video from the UE and drags the scroll bar to change the point of time of the video. As the video buffer of the application does not likely have the new video frames available, this will lead to a stall.
· Issue 2: DASH client requests video quality based on throughput prediction. A conservative requesting of low data rate video segment can lead to low video quality. An aggressive requesting of high data rate video segment can lead to more video stalling. So the throughput prediction would have to be accurate.

Proposal 1: agree issue 1 and issue 2 for video optimization.
2.2
TCP Optimization
The use cases for TCP optimization has been proposed in last meeting ([2]). Two issues were proposed

· Issue 1: Congestion Control

The following description was proposed in ([2]):

--

Y.1
Issue 1: Inaccurate Congestion Control
TCP congestion control is used to control the TCP to L3/L2 data delivery speed. Too fast delivery may lead to congestion and packet loss. Too slow delivery may lead to slow service provisioning and overprovisioning. Assuming that an appropriate configuration of TCP congestion control mechanisms cannot be achieved, current TCP congestion control may result in a slow adaptation to radio channel changes, which leads to low throughput and/or long delay. 
TCP uses packet loss or delay spike as congestion signal to control TCP to L3/L2 data delivery speed. However, these congestion signals may mislead TCP. Packet loss in wireless link may be caused by random interference or decoding error instead of congestion. Long RTT may be caused by RLC/HARQ retransmission, multi-user scheduling and handover instead of congestion. 

--
Current text may not explain why current TCP congestion control cannot work well in the cellular network. The behaviour of TCP, which assumes that network congestion is the primary cause for packet loss and high delay. This may not be the case in cellular networks where the bandwidth available for each UE can vary by an order of magnitude within a few seconds due to changes in the underlying radio channel conditions. Such changes can be caused by the movement of devices or interference, as well as changes in system load due to bursty traffic sources or when other UEs enter and leave the network. Furthermore, packets losses are not always signs of congestion. The Transmission Control Protocol (TCP) have difficulties adapting to these rapidly varying conditions, which can lead to inefficient use of a cellular network's resources and degraded application performance. 
So we propose to modify the 1st issue as below: 
The behavior of TCP assumes that network congestion is the primary cause for packet loss and high delay.  This may not be the case in cellular networks where the bandwidth available for each UE can vary by an order of magnitude within a few seconds due to changes in the underlying radio channel conditions. Such changes can be caused by the movement of devices or interference, as well as changes in system load due to bursty traffic sources or when other UEs enter and leave the network. Furthermore, packets losses are not always signs of congestion. The Transmission Control Protocol (TCP) have difficulties adapting to these rapidly varying conditions, which can lead to inefficient use of a cellular network's resources and degraded application performance.
· Issue 2: Redundant Protocol Processing
The contribution ([2]) also proposed another issue

---

Y.2
Issue 2: Redundant Protocol Processing
When a TCP packet is sent over in LTE, receiver acknowledges the packet with HARQ ACK, RLC ACK and TCP ACK. These redundant ACKs significantly increase the TCP RTT which reduces the TCP throughput.

---

This issue is unclear for following reasons:
· It seems indicate that the ACK in various layers, e.g. HARQ ACK, RLC ACK, and TCP ACK, are redundant. But all the related ACKs are introduced at different layer, and have their own purposes. It does not make sense to use the ACK from one layer to replace the ACK in another layer. Doing so breaks the layered architecture that have been widely used for many years.
· One may argue that it has the benefit to support the scenario when the lower layer ACK is received, but the higher layer ACK is missing. The ACKs from different layers are usually sent in a very short period. It is questionable whether this is a typical scenario worthy to be addressed. 
So it needs a good justification on the necessity to break the layered architecture, just for a corner case. 

Proposal 2: agree issue 1 for TCP optimization.

The proposed TP can be found in ([3])
4
Summary
This contribution analyzed the use cases for Context Aware Service Delivery. Our proposal is:
Proposal 1: agree issue 1 and issue 2 for video optimization.

Proposal 2: agree issue 1 for TCP optimization.
The proposed TP can be found in ([3])
References

[1] R3-160975, Text proposal of use cases and requirements for context awareness service delivery, Huawei 
[2] R3-161001, Considerations on use cases for RAN optimizations, CMCC
[3] R3-161240, Text proposal for video optimization and TCP optimization, Nokia, Alcatel-Lucent Shanghai Bell
