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1
Introduction
SA2 agreed in [2] that solutions considered for a QoS framework should

-
allow easy reuse of the Next Generation core for various access technologies.

-
support the independent evolution of core and access technologies.

-
be access agnostic. 

-
enable optimal service level quality as per application needs, optimizing network capacity utilization. 

This paper presents high-level characteristics of a QoS framework, which fulfils these requirements and seeks to address shortcomings of the QoS framework which was specified for EPC/LTE.
2
Limitations of the EPC/LTE QoS framework
The EPC/LTE QoS Framework is well designed to support the QoS differentiation of session based operator provided services such as voice over IMS. However, experiences from live LTE networks have shown that this framework does not adapt easily to support efficient QoS differentiation of the prevailing traffic mix, which largely consists of OTT applications. 

For example, the following issues limit the optimal performance of the QoS framework: 

-
EPC policies are enforced per bearer. To differentiate a given application, a dedicated bearer needs to be established. However, the signaling procedures for establishing an e2e bearer are too slow for e.g. short-lived TCP sessions, typical for many OTT applications. Furthermore the signaling overhead incurred to establish a dedicated bearer is too high

-
Many deployments use only very few QCI values for non GBR traffic (QCI 8 and 9) leaving to actually no other traffic differentiation than usage of APN-AMBR, Traffic differentiation using APN-AMBR supports  differentiation between users, not differentiation between flows of an user.

-
Service awareness is not assumed in the RAN: even if service awareness in the RAN would allow a better handling of the flows (for example video is better served when quality variations are not too high).
3
New QoS framework for RAN 
In order to address the limitations above we propose the following framework:


[image: image1.emf]Policy enforcement

QoS Class packet 

marking

Flow classification

Flow detection

High level Policy decision / flow/user

RSF

Creation /

RSF

modification

Pre-

established 

RSF

PDN termination / 

UP IP anchor

Policy decision 

High level policy

PDU Session 

Creation /

modification

RSFMapping

QoS attributes/ QoS class

Policy enforcement /flow

QoS class /RSF

User plane

QoS class /flow

Control Plane

RAN

CN

CN

«RAN 

Application 

awareness»

Class detection

Autonomous creation

UP-F1

UP-F2

Application 

aware function

QoS class /flow

QoS attributes/ class

RAN

«CN 

Application 

awareness»

Policy enforcement /flow


Figure 1: RAN QoS Framework
The proposed framework consists of the following steps shown in figure 1:
-
At PDU session creation, UP-F1 (User Plane Function 1) receives policy enforcement decision and receives the mapping QoS class / flow enabling a per packet marking of the Qos Class after flow classification is performed.

-
At PDU Session creation, the RAN receives a list of QoS classes and for each of them associated QoS attributes. It creates one or more (pre-established) Radio Subflows (RSF), each mapped to one of the received QoS classes.  For example, QoS classes 1, 2, 3 received and RSL 1 & 2 pre-established and mapped onto QoS class 1 & 2. 
-
When a new flow is detected by UP-F1, instead of creating a bearer like in LTE, the packets of the flow are marked in-band with the “QoS class tag” associated with this flow; if the RAN has already created an RSF for this QoS class (e.g. QoS class 2) the new flow is mapped onto this existing RSF (e.g. RSF 2), otherwise the RAN autonomously creates a new RSF to serve the newly received QoS class tag (e.g. packet received with QoS class 3 and RSF 3 created).

NOTE: RSF creation, modification and mapping of traffic to RSF is to be studied in RAN2.
4
Conclusions
In this contribution we have briefly touched upon the motivation for enhancing the QoS framework for RAN in lieu of new SA2 requirements for NR. 
The proposed framework takes advantage of the following features: 

-
QoS differentiation is achieved by means of autonomous RSF creation in RAN. Expensive signalling to core network is avoided.

-
QoS differentiation between non GBR applications (TCP, many OTT applications) is achieved. 

-
The framework allows “service awareness in the RAN”. For the scenarios where the RAN is context aware, locating UP-F1 in the RAN optimizes the performance and efficiency of related services (e g local video).

Proposal: Capture the new QoS concept for RAN of section 3 into the TR [4] section 9 as presented in the following annex.
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Architecture for next generation RAN
9.4
QoS architecture
The QoS framework should allow:

· Enhanced QoS differentiation between non-GBR applications (TCP, OTT applications, etc)
· Minimize the overhead network signaling associated with the “per bearer” QoS treatment differentiation,

· “service awareness in the RAN” when needed.
An example solution matching the above principles is shown below:
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Figure 1: RAN QoS Framework
The proposed QoS framework consists of the following steps shown in figure 1:
-
At PDU session creation, UP-F1 (User Plane Function 1) receives policy enforcement decision and receives the mapping QoS class / flow enabling a per packet marking of the Qos Class after flow classification is performed.

-
At PDU Session creation, the RAN receives a list of QoS classes and for each of them associated QoS attributes. It creates one or more (pre-established) Radio Subflows (RSF), each mapped to one of the received QoS classes.  For example, QoS classes 1, 2, 3 received and RSL 1 & 2 pre-established and mapped onto QoS class 1 & 2. 

-
When a new flow is detected by UP-F1, instead of creating a bearer like in LTE, the packets of the flow are marked in-band with the “QoS class tag” associated with this flow; if the RAN has already created an RSF for this QoS class (e.g. QoS class 2) the new flow is mapped onto this existing RSF (e.g. RSF 2), otherwise the RAN autonomously creates a new RSF to serve the newly received QoS class tag (e.g. packet received with QoS class 3 and RSF 3 created).

NOTE: RSF creation, modification and mapping of traffic to RSF is to be studied in RAN2.
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