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1
Introduction
The study item [1] has been agreed on enhancements of dual connectivity which include HeNB aspects.

More precisely in release 12 HeNBs are supported in dual connectivity but in open mode only.  
Studying the requirements and the solutions for support of hybrid and closed HeNBs have been added in [1].
One aspect associated with supporting adequately hybrid/closed HeNBs which has been overlooked so far is the necessary RAN requirements to ensure a proper charging. This creates special challenges in the case of dual connectivity.
2
Description
Requirement 1

In order to minimize the impacts, Dual Connectivity towards hybrid HeNBs can be supported following the scheme used for the support of X2 handover towards hybrid HeNBs as presented in the following call flow. This scheme relies on two steps:

·  the CSG membership must first be sent over X2 to the SeNB for admission control in the HeNB, 

· This CSG membership is further verified a posteriori during the path update (here the ERAB Modification indication) by the MME.
Requirement 1: dual connectivity with hybrid HeNBs should be supported with minimal changes by reusing the scheme adopted for the X2 mobility towards HeNBs.

The only needed change compared to X2 mobility scheme is that the path update in dual connectivity (ERAB Modification indication) is triggered by the MeNB and not the SeNB and the MeNB doesn’t know the real CSG ID of the HeNB. It is however important that this CSG ID be the real one for the check to be valid and not the one reported by the UE. The MeNB must therefore be informed of that CSG ID in order to include it in the path update request for the verification towards the MME. The only message from the SeNB before the ERAB Modification Indication able to inform the MeNB of the real CSG ID is the SeNB Addition Request Acknowledge. Therefore the CSG ID must newly be added to that message. This leads to the following solution: 
Solution corresponding to requirement 1: 
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1. SeNB Addition Request(+ CSG MS)

2. SeNB Addition Request Acknowledge

(+ CSG ID)

3. RRCConnectionReconfiguration

4. RRCConnectionReconfigurationComplete

9. E-RAB Modification Indication

(+ CSG MS, CSG ID)

5. SeNB Reconfiguration Complete

12. E-RAB Modification Confirmation(+ CSG MS)

10. Bearer Modication

7. SN Status Transfer

8. Data Forwarding

6. Random Access Procedure

Path Update procedure

11. End Marker Packet


However, this solution 1 has an issue that it works only for the SCG bearer option where the path update procedure is triggered.
For the slit bearer option, it not possible to reuse the ERAB Modification indication procedure because there is no data path to be switched. So a new procedure would need to be introduced to verify the membership with the MME. An example solution 2 for split bearer is provided below:
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1. SeNB Addition Request (+ CSG MS)

2. SeNB Addition Request Acknowledge

(+ CSG ID)

5. RRCConnectionReconfiguration

6. RRCConnectionReconfigurationComplete

3. CSG memship verification request 

(UE ID, CSG ID of HeNB, CSG MS)

7. SeNB Reconfiguration Complete

4. CSG membership verification response (+ CSG MS)

8. Random Access Procedure


Observation 1: the support of dual connectivity with hybrid HeNBs can be supported with a simple solution for SCG bearers but requires a new procedure for split bearers.

Requirement 2:
Besides, the support of hybrid HeNBs also implies specific charging requirements because the charging applied in an hybrid HeNB generally differs depending if the UE served by the HeNB is a member or not of the HeNB. This creates a requirement number 2 when hybrid HeNBs are used as SeNB in dual connectivity:

Requirement number 2: It should be possible to apply specific charging for the traffic going through the SeNB when it is an hybrid HeNB depending on whether the UE is a member or not.
In order to fulfil the requirement number 2, it is first necessary that the MME be aware of the real membership of the UE. This is however already achieved by the necessary membership verification done by the MME during the bearer offload as it has been presented in the above solutions 1&2.

But to fulfil the requirement number 2, the SGW must also determine the traffic that has transited through the HeNB.

Dual connectivity release 12 includes two options: 

· the SCG bearer option where all packets of the offloaded bearer are sent via the SeNB. In that case a dedicated bearer is created between the SeNB and the SGW and the SGW has full visibility of all packets which are sent via the SeNB.
· The split bearer option where only a subset of the packets of the split bearer are sent via the SeNB. In that case the S1-U bearer is unchanged from MeNB to SGW and common to all packets regardless they are sent via the MeNB or via the SeNB over the radio. The SGW has there no visibility to the amount of packets which has been sent via the SeNB.

When the SCG bearer option is used, there is no issue because of the dedicated bearer between the HeNB and the SGW.

But when the split bearer option is used, the SGW newly need to be informed of the volume of data and/or duration of the split bearer in order to propagate adequate charging information towards the PGW. Since the SGW has no visibility on these two aspects, they need to be computed by the MeNB and sent over the MME for the SGW. Moreover, this information could only be sent at the time of ERAB Release by MeNB. 
Solution for requirement 2: when split bearers are used, the volume of data sent over the SENB and/or duration of the split bearer  need to additionally be included at the time of ERAB release by MeNB.

3
Conclusion
This paper has analysed the two main requirements to support hybrid HeNBs in dual connectivity.

A simple solution has been shown to fulfil these requirements for the SCG bearer option, but for the split bearer option
·  a new procedure would need to be introduced. 
· and new traffic volume/duration indications at the time of ERAB release.

It is proposed to capture these requirements as Text Proposals and evaluate the solutions 1 & 2 which have been proposed.
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