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1
Introduction
This contribution discusses intra-MeNB handover when a split bearer is in place and the UE’s uplink data transmission of the split bearer is configured to the SeNB before and after the procedure.
The problem addressed is, among the uplink PDCP PDUs received from SeNB, how does the MeNB distinguish those received by the SeNB before the RLC re-establishment at SeNB (done as part of the SCG-change procedure), from those received after it.

2
Problem
When handover occurs, the ciphering keys used at PDCP change. This calls for invoking the SCG-change procedure, defined in 36.300 as follows:

10.1.2.8.6
SCG change

"SCG change" refers to a synchronous radio configuration towards the UE. During SCG change, MAC configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. <...>
At the SeNB, this entails the RLC flusing to higher layer all the uplink PDCP PDUs received so far. The uplink PDCP PDUs received after that point will have been ciphered by the UE using the ciphering key changed at the handover and, provided that they are received without problems, can be transmitted by SeNB to MeNB immediately after the previous RLC-flushed PDUs.
Among these uplink PDCP PDUs received from SeNB, the PDCP at MeNB needs to know, which of the uplink PDCP PDUs received from SeNB have been ciphered with the old key, and which have been ciphered with the new key. The current specifications do not seem to provide any reliable means to do this.

3
Possible solutions
3.1
Solution 1: “final” indication in X2-UP 
The new X2-UP protocol [2] specifies the following:
The DL DATA DELIVERY STATUS frame shall also include an indication whether the frame is the last DL status report received in the course of releasing a bearer from the SeNB. When receiving such indication, if applicable, the MeNB considers that no more UL data is to be expected from the SeNB.

The highlighted parts make this inapplicable to the case at hand. However, even if the specification text above was properly generalized to cover this case, we think that the most significant shortcoming with this in-band U-plane indication is that it does not enjoy guaranteed delivery and can go missing in transfer over X2, nor does it enjoy ordered delivery among the uplink PDCP PDUs, meaning that the key used for PDCP PDUs having changed order with this indication in transit would be interpreted incorrectly by MeNB.

3.2
Solution 2: indication of the RLC-flushed PDUs from SeNB to MeNB 
This would be an explicit indication from SeNB to MeNB, of the PDCP PDUs flushed by the SeNB-RLC (including if none were flushed). It could take the form of an optional IE within the X2AP message 2 below [36.300]:
10.1.2.8.2.1
Intra-MeNB change involving SCG change

This procedure is used to perform handover within the same MeNB while keeping the SCG in the same SeNB.
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Figure 10.1.2.8.2.1-2: Intra-MeNB Change procedure with SeNB configuration
This solution would provide the additional advantage that, if the SeNB first sends to MeNB only the PDCP SNs of the SeNB-RLC-flushed PDUs, while the actual PDCP PDU(s) - whose amount is not necessarily insignificant - can be sent later on, the MeNB can send the PDCP status report to the UE earlier.
3.3
Solution 3: sending the post-flush PDUs using a new GTP TEID 
In this option, MeNB indicates a changed MeNB GTP Tunnel Endpoint for the bearer in the SeNB Modification Request starting the procedure (see figure above). The SeNB uses this new GTP TEID in sending uplink PDCP PDUs that are received from the UE after SeNB re-establishes the RLC (and not before that). The MeNB will know that the PDCP PDUs received over the new TEID are ciphered using the new key.
As it already seems possible for the MeNB to indicate a changed MeNB GTP Tunnel Endpoint in SeNB Modification Request, the only thing that would seem to require standardization is the sentence underlined above. It could be captured in 36.300.
3.4
Comparison of the solutions
As we discussed above, Solution 1 does not seem acceptable, because of the transport properties of the X2-UP.

Between solutions 2 and 3, the latter has the advantage that it does not require specifying any new protocol fields, which is what makes it our preference.

4
Conclusion
In this contribution we discussed how, at intra-MeNB handover when a split bearer is in place, the MeNB distinguishes UL PDCP PDUs received by the SeNB before the RLC re-establishment at SeNB (done as part of the SCG-change procedure), from those received after it. We concluded with the following.
Proposal:

Specify, in TS 36.300, that when SeNB performs SCG change, the uplink PDCP PDUs received from the UE before SeNB re-establishes the RLC are to be sent to MeNB using the old GTP TEID, and the PDUs received from the UE after SeNB re-establishes the RLC are to be sent to MeNB using the new GTP TEID received from MeNB.
The CR implementing this proposal is provided in [3].
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