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1   Introduction
During RAN Sharing Enhancement discussion in RAN3#85bis meeting, there was an open issue:

O2:  is enhancement/clarification needed to enable rejection per PLMN?
It was elaborated by some companies that the eNB is not able to reject a RRC Connection Request by using RRC Connection Reject message. The reason is that the UE provides S-TMSI in RRC connection Request message, the S-TMSI includes MMEC, but not include PLMN id, the eNB may not able to identify the sharing operator at this step. Hence they proposed to add enhancement/clarification to uniquely assign the MMEC among the sharing operators, to allow the eNB to identify the PLMN based on the S-TMSI, and reject the UE for the overloaded PLMN.
In this contribution, we provide analyses for this open issue, and conclude that it is not needed to introduce such enhancement/clarification.

2   Discussion

For the objective “Enhance relevant S1 overload procedure(s)” of the WI, the justification was:
· In case of GateWay Core Network (GWCN), CN overload can result in a situation where an overloaded PLMN starves another PLMN, thus leading to unfairness.  The existing Overload Start/Stop mechanisms are the most suitable baseline to support RAN and CN sharing scenarios. The procedures may need to be enhanced to fully support the reuse of GUMMEI List.
That means per PLMN S1 overload procedure is introduced to avoid a situation where an overloaded PLMN starves another PLMN. In this case, if one PLMN is overloaded, the eNB should “reject” the new coming related PLMN‘s UE, but allow the other PLMN UE access.

During the discussion of MTC in Rel-10, it was clarified in RAN3 that the “reject” in the overload Action could be supported by using RRC reject or RRC release procedure, hence RAN3 technically endorsed two CRs [2] [3], to introduce MTC overload solution A or solution B, pending on whether the “delay tolerant indicator” will be included in the RRC establishment cause or within the RRC Setup Complete message in RAN2 [4].

Observation: the “reject” in the overload Action could be supported by using RRC reject procedure and RRC release procedure.
Considering of the overload status of a PLMN, there are two possible scenarios:

Scenario1:  if all the connecting MMEs (MME1, MME2 in Figure1) are overloaded for PLMN1, the eNB can broadcast ACB for PLMN1, PLMN1 UE will not initiate the access.
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Figure1: ACB in case all the MMEs are overloaded for PLMN1

Scenario2: if not all the connecting MMEs are overloaded for PLMN1 (e.g. only MME1 overloaded for PLMN1, MME2 not), the eNB will reject the access to the MME1, but accept the access to the MME2. There are three cases of UE access:

Case1: UE sends 40 bits random value in RRCConnectionRequest message
As specified in TS36.331, in case the UE is not registered in the TA of the current cell, the UE will provide 40 bits random value (as the InitialUE-Identity IE) in RRCConnectionRequest message to the eNB. After receiving the selected PLMN info from RRCConnectionSetupComplete message, the eNB will select the non-overloaded MME2 for the UE.
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Figure2: eNB select non-overloaded MME for the UE

Case2: UE sends S-TMSI which can uniquely identify the sharing operator
In some deployment, the MMEC can uniquely assigned among all the related operators, the received S-TMSI can be used to uniquely identify the sharing operator. The eNB is able to send RRCConnectionReject message to reject the access towards an overloaded PLMN.
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Figure3: eNB select MME based on the uniquely S-TMSI
Case3: UE sends S-TMSI which cannot uniquely identify the sharing operator
In some deployments, the MMEC may be reused between two MMEs, e.g. two MMEs with different PLMN or MMEG ID. 

As shown in Figure4, PLMN1&MMEC1 is used in MME1, PLMN3&MMEC1 is used in MME2, MME1 is overloaded for PLMN1.When the eNB gets the S-TMSI from the UE includes MMEC1, because there is no PLMN information in S-TMSI, the eNB is not able to know which MME the UE would like to connect to in step1, hence it cannot reject the access in step2. Upon receiving the PLMN1 information in step3, the eNB will release the RRC connection of the UE.
<GUMMEI> = <PLMN> + <MMEGI> + <MMEC>

<S-TMSI> = <MMEC><M-TMSI>
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Figure3: eNB release the UE towards the overloaded MME

According to the analyses of the procedures in these scenarios and cases, the eNB is able to “reject” the UE access towards an overloaded MME of a PLMN, it is not necessary to introduce enhancement/clarification to enable rejection per PLMN.

Proposal: it is not necessary to introduce enhancement/clarification to enable rejection per PLMN.
3   Proposals
In this contribution, we analyses the open issues2 regarding to the S1 Overload Start/Stop Procedure, and get the proposal below:

Proposal: it is not necessary to introduce enhancement/clarification to enable rejection per PLMN.
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