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1   Introduction
In R3-142911 [1]. three observations and one proposal were mentioned:
	· Observation 1: It is not possible to take an Overload Action on the basis of the selected PLMN ID signalled by the UE because the Selected PLMN ID is signalled in the RRCConnectionSetupComplete, which replaces an RRCConnectionReject message

· Observation 2: In order to allow Overload Actions consisting of RRC rejections in shared RANs, the MMEC contained in the S-TMSI reported by the UE at RRCConnectionRequest should be able to identify the sharing operator to which the UE is registered

· Observation 3: In a shared RAN, in order to avoid that one Paging message addresses more than one UE, S-TMSIs need to be unique for each UE in the shared cell. The latter implies that MMECs included in the S-TMSIs assigned to UEs connected to the shared area need to be unique within the sharing area.

· Proposal: It is proposed to agree and capture in specifications that in order to apply a reject Overload Action in a shared RAN the S-TMSI signalled by the UE at RRCConnectionRequest should uniquely identify the sharing operator. This can be achieved by making the sharing operator identifiable via the MMEC included in the S-TMSI


In R3-142859 [2], there are two scenarios in case the MMEC of S-TMSI is on PLMN basis: 

	· Scenario1: the PLMN list supported by eNB includes the PLMN UE last attached.

· Scenario2: the PLMN list supported by eNB doesn’t include the PLMN UE last attached.

· Alt2 is beneficial for scenario1, since UE prioritizes to select the PLMN it used to attach and eNB prioritizes to select a MME the UE used to attach. If the eNB support the PLMN corresponding to the S-TMSI e.g. PLMN-1, if PLMN-1 is overloaded, block UE’s RRC request, otherwise, allow RRC setup.

· For scenario2, the PLMN of S-TMSI is not related to the PLMN supported by eNB and UE can only select the PLMN supported by eNB. eNB cannot make a correct rejection decision according to S-TMSI.


All these two papers are based on one assumption that the per PLMN overload action can be supported only if the eNB can send RRCConnectionReject message to a UE, upon receiving the RRCConnectionRequestmessage from the UE whose selected PLMN is overloaded in the MME.

In this response paper, we provide our different view.

2   Discussion

During the discussion of MTC in Rel-10, it was clarified in RAN3 that the “reject” in the overload Action could be supported by using RRC reject procedure and RRC release procedure, hence RAN3 technically endorsed two CRs [4] [5], to introduce MTC overload solution A or solution B, pending on whether the “delay tolerant indicator” will be included in the RRC establishment cause or within the RRC Setup Complete message in RAN2 [3].

 In this section, we elaborate how the eNB perform per PLMN “reject” without limiting the S-TMSI to uniquely identify the sharing operator.

For the objective “Enhance relevant S1 overload procedure(s)” of the WI, the justification was:
· In case of GateWay Core Network (GWCN), CN overload can result in a situation where an overloaded PLMN starves another PLMN, thus leading to unfairness.  The existing Overload Start/Stop mechanisms are the most suitable baseline to support RAN and CN sharing scenarios. The procedures may need to be enhanced to fully support the reuse of GUMMEI List.
That means per PLMN S1 overload procedure is introduced to avoid a situation where an overloaded PLMN starves another PLMN. In this case, if one PLMN is overloaded, the eNB should reject/release the new coming related PLMN‘s UE, but allow the other PLMN UE access.
The InitialUE-Identity IE is carried in RRCConnectionRequest message, which could be the S-TMSI if the UE is registered in the TA of the current cell, otherwise it will be a 40bitstring random value. 

In case S-TMSI is used, the eNB can get the MMEC, but there is no PLMN information in S-TMSI.

· <S-TMSI> = <MMEC><M-TMSI> 
· <GUMMEI> = <MCC><MNC><MMEGI><MMEC>=<PLMN><MMEGI><MMEC>
Hence in a shared network scenario, the following procedures in Figure1 will occur:
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Figure 1: RRC connection establishment, successful

In RRCConnectionSetupComplete message, the eNB will receive the selectedPLMN-Identity and registeredMME(old GUMMEI). When the eNB was informed by the indicated MME that it is overloaded in the selectedPLMN, the eNB needs to release the new coming RRC connection of the UE, as shown in Figure2 below:
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Figure 2: RRC connection release, successful

Proposal: in case per PLMN S1 overload procedure is introduced, the eNB can use RRC release procedure to reject the access to the overloaded PLMN. There is no need to introduce enhancement/clarification to enable rejection per PLMN, e.g. to limit the S-TMSI to uniquely identify the sharing operator.
3   Proposals
In this contribution, we analyses per PLMN overload procedure, and get the proposal below:

Proposal: in case per PLMN S1 overload procedure is introduced, the eNB can use RRC release procedure to reject the access to the overloaded PLMN. There is no need to introduce enhancement/clarification to enable rejection per PLMN, e.g. to limit the S-TMSI to uniquely identify the sharing operator.
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