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1   Introduction
During RAN3#85bis an initial discussion on the case of Overload Actions implying RRC rejections in RAN sharing scenarios was carried out. In [1] a description of the problem of enforcing rejection overload actions in a RAN sharing environment was described. 
In this paper the problem is outlined in more details and a way forward is presented.

2   Discussion
An S1: Overload Start message carries an Overload Action IE, which is specified as follows:
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Overload Action
	M
	
	ENUMERATED

(Reject RRC connection establishments for non-emergency MO DT, Reject RRC connection establishments for Signalling, Permit Emergency Sessions and mobile terminated services only, …, Permit High Priority Sessions and mobile terminated services only, Reject delay tolerant access)
	


In the context of RAN Sharing, it has already been discussed that it is possible to identify the sharing operator for which the Overload Action applies by means of including the opportune GUMMEI list (pointing at the PLMN ID(s) of the operator(s) concerned) in the S1: OVERLOAD START message.

In case of an Overload Action implying a rejection, the eNB shall be able to reject UEs at RRC level. This is possible via a reply message to the RRCConnectionRequest message. Figure 1 and Figure 2 show both cases of successful and unsuccessful RRCComectionRequest, as described in TS36.331.
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Figure 1: RRC connection establishment, successful
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Figure2: RRC connection establishment, network reject

As it can be seen the RRCConnectionReject message can be sent only before an eventual RRCConnectionSetup Complete (i.e. an RRCConnectionReject replaces the RRC Connection Setup procedure). Namely, if the UE already sent an RRCConnectionSetupComplete the connection cannot be rejected anymore.

It has to be also pointed out that the Selected PLMN ID is only communicated to the serving eNB at RRCConnectionSetupComplete. However, a clear way to apply an overload action would be on the basis of the sharing operator where the UE is registered, i.e. on the basis of the selected PLMN ID. However, if this action had to be based on the selected PLMN ID it would not be possible to issue an RRCConnectionReject because an RRCConnectionSetup would have been already sent.

Observation 1: It is not possible to take an Overload Action on the basis of the selected PLMN ID signalled by the UE because the Selected PLMN ID is signalled in the RRCConnectionSetupComplete, which replaces an RRCConnectionReject message
Therefore, if the list of GUMMEIs in the Overload Start message needs to be exploited in order to enable per-sharing-operator Overload Actions to take place, the association of UEs to a sharing operator needs to be known at RRCConnectionRequest, i.e. by means of parameters copntained in the RRCConnectionRequest.
The RRCConnectionRequest contains the S-TMSI, which is assigned to the UE by the last MME the UE registered with. In alternative to the S-TMSI there might be a random value, but the latter is a much less frequent occurrence in practice.

The S-TMSI is constructed as follows (see TS23.003):

<S-TMSI> = <MMEC><M-TMSI>
Where the MMEC is an MME Code, namely an identifier for an MME that is unique within the MME Pool to which the MME belongs as well as unique within any overlapping areas between two MME pools. The M-TMSI is a unique identifier for the UE within the registered MME.

It is worth at this point to highlight that each GUMMEI signalled in the Overload Start message is structured as follows (see TS 23.003):

<GUMMEI> = <MCC><MNC><MME Identifier>

And <MME Identifier> = <MME Group ID><MME Code>

Therefore, one way to enable mapping of the S-TMSI signalled by the UE at RRCConnectionRequest to one of the GUMMEIs signalled in the Overload Action message is to use the MMEC included both in the S-TMSI and in the GUMMEI. 
In an equivalent way the mapping could be enabled by associating MMECs of sharing operators with their PLMN IDs. This would enable to map the S-TMSI with one of the PLMNIDs included in one of the GUMMEIs for which the Overload Action was issued.

The latter methods are explained in the figure below.
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Figure1: Example of RRC Rejection based on MMEC included in S-TMSI

In order to enable mapping of the UE sending an RRCConnectionRequest to a PLMN ID or MMEC for which an Overload Start was issued, the MMEC included in the S-TMSI needs to point at a sharing operator. Namely, in a shared cell/area, S-TMSIs assigned by sharing operators at UE registration with the serving MME shall be assigned in a way that it is possible to deduce the sharing operator by means of the MMEC included in the S-TMSI signalled by the UE.

Observation 2: In order to allow Overload Actions consisting of RRC rejections in shared RANs, the MMEC contained in the S-TMSI reported by the UE at RRCConnectionRequest should be able to identify the sharing operator to which the UE is registered
It could be argued that different sharing operators do not necessarily need to have different MMECs assigned to their network nodes. Namely, different sharing operators could use the same MMECs for their CN nodes serving a shared RAN. However, this would imply that sharing operators may assign the same S-TMSI to UEs in the same shared area. This has a major drawback, which is that a Paging message (containing the UE’s S-TMSI) would address more than one UE. Consequently more than one UE will move to Active mode and attempt to establish a service. 
Idle to Active transitions are perhaps the most signalling intensive procedures over the air interface. Therefore, triggering more than such transitions for the same Paging message is very harmful and expensive because it requires over-dimensioning the RAN-CN based on the frequency of the Paging messages and on the extra number of Idle-Active transitions. If fact, given the unpredictability of the number of UEs that could move to Active after a Paging message, the system would be at risk of signalling overload. 
Observation 3: In a shared RAN, in order to avoid that one Paging message addresses more than one UE, S-TMSIs need to be unique for each UE in the shared cell. The latter implies that MMECs included in the S-TMSIs assigned to UEs connected to the shared area need to be unique within the sharing area.

Indeed, MMEC coordination was already discussed in the context of RAN sharing in the past. An excerpt from TS23.003 in fact quotes:

“The operator shall need to ensure that the MMEC is unique within the MME pool area and, if overlapping pool areas are in use, unique within the area of overlapping MME pools. 

NOTE:      In some network sharing cases it is required that the MMEC and NRI values are coordinated between the sharing operators, as described in 3GPP TS 23.251 [101]. In order to achieve CS/PS coordination in shared GERAN/UTRAN networks, the MMEC included in the GUTI can be set to identify the CS operator serving the UE.”

IT is the authors believe that a similar formulation to the one above should be found in RAN3 specifications to document that per sharing operator overload actions consisting of RRC rejections can be achieved upon appropriate MMEC coordination amongst sharing operators.
3   Conclusions and Proposal
In this paper it was discussed that in order to apply per sharing operator Overload Actions involving RRC rejections it is necessary to be able to deduce the sharing operator identity (e.g. the sharing operator’s PLMN ID) from the MMEC contained by the UE at RRCConnectionRequest. 
It is therefore proposed to agree to the following:

Proposal: It is proposed to agree and capture in specifications that in order to apply a reject Overload Action in a shared RAN the S-TMSI signalled by the UE at RRCConnectionRequest should uniquely identify the sharing operator. This can be achieved by making the sharing operator identifiable via the MMEC included in the S-TMSI  
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