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1. Introduction
In contribution R3-141282 it is claimed that UE “seamless mobility” between 3GPP and WLAN, as described in R3-140655 and R3-141137, is fully supported by existing SA2 specifications using S2a, S2b or S2c. 
This paper clarifies that: these mobility protocols just focus on UE IP mobility (with IP preservation) at the application service layer at the CN. They do not consider any UE mobility and service interruption issues at the RAN side.

The paper R3-141282 also claims that “SA2 are working on enhancements to further reducing signaling and delay for inter-RAT mobility as part of the NB-IFOM Release-13 SA2 WI”.
This paper also clarifies that: the NB-IFOM R-13 SA2 WI objective, as described in S2-141502, does not have any consideration in reducing signaling and delay. 
This contribution will discuss current state of industry of these solutions.
2. S2b, S2c and S2a access to EPC via non-3GPP access 
· S2b scenario: Non-Trusted Non-3GPP Access to EPC
To maintain trust, the UE has to establish a dedicated “Virtual Private Network (VPN) access”.  This comprises of establishing an IPSec tunnel(s) to a secure gateway operated by a Mobile operator (called ePDG) that provides access to the EPC. For each UE, there is  one  such  IPSec  tunnel  per  PDN connection. The ePDG then terminates a GTP/PMIP S2b interface to the P-GW.  
· S2c scenario: Access to EPC with Host Based Mobility
In this scenario, the UE establishes DSMIPv6 connectivity to the EPC mobility anchor (i.e. the P-GW) transparently over Wi-Fi. Together with DSMIPv6 support in the UE, this requires the support of an IPsec Security Association between the UE and the P-GW in order to protect the Mobile IP signalling between the UE and the P-GW. 

· S2a scenario: Trusted WLAN Access
In this option, the mobile device connects to the WLAN using standard secure Wi-Fi procedures without the need for mobility or tunneling support in the mobile device. Either PMIPv6 or GTP protocols can be used for the interface between the WLAN and the P-GW.  But this solution has many limitations as described in R3-141043.
All the above three mobility solutions can guarantee UE IP preservation.

One of the main goals of any of these mobility protocols is to provide “seamless mobility” as the UE moves from network to network. This is essentially considers preserving the IP address of the UE via the concept of Home IP Address and associated Care-Of IP Address (which changes due to mobility). The main client-based approach used to provide “seamless mobility” is based on the Mobile IP (MIP) protocol [RFC 6275], which lately has been extended into the Dual-Stack Mobile IP (DSMIPv6) architecture [RFC 5555]. The main network-based approaches are based on the Proxy Mobile IP (PMIP) protocol [RFC 5213], also an extension of the MIP protocol.  For detail, please see annex A.

Observation1: It is noticeable that UE “seamless mobility”, from SA2 3GPP-WLAN mobility solutions point of view, is to just guarantee that the UE IP is preserved when the UE moves to/from 3GPP to WLAN. There is no any further consideration of user mobility at the RAN side
· Non seamless WLAN offload (NSWO) service: 
The UE may also benefit from a Non Seamless (without UE IP preservation) WLAN Offload service where the traffic is not sent via the EPC but instead is routed directly to the internet. This traffic cannot benefit from IP address preservation at mobility between 3GPP and Non-3GPP networks.  
Latency-sensitive service session, e.g; VoIP, real-time game, would not survive IP changing
It is noticeable that all these solutions just focus on UE IP mobility (with or without IP preservation) at the application service layer at the CN. They do not consider any UE mobility and service interruption issues at the RAN side. Therefore,
Observation2: As current S2a, S2b, S2c and NSWO solutions do not consider any UE mobility and service interruption issues at the RAN side, these solutions may not fulfil user service continuity without service disruption.
3. Objective of NB-IFOM Release-13 SA2 WI
By claiming that “SA2 are working on enhancements to further reducing signaling and delay for inter-RAT mobility as part of the NB-IFOM Release-13 SA2 WI.” It is obvious that the current S2a, S2b, S2c and NSWO solutions have signaling and delay issues that require extra standardization work in order to improve user service continuity without service disruption. The NB-IFOM R-13 SA2 WI objective, as described in S2-141502, does not have any consideration in reducing signaling and delay. Therefore,
Proposal: RAN3 is kindly asked to consider RAN side seamless mobility solution when UE moves to 3GPP from WLAN to guaranteeing user service continuity without service disruption.
4. State of the industry of S2b, S2c and S2a
At present, according 4G Americas’ project, there is limited deployment of either of these options.  Therefore most UE’s today are not able to utilize Wi-Fi to access operator services, and thus mobile operators are unable to offer operator-specific services that span over both 3GPP and Wi-Fi radios. 

Note that requiring each UE to set up an IPSec tunnel / Security Association to access to the EPC comes at a cost for the operator as it implies the support of at least an IPsec tunnel per UE, which requires the deployment of costly nodes that terminate a large number of IPsec tunnels. 

Furthermore, for the Un-trusted case, this may imply the support of nested IPSec (a corporate VPN within the 3GPP IPSec tunnel) when the UE uses the access to EPC to set up a VPN to the corporate network of the user which may not be supported by terminal operating systems.
5. Summary and proposals

Based on the discussion above it is summarized as follow:
Observation1: It is noticeable that UE “seamless mobility”, from SA2 3GPP-WLAN mobility solutions point of view, is to just guarantee the UE IP is preserved when the UE moves from 3GPP to WLAN. There is no any further consideration of user mobility at the RAN side
Observation2: As current S2a, S2b, S2c and NSWO solutions do not consider any UE mobility and service interruption issues at the RAN side, these solutions may not fulfil user service continuity without service disruption.
Proposal: RAN3 is kindly asked to consider RAN side seamless mobility solution when UE moves to 3GPP from WLAN to guaranteeing user service continuity without service disruption.
Annex A: Overview of S2a, S2b, S2c and NSWO

3GPP TS  23.402 allows  two  IP  mobility  mechanisms  for  non-3GPP  access  (Network-based Mobility and Host-based Mobility), which are as follows:  

· Network Based Mobility: uses S2a interface for Trusted access to EPC and S2b interface for Un-Trusted access to EPC. S2a and S2b rely on protocols such as GTP or PMIPv6 terminated in network entities managing mobility in the access network (see figure1.a). 
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a) Architecture within EPS using S5, S2a, S2b         b) Architecture within EPS using S5, S2c

· Figure 1: Non-Roaming Architecture within EPS as described in TS  23.402 
· Client/Host-Based Mobility: uses S2c interface. S2c relies on DSMIPv6 mobility signalling terminated in the UE and at the PDN Gateway (P-GW). The access network needs to allocate Care-Of-Address to the UE, and the High Availability (HA) must be reachable from the access network for the UE (see figure1.b). 
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