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1 Introduction

One of the remaining issues to be clarified for the X2 GW, is how to handle the case when a source (H)eNB tries to set up X2 through the X2 GW to a destination which is unknown to the X2 GW itself. Two approaches were proposed (“proactive” and “reactive”) [1] with the aim to minimize TNL discovery through the MME. A related analysis [2] showed that the “proactive” approach did not seem advantageous with respect to the “reactive” approach (or even with respect to the baseline). We will now look at the issue of how to handle the failure situation in the X2 GW.
2 Discussion
The scenario is the well-known case where the source (H)eNB initiates X2 setup through the X2 GW towards a newly discovered target. In the baseline case, the source initiates TNL address discovery towards the target through the MME, and receives the target TNL address. If the target supports the X2 GW it will also include the TNL address of the X2 GW in its response. At this point the source has all the information it needs to initiate X2 setup. This baseline is shown in Figure 1 below, for the case where the target supports the X2 GW.
2.1 Normal Case

The baseline case requires 4 messages to be exchanged over S1 (in green) and 4 messages to be exchanged over X2 (in red). Nothing additional needs to be specified for this baseline handling to work in all cases. The only possible drawback is that all new discoveries are likely to trigger TNL discovery procedures through the MME. 
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Figure 1 X2 setup through the X2 GW (baseline case).

A source could decide (“reactive” approach according to [1]) to always try indirect X2 setup (i.e. through the X2 GW) first whenever a new neighbor is detected. This behavior, in principle, does not break any principles and is already allowed by current standards.

Observation 1: The “reactive” approach [1]  is already allowed by current standards as an implementation option.
In a steady-state of the network (i.e. if the TNL addresses of all possible neighbors are known at the X2 GW) such a behavior seems advantageous, since it only requires 4 messages to be exchanged over X2 (in red in Figure 2 below) and no signaling over S1. The baseline would require 4 messages over S1, followed by either another 2 messages over X2 (in case of direct X2 setup) or another 4 messages over X2 (in case of X2 setup through the X2 GW).
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Figure 2 X2 setup through the X2 GW (“reactive” approach [1], steady-state).
Observation 2: The “reactive” approach [1] seems advantageous in the steady-state (i.e. when all possible neighbor addresses are known at the X2 GW).
Notice that there are at least 2 ways to ensure that the X2 GW always has all the TNL addresses it needs to function. Either the X2 GW is configured with all eNB addresses (it already has the HeNB addresses through the mandatory registration), or eNB registration is mandated. By adopting either of these approaches (registration options 1 and 2 in [3]), the “reactive” approach in the source (H)eNB can be enabled with only a minimal risk of failure. Registration option 4 in [3] seems to be unrelated (since eNB registration is triggered after being “hit” by TNL discovery).
Observation 2bis: By either configuring the X2 GW with eNB addresses or mandating eNB registration, the “reactive” approach can be successfully enabled.
Proposal 1: The “reactive” approach can be considered as an optimization in case the implementation and the deployment ensure that the X2 GW always has updated addresses for all the connected (H)eNBs through e.g. registration or configuration.
2.2 Failure Case

We need, however, to further analyze what happens in case the target address is not known at the X2 GW. This could happen for example if the target has not registered yet, or if the target does not support the X2 GW (and the source does not know this, since it chose not to initiate TNL address discovery thereby not getting the full information about the target).

Receiving the indirect X2 setup request towards an unknown destination will trigger an error condition in the X2 GW, which will need to be signaled to the source (H)eNB in some way. The source will have no choice but to initiate TNL address discovery and get the correct information about the target.

If the target does not support the X2 GW it will only include its own address in its reply, and the source (H)eNB will then be able to set up X2 directly. If the target does support the X2 GW but for some reason had not registered before, now it should have had the time to register with it (or its registration could have also been triggered by having been discovered, as in one of the possible registration options [3]) This latter case is shown in Figure 3 below.
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Figure 3 X2 setup through the X2 GW (“reactive” approach [1], target unknown at the X2 GW but supports indirect X2).
We notice that for the case of Figure 3 a total of 10 messages have been exchanged: 4 over S1 (shown in green) and 6 over X2 (5 of them, shown in red, are known; the failure message is shown in blue and needs to be further analyzed). The baseline would have required a total of 8 messages (4 over S1 and 4 over X2).
In case the target did not support the X2 GW, 8 messages would have been exchanged (4 over S1 and 4 over X2) for the case of target unknown at the X2 GW, as opposed to 6 for the baseline (4 over S1 and 2 over X2).
Table 1 below compares all cases in terms of exchanged messages.

	Scenario
	Number of S1 messages
	Number of X2 messages
	Total

	Baseline – target supports indirect X2
	4
	4
	8

	Baseline – target supports direct X2
	4
	2
	6

	“Reactive”, steady state – target supports indirect X2
	0
	4
	4

	“Reactive”, target unknown at X2 GW – target supports indirect X2
	4
	6
(including signaling failure to source)
	10

	“Reactive”, target unknown at X2 GW – target supports direct X2
	4
	6
(including signaling failure to source)
	8


Table 1 Comparison table for the various scenarios.

Observation 3: The “reactive” approach [1] seems to be always inefficient with respect to the baseline if the target is unknown by the X2 GW, regardless if the target supports the X2 GW or not.
2.3 How to signal Unknown Target at the X2 GW
We now need to further analyze how to signal the “unknown target” situation at the X2 GW to the source (H)eNB (i.e. how to implement the blue message of Figure 3). At least 3 possible options can be considered:
1. Make the X2AP Message Transfer procedure into a Class 1 procedure, e.g. add an X2 MESSAGE TRANSFER ACKNOWLEDGE and an X2 MESSAGE TRANSFER FAILURE message;

2. Introduce a new Class 2 X2AP procedure specifically for this purpose;
3. Treating the “target unknown” condition as a logical error in the X2 GW.

Introducing a new Class 2 procedure (e.g. ROUTING FAILURE) seems really awkward, considering that it would be a dedicated message never to be used by (H)eNBs but only by the X2 GW, and in a very limited number of “corner” cases. This would imply effectively “forking” X2AP and introducing yet another exception to the principle that the X2 GW does not terminate X2AP.

Observation 4: Introducing a new Class 2 X2AP procedure to signal “target unknown at the X2 GW” seems highly undesirable.
Making the X2 Message Transfer procedure into a Class 1 procedure might work in principle, but we notice that in all previous discussions, the most appropriate form for the X2AP Message Transfer procedure was agreed to be a Class 2 procedure. It would seem very strange to add ACK/RESPONSE messages at each successful instance of the procedure (thereby significantly increasing the number of exchanged messages) only to cover a single failure case. 
Observation 5: Making the X2 Message Transfer procedure into a Class 1 procedure seems undesirable.
Let us now look at the remaining option. A logical error occurs when “the information contained within the message is not valid (i.e., semantic error), or describes a procedure which is not compatible with the state of the receiver.” [4] Since the X2 Message Transfer is a Class 2 procedure, “the procedure shall be terminated and the Error Indication procedure shall be initiated with an appropriate cause value. The Procedure Code IE and the Triggering Message IE within the Criticality Diagnostics IE shall then be included in order to identify the message containing the logical error.” [4] This information, when received at the source (H)eNB, seems fully adequate to detect that the X2 GW could not route the encapsulated message to the desired destination. Moreover this does not seem to require a new, dedicated cause value.
Proposal 2: The condition of “target (H)eNB address unknown at the X2 GW” can be adequately handled by treating it as a logical error in the X2 GW according to [4]. This is independent from whether the “reactive” approach is adopted in the (H)eNBs.
3 Conclusions and Proposals
We have further analyzed the possibility of trying indirect X2 setup from the (H)eNB without first initiating TNL discovery. The highest reduction in the number of exchanged messages can be achieved only if the X2 GW always has complete and up-to-date information about the TNL addresses of all the possible neighbor (H)eNBs. This is possible already possible with the agreed functionality with no standards impact; therefore, the so-called “reactive” approach [1] can be considered as an implementation-enabled optimization. If this situation cannot be ensured, any approach seems to be worse than the baseline.

Proposal 1: The “reactive” approach can be considered as an optimization in case the implementation and the deployment ensure that the X2 GW always has updated addresses for all the connected (H)eNBs through e.g. registration or configuration.
We have also analyzed how to cover the case when the X2 GW does not know the TNL address of the destination (this failure case may happen independently of the approach taken by the (H)eNBs for X2 setup).

Proposal 2: The condition of “target (H)eNB address unknown at the X2 GW” can be adequately handled by treating it as a logical error in the X2 GW according to [4]. This is independent from whether the “reactive” approach is adopted in the (H)eNBs.
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