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1 Introduction

How and what to standardize X2 GW registration for the eNB is one of the last issues to be settled in RAN3 for this particular WI. At RAN3 #83bis, 4 possible options were considered [1][2]:
1. X2 GW is configured with the addresses of all eNBs (“X2 GW configuration”);

2. eNBs are configured with the X2 GW address and register at power-on and at every address change (same behavior as HeNBs – “eNB configuration”);

3. At X2 setup, the originating HeNB sends the TNL address of the discovered eNB (obtained via the enhanced TNL discovery procedure) to the X2 GW within the X2 MESSAGE TRANSFER message so X2 GW can “register” the target eNB (“Spoon-feeding the X2 GW”);

4. After replying to a TNL address discovery procedure, the target eNB registers with the X2 GW with the same procedure used by HeNBs (“Baseline”).

During the evaluation, it was concluded that the four options are complementary and allow flexibility of deployment for the operator. After an offline discussion where not all involved companies were able to participate, a working assumption was taken to enable all four options in RAN3 standards, including option 3. We believe that this choice is suboptimal and that it brings unnecessary standards and system complexity for no real benefit, and furthermore it goes against the agreed guidelines RAN3 has set for itself since the beginning of the discussions about the X2 GW. In this paper we will discuss why.
2 Discussion
2.1 Comparing the 4 Options
It emerged quite early in the discussion that, given the current status of the WI, options 1, 2 and 4 have no additional impact on the standards because they can be supported either through configuration, or by functionality already agreed to be standardized. As is clearly mentioned in [2] and summarized in Table 1 below:

· Option 1 is always possible purely through OAM and as such does not need to be standardized;

· Options 2 and and 4 use the registration procedure already agreed for the HeNB;

· On top of that, option 2 also requires configuration by OAM;

· Only option 3 has a standards impact, because it introduces a specific “registration procedure via X2 setup” which requires to sending the IP address of the target node in the X2AP Message Transfer procedure, basically “spoon-feeding” the HeNB address to the X2 GW.
	
	Requires local configuration
	Uses agreed HeNB registration for the eNB
	Requires enhanced TNL address discovery
	Standards impact
	Additional eNB complexity
	Additional HeNB complexity
	Additional X2 GW complexity

	X2 GW configuration
	Yes, in the X2 GW
	No
	No
	No
	No
	No
	No

	eNB configuration
	Yes, in each eNB
	Yes
	No
	No
	Yes
	No
	No (but additional load)

	Spoon-feeding the X2 GW
	No
	No
	Yes
	Yes
	No
	Yes
	Yes

	Baseline
	No
	Yes
	Yes
	No
	No
	No
	No


Table 1 eNB registration options.
By looking at this very simple comparison, we already see the kind of trade-off among the 4 options. Options 1 and 2 do not require any TNL address discovery so they may have less impact to the MME; this has however the disadvantage of either requiring configuration in the X2 GW or requiring each eNB to behave like a HeNB (local configuration + registration at power-on and address change). In this respect, Option 4 (“Baseline”) could be seen as a trade-off between not requiring local configuration anywhere and impacting the MME. With respect to standards, as already said, only Option 3 (“Spoon-feeding the X2 GW”) has an impact, as well as requiring the enhanced TNL address discovery procedure.
Observation 1: Option 3 is the only option with a standards impact.

2.2 Standards Impact of Option 3

Looking further into the standards impact of Option 3, we notice that the impact is on both Stage 2 and Stage 3. Stage 3 (X2AP) is impacted because the already agreed X2AP MESSAGE TRANSFER message needs to be extended with an optional IE carrying the TNL address of the sender, also introducing dedicated behavior text on the receiver when the IE carrying the TNL address is received.
Observation 2: Option 3 has a Stage 3 impact on X2AP.

We also notice that by signaling the destination TNL address at X2 setup, RAN3 effectively reverses a long-debated decision not to signal TNL addresses in the application layer. That decision was taken early on in the discussion process and led to RAN3 discarding other architecture options for the X2 GW for which this solution would have been appropriate. At this point it makes no sense to go back on those agreements.

Observation 3: Option 3 contradicts a long-debated agreement in RAN3 not to signal TNL addresses over X2AP for X2 GW.

Looking at Stage 2 impact, Option 3 requires additional behavior on the HeNB side (the HeNB shall send the TNL IE when setting up X2 toward a newly discovered eNB), and on the X2 GW side (the X2 GW shall look at the TNL address and check whether it is already present in its mapping table; if not, it shall add it).

Observation 4: Option 3 has a Stage 2 impact on both the HeNB and the X2 GW.

Furthermore, the impact of Option 3 is asymmetrical: it introduces additional signaling in X2AP (a peer-to-peer protocol) which is then used only in one direction from the HeNB to the eNB. This also seems awkward from a protocol design point of view.

Observation 5: Option 3 introduces additional signaling in X2AP (a peer-to-peer protocol) for a procedure that only takes place in one direction; this seems awkward and seems not to happen with other X2AP procedures.
2.3 Failure due to a Rogue HeNB

Option 3 may have another implication: it introduces no protection for a rogue HeNB that chooses to disregard the indication from a target eNB that it does not support the X2 GW. With the baseline solution (included in all other options), the X2 GW would detect that it has no association between the destination ID and its address, and reply with a failure indication (e.g. a logical error handling, well-defined in X2AP, as already mentioned in [3]) to the HeNB, according to Figure 1 below.
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Figure 1 Rogue HeNB disregards eNB information (baseline).
Notice that in this case the failure is confined between the rogue HeNB and the X2 GW.

With Option 3, on the other hand, the X2 GW cannot perform any checks and the failure propagates all the way to the target eNB and back, as shown in Figure 2 below.
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Figure 2 Rogue eNB disregards eNB information (Option 3).

Observation 6: A failure due to a rogue HeNB reaches all the way to the macro eNB and back; this is not an issue with all other options. Option 3 seems considerably less robust because of this issue.

Notice that this seems to also introduce the need for additional error handling in the X2 GW to correctly manage this situation.

Observation 7: Additional error handling in the X2 GW seems to be necessary to correctly manage this situation.
2.4 Complexity of Option 3
As seen in Sec. 2.2, Option 3 has considerable standards impact. This also translates into considerable complexity in both the HeNB and the X2 GW (as seen in Table 1), due to the special handling of the X2 MESSAGE TRANSFER message at X2 setup. None of the other options have this disadvantage, with the possible exception of Option 2 (which impacts the eNB and increases the load on the X2 GW due to the additional registrations from the eNBs).

Observation 8: Option 3 is the only option to add complexity to both the X2 GW and the HeNB.

The main advantage of Option 3 seems to be not to require the eNB to do anything to register to the X2 GW. But in order to support the X2 GW, the eNB already needs to be upgraded to be able to handle the new X2 Message Transfer procedure and the enhanced TNL address discovery procedure. If avoiding the implementation of the registration procedure in the eNB is the priority, Option 1 offers the same possibility without additional complexity in the other nodes, standards impact, or other undesirable side effects (such as those discussed in Sec. 2.3).
Observation 9: The advantage of Option 3 of not requiring eNB registration does not seem to make this option compelling with respect to e.g. Option 1.

In view of all of the above, therefore, we believe RAN3 should reconsider its working assumption and exclude Option 3 from standardization.

Proposal: RAN3 should reconsider its working assumption and exclude Option 3 from standardization.
3 Conclusions and Proposal
In this paper we have made a more thorough analysis of all the registration options than was possible to make at RAN3 #83bis. We also point RAN3’s attention to the fact that it was not possible to adequately discuss these issues since some companies did not participate in the last phases of the offline discussion at the last meeting.

Options 1, 2, and 4, as documented [2], have no standards impact and provide a high degree of flexibility for implementation and deployment of the X2 GW. Option 3, on the other hand, presents several disadvantages while having very little advantages with respect to the others. After having compared all the options in terms of complexity, impact, and possible robustness, we propose:
Proposal: RAN3 should reconsider its working assumption and exclude Option 3 from standardization.
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