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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Elementary Procedure: X2AP protocol consists of Elementary Procedures (EPs). An X2AP Elementary Procedure is a unit of interaction between two eNBs. An EP consists of an initiating message and possibly a response message. Two kinds of EPs are used:

-
Class 1: Elementary Procedures with response (success or failure),

-
Class 2: Elementary Procedures without response.

E-RAB: Defined in TS 36.401 [2].

CSG Cell: as defined in TS 36.300 [15].

Hybrid cell: as defined in TS 36.300 [15].

Master eNB: as defined in TS 36.300 [15].

Secondary eNB: as defined in TS 36.300 [15].

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ABS
Almost Blank Subframe

CCO
Cell Change Order

DC
Dual Connectivity

DL
Downlink

EARFCN
E-UTRA Absolute Radio Frequency Channel Number

E-CID
Enhanced Cell-ID (positioning method)

eNB
E-UTRAN NodeB

EP
Elementary Procedure

EPC
Evolved Packet Core

E-RAB
E-UTRAN Radio Access Bearer

E-UTRAN
Evolved UTRAN

GNSS
Global Navigation Satellite System

GUMMEI
Globally Unique MME Identifier

HFN
Hyper Frame Number

IE
Information Element

L-GW
Local GateWay

MDT
Minimization of Drive Tests
MeNB
Master eNB
MME
Mobility Management Entity

PDCP
Packet Data Convergence Protocol

PLMN
Public Land Mobile Network

S-GW
Serving Gateway
SeNB
Secondary eNB
SIPTO
Selected IP Traffic Offload

SIPTO@LN
Selected IP Traffic Offload at the Local Network

SN
Sequence Number

TAC
Tracking Area Code

UE
User Equipment

UL
Uplink

4
General

4.1
Procedure specification principles

The principle for specifying the procedure logic is to specify the functional behaviour of the terminating eNB exactly and completely. Any rule that specifies the behaviour of the originating eNB shall be possible to be verified with information that is visible within the system.

The following specification principles have been applied for the procedure text in clause 8:

-
The procedure text discriminates between:

1)
Functionality which "shall" be executed


The procedure text indicates that the receiving node "shall" perform a certain function Y under a certain condition. If the receiving node supports procedure X but cannot perform functionality Y requested in the initiating message of a Class 1 EP, the receiving node shall respond with the message used to report unsuccessful outcome for this procedure, containing an appropriate cause value.

2)
Functionality which "shall, if supported" be executed


The procedure text indicates that the receiving node "shall, if supported," perform a certain function Y under a certain condition. If the receiving node supports procedure X, but does not support functionality Y, the receiving node shall proceed with the execution of the EP, possibly informing the requesting node about the not supported functionality.

-
Any required inclusion of an optional IE in a response message is explicitly indicated in the procedure text. If the procedure text does not explicitly indicate that an optional IE shall be included in a response message, the optional IE shall not be included. For requirements on including Criticality Diagnostics IE, see section 10. 

4.2
Forwards and backwards compatibility

The forwards and backwards compatibility of the protocol is assured by a mechanism where all current and future messages, and IEs or groups of related IEs, include ID and criticality fields that are coded in a standard format that will not be changed in the future. These parts can always be decoded regardless of the standard version.

4.3
Specification notations

For the purposes of the present document, the following notations apply:

Procedure
When referring to an elementary procedure in the specification the Procedure Name is written with the first letters in each word in upper case characters followed by the word "procedure", e.g. Handover Preparation procedure.

Message
When referring to a message in the specification the MESSAGE NAME is written with all letters in upper case characters followed by the word "message", e.g. HANDOVER REQUEST message.

IE
When referring to an information element (IE) in the specification the Information Element Name is written with the first letters in each word in upper case characters and all letters in Italic font followed by the abbreviation "IE", e.g. E-RAB ID IE.

Value of an IE
When referring to the value of an information element (IE) in the specification the "Value" is written as it is specified in sub clause 9.2 enclosed by quotation marks, e.g. "Value".

5
X2AP services

The present clause describes the services an eNB offers to its neighbours.

5.1
X2AP procedure modules

The X2 interface X2AP procedures are divided into two modules as follows:

1.
X2AP Basic Mobility Procedures;

2.
X2AP Global Procedures;

The X2AP Basic Mobility Procedures module contains procedures used to handle the UE mobility within E-UTRAN.

The Global Procedures module contains procedures that are not related to a specific UE. The procedures in this module are in contrast to the above module involving two peer eNBs.

5.2
Parallel transactions

Unless explicitly indicated in the procedure specification, at any instance in time one protocol peer shall have a maximum of one ongoing X2AP procedure related to a certain UE.

6
Services expected from signalling transport

The signalling connection shall provide in sequence delivery of X2AP messages. X2AP shall be notified if the signalling connection breaks.

X2 signalling transport is described in TS 36.422 [21].

7
Functions of X2AP

The X2AP protocol provides the following functions:

-
Mobility Management. This function allows the eNB to move the responsibility of a certain UE to another eNB. Forwarding of user plane data, Status Transfer and UE Context Release function are parts of the mobility management.

-
Load Management. This function is used by eNBs to indicate resource status, overload and traffic load to each other.

-
Reporting of General Error Situations. This function allows reporting of general error situations, for which function specific error messages have not been defined.

-
Resetting the X2. This function is used to reset the X2 interface. 

-
Setting up the X2. This function is used to exchange necessary data for the eNB for setup the X2 interface and implicitly perform an X2 Reset.

-
eNB Configuration Update. This function allows updating of application level data needed for two eNBs to interoperate correctly over the X2 interface. 

-
Mobility Parameters Management. This function allows the eNB to coordinate adaptation of mobility parameter settings with a peer eNB. 

-
Mobility Robustness Optimisation.  This function allows reporting of information related to mobility failure events. 

-
Energy Saving. This function allows decreasing energy consumption by enabling indication of cell activation/deactivation over the X2 interface.
The mapping between the above functions and X2 EPs is shown in the table below.

Table 7-1: Mapping between X2AP functions and X2AP EPs

	Function
	Elementary Procedure(s)

	Mobility Management
	a) Handover Preparation
b) SN Status Transfer
c) UE Context Release

d) Handover Cancel
e) SeNB Addition Preparation

f) SeNB Reconfiguration Completion
g) MeNB initiated SeNB Modification

h) SeNB initiated SeNB Modification
i) MeNB initiated SeNB Release

j) SeNB initiated SeNB Release

	Load Management
	a) Load Indication

b) Resource Status Reporting Initiation

c) Resource Status Reporting

	Reporting of General Error Situations
	Error Indication

	Resetting the X2
	Reset

	Setting up the X2
	X2 Setup

	eNB Configuration Update
	a) eNB Configuration Update

b) Cell Activation

	Mobility Parameters Management
	Mobility Settings Change

	Mobility Robustness Optimisation
	a) Radio Link Failure Indication

b) Handover Report

	Energy Saving
	a) eNB Configuration Update

b) Cell Activation


8
X2AP procedures

8.1
Elementary procedures

In the following tables, all EPs are divided into Class 1 and Class 2 EPs.

Table 8.1-1: Class 1 Elementary Procedures

	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER PREPARATION FAILURE

	Reset
	RESET REQUEST
	RESET RESPONSE
	

	X2 Setup 
	X2 SETUP REQUEST
	X2 SETUP RESPONSE
	X2 SETUP FAILURE

	eNB Configuration Update
	ENB CONFIGURATION UPDATE
	ENB CONFIGURATION UPDATE ACKNOWLEDGE
	ENB CONFIGURATION UPDATE FAILURE

	Resource Status Reporting Initiation
	RESOURCE STATUS REQUEST
	RESOURCE STATUS RESPONSE
	RESOURCE STATUS FAILURE

	Mobility Settings Change
	MOBILITY CHANGE REQUEST
	MOBILITY CHANGE ACKNOWLEDGE
	MOBILITY CHANGE FAILURE

	Cell Activation
	CELL ACTIVATION REQUEST
	CELL ACTIVATION RESPONSE
	CELL ACTIVATION FAILURE

	SeNB Addition Preparation
	SENB ADDITION REQUEST
	SENB ADDITION REQUEST ACKNOWLEDGE
	SENB ADDITION REQUEST REJECT

	MeNB initiated SeNB Modification
	SENB MODIFICATION REQUEST
	SENB MODIFICATION REQUEST ACKNOWLEDGE
	SENB MODIFICATION REQUEST REJECT

	SeNB initiated SeNB Modification
	SENB MODIFICATION REQUIRED
	SENB MODIFICATION CONFIRM
	SENB MODIFICATION REFUSE

	SeNB initiated SeNB Release
	SENB RELEASE REQUIRED
	SENB RELEASE CONFIRM
	SENB RELEASE REFUSE


Table 8.1-2: Class 2 Elementary Procedures

	Elementary Procedure
	Initiating Message

	Load Indication
	LOAD INFORMATION

	Handover Cancel
	HANDOVER CANCEL

	SN Status Transfer
	SN STATUS TRANSFER

	UE Context Release
	UE CONTEXT RELEASE

	Resource Status Reporting
	RESOURCE STATUS UPDATE

	Error Indication
	ERROR INDICATION

	Radio Link Failure Indication
	RLF INDICATION

	Handover Report
	HANDOVER REPORT

	SeNB Reconfiguration Completion
	SENB RECONFIGURATION COMPLETE

	MeNB initiated SeNB Release
	SENB RELEASE REQUEST


8.2
Basic mobility procedures

<<<<<<<<<<<<<<<<<<<< Next Change  >>>>>>>>>>>>>>>>>>>>

8.2.2

SN Status Transfer

8.2.2.1
General

The purpose of the SN Status Transfer procedure is to transfer the uplink PDCP SN and HFN receiver status and the downlink PDCP SN and HFN transmitter status either, from the source to the target eNB during an X2 handover, or between the eNBs involved in dual connectivity, for each respective E-RAB for which PDCP SN and HFN status preservation applies.
If the SN Status Transfer procedure is applied in the course of dual connectivity, in the subsequent specification text 
-
the behaviour of the eNB from which the E-RAB context is transferred, i.e. the eNB involved in dual connectivity from which data forwarding, is specified by the behaviour of the "source eNB",

-
the behaviour of the eNB to which the E-RAB context is transferred, i.e. the eNB involved in dual connectivity to which data is forwarded, is specified by the behaviour of the "target eNB".
The procedure uses UE-associated signalling.

8.2.2.2
Successful Operation
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Figure 8.2.2.2-1: SN Status Transfer, successful operation

The source eNB initiates the procedure by stop assigning PDCP SNs to downlink SDUs and stop delivering UL SDUs towards the EPC and sending the SN STATUS TRANSFER message to the target eNB at the time point when it considers the transmitter/receiver status to be frozen.

The E-RABs Subject To Status Transfer List IE included in the SN STATUS TRANSFER message contains the E-RAB ID(s) corresponding to the E-RAB(s) for which PDCP SN and HFN status preservation shall be applied.

If the source eNB includes in the SN STATUS TRANSFER message, the information on the missing and received uplink SDUs in the Receive Status Of UL PDCP SDUs IE or Receive Status Of UL PDCP SDUs Extended IE for each E-RAB for which the source eNB has accepted the request from the target eNB for uplink forwarding, then the target eNB may use it in a Status Report message sent to the UE over the radio.
For each E-RAB for which the DL COUNT Value IE is received in the SN STATUS TRANSFER message, the target eNB shall use it to mark with the value contained in the PDCP-SN IE of this IE the first downlink packet for which there is no PDCP SN yet assigned. If the DL COUNT Value Extended IE is included in the E-RABs Subject To Status Transfer Item IE, the target eNB shall, if supported, use the value contained in the PDCP-SN Extended IE of the DL COUNT Value Extended IE instead of the value contained in the PDCP-SN IE of the DL COUNT Value IE.

For each E-RAB for which the UL COUNT Value IE is received in the SN STATUS TRANSFER message, the target eNB shall not deliver any uplink packet which has a PDCP SN lower than the value contained in the PDCP-SN IE of this IE. If the UL COUNT Value Extended IE is included in the E-RABs Subject To Status Transfer Item IE, the target eNB shall, if supported, use the value contained in the PDCP-SN Extended IE of the UL COUNT Value Extended IE instead of the value contained in the PDCP-SN IE of the UL COUNT Value IE.

8.2.2.3
Abnormal Conditions

If the target eNB receives this message for a UE for which no prepared handover exists at the target eNB, the target eNB shall ignore the message.

<<<<<<<<<<<<<<<<<<<< Next Change  >>>>>>>>>>>>>>>>>>>>

8.2.x
SeNB Addition Preparation

8.2.x.1
General

This procedure is used to establish necessary resources in an SeNB for dual connectivity operation.

The procedure uses UE-associated signalling.

8.2.x.2
Successful Operation
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Figure 8.2.x.2-1: SeNB Addition Preparation, successful operation

The MeNB initiates the procedure by sending the SENB ADDITION REQUEST message to the SeNB. When the MeNB sends the SENB ADDITION REQUEST message, it shall start the timer TDCprep. 

The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested E-RABs is admitted by the SeNB, the SeNB shall reserve necessary resources, and send the SENB ADDITION REQUEST ACKNOWLEDGE message back to the MeNB. The SeNB shall include the E-RABs for which resources have been prepared at the SeNB in the E-RABs Admitted List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
For each E-RAB configured with the SCG bearer option
-
the SeNB shall apply the respective AS-security according to the information contained in the UE Security Capabilities IE and the AS Security Information for DC IE in the UE Context Information IE.
-
the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the SENB ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding DL GTP TEID IE in the E-RAB To Be Modified in Downlink List IE of the E-RAB MODIFY INDICATION message (see TS 36.413 [4]) depending on implementation choice.

-
the SeNB may include for each bearer in the E-RABs Admitted List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the SENB ADDITION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.
If the UE Security Capabilities IE included in the SENB ADDITION REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the SeNB shall take it into use and ignore the keys received in the AS Security Information for DC IE.
Interactions with the SeNB Reconfiguration Completion procedure:

If the SeNB admits at least one E-RAB, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SENB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.
8.2.x.3
Unsuccessful Operation
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Figure 8.2.x.3-1: SeNB Addition Preparation, unsuccessful operation.
If the SeNB does not admit at least one E-RAB, or a failure occurs during the SeNB Addition Preparation, the SeNB shall send the SENB ADDITION REQUEST REJECT message to the MeNB. The message shall contain the Cause IE with an appropriate value.

If the SeNB receives a SENB ADDITION REQUEST message containing the RRCInformation IE that does not include required information as specified in TS 36.331 [9], the SeNB shall send the SENB ADDITION REQUEST REJECT message to the MeNB.

8.2.1.4
Abnormal Conditions

If the SeNB receives a SENB ADDITION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE) set to the same value, the SeNB shall not admit the corresponding E-RABs.

If the SeNB receives a SENB ADDITION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall not admit the corresponding E-RAB. 
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB ADDITION REQUEST REJECT message.

Interactions with the SeNB Reconfiguration Completion and SeNB initiated SeNB Release procedure:

If the timer TDCoverall expires before the SeNB has received the SENB RECONFIGURATION COMPLETE or the SENB RELEASE REQUEST message, the SeNB triggers the SeNB initiated SeNB Release procedure to release all SeNB resources allocated for the UE.
8.2.x1

SeNB Reconfiguration Completion
8.2.x1.1
General

The purpose of the SeNB Reconfiguration Completion procedure is to provide information to the SeNB whether the requested configuration was successfully applied by the UE.
The procedure uses UE-associated signalling.

8.2.x1.2
Successful Operation
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Figure 8.2.x1.2-1: SeNB Reconfiguration Complete procedure, successful operation.
The MeNB initiates the procedure by sending the SENB RECONFIGURATION COMPLETE message to the SeNB.
The SENB CONFIGURATION COMPLETE message may contain information that
-
either the UE has successfully applied the configuration requested by the SeNB.

-
or the UE has not successfully applied the configuration requested by the SeNB. The MeNB shall provide information with sufficient precision in the included Cause IE to enable the SeNB to know the reason for an unsuccessful reconfiguration. The MeNB may also provide configuration information in the RRC Information IE.
-
or the MeNB has not triggered configuration requested by the SeNB. The MeNB shall provide information with sufficient precision in the included Cause IE to enable the SeNB to know the reason for an unsuccessful reconfiguration. The MeNB may also provide configuration information in the RRC Information IE.
8.2.x1.3
Abnormal Conditions

Void.
8.2.x2
MeNB initiated SeNB Modification Preparation

8.2.x2.1
General

This procedure is used by the MeNB to request the SeNB to modify UE context data at the SeNB.

The procedure uses UE-associated signalling.

8.2.x2.2
Successful Operation


[image: image5.emf]MeNB SeNB

SENB MODIFICATION REQUEST

SENB MODIFICATION ACKNOWLEDGE


Figure 8.2.x2.2-1: MeNB initiated SeNB Modificiation Preparation, successful operation.
The MeNB initiates the procedure by sending the SENB MODIFICATION REQUEST message to the SeNB. When the MeNB sends the SENB MODIFICATION REQUEST message, it shall start the timer TDCprep.
The SENB MODIFICATION REQUEST message may contain

-
E-RABs to be added within the E-RABs To be Added Item IE;
-
E-RABs to be modified within the E-RABs To be Modified Item IE;
-
E-RABs to be released within the E-RABs To be Released Item IE;

-
the UE Context Information IE;

-
the RRC Information IE;
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If at least one of the requested modifications is admitted by the SeNB, the SeNB shall modify the related part of the UE context accordingly and send the SENB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB. 
The SeNB shall include the E-RABs for which resources have been prepared at the SeNB in the E-RABs Admitted List IE. The SeNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.
For each E-RAB configured with the SCG bearer option to be added or modified
-
the SeNB shall, if included, apply the respective AS-security according to the information contained in the UE Security Capabilities IE and the AS Security Information for DC IE in the UE Context Information IE.

-
if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SENB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the SeNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted to be Added Item IE of the SENB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also decide to provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs to be Released Item IE of the SENB MODIFICATION REQUEST. This GTP tunnel endpoint may be different from the corresponding DL GTP TEID IE in the E-RAB To Be Modified in Downlink List IE of the E-RAB MODIFY INDICATION message (see TS 36.413 [4]) depending on implementation choice.

-
if applicable, the SeNB may include for each bearer in the E-RABs Admitted to be Added List IE in the SENB MODIFICATION REQUEST message or in the E-RABs Admitted to be Released List IE in the SENB MODIFICATION REQUEST ACKNOWLEDGE message the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the SENB MODIFICATION REQUEST ACKNOWLEDGE message the MeNB shall stop the timer TDCprep.

If the UE Security Capabilities IE included in the SENB MODIFICATION REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.
Interactions with the SeNB Reconfiguration Completion procedure:

If the SeNB admits a modification of the UE context requiring the MeNB to report about the success of the RRC connection reconfiguration procedure, the SeNB shall start the timer TDCoverall when sending the SENB ADDITION REQUEST ACKNOWLEDGE message to the MeNB. The reception of the SeNB RECONFIGURATION COMPLETE message shall stop the timer TDCoverall.

8.2.x2.3
Unsuccessful Operation
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Figure 8.2.x2.3-1: MenB initiated SeNB Modification Preparation, unsuccessful operation.
If the SeNB does not admit at least one modification requested by the MeNB, or a failure occurs during the MeNB initiated SeNB Modfication Preparation, the SeNB shall send the SENB MODIFICATION REQUEST REJECT message to the MeNB. The message shall contain the Cause IE with an appropriate value.

If the SeNB receives a SENB ADDITION REQUEST message containing the RRCInformation IE that does not include required information as specified in TS 36.331 [9], the SeNB shall send the SENB ADDITION REQUEST REJECT message to the MeNB.

8.2.x2.4
Abnormal Conditions

If the SeNB receives a SENB MODIFICATION REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Added List IE and/or the E-RABs To Be Modified List IE and/or in the E-RABs To Be Released List IE) set to the same value, the SeNB shall not admit the action requested for the corresponding E-RABs.

If the SeNB receives a SENB MODIFICATION REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the SeNB shall not admit the corresponding E-RAB. 
If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the SeNB (TS 33.401 [18]), the SeNB shall reject the procedure using the SENB MODIFICATION REQUEST REJECT message.

Interactions with the SeNB Reconfiguration Completion and SeNB initiated SeNB Release procedure:

If the timer TDCoverall expires before the SeNB has received the SENB RECONFIGURATION COMPLETE or the SENB RELEASE REQUEST message, the SeNB shall regard the requested modification RRC connection reconfiguration as being not applied by the UE and may take further actions like triggering the SeNB initiated SeNB Release procedure to release all SeNB resources allocated for the UE.
8.2.x3
SeNB initiated SeNB Modification Preparation

8.2.x3.1
General

This procedure is used by the SeNB to request the MeNB to modify UE context data at the SeNB.

The procedure uses UE-associated signalling.

8.2.x3.2
Successful Operation
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Figure 8.2.x3.2-1: SeNB initiated SeNB Modificiation Preparation, successful operation.
The SeNB initiates the procedure by sending the SENB MODIFICATION REQUIRED message to the MeNB. When the SeNB sends the SENB MODIFICATION REQUIRED message, it shall start the timer TDCoverall. 

The SENB MODIFICATION REQUIRED message may contain

-
E-RABs to be released within the E-RABs To be Released Item IE;

-
the UE Context Information Modification IE;

-
the RRC Information IE.
8.2.x3.3
Unsuccessful Operation
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Figure 8.2.x3.3-1: SenB initiated SeNB Modification Preparation, unsuccessful operation.
If the MeNB is not able to admit the requested modification the MeNB shall send the SENB MODIFICATION REFUSE message to the SeNB. The message shall contain the Cause IE with an appropriate value.

If the MeNB receives a SENB MODIFICATION REQUIRED message containing the RRC Context IE that does not include required information as specified in TS 36.331 [9], the MeNB shall send the SEND MODIFICATION REFUSE message to the SeNB.

8.2.x3.4
Abnormal Conditions

If the timer TDCoverall expires before the SeNB has received the SENB MODIFICATION CONFIRM or the SENB MODIFICATION REFUSE message, the SeNB shall regard the requested modification as failed and may take further actions like triggering the SeNB initiated SeNB Release procedure to release all SeNB resources allocated for the UE.
8.2.x4

MeNB initiated SeNB Release
8.2.x4.1
General

The purpose of the MeNB initiated SeNB Release procedure is to remove the UE context from the SeNB.

The procedure uses UE-associated signalling.

8.2.x1.2
Successful Operation
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Figure 8.2.x1.2-1: SeNB Reconfiguration Complete procedure, successful operation.
The MeNB initiates the procedure by sending the SENB RELEASE REQUEST message to the SeNB. The message shall contain the Cause IE with an appropriate value.
8.2.x4.3
Abnormal Conditions

Void.
8.2.x5
SeNB initiated SeNB Release
8.2.x5.1
General

This procedure is used by the SeNB to request the MeNB to release the UE context data at the SeNB.

The procedure uses UE-associated signalling.

8.2.x5.2
Successful Operation
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Figure 8.2.x5.2-1: SeNB initiated SeNB Release, successful operation.
The SeNB initiates the procedure by sending the SENB RELEAE REQUIRED message to the MeNB. When the SeNB sends the SENB RELEASE REQUIRED message, it shall start the timer TDCoverall. 

8.2.x5.3
Unsuccessful Operation
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Figure 8.2.x5.3-1: SenB initiated SeNB Release, unsuccessful operation.
If the MeNB is not able or not willing to admit the release of the UE context at the SeNB the MeNB shall send the SENB RELEASE REFUSE message to the SeNB. The message shall contain the Cause IE with an appropriate value.

8.2.x5.4
Abnormal Conditions

If the timer TDCoverall expires before the SeNB has received the SENB RELEASE CONFIRM or the SENB RELEASE REFUSE message, the SeNB shall locally release the UE context.
<<<<<<<<<<<<<<<<<<<< Next Change  >>>>>>>>>>>>>>>>>>>>

9.1.1.4
SN STATUS TRANSFER

This message is sent by the source eNB to the target eNB to transfer the uplink/downlink PDCP SN and HFN status during a handover.

If the SN STATUS TRANFER message is used in the course of dual connectivity, in the subsequent table 

-
the eNB from which the E-RAB context is transferred, i.e. the eNB involved in dual connectivity from which data forwarding, is denoted by "source eNB",

-
the eNB to which the E-RAB context is transferred, i.e. the eNB involved in dual connectivity to which data is forwarded, is denoted by "target eNB".
Direction: source eNB ( target eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	ignore

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the source eNB
	YES
	reject

	New eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the target eNB
	YES
	reject

	E-RABs Subject To Status Transfer List
	
	1
	
	
	YES
	ignore

	>E-RABs Subject To Status Transfer Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>Receive Status Of UL PDCP SDUs
	O
	
	BIT STRING  (4096)
	PDCP Sequence Number = (First Missing SDU Number + bit position) modulo 4096

0: PDCP SDU has not been received.

1: PDCP SDU has been received correctly.
	–
	–

	>>UL COUNT Value
	M
	
	COUNT Value

9.2.15
	PDCP-SN and Hyper Frame Number of the first missing UL SDU in case of 12 bit long PDCP-SN
	–
	–

	>>DL COUNT Value
	M
	
	COUNT Value

9.2.15
	PDCP-SN and Hyper frame number that the target eNB should assign for the next DL SDU not having an SN yet in case of 12 bit long PDCP-SN
	–
	–

	>>Receive Status Of UL PDCP SDUs Extended
	O
	
	BIT STRING (1..16384)
	The IE is used in case of 15 bit long PDCP-SN in this release.

The first bit indicates the status of the SDU after the First Missing UL PDCP SDU.

The Nth bit indicates the status of the UL PDCP SDU in position (N + First Missing SDU Number) modulo (1 + the maximum value of the PDCP-SN).

0: PDCP SDU has not been received.

1: PDCP SDU has been received correctly.
	YES
	ignore

	>>UL COUNT Value Extended
	O
	
	COUNT Value Extended 9.2.66
	PDCP-SN and Hyper Frame Number of the first missing UL SDU in case of 15 bit long PDCP-SN
	YES
	ignore

	>>DL COUNT Value Extended
	O
	
	COUNT Value Extended 9.2.66
	PDCP-SN and Hyper Frame Number that the target eNB should assign for the next DL SDU not having an SN yet in case of 15 bit long PDCP-SN
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256.


<<<<<<<<<<<<<<<<<<<< Next Change  >>>>>>>>>>>>>>>>>>>>

9.1.x
Messages for Dual Connectivity
9.1.x.1
SENB ADDITION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation of establishing SeNB resources for a specific UE.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	C-ifSCG
	
	9.2.29
	
	–
	–

	>AS Security Information for DC
	C-ifSCG
	
	9.2.xx
	
	–
	–

	>UE Aggregate Maximum Bit Rate
	O
	
	9.2.12
	To be included if non-GBR E-RABs configured with the SCG bearer option
	–
	–

	>E-RABs To Be Added List
	
	1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the MeNB.
	–
	–

	RRC Information
	M
	
	OCTET STRING
	Includes the necessary RRC Information for DC operation as specified in TS 36.331 [9]
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


	Condition
	Explanation

	ifCSG
	Shall be available if the E-RABs to be Added List contains at least one E-RAB item for which the SCG bearer option was configured.


9.1.x.2
SENB ADDITION REQUEST ACKNOWLEDGE

This message is sent by the SeNB to inform the MeNB about the prepared resources at the SeNB.

Direction: SeNB ( MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	ignore

	E-RABs Admitted List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>DL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	–

	>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>SeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

9.2.28
	A value for E-RAB ID shall only be present once  in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	RRC Information
	M
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.2
SENB ADDITION REQUEST REJECT
This message is sent by the SeNB to inform the MeNB that the SeNB Addition Preparation has failed.

Direction: SeNB (  MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the MeNB
	YES
	ignore

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


9.1.x.3
SENB RECONFIGURATION COMPLETE
This message is sent by the MeNB to the SeNB to indicate that configuration requested by the SeNB was applied by the UE.
Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	ignore

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Response Information
	M
	
	
	
	YES
	ignore

	>CHOICE Response Type
	M
	
	
	
	
	

	>>Configuration successfully applied
	
	
	
	
	
	

	>>>RRC Information
	M
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	-
	-

	>>Configuration rejected by the UE
	
	
	
	
	
	

	>>>Cause
	M
	
	9.2.6
	
	-
	-

	>>>RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	-
	-

	>>Configuration rejected by the MeNB
	
	
	
	
	
	

	>>>Cause
	M
	
	9.2.6
	
	-
	-

	>>>RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	-
	-


9.1.x.4
SENB MODIFICATION REQUEST

This message is sent by the MeNB to the SeNB to request the preparation of modifying SeNB resources for a specific UE.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>UE Security Capabilities
	O
	
	9.2.29
	May be only available if list of E-RABs resulting from the modification contains at least one E-RAB item for which the SCG bearer option was configured.
	–
	–

	>AS Security Information for DC
	O
	
	9.2.xx
	May be only available if list of E-RABs resulting from the modification contains at least one E-RAB item for which the SCG bearer option was configured.
	–
	–

	>UE Aggregate Maximum Bit Rate
	O
	
	9.2.12
	May be only available if list of E-RABs resulting from the modification contains at least one non-GBR E-RAB item for which the SCG bearer option was configured.
	–
	–

	>E-RABs To Be Added List
	
	1
	
	
	–
	–

	>>E-RABs To Be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the MeNB.
	–
	–

	>E-RABs To Be Modified List
	
	1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>E-RAB Level QoS Parameters
	O
	
	9.2.9
	Includes QoS parameters to be modified
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the MeNB.
	–
	–

	>E-RABs To Be Released List
	
	1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.5
SENB MODIFICATION REQUEST ACKNOWLEDGE

This message is sent by the MeNB to confirm the SeNB’s request to modify the UE context.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	ignore

	E-RABs Admitted List
	
	1
	
	
	YES
	ignore

	> E-RABs Admitted to be Added Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>DL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	–

	>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>Split Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>SeNB GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	–

	>E-RABs Admitted To Be Modified List
	
	1
	
	
	–
	–

	>>E-RABs Admitted To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>SeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	–

	>E-RABs Admitted To Be Released List
	
	1
	
	
	–
	–

	>>E-RABs Admittd To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

9.2.28
	A value for E-RAB ID shall only be present once  in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.6
SENB MODIFICATION REQUEST REJECT
This message is sent by the SeNB to inform the MeNB that the MeNB initiated SeNB Modification Preparation has failed.

Direction: SeNB (  MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the SeNB
	YES
	ignore

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


9.1.x.7
SENB MODIFICATION REQUIRED
This message is sent by the SeNB to the MeNB to request the modification of SeNB resources for a specific UE.

Direction: SeNB ( MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	UE Context Information
	
	1
	
	
	YES
	reject

	>E-RABs To Be Modified List
	
	1
	
	
	–
	–

	>>E-RABs To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SeNB endpoint of the S1 transport bearer. For delivery of DL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>SeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the SeNB.
	–
	–

	>E-RABs To Be Released List
	
	1
	
	
	–
	–

	>>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.8
SENB MODIFICATION CONFIRM
This message is sent by the MeNB to inform the SeNB about the requested modification has been at least partially admitted by the MeNB.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	ignore

	E-RABs Admitted List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted To Be Modified List
	
	1
	
	
	–
	–

	>>E-RABs Admitted To Be Modified Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>MeNB GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Endpoint of the X2 transport bearer at the MeNB.
	–
	–

	>E-RABs Admitted To Be Releasedd List
	
	1
	
	
	–
	–

	>>E-RABs Admitted To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	EACH
	ignore

	>>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>>SCG Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	>>>>Split Bearer
	
	
	
	
	
	

	>>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	E-RABs Not Admitted List
	O
	
	E-RAB List

9.2.28
	A value for E-RAB ID shall only be present once  in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	RRC Information
	O
	
	OCTET STRING
	Includes the necessary RRC Information as specified for DC operation in TS 36.331 [9]
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.9
SENB MODIFICATION REFUSE
This message is sent by the MeNB to inform the SeNB that the SeNB initiated SeNB Modification Preparation has failed.

Direction: MeNB (  SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the SeNB
	YES
	ignore

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


9.1.x.10
SENB RELEASE REQUEST
This message is sent by the MeNB to request the SeNB to release the UE context at the SeB.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	ignore

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	E-RABs to be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	–
	–

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.11
SENB RELEASE REQUIRED
This message is sent by the SeNB to the MeNB to admit the release of the UE context at the SeNB.

Direction: SeNB ( MeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.12
SENB RELEASE CONFIRM
This message is sent by the MeNB to inform the SeNB that the requested release was admitted by the MeNB.

Direction: MeNB ( SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	YES
	ignore

	E-RABs to be Released List
	
	0..1
	
	
	YES
	ignore

	>E-RABs To Be Released Item
	
	1 .. <maxnoof Bearers>
	
	
	–
	–

	>>CHOICE Bearer Option
	M
	
	
	
	
	

	>>>SCG Bearer
	
	
	
	
	
	

	>>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>>DL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of DL PDUs
	–
	–

	>>>>UL Forwarding GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of UL PDUs
	–
	–

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


9.1.x.13
SENB RELEASE REFUSE
This message is sent by the MeNB to inform the SeNB that the SeNB initiated SeNB Modification Preparation was not admitted by the MeNB.

Direction: MeNB (  SeNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the MeNB
	YES
	ignore

	SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated  at the SeNB
	YES
	ignore

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<< Last Change  >>>>>>>>>>>>>>>>>>>>

9.5
Timers

TRELOCprep
-
Specifies the maximum time for the Handover Preparation procedure in the source eNB.

TX2RELOCoverall
-
Specifies the maximum time for the protection of the overall handover procedure in the source eNB.

TDCprep
-
Specifies the maximum time for the SeNB Addition Preparation or MeNB initiated SeNB Modification Preparation procedure in the MeNB.

TDCoverall
-
Specifies the maximum time in the SeNB for either the SeNB initiated SeNB Modification Preparation procedure or the protection of the E-UTRAN actions necessary to configure UE resources at SeNB Addition or MeNB initiated SeNB Modification.
<<<<<<<<<<<<<<<<<<<< End of Changes  >>>>>>>>>>>>>>>>>>>>
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