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Definitions, symbols and abbreviations

4
Overall architecture

4.1
General

The overall UMTS architecture and UTRAN architectures are described in TS 25.401 [4] and TS 25.410 [5]. For clarity and ease of understanding, at appropriate places references to TR-069 [7] and associated methods are described briefly although they are beyond the scope of this specification.

The reference model shown in Figure 4.1-1 below contains the network elements that make up the HNB access network. There is a one-to-many relationship between a HNB-GW and the HNB(s) it serves.



Figure 4.1-1. HNB access network reference model.
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Figure 4.1-1. HNB access network reference model.

The HNB-GW appears to the CN as an RNC and serves as a concentrator of HNB connections. The Iu interface between the CN and the HNB-GW serves the same purpose as the interface between the CN and a RNC. The HNB GW is uniquely identified towards the CN on a particular Iu interface by the RNC ID. One HNB serves only one cell.

The HNB-GW appears to other RNCs as an RNC and serves as a concentrator of HNB connections. The HNB GW is uniquely identified towards the RNC on a particular Iur interface by the RNC ID.
The HNB-GW appears to the SAS as an RNC . The Iupc interface between the HNB-GW and the SAS serves the same purpose as the interface between the RNC and a SAS. 
The Local Gateway (L-GW) may be present only when the HNB operates in LIPA mode. When present, it is co-located with the HNB, in which case the HNB has a Gn/S5 interface towards the SGSN/SGW which does not use the HNB-GW, and a Gi interface towards the residential/IP network.

If the L-GW is present within the HNB, the HNB shall use for Gn/S5 connectivity the same secure interface established by the HNB for Iuh signalling as specified in TS 33.320 [16].

If the HNB-GW is supporting Fixed Broadband Access network interworking function, the HNB-GW uses a S15 interface towards PCRF for CS sessions as specified in TS 23.139 [36].

The HNB may be assigned the same inner IP address for the Gn/S5 interfaces as for the Iuh interface, or a different IP address.

NOTE:
If the HNB uses the same IP address for Gn/S5 and the Iuh interface, they should be assigned distinct ranges of TEIDs in order to be able to discriminate downlink GTP-U packets.

NOTE:
The Security gateway is a logically separated entity and may be implemented either as a separate physical element or integrated into, for example, a HNB-GW.

The HNB access network includes the functional entities as shown in Figure 4.1-1 and detailed below.

The HNB access network supports Iurh connectivity between HNBs and connectivity between HNBs and RNCs via the HNB-GW.

This version of specification supports three different Iurh connectivity options:

-
Option1: Direct Iurh interface connectivity between the two involved HNBs. 
In this case the HNB-GW is not involved at all in Iurh RNL signalling.

-
Option 2: Iurh interface connectivity between HNBs with the HNB-GW serving as an Iurh proxy. 
In this case the HNB-GW, acting as an Iurh-proxy, appears to a HNB as the peer HNB. 
For this connectivity option the role of the HNB-GW is transparent with regard to RNSAP signalling. Conveying respective signalling messages via the HNB-GW is performed by routing based on information provided by the RNSAP User Adaptation (RNA) layer, see TS 25.471 [19]. 

-
Option 3: Iurh interface connectivity between HNBs and the HNB-GW utilised for transporting RNL signalling between those HNBs and RNCs via the HNB-GW.

NOTE:
If Option 2 and Option 3 coexist, they share the same SCTP association.

Iurh connectivity between one pair of HNBs shall either support direct Iurh connectivity or Iurh connectivity via the HNB-GW, not both at the same time.

With respect to HNB-HNB mobility, there is no requirement for a HNB to support direct Iurh connectivity and Iurh connectivity via the HNB-GW at the same time in the current release of the specification.

-------------------Next change--------------------

7
Iuh interface protocol structure

7.1
General

Figure 7.2-1 shows the Control Plane and the User Plane protocol structures over the Iuh interface. For the control plane, the HNBAP protocol provides the signalling service between the HNB and the HNB-GW required to fulfil the functions described in TS 25.469 [3].

RUA provides the signalling service between the HNB and the HNB-GW that is required to fulfil the functions described in TS 25.468 [2].

The payload protocol identifier (PPI) field in SCTP (IETF RFC 4960 [6]) is set to the value 19 assigned by IANA for use with the RUA protocol. In addition, the value 20 is assigned for the PPI for HNBAP. The value 31 is assigned for the PPI for SABP. The multiplexing protocol as specified in TS 25.444 [8] provides the means to multiplex CS user plane on the uplink.

The destination port number field in SCTP (IETF RFC 4960 [6]) is set to the value 29169 assigned by IANA for setup of the common SCTP association in HNBAP, RUA and SABP.

For Iurh there shall be an SCTP association for each direct Iurh interface between HNBs. For operation via the HNB-GW there shall be a single SCTP association common to all Iurh interface instances. This association shall be separate from the Iuh SCTP association established between the HNB and the HNB-GW.

The payload protocol identifier (PPI) field in IETF RFC 4960 [6] is set to the value 42 registered by IANA for the use with the RNA protocol. 

The destination port number field in IETF RFC 4960 [6] is set to the value 25471 assigned by IANA for setup of the SCTP association in RNA.

7.2
Iuh

Figure 7.2-1 shows the protocol structure for Iuh, following the structure described in TS 25.401 [4].
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Note 1 ) RTCP is optional.   Note 2 ) Iu UP is terminated in CN and HNB only (i.e. not in the HNB GW)  
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Figure 7.2-1. Iuh–Interface Protocol Stack.

7.3
Iurh

********************************************

-----------------New Sections-------------------

7.y.1
Iupc-Iuh Interface Control Plane Protocol Stack


Figure 7.y.1-1 shows the control plane protocol stack for connectivity between a HNB and a SAS via the HNB-GW.


[image: image5]
Figure 7.y.1-1: Iupc-Iuh Interfaces Protocol Stack for connectivity between a HNB and a SAS via the HNB-GW.

7.y.2
Interworking between the RANAP User Adaptation Layer (RUA) and the Signalling Connection Control Part (SCCP) for PCAP transport
7.y.2.1
General

This section describes usage of RUA and SCCP for connectivity between a HNB and a SAS via HNB-GW.

RNL signalling between an SAS and a HNB-GW utilises services provided by the SCCP (ITU-T Rec. Q.711 [32] / ITU-T Rec. Q.712 [33]/ ITU-T Rec. Q.713 [34]/ ITU-T Rec. Q.714 [35]) as defined for Iupc interface signalling transport between an RNC and a SAS (see 3GPP TS 25.450 [xx]), since the HNB-GW is seen as an RNC for connection via Iupc interface to the SAS.

The Interworking functions at the HNB-GW deal with:

-
For connectionless signalling, extracting or inserting PCAP Transaction ID information on the Iuh connection or on the Iupc connection of the SAS-HNB signalling connectivity,

-
on Iupc, ensuring uniqueness of PCAP Transaction IDs to provide the SAS with a consistent view aligned with the HNB-GW acting as one RNC,

-
on Iuh, mapping of PCAP Transaction ID on messages from the SAS to a local PCAP Transaction ID for the HNB and mapping of local PCAP Transaction ID on messages from the HNB to the corresponding PCAP Transaction ID for the SAS.

-
on Iuh, mapping of PCAP Transaction ID received from the SAS to direct connectionless messages to the correct HNB.
-
for connection oriented signalling, performing appropriate mapping between RUA level and SCCP level;
-
mapping of PCAP Session ID assigned to the PCAP session over RUA for a specific HNB and UE with the SCCP connection between HNB GW and SAS,
-
respective routing of PCAP messages (see 3GPP TS 25.453[yy]) based on available address information.

In general, (i) Iupc connectivity between the HNB-GW and the SAS is established by configuration, while (ii) the Iuh connectivity between the HNB and the HNB-GW is performed via the HNB registration procedure.

The following subclauses describe the interworking between RUA and SCCP at the HNB-GW.

7.y.2.2

Establishment of signalling connection over Iuh and Iupc connections between HNB and SAS via HNB-GW


[image: image6]
Figure 7.y.2.2-1: Establishment of signalling connection over Iupc and Iuh connections between HNB and SAS via HNB-GW – HNB Initiated.

1.
When the Source HNB wants to send a PCAP message to the SAS for which a signalling connection over the Iuh and Iupc connections has to be established, it issues a RUA: PCAP DIRECT TRANSFER message containing the unique PCAP Session ID for that HNB and that PCAP signalling connection, the Context Id uniquely identifying the UE and the PCAP PDU1.
2.
An SCCP connection is created between the HNB GW and the SAS as described in TS25.450 [xx] subclause 4.5.1.3. 
The HNB-GW identifies the signalling interface to which the PCAP message shall be routed to and maintains a mapping between the RUA-based signalling connection and the SCCP-based signalling connection for the HNB-SAS end-to-end.
The HNB-GW sends PCAP PDU1 to the SAS and the SAS sends back PCAP PDU2 (see TS 25.450 [xx]).

3.
The HNB-GW routes the PCAP PDU2 towards the Source HNB.

4.
The HNB-GW sends a RUA: PCAP DIRECT TRANSFER message, including PCAP PDU2 received from the SAS to the source HNB.

7.y.2.3
HNB initiated – Refusal from SAS

[image: image7]
Figure 7.y.2.3-1: Establishment of signalling connection over Iuh and Iupc connections between HNB and SAS via HNB-GW – HNB Initiated with refusal from SAS.

1.  When the Source HNB wants to send a PCAP message to the SAS for which a signalling connection over the Iuh and Iupc connections has to be established, it issues a RUA: PCAP DIRECT TRANSFER message containing the unique PCAP Session ID for that HNB and that PCAP signalling connection, the Context Id uniquely identifying the UE and the PCAP PDU1.
2.
The HNB-GW performs SCCP Connection Request  and the SAS refuses the connection request (see TS 25.450 [xx]).
The HNB-GW identifies the signalling interface to which the PCAP message shall be routed to and maintains a mapping between the RUA-based signalling connection and the SCCP-based signalling connection for the HNB-SAS end-to-end.

3.
The HNB-GW maps the SCCP:CREF message into a RUA:PCAP DISCONNECT.

5.
The HNB-GW sends a RUA:PCAP DISCONNECT message to the source HNB, including the optional PCAP PDU2 if received from the SAS.

7.y.2.4
Transport of PCAP signalling messages via signalling connection established over Iupc and Iuh connections

7.y.2.4.1
HNB initiated


[image: image8]
Figure 7.y.2.4.1-1: Transport of PCAP messages via signalling connection over Iuh and Iupc connections – HNB initiated.

If the Source HNB wants to send a PCAP message to the SAS for which a connection oriented data transfer service is already established for a location session, it issues a RUA:PCAP DIRECT TRANSFER message towards the HNB-GW which contains the Context Id, the PCAP Session ID and the PCAP PDU.

The HNB-GW will forward the PCAP PDU to the SAS within an SCCP message.
7.y.2.4.2
SAS initiated


[image: image9]
Figure 7.y.2.4.2-1: Transport of PCAP messages via signalling connection over Iupc and Iuh connections – SAS initiated.

If the SAS wants to send a PCAP message to the Receiving HNB for which a connection oriented data transfer service is already established for a location session, it will send to the HNB-GW the PCAP PDU within an SCCP message.

The HNB-GW will then generate a RUA:PCAP DIRECT TRANSFER message and will route the PCAP PDU to the correct HNB.

7.y.2.5
Release of signalling connection over Iupc and Iuh Connections – HNB Initiated
[image: image14.bmp]
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Figure 7.y.2.5-1: Release of established signalling connection over Iupc and Iuh connections – HNB initiated.

If an HNB wants to release a signalling connection previously established over Iupc and Iuh connections towards an SAS, it sends a RUA:PCAP DISCONNECT message, which includes the Context Id, the PCAP Session ID and may include a PCAP PDU. The HNB-GW maps the RUA:PCAP DISCONNECT message to an SCCP:Release message and triggers the SCCP connection release procedure defined in TS 25.450 [xx] for the cooresponding SCPP connection.  

7.y.2.6
Release of signalling connection over Iupc and Iuh Connections – HNB GW Initiated

[image: image11]
Figure 7.y.2.6-1: Release of established signalling connection over Iupc and Iuh connections – HNB initiated.

If the SCCP connection between the HNB GW and the SAS is released, the HNB GW can map such release to the PCAP signalling connection towards the HNB and it can issue a RUA: PCAP DISCONNECT message, which includes the Context Id and the PCAP Session ID to the HNB.  

7.y.2.7
Transport of PCAP signalling messages via the connectionless data transfer service

7.y.2.7.1
HNB initiated


[image: image12]
Figure 7.y.2.7.1-1: Connectionless data transfer over Iuh and Iupc connections – HNB initiated.

If the HNB wants to send in a connectionless manner a PCAP PDU to the HNB-GW for the SAS, it issues a RUA: PCAP CONNECTIONLESS TRANSFER message containing the Context ID uniquely identifying the UE and the PCAP PDU. The HNB-GW then generates and routes the PCAP PDU within an SCCP message towards the SAS. The HNB GW shall ensure that the Transaction ID within the PCAP message is unique with respect to all the Transaction IDs in other PCAP messages sent to the SAS on the same SCCP connection.
7.y.2.7.2
SAS initiated


[image: image13]
Figure 7.y.2.6.2-1: Connectionless data transfer over Iupc and Iuh connections – SAS initiated.

If the SAS sends a PCAP PDU to the HNB-GW for the Receiving HNB, the HNB-GW has to be able to route the message to the correct HNB. The HNB-GW uses the PCAP transaction ID to determine the correct destination HNB.  Then the HNB-GW issues a RUA: PCAP CONNECTIONLESS TRANSFER message containing the PCAP PDU. 
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HNB and SAS Iupc connected for the specific signaling connection





RUA: PCAP DIRECT TRANSFER: (Context ID, new PCAP Session ID, PCAP PDU1)





2. SCCP connection establishment as described in TS25.450 [xx] subclause 4.5.1.3. 


The HNB GW:�(a) Establishes and maintains a mapping between the SCCP based signalling connection towards the SAS and the RUA based signallingconnection identified by the PCAP Session ID and the UE Context ID�(b) Routes PCAP PDU1 to Target SAS (Iupc already configured)


The SAS processes the received PCAP PDU and replies at application level with a PCAP PDU2 





3. HNB GW routes PCAP PDU2   to the appropriate HNB based on the mapping between the SCCP based signalling connection and the RUA based signalling connection identified by the UE Context ID and PCAP Session ID





RUA: PCAP DIRECT TRANSFER: (Context ID, PCAP Session ID, PCAP PDU2)
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RUA: PCAP DIRECT TRANSFER: (Context ID, new PCAP Session ID, PCAP PDU1)





2. SCCP connection establishment as described in TS25.450 [xx] subclause 4.5.1.3. �The  SAS refuses the connection due to e.g., limited resources. A PCAP PCU may be included in the SCCP-CREF message





3. . HNB_GW mapss the SCCP-CREF into a RUA:PCAP DISCONNECT based on the mapping between the SCCP-based signaling connection and the RUA-based signaling connection








RUA: PCAP DISCONNECT 





 





Source





HNB





HNB





-





GW





3





. 





SCCP encapsulated





PCAP PDU





SAS
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2. HNB GW routes PCAP PDU to SAS
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RUA: PCAP DISCONNECT (Context ID, PCAP Session ID, PCAP PDU1)
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2. HNB GW maps the PCAP DISCONNECT message to an SCCP.RLSD and passes a PCAP PDU if contained in the RUA: PCAP DISCONNECT





3. SCCP connection release, as described in TS25.450 [xx]
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2. HNB GW maps the SCCP release to the RUA: PCAP DISCONNECT message 





SCCP connection release, as described in TS25.450 [xx] or abrupt SCCP disconnection
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2. HNB GW ensures that the Transaction ID in the pCAP message is unique over the connection with the SAS. HNB GW routes the RUA: PCAP CONNECTIONLESS TRANSFER directly to the SAS
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2. HNB GW routes the RUA: PCAP CONNECTIONLESS TRANSFER directly to the HNB based on the Transaction ID within the PCAP PDU





RUA: PCAP CONNECTIONLESS TRANSFER (Context ID, PCAP PDU)
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